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Abstract of the contribution: this PCR covers solutions for 6G data framework in SA2.
[bookmark: OLE_LINK56]
1.	Introduction
This solution addresses KI#21. 
Suggestion for work flow in the SA2#173 meeting：
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.801-01:

* * * First Change * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc204948590][bookmark: _Toc204948717][bookmark: _Toc206752135][bookmark: _Toc214981696][bookmark: _Toc214989621][bookmark: _Toc215056198][bookmark: _Toc215665845][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	#21
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.0
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.A
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.B
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.C
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.D
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.E
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.F
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.G
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.H
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.I
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.J
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.K
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.L
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.M
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.N
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.O
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.P
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.Q
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.R
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	#21.S
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	



* * * Next Change * * * * topic common aspects


[bookmark: startOfAnnexes][bookmark: _Toc204948592][bookmark: _Toc204948719][bookmark: _Toc206752137][bookmark: _Toc214981698][bookmark: _Toc214989623][bookmark: _Toc215056200][bookmark: _Toc215665847]6.21.0	Solution #21.0: Common aspects (Laurent+Vivian+Hyesung)
[bookmark: _Toc500949099][bookmark: _Toc204948593][bookmark: _Toc204948720][bookmark: _Toc206752138][bookmark: _Toc214981699][bookmark: _Toc214989624][bookmark: _Toc215056201][bookmark: _Toc215665848]6.21.0.0	Topics addressed and High-level Solution Principles
[bookmark: _Toc500949101]This pseudo solution addresses KI#21. It 
· collects terminology that can be referred to by other solutions (e.g. potentially common definitions, common names for functionality or NF etc..) 
· describes at high level the points of agreements and the points where agreements need to be reached.


6.21.0.0.1		Definitions  (Laurent)
NOTE: 	defining a term in this clause does not mean that it is agreed that the corresponding feature or functionality is in scope of 6G specifications; it is possible that conclusions will mention that the functionality corresponding to some of the terms defined in this clause is not subject to specifications 
Data collection: the process of requesting a 6GS entity to provide some data (or events) to the data framework.	Comment by vivian-1385r01: Undid some changes from Ericsson
Data transfer: the process of sending data (or events) from an entity that has these data (or that has detected the event).
Data distribution: the process of transferring data from the data framework to a 6GS entity.

[bookmark: _Toc204948595][bookmark: _Toc204948722][bookmark: _Toc206752140][bookmark: _Toc214981701][bookmark: _Toc214989626][bookmark: _Toc215056203][bookmark: _Toc215665850]6.21.0.0.2	Use cases ( Laurent)
Potential  use cases:
Editor’s Note: some further definition of each use case is needed.
1. Data handling for AIML Model training for a 6G CN NF 
2. Data handling for AIML inference by a 6G CN NF
3. Data handling for model performance monitoring by a 6G CN NF
[bookmark: OLE_LINK30]NOTE: data sources for these three use cases can be captured in solutions
4. AIML Model training with data collection for UE sided model training outside the CN (e.g. 3rd  party AF)( (radio related) 
Editor’s Note: Whether “AIML Model training with data collection for UE sided model training (radio related)” is a use case depends on RAN requirements
5. AIML Model training with data collection for two-sided model training outside the CN (e.g. 3rd  party AF)(radio related)
Editor’s Note: Whether “AIML Model training with data collection for two- sided model training (radio related)” is a use case depends on RAN requirements
6. [bookmark: OLE_LINK40]Data handling to support Positioning 
Editor’s Note: Whether “Data handling to support Positioning” is a use case needs to be co-ordinated with3GPP RAN WGs
7. Data Exposure of operator data assets to 3rd party :
The operator may decide to expose some of its data to third parties. Different sets of data assets may be exposed to different third-party entities, hence the operators need granular control over data exposure. This use case requires tight operator control and support of user consent and privacy
WF: Give some specific case examples
Editor’s Note: Example of such data should be provided in this clause
8. Data Exposure of operator data assets to UEs:
The operator may decide to expose some of its data to UEs. Different sets of data assets may be exposed to different sets UE, hence the operators need granular control over data exposure. This use case requires tight operator control and support of user consent and privacy.
· Operator may provide its network performance data (e.g. heavy load) to UE, which enable UE to adjust e.g. autonomous driving level, or video codec bit rate.

Editor’s Note: Example of such data should be provided in this clause
9. Network Digital Twin: providing data defined by SA2 (UE /PDU Session related data) from 6G CN NF to the OAM entities supporting a Digital Twin
Editor’s Note: Whether the “Network Digital Twin” related use case is applicable for KI#21 needs to be coordinated with SA5
Editor’s Note: Example of such data should be provided in this clause
14. Data collection by the 6G CN NF responsible of UE traffic related information (e.g., time period of specific traffic flow)
15. Data management of supporting dynamic LAN communication i.e., UE to UE communication via 6G UP, with considering the UE’s mobility and corresponding 6G UP(s) information.
16. Generate new data services: Provide services capable of understanding and fulfilling high-level data request (e.g., intents) that involves decomposing the intent into multiple sub-tasks and planning their executions.
17. Intent-based input: Support a future-proof, intent-based data retrieval and data exposure, with considering the emerging AI technologies, which can also reduce the complexity of using data exposure services.
 
Use cases still controversial
1. Sensing: data collection by the 6G CN NF responsible of sensing from RAN when using RAN as a Sensing Entity,
2. Sensing: data collection by the 6G CN NF responsible of sensing from RAN when using UE as a Sensing Entity,
3. Sensing: data collection by the 6G CN NF responsible of sensing from UE when using UE as a Sensing Entity
Editor’s Note: Whether “sensing” related use cases are applicable for KI#21 is FFS and needs to be coordinated with KI#20
4. AIML Model transfer between 6G CN NFs   
Editor’s Note: Whether “AIML Model transfer between 6G CN NFs” is a use case for data framework depends on KI#18.
6.21.0.0.3	Architectural aspect including list of topicsData framework related functionalities (Vivian) 
NOTE 1: 	Defining a term xxxF or NF xxxNFfunctionality  in this clause does not mean that it is agreed that the corresponding feature or functionality is in scope of 6G specifications; it is possible that conclusions will mention that a functionality corresponding to some of the terms defined in this clause is not subject to specifications. Furthermore, final conclusions can determine that some of these functionalities are always co-located.
NOTE 2: 	Several options exist for each NF’s or functionality name, , the final name for NF or functionality  will be determined at a later stage. Some use cases can possibly need only a subset of the functionalities listed in this clause.
NOTE 3: 	it is FFS whether NFs and functionalities listed in this clause will be specified as evolutions of similar NFs and functionalities defined in 5GC.
Functionalities potentially needed 
(they are further defined below but their need is FFS)
-   	Data Control Functionality 
-	Data Transfer Functionality 
-	Data Repository Functionality 
-	Data processing Functionality 
-	Data Exposure Functionality
-	Data (capability) registration Functionality 
-	Data Agent Functionality

Editor’s Note: Which functionality is appliable for which use case is FFS (e.g., for only a subset of user case or all use cases)

[bookmark: OLE_LINK1]Editor’s Note: 	Coordination between SA2 and SA5 is needed for overlapping functionality.
[bookmark: OLE_LINK2]

· [bookmark: OLE_LINK24][bookmark: OLE_LINK3][bookmark: OLE_LINK7]Data Control Functionality is to control data handling. It supportsperforms:
· handling a data request from data consumer
· [bookmark: _Hlk221689833][bookmark: OLE_LINK16]authentication and authorization for data collection request from data consumers and producers
· data source selection and data discovery 	Comment by Ericsson: Part of Data Registration Capability
· [bookmark: _Hlk220058457]configuration of data source about for data collection and transfer related parameters
· [bookmark: OLE_LINK35]enforcing of user consent checking: If target data is associated with UEwhen applicable, the data framework enforces user consent checking for data collection from data consumer
· control of data distribution/providing to data consumers
· control of data storage and retrieval 
· control of data processing

1. [bookmark: OLE_LINK8]A Data Transfer Functionality DTF is to support: 
· establishment, modification, and deletion of data transfer path for data transfer This is done under control of the DCF
· Transferring  data receiving from data sources
· [bookmark: OLE_LINK49][bookmark: OLE_LINK5]data transfer/distribution/ to data consumer(s) based on the control by DCF
· Data duplication when the same data needs to be distributed to multiple consumers.
· optionally data processing, e.g.  anonymization, desensitization, aggregation, labelling for data, etc.




2. A Data Processing Functionality DPF is defined to provide data processing such as:
· data aggregation (e.g.  multi-source data fusion), 
· data anonymization
· [bookmark: OLE_LINK26]data pseudonymization,  
· data labelling, 
· formatting before delivering data to data consumer,
· data analysis 
· data cleaning
· dataset creation (specifying size, samples, format)
· 
· enforcing quality requirement (e.g. completeness) from Data Control Functionality
· metadata handling
[bookmark: OLE_LINK19]
NOTE X: The details for data anonymization and data pseudonymization mechanism need coordination with SA3. 

3. [bookmark: OLE_LINK17]A Data Repository Functionality DRF is used for data storage and retrieval, and may supportrm:
· storing the collected data under the control of DCF
· retrieving the data under request the control of DCF
-  	 optionally generating metadata of the stored data, or labelling different data types (e.g., AI data, sensing data, structured data, unstructured data) 
-	Optionally DRF could do some processing for the stored data, e.g. generating meta data or labelling the data


4. [bookmark: OLE_LINK12][bookmark: OLE_LINK22][bookmark: OLE_LINK20][bookmark: OLE_LINK18]A Data Exposure Functionality DEF supports the control of data exposure to the third- party AF or UE or UE with consideration of service authorization, privacy protection and operator policy.
· [bookmark: OLE_LINK23]Access control (e.g. authentication and authorization) for data request from the third party AF
NOTE x:	Access control (e.g. authentication and authorization) for data request from UE is performed by the Data Control Functionality when applicable.
NOTE x:	Further details on technical difference between exposure to AF and UE will discussed in each solution variant.

5. A Data Production Capability Registration Functionality may support:
· [bookmark: OLE_LINK36][bookmark: OLE_LINK47][bookmark: OLE_LINK46]registration of data production capability (e.g. supported/stored data type, data format, number of stored data sample) of data source and/or Data Repository Functionality
· discovering and selecting the data source (may also include Data Repository Functionality) based on registered data production capability
· 
6. A Data Agent Functionality may support to:
· [bookmark: OLE_LINK51][bookmark: OLE_LINK50]
· 

· comprehend the data related requests (e.g., intent-based request, data with quality requirement, customized data) from UE, AF and other network entities. 
· Based on the request, identify the required Data/Quality, etc, 
· leverage corresponding functionality (e.g. Data control functionality) to trigger the data collection/transfer/processing to fulfil the request.

NOTE x: how does the Data Agent Functionality work depends on KI#18.


[bookmark: OLE_LINK42]Common Principles for data collection/transfer  
1. The data requester (e.g. DCF or  possibly other functionalities / NF) in 6G CN sends a data collection/transfer request to the data provider (e.g. data source(s)), the data collection/transfer request contains the configuration about which data to collect and how to transfer the collected data (e.g. addressing information of where to transfer the data). The data requester may also stop data collection/transfer procedure.

2. The data collection/transfer request may also include some data collection termination criteria.


3. The data provider transfers the collected data according to the configuration negotiated with the data requester.
Editor’s Note: how to transfer the collected data to 6G CN, e.g. via CP, UP, new data plane or tunnel is FFS which may be coordinated with RAN WGs when RAN is involved.
4. A data provider (e.g. 6G UE, 6G RAN, and 6G NF) can reject or cancel the data collection or data transfer anytime with consideration of its related status (e.g., for UE: battery status, for RAN or 6G CN NF: load status, this may also be based on a change of subscriber permission status)  

NOTE: Any impacts of the data framework to RAN will be subject to co-ordination with TSG RAN WGs

Principles for UE data collection/transfer 
1. [bookmark: OLE_LINK38]Dedicated path for UE data transfer
· A dedicated path is established for data transfer between UE and the 6G NF collecting data from the UE (containing the DTF functionality).
Editor’s note: The transport mechanism to be used for the dedicated path (e.g. CP, UP or new Data Plane) is FFS. Co-ordination with K1.2 may be needed.
· The UE receives in the data collection request the address of the 6G NF (containing the DTF functionality) collecting data from UE. 


3.	Data transfer procedure: 
-	A request for collection/transfer with requested data information is sent to the target UE(s).
-	The UE reports the requested data via the established dedicated path to  the 6G NF (containing the DTF functionality) collecting data from UE.

4.	Traffic Differentiation:
Editor’s note: how to differentiate the traffic of the collected data for 6G data framework from the UE regular traffic, e,g, based a new type of data session distinct from PDU session , or just based on DNN, S-NSSAI is FFS.


 Items requiring further work
Editor’s note: Comparing with existing control plane and user plane, whether a new data plane needs to be introduced in 6G for data framework is FFS. Editor’s note: What is the precise definition of the data plane concept is FFS.  Does it refer to a new generalized plane distinct from the CP or UP, or does it just denote a data transmission channel?
[bookmark: _Hlk221036944]Editor’s note: Whether and how to define QoS model for data plane is FFS.
Editor’s note: Whether new common interface (e.g. DBI) should be introduced for data framework is FFS. How SBI would differ from DBI (data bus interface) is also FFS
Editor’s note: (for data collection/transfer from UE) whether a dedicated Data Session distinct from the PDU session is established for data transfer purposes is FFS.
[bookmark: OLE_LINK10]Editor’s note: Whether introduce Data Agent in 6G for data framework is FFS.



[bookmark: OLE_LINK4]
6.21.0.0.4	Requirements (Hyesung)
NOTE 1:	whether all the functionalities listed in this sub-clause will be subject to specifications will be determined when defining the study conclusions.
NOTE  2: whether all the functionalities listed in this sub-clause are covered by data framework for all use cases will be determined when defining the study conclusions.

Agreed requirements:

1. The data framework supports full lifecycle management of data, including collection, transfer, processing, storage, and exposure, while taking into account user consent and privacy. 

2. A common set of interfaces and APIs can be used for the data framework for a range of use cases.  
3. The 6G data framework shall avoid control plane overload.
4. (Operator controllability) MNO has full control of the data collection, data transfer process and can manage data access and exposure. This includes initiating, terminating and fully managing data transfer.
5. (Operator controllability) The 6G data framework enable MNO controlled granular data access for exposure and security, including the scope of access to the data framework for 3rd party entities.
Editor’s Notes: It is FFS whether to support controllability on the scope of access to the data framework for network internal entities
6. Operator visibility: MNO has full visibility for standardized data e.g. for standardized data and when applicable, the 6G CN verifies/matches the requested data to be transferred and the data that is being reported.
7. The data transfer for data collection in 6G data framework shall be differentiated from the user traffic (also no charging to the subscriber for the data collection).
8. The 6G data framework shall allow flexible deployment (e.g., deployed as a single instance or multiple instance)
9. Data source entity (or data provider entity) shall be able to reject or cancel the data collection or data transfer.
10. User consent (or subscriber permission) shall be respected.
Editor’s note: The details for user consent management are FFS and subject to coordination with SA3. 
11. The 6G data framework shall provide privacy protection mechanism (e.g., anonymization and pseudonymization).
Editor’s note: The details for privacy protection mechanism are FFS and subject to coordination with SA3. 
12. The 6G data framework shall support data transfer mechanisms (potentially event-based, batch access/file-based and streaming-based data transfer ) depending on data characteristic (e.g., real-time vs. non-real time, data volume)
13. The 6G data framework shall support bulky or highly frequent data transfer mechanisms.
14. Principles for quality of Data (QoD): Data framework supports data quality aspects as per the requirement from Data Consumers
.Editor’s note: What are the criteria of data quality and how to enforce the quality of data is FFS. It is FFS whether Quality of data can include  KPI for each phase, e.g, data collection (e.g., fulfilling the requirements for Data collection latency), data processing (e.g., the requirements for data Completeness and/or Data processing latency) and data transmission (e.g., guaranteeing latency considering Data transmission).
15. The 6G data framework shall consider whether to support roaming scenario based on SLA and regulation.
16. The 6G data framework shall support to manage historical data.
17. The 6G data framework should be futureproof. 
18. The data framework supports data storage based on operator policies, for short and long term.
19. The data framework should avoid duplicate collection, storage and processing. If multiple data consumers request the same data from the same data provider or the same processing functionality, the data framework should aggregate these requests and prevent duplicate subscription. 
20. Data source entity (or data provider entity) shall be able to reject or cancel the data collection or data transfer and may stop data transferring based on internal determination (i.e., based on implementation).


Requirements under discussion (FFS):
21. The 6G data framework should avoid impact on user plane and minimize impact on control plane.
22. Operator’s partial visibility: MNO has partial visibility for vendor-specific data.
23. The 6G system has a single framework to support collection and transfer for both data and events. 
24. The followings are out of scope of 6G data framework: Internal state of NFs such as context data (e.g., AMF context, SMF context), UDM/UDR data (e.g., subscription data), LI data,.
25. A common solution is applicable to support data collection from UE, 6G RAN, 6G CN and OAM, and data consuming by UE, 6G RAN, 6G CN and the third AF based on operator policy.
Editor’s note: Whether data can be collected via data framework from OAM is FFS.
6.21.0.1	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc204948596][bookmark: _Toc204948723][bookmark: _Toc206752141][bookmark: _Toc214981702][bookmark: _Toc214989627][bookmark: _Toc215056204][bookmark: _Toc215665851] Editor’s Note: For further Study

6.21.0.2	Services, Entities and Interfaces
Editor’s Note: For further Study
[bookmark: OLE_LINK54]6.21.0.4		list of high level questions  
Editor’s note: This sub-clause will list the VERY HIGH level questions to be addressed to reach conclusions and can be considered as a BIG Editor’s NOTE; there are of course other extra points requiring an Editor’s Note

* * * End of Change * * * 




















* * * Next Changes * * * *
Annex X: Submitted solutions
X.1	List of submitted solutions
Guidance – include in this clause: 
- 	a table containing references to the individual solution proposals that lead to the solution variants in this pCR. 
-	The “Solution#” column is used to cross-reference between the solution variant description (clause 6.X.Y.0) and the input papers in this Table. Use sequential numbering (1,2,3,…). The rapporteurs will adjust the numbering when implementing the TR.

Table X.4: List of submitted solutions
	Meeting
	Solution#
	TDoc
	Subject/Comment

	SA2#173
	
	S2-2600080
	23.801-01: [KI#21] New solution on 6G data framework.

	SA2#173
	
	S2-2600088
	23.801-01: [KI#21, Bullet #1, #2] 6G data framework Architecture and Procedures.

	SA2#173
	
	S2-2600090
	23.801-01: [KI#21] Solution about Data framework for 6G.

	SA2#173
	
	S2-2600099
	23.801-01: [KI#21, bullet #1&2] Solution for KI#21 about the introduction of Data Plane for 6G Data Framework Design.

	SA2#173
	
	S2-2600103
	23.801-01: [KI#21, bullet#2] New solution for data framework.

	SA2#173
	
	S2-2600124
	23.801-01: KI#21bullet#2: Solution#X Architecture for 6G data framework .

	SA2#173
	
	S2-2600144
	23.801-01: [KI#21] new solution of 6G Data Framework between 6G UE and 6G CN.

	SA2#173
	
	S2-2600145
	23.801-01: [KI#21] new solution of 6G Data Framework between 6G RAN and 6G CN.

	SA2#173
	
	S2-2600152
	23.801-01: [KI#21, bullet 2] New Solution for unified framework for data storage and exposure.

	SA2#173
	
	S2-2600154
	23.801-01: [KI#21, bullet #1,#2,#3] 6G data framework in SA WG2.

	SA2#173
	
	S2-2600170
	23.801-01: [KI#21] New solution on Data framework architecture and procedures.

	SA2#173
	
	S2-2600172
	23.801-01: [KI#21, bullet#1&bullet#2] New Sol#X: Generalized and common data framework .

	SA2#173
	
	S2-2600187
	23.801-01: [KI#21, bullet#1, bullet#2] New Solution on 6G network support UE data collection for UE-sided model training.

	SA2#173
	
	S2-2600195
	[KI#21] High Level Principles for 6G data framework

	SA2#173
	
	S2-2600201
	[KI#21, bullet #2] Functions and Procedure for Data Registration, Discovery and Distribution

	SA2#173
	
	S2-2600226
	[KI#21, bullet 2] Data Collection Framework leveraging the Publish/Subscribe model

	SA2#173
	
	S2-2600228
	[KI#21] new solution: Event and data collection and transfer requirements

	SA2#173
	
	S2-2600229
	[KI#21] new solution: Data transfer from UE using PDU Sessions

	SA2#173
	
	S2-2600239
	[KI#21, bullet 1] Use case for instantiation of the data framework based on volume, quality, cost or other optimization criteria

	SA2#173
	
	S2-2600240
	[KI#21, bullet 1] Network Digital Twin use case for the data framework

	SA2#173
	
	S2-2600241
	[KI#21, bullet 1] Operator controlled granular data access for exposure and security

	SA2#173
	
	S2-2600242
	[KI#21, bullet 1] Network analytics use case for the data framework

	SA2#173
	
	S2-2600243
	[KI#21] Principles of the data framework

	SA2#173
	
	S2-2600263
	New Solution: Adapter-based 6G Data Framework Architecture for Sensing

	SA2#173
	
	S2-2600288
	[KI#21] Use case (UE data collection/transfer for AI use) and solution proposal

	SA2#173
	
	S2-2600289
	[KI#21] Use case (RAN data collection/transfer for AI use) and solution proposal

	SA2#173
	
	S2-2600290
	[KI#21] Use case (CN NF data collection/transfer for AI use) and solution proposal

	SA2#173
	
	S2-2600309
	KI#21, bullet#2] Metadata handling for data identification and exposure in 6G Core Network

	SA2#173
	
	S2-2600310
	[KI#21, bullet#2] Metadata handling for data identification and exposure in 6G Core Network

	SA2#173
	
	S2-2600362
	[KI#21, bullet#1&2] UE-side Model Training as a Use Case for the 6G Data Framework

	SA2#173
	
	S2-2600365
	[KI#21] Solution to support data services based on atomic operations

	SA2#173
	
	S2-2600372
	[KI#21, bullet #1] Use cases on data framework in 6G architecture

	SA2#173
	
	S2-2600373
	[KI#21, bullet #2] Solution on data framework in 6G architecture

	SA2#173
	
	S2-2600375
	[KI#21] New Solution - Cross-Domain Data Framework

	SA2#173
	
	S2-2600385
	[KI#21] Architecture and procedure solution for Data framework

	SA2#173
	
	S2-2600439
	[KI#21] New solution: Data anonymization

	SA2#173
	
	S2-2600445
	[KI#21] New solution: Data collection from RAN node/CN NF to CN NF

	SA2#173
	
	S2-2600447
	[KI#21] New solution: Metadata based data discovery

	SA2#173
	
	S2-2600448
	[KI#21] New solution: UE data collection

	SA2#173
	
	S2-2600462
	[KI#21, bullet #2] Management of data source capabilities and data labels

	SA2#173
	
	S2-2600493
	[KI#21] Solution to support Data Set/Encoder Parameter Sharing

	SA2#173
	
	S2-2600525
	KI#21, bullet #2] Solution for basic architecture for data framework.

	SA2#173
	
	S2-2600526
	[KI#21, bullet #2] New solution for the unified 6G data framework design

	SA2#173
	
	S2-2600608
	[KI#21] 6G data framework in SA2

	SA2#173
	
	S2-2600373
	[KI#21, bullet #2] Solution on data framework in 6G architecture

	SA2#173
	
	S2-2600375
	[KI#21] New Solution - Cross-Domain Data Framework

	SA2#173
	
	S2-2600385
	[KI#21] Architecture and procedure solution for Data framework

	SA2#173
	
	S2-2600439
	[KI#21] New solution: Data anonymization

	SA2#173
	
	S2-2600445
	[KI#21] New solution: Data collection from RAN node/CN NF to CN NF

	SA2#173
	
	S2-2600447
	[KI#21] New solution: Metadata based data discovery

	SA2#173
	
	S2-2600448
	[KI#21] New solution: UE data collection

	SA2#173
	
	S2-2600462
	[KI#21, bullet #2] Management of data source capabilities and data labels

	SA2#173
	
	S2-2600493
	[KI#21] Solution to support Data Set/Encoder Parameter Sharing

	SA2#173
	
	S2-2600526
	[KI#21, bullet #2] New solution for the unified 6G data framework design

	
	
	
	



NOTE 1: One TDoc contribution may be mapped to multiple solutions, and the “Solution#” column will be updated later. 
 * * * *
