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Abstract of the contribution: This paper proposes the solutions for the KI#19 of Network for AI.
1.	Discussion
2.	Text proposal
It is proposed to agree the following changes vs. TR 23.801-01:
* * * First Change * * * *
6.19	Solutions to KI#19
Table 6.19-1: Mapping of Solution variants to KI#19 bullets
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6.19.1	Solution variant #19.1: 6G CN support the UE AI agent registration, discovery and communication
[bookmark: _Toc500949099][bookmark: _Toc206752138][bookmark: _Toc204948720][bookmark: _Toc214989624][bookmark: _Toc215056201][bookmark: _Toc214981699][bookmark: _Toc215665848][bookmark: _Toc204948593]6.19.1.0	Topics addressed and High-level Solution Principles
[bookmark: _Toc500949101]This solution variant addresses KI#19, bullet 1 and bullet 2.
1.	Study whether and how to support an AI agent on a UE to discover another AI agent on a different UE via the 6G network(s).
2.	Study whether and how to enable communication for AI agents on different UEs via the 6G network(s) e.g. identification and authorization of an AI agent on a UE.
This solution variant is extracted from Solutions#1,2,3,4,5,6,8,9,10,11,12,13,14,15,16,17,18,19, 20 (19 solutions) of Annex X.19.1.
The followings are high-level solution principles:
-	It is 6G UE AI agent Identification Management Functionality6G CN NF1 responsible for the AI agent ID assignment/generation for specific UE AI agent by 6G CN.
[bookmark: OLE_LINK1]-	It is  6G UE AI agent Identification Management Functionality 6G CN NF2 responsible for the UE AI agent registration, authentication and authorization. And the 6G CN NF can store the AI agent ID, as well as some attributes information.
-	It is 6G UE AI agent control functionality 6G CN NF3 or CN NF 4 responsible for the UE AI agent(s) discovery. 
-	It is 6G UE AI agent control functionality or 6G UE AI agent group management functionality for UE AI agent(s)and communication, and the communication includes one to one and group communication. And the communication is direct communication between AI agents without the involvement of the server.
-	The traffic among AI agents’ communication is transmitted through user plane, control plane or data framework. If via user plane, may via a new UP function or only 6G UPnot.
-	UE AI agent can be physical AI e.g., robots and robot dogs which have intelligence, or AI agent embedded on UE.
Editor’s NOTE: the scope of UE AI agent can be further updated. 
[bookmark: _Toc215056202][bookmark: _Toc204948594][bookmark: _Toc215665849][bookmark: _Toc214989625][bookmark: _Toc214981700][bookmark: _Toc206752139][bookmark: _Toc204948721]6.19.1.1	Description
[bookmark: OLE_LINK2](1)6.19.1.1.1 UE AI agent ID assignment/generated by 6G CN
The 6G UE AI agent Identification Management FunctionalityCN NF 1 e.g., IDM can may be introduced to support assignment/generation of AI agent ID to specific UE AI agent. (S2-2600062 CATT, S2-2600432 Huawei, S2-2600078 ZTE, S2-2600094 (CMCC), S2-2600356 LGE, S2-2600186 OPPO, S2-2600561 Interdigital, S2-2600360 ETRI). 
-	The proposed name of the 6G UE AI agent Identification Management Functionalitycan be IDM, AIMF, DIM, MAF, ARF;
-	UE AI agent may request AI agent ID assigned/generated from UE AI agent Identification Management FunctionalityIDM (S2-2600078 ZTE, S2-2600186 OPPO, S2-2600356 LGE)
(1) AI agent ID assigned by 6G CN	
-	AI agent on UE request 6GC via NAS message, then IDM (ID Management)/ARF/AIMF assigns an AI agent ID, the AI agent ID will be associated with UE ID (S2-2600432 (Huawei), S2-2600062 (CATT), S2-2600561 (Interdigital)).
-	During the initial registration (the registration using SUCI), the Digital Identity Management (DIM) assigns digital identity and associated credentials, storing the information in the Digital Identity Repository (DIR). The assigned digital identity is delivered to the UE for local binding. (S2-2600078 (ZTE))
-	There are two kinds of AI agent IDs including internal AI agent ID and external AI agent ID. The internal AI agent ID is assigned by MAF/AIMF (S2-2600186(OPPO), S2-2600356 (LGE)). 
(2) AI agent ID may be generated by 6G CN
-	AI agent on UE request 6GC to generate AI agent ID via NAS message, then 6GC generate AI agent ID based on input identifier from AI agent on UE; the AI agent ID will be associated with UE ID (S2-2600432 (Huawei), S2-2600062 (CATT)).
-	AF forwards the AI agent registration/update request to the ARF, which may trigger the ARF generate an AI agent identifier and maintain an internal association between the AI agent identifier and the corresponding UE context. (S2-2600360 ETRI)
(3) AI agent ID is self-assigned by UE AI agent itself
	-	AI Agent ID may be self-assigned when the agent is instantiated in the UE (S2-2600561 (Interdigital)). 
6.19.1.1.2 (2) UE AI agent registration, authentication and authorization
The 6G UE AI agent Identification Management FunctionalityCN NF 2 e.g., IDM can be introduced to support UE AI agent registration, authentication and authorization. And the UE AI agent Identification Management FunctionalityIDM can  stores the AI agent ID, as well as some attributes information e.g., AI agent type, or executive capability. (S2-2600062 CATT, S2-2600432 Huawei, S2-2600078 ZTE, S2-2600094 CMCC, S2-2600186 OPPO, S2-2600223 Google, S2-2600424 Xiaomi, S2-2600530 Boost Mobile, S2-2600356 LGE, S2-2600360 ETRI, S2-2600561 Interdigital, S2-2600520 TOYOTA)
-	The proposed name of the 6G UE AI agent Identification Management Functionality CN NF 1 includescan be: UDM+, DIM/DIR, IDM, RMF, ACRF, AIMF, ARF, AI agent exposure function, AIDF, Subscription database (S2-2600573 Qualcomm);
-	UE AI agent registers in the 6G AI agent Identification Management Functionality with providing UE AI agent ID/UE ID/Attributes. And the 6G AI agent Identification Management Functionality authenticate and authorize the registration.
(1) UE triggered AI agent registration with AI agent ID, attributes parameters or Agentic skill profile.
-	UE AI agent may provide AI agent ID, as well as corresponding UE ID to IDM to associate the AI agent and the corresponding UE. The capability information/ attributes/ skill set/ services of AI agent are included in the registration request. (S2-2600062 CATT, S2-2600078 (ZTE), S2-2600094 (CMCC), S2-2600186 (OPPO), S2-2600424 (Xiaomi), S2-2600432 (Huawei), S2-2600530 (Boost Mobile), S2-2600356 (LGE), S2-2600561 (Interdigital), S2-2600520 (TOYOTA)). 
-	Unified Agentic Skill Profile is registered to ADRF, which including Skill URI, AgenticService-URI, and domain container. (S2-2600223 (Google))
-	UE AI agent may be embedded with SIM/eSIM card, and only need to register the attribute in the above IDM. (S2-2600094 CMCC)
(2) AF trigger UE AI agent registration
-	UE AI agent may send information to AF to trigger the AF register the UE AI agent in the IDM. (S2-2600360 ETRI),S2-2600356 (LGE))
(3) UE AI agent authentication and authorization
-	RMF completes the identification and authorization of AI agents and finish the registration by sending the authorization request to AUSF+. (S2-2600062 CATT)
-	Distributed authorization using initial authorization is performed by any AI Agent producer. (S2-2600530 (Boost Mobile))
-	The ACF sends digital identity authentication request to DIM. (S2-2600078 (ZTE))
-	The agent related subscription is introduced to support the agent authentication and authorization. (S2-2600186 (OPPO))
-	AI Agent Proxy is responsible to authenticate and authorize UE AI Agents and external AI Agents. (S2-2600573(QCM))
Editor’s NOTE: the security related issues will be coordinated with SA3.
6.19.1.1.3  UE AI agent discovery
[bookmark: OLE_LINK3]The 6G CN NF 3 e.g., ACFUE AI agent control functionality can be introduced to support the AI agent(s) discovery.(S2-2600062 CATT,  S2-2600094 (CMCC), S2-2600186 (OPPO), S2-2600223 (Google), S2-2600381 (IPLOOK), S2-2600424 (Xiaomi), S2-2600432 (Huawei), S2-2600356 (LGE), S2-2600546 (Ofinno), S2-2600561 (Interdigital), S2-2600520 (TOYOTA), S2-2600573(QCM), S2-2600360 (ETRI), S2-2600536(MediaTek), S2-2600573 CSCN, S2-2600629 Orange)
-	The proposed name of the 6G UE AI agent control functionalityCN NF 2 includescan be: RMF, ACF, MAF, ACRF, AIMF, ARF, AI agent exposure function, GMF, AARF, MAF, ACOF, AI Agent Proxy (S2-2600573 Qualcomm);
-	The discovery response includes the AI agent ID (S2-2600094 CMCC), IP address (S2-2600425 Xiaomi), FQDN (S2-2600425 Xiaomi), agent profile (S2-2600186 OPPO) or may also include the skills of AI agent (S2-2600223 Google).
(1) UE AI agent discovery via Control Plane
[bookmark: OLE_LINK7]-	UE triggered discovery: UE sends target AI agent discovery request to AIMF/ACF/MAF/AAEF/ARF/ARDF, with providing AI agent identifier(s), intent, the UE and agent location, the available time window, the AI agent type, AI agent capabilities/ AI agent profiles/ attributes/ skills. (S2-2600062 CATT, S2-2600094 (CMCC), S2-2600186 (OPPO), S2-2600381 (IPLOOK), S2-2600424 (Xiaomi), S2-2600432 (Huawei), S2-2600356 (LGE), S2-2600546 (Ofinno), S2-2600561 (Interdigital), S2-2600520 (TOYOTA), S2-2600573 CSCN, S2-2600536(MediaTek), S2-2600629 Orange)
-	The ACRF utilizes a matching engine to calculate the similarity between the "Abstract Intent" and the "Registered Skills" to identify capable agents, to discovers members of a cluster. (S2-2600223 (Google)).
-	AI/LLM Service Proxy NF expose discovery actions as LLM‑generated commands, by interacting with 6G CN NF3. (S2-2600629 Orange)
-	Group Discovery. GMF supports to discover capable AI Agent(s) based on task intent. (S2-2600424 (Xiaomi)) 
-	AF triggered discovery: AIMF/ARF supports AI agent discovery initiated by AF request. (S2-2600356 (LGE), S2-2600360 (ETRI))
(2) UE AI agent discovery via User Plane
-	The AI agent discovery can be done via UP, e.g., AI Agent Proxy. (S2-2600573(QCM), S2-2600561 (Interdigital))
6.19.1.1.4 (4) UE AI agent(s) communication
The 6G UE AI agent control functionalityCN NF 4 e.g., ACF (the same as 6G CN NF2) or UE AI agent group management functionality GMF (for a group communication) responsible for the AI agent communication. (S2-2600062 CATT, S2-2600078 (ZTE), S2-2600094 (CMCC), S2-2600223 (Google), S2-2600424(Xiaomi), S2-2600425 (Xiaomi), S2-2600432 (Huawei), S2-2600573(QCM), S2-2600536(MediaTek), S2-2600629 Orange).
	-	For one-to-one communication, the 6G UE AI agent control functionalityACF is responsible to find the suitable target AI agent ID or IP address, and trigger the communication directly between the two AI agents via 6G UP (S2-2600530 Boost Mobile, S2-2600425 Xiaomi);
	-	For group communication, the 6G UE AI agent group management functionality GMF gets the request from AF (S2-2600561 Interdigital), or UE AI agent (S2-2600424 Xiaomi), and discover the suitable AI agents, assign the group id (or internal group id), and configure the 6G UP or 6G AGW (S2-2600094 CMCC)communication path to support the direct communication between AI agents.
(1) UE AI agent(s) one-to-one communication
-	AARF resolves the DNS message by returning the address of target AI agent to support AI Agent Addressing and one-to-one AI agent communication. (S2-2600425 (Xiaomi))
-	AGW supports routing and forwarding for communication of AI agents. (S2-2600094 (CMCC))
(2) UE AI agent(s) group communication
-	UE triggered group communication: 
[bookmark: OLE_LINK4]-	Based on request from UE side, AIMF/ ACF/ GMF/ SCF/ ACOF/ AI/LLM Service Proxy NF establishes the group communication for the AI Agents to exchange information and execute the task. (S2-2600062 (CATT), S2-2600094 (CMCC), S2-2600424 (Xiaomi), S2-2600432 (Huawei), S2-2600561 (Interdigital), S2-2600629 (Orange)).
-	The AAIHF (Agentic AI Host Function) or NWDAF decomposes high-level intents into required Skill IDs, and generates a unique Task_Cluster_ID to facilitate Task Cluster coordination. (S2-2600223 (Google))
-	AF triggered group communication: Based on request from AF/AGMS, ACF/ACOF supports group communication for UE AI Agents. (S2-2600078 (ZTE), S2-2600561 Interdigital).
(3) UE AI agent(s) communication path
-	User Plane: The 6G UP/ 6G AGW, or AI Agent Proxy supports AI agent communication via user plane. (S2-2600062 (CATT), S2-2600094 (CMCC), S2-2600424 (Xiaomi), S2-2600432 (Huawei), S2-2600561 (Interdigital), S2-2600536(MediaTek), S2-2600573(QCM), S2-2600078 (ZTE), S2-2600629 (Orange)).
-	Control Plane: Task-related data/messages transmitted over CP, e.g., using “agent layer” protocol messages (e.g. A2A, MCP). (S2-2600062 (CATT) S2-2600561 (Interdigital))
-	Data framework: AIMF establishes the group communication path for the AI Agents to exchange information and execute the task via the Data Framework. (S2-2600062 (CATT))
(4) UE AI agent(s) communication handover
-	The AAIHF/NWDAF calculates T_sync timestamp to command all members simultaneously execute the handover (CHO) or reconfiguration, ensuring connectivity remains stable. (S2-2600223 (Google))
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6.X19.1Y.4	Issues

6.19.2	Solution variant #19.2: Application based UE AI agent registration, discovery and communication within application layer of the operator control domain
6.19.2.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#19, bullet 1 and bullet 2.
1.	Study whether and how to support an AI agent on a UE to discover another AI agent on a different UE via the 6G network(s).
2.	Study whether and how to enable communication for AI agents on different UEs via the 6G network(s) e.g. identification and authorization of an AI agent on a UE.
This solution variant is extracted from Solution#7 ,18 (2 solutions) of Annex X.19.1.
The followings are high-level solution principles:
-	The AI Agent Identification and Authorization and AI Agent Discovery is performed using application layer signalling that is transported over user plane, as such transparent to the 6G CN or any other CN such as 5G and not impacting NAS. And the application layer is in the operator control domain
-	AI agents can exchange application-layer agent registration/discovery messages with the server over the UP connection
6.X.Y.1	Description
This solution is proposed the UE AI agent registration/authentication/authorization by application enablement layer, and the communication between UE AI agents is over UP. There is no 6G CN enhancement is needed.
· AI Agent Identification & Authorization at the Agentic AI functions in the app enablement layer.
· AI Agent registration at the Agentic AI functions in the app enablement layer.
· AI Agent Discovery at the Agentic AI functions in the app enablement layer.
· AI Traffic Management, for example QoS, PDU Session management or support for group communication supported by the AF.
NOTE: The AI Agent Identification, Authorization and Registration in the flows are just examples, that needs to be coordinated with SA WG6.Application layer is under operator control domain
6.X.Y.2	Procedures 
6.X.Y.3	Services, Entities and Interfaces
6.X.Y.4	Issues
6.19.3	Solution variant #19.3: Network Capability Exposure Functionalities to/from AI agent on AF(s)
6.19.3.0	Topics addressed and High-level Solution Principles
This solution variant focuses on KI#19: 6G Network for AI, and the topic addressed is the following:
3.	Study whether and how to enhance network capability exposure functionalities to AI agent on AF(s).
The following are high-level solution principles captured by this solution variant based on the proposals in Solutions #1, #2 and #3 in Annex X.19.3, with further description available in clause 6.19.3.1:
1.	The communication network capability exposure interactions between 6G CN and external AI agents on AF(s) can be realized via agentic protocols [Solutions #1, #2 and #3 in Annex X.19.3].
2.	A translation function in the CN is required to enable such communicationinteractions, enabling combination of CN-level services into abstractions understandable by AI agents on AF(s) [Solutions #1, #2 in Annex X.19.3].
3.	The CN is largely agnostic to any agentic protocol used for exposure towards external AI agents [Solutions #1, #2 in Annex X.19.3].
4.	The network capability exposure architecture should support intent-based requests from external AI agents [Solutions #1, #3, #4 in Annex X.19.3].
5.	External AI agents on AF(s) may interact leverage an AI Agent Proxy within the AI Agent domain in the 6G CN to interface with Network AI Agents and AI agents in the UEother AI agents [Solution #3 in Annex X.19.3].
6.	Network exposure capabilities can be leveraged by interactions between UE AI agents and external AI agents on AF(s) based on intent [Solution #4 in Annex X.19.3].
NOTE:	Dependencies have been identified with The processing of intents within the CN and potential interactions with CN AI Agents are in scope of KI#18.

6.19.3.1	Description
This solution variant is characterized by the following architecture principles, mainly extracted from Solutions #1, #2 in Annex X.19.3:
-	Adopt MCP (Model Context Protocol), A2A (Agent-to-Agent) or a similar agentic protocol as AI‑agent‑native exposure mechanism towards AI agents on AF(s) that complements existing NEF northbound APIs. MCP provides a common framework that avoids the need for custom-built integrations for each new service.
NOTE 1:	MCP and A2A are illustrative example of agentic protocols. Other agentic protocols may also be applicable.
-	Support a translation function which, acting as MCP server in case MCP is selected, maps MCP messages into CN interactions that are understandable by 6G NFs, and vice versa. The translation function may reside in different entities, namely i) NEF, ii) AF, and/or iii) a new Agent Interface Function (AIF).
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Figure 6.19.3.1-1:  NEF as the intermediary between the AI agent on the AF and the core network [Solution #2]
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Figure 6.19.3.1-2:  AF as the intermediary between the AI agent on the AF and the core network [Solution #2]



Figure 6.19.3.1-3: High-level system architecture with AIF and intent support [Solution #1]
-	The translation function may combine multiple CN requests/services into a single high-level “tool” or abstraction, which can then be invoked by or provided to an external AI agent. The translation function may also decompose a request by an AI agent into multiple SBI services actionable by the CN.
-	Regardless of where the translation occurs, CN NFs (other than NEF) remain fully agnostic to MCP or any other agentic protocol. This separation ensures that new agent interaction mechanisms can be introduced without modifying CN NF behavior or SBI procedures.
-	The AI agent on the AF discovers the available 6GC tools through mechanisms that depend on whether the AF is classified as untrusted or trusted under operator policy. For an untrusted AF, discovery is achieved through operator‑provisioned information or CAPIF‑based discovery. For a trusted AF, discovery may rely on operator‑provisioned information, CAPIF‑based discovery, or when authorized by the operator NRF‑based discovery.
NOTE 2:	CAPIF behaviour is defined in SA6. Coordination with WT#1.2 (Network Exposure) and SA6 is required for CAPIF‑based discovery of available 6GC tools.
-	The network exposure services architecture may support intents, where instead of making multiple API requests, a 3rd party AI app/service would send a single, high-level intent to the network. The Core Network would then be responsible for autonomously interpreting this intent, act on it, and provide a consolidated response to the AI app/service leveraging the MCP framework.
In addition, as part of a broader proposal on the AI Agent 6G architecture in Solution #3 in Annex X.19.3, external AI Agents may communicate with the 6G CN via an AI Agent Proxy in the AI Agent Domain. The AI Agent domain enables an operator to host Network AI Agents, which make 3GPP functionalities available as agentic skills to external AI Agents, and by this, address intent-based requests from UE AI agents and external AI agents. Operators offer (External AI) agentic skills to UE AI Agents, also when the UE is roaming based on a home-routed PDU Session. The AI Agent Proxy authenticates and authorizes external AI Agents and maintains a catalogue of their skills. It also terminates the secure communication with UE AI Agents and external AI Agents and holds the information of which Network AI Agents the external AI Agents may access.
6.19.3.2	Procedures 
Editor's Note:	The procedures in this pCR are informative only and should be understood as contents of a discussion paper. They are only intended to provide clarity on the principles and description of clauses 6.19.3.0 and 6.19.3.1. Detailed description of the procedure(s) will be addressed at future meetings.

Figure 6.19.3.2-1: NEF as the intermediary between the AI agent on the AF and the core network [Solution #2]

Figure 6.19.3.2-2: AF as the intermediary between the AI agent on the AF and the NEF [Solution #2]


Figure 6.19.3.2-3: Use case for translating AI agent requests in the core network [Solution #1]

Figure 6.19.3.2-4: External AI Agent intent handled by the network [Solution #3]
6.19.3.3	Services, Entities and Interfaces
6.19.3.4	Issues
6.19.4	Solution variant #19.4: 6G CN can provide AI services (i.e. AI inferencing and AI training) to applications (AF or in UE)
6.19.4.0	Topics addressed and High-level Solution Principles
his solution variant addresses Bullet#4 of KI#19: 
4.	Study whether and how the 6G CN can provide AI services (i.e. AI inferencing and AI training) to applications (AF or in UE).
Based on the submitted solutions, the following architectural and common high-level principles are extracted to enable the 6G CN to provide network AI services to the application in UE or AF. 
Common high-level principles for both AI inference and AI training services:
Principle 1. Enable dedicated 6G NF(s) in 6G core to fully support network AI services for applications (including AI model training and/or inference operation). 
Principle 2. Enable network exposure of AI service for AI model training service and/or inference service to AF.  
NOTE:	Network capability exposure will be coordinated and addressed under KI#7 Network Exposure.
Principle 3. Enable the 6G NF(s) that supports network AI services to register its AI capabilities to the network. 
Principle 4. Enable the 6G CN to authorise or reject the AI service request from AF and/or UE.
High-level principles for network AI model training service: 
Principle 5. Enable the application in UE and/or AF to request the network to provide AI training service. 
Principle 6. Enable a UE to send request/subscription to the core network to request network AI service for AI model training via CP, UP or data framework
Principle 7. Enable an AF to send request/subscription to the core network to request network AI service for AI model training. 
Principle 8. Enable the AI service NF to collect data from different sources for AI model training.  
Principle 9. Enable the AI service NF that generates the AI operation results to send the AI service results to AI service consumer. 
High-level principles for network inference service: 
Principle 10. Enable the application in UE and/or AF to request the network to provide inference service. 
Principle 11. Enable a UE to send request/subscription to the core network to request network AI service for AI inference, e.g. via CP, UP or data framework. 
Principle 12. Enable an AF to send request/subscription to the core network to request network AI service for AI model inference. 
Principle 13. Enable the AI service NF to collect data from different sources for AI model inference, e.g. via UP or data framework.  
Principle 14. Enable the AI service NF that generates the AI operation results to send the AI service results to AI service consumer. 
NOTE x:	If the request to the core network is transferred vis NAS, coordination with KI#1 might be needed.
NOTE y:	if data framework will be deployed for data collection, coordination with KI# 21 might be needed.

NOTE:	Data framework aspects will be coordinated with and discussed under KI# 21.
Other aspects: 
Principle 15. Different operation modes of AI model training and inference between 6G CN and application in UE/AF that are provided, include: 
Principle 16. The AI service NF that generates the AI operation results may send the AI service results to UE/AF that requests the AI service or to other given UEs/AFs. 
Principle 17. An AI service session is established between UE and AI service NF which executes the AI service (e.g., AI inferencing or AI training).
6.19.4.1	Description
In this section, we list proposals addressing the high-level principles and other technical proposals covering the major concepts and procedures enabling the application of network AI services in UE or AF.
6.19.4.1.0 Scenarios and uses cases for network AI services. 
Providing network AI services to applications in UE or AF can maximum the utilisation of network resource and information (Sol#3). Additionally, the network AI service training service could significantly reduce the load of UE or AF and lowers the capabilities requirements for UE to participate AI services (Sol#7). During the AI service operation, the network could consider the network side information (e.g. latency, PER, etc) for AI service coordination to guarantee the service performance, particularly for the AI Inference services requiring low E2E latency requirement (Sol#5).
The potential use cases for network AI model training services may include online training that requires low latency and off-line training that is less delay sensitive (Sol#6). The AI inference service normally requires low-latency. The potential use cases for network AI model training and inference may include: real-time traffic predication and navigation for smart vehicle, smartphones or low capabilities devices to participate AI service, home robots and other smart home user-centric AI service, etc. (Sol#3,4,5,6,7,8). 
6.19.4.1.1 High-level principles 
Principle 1. Enable dedicated 6G NF(s) in 6G core to fully support network AI services for applications (including AI model training and/or inference operation). 
Different proposals include: 
· One AI service NF to be in charge all AI service related functionalities, e.g. AI service operation (e.g. AI training and inference) and other management: Sol#1 S2-2600063 CATT, Sol#2 S2-2600079 ZTE, Sol#7 S2-2600414 Samsung
· The NFs with MTLF and/or AnLF to perform network AI model training and inference, correspondingly: Sol#8 S2-2600454 Nokia
· Different NFs to perform AI operation management (e.g. authorisation, AI operation NF selection, AI model selection, etc.) and AI service operations: Sol#3 S2-2600096 China Mobile, Sol#4 S2-2600158 vivo, Sol#5 S2-2600171 Huawei, Sol#6 S2-2600191 Huawei & China Mobile. 
-	Sol#3: introduces an AI Management Function and an AI Processing Function for AI training and inference. 
-	Sol#4: introduces control functions for AI operation and computing node. 
-	Sol#5, #6: introduces a new CP function (i.e. ASCF) for AI management, a new NF (AIPF) for AI Inference Processing, and a new NF (ATEF) for AI training. 
Principle 2. Enable network exposure of AI service for AI model training service and/or inference service to AF.  Proposed by Sol#5 S2-2600171 Huawei, Sol#7 S2-2600414 Samsung, Sol#8 S2-2600454 Nokia. 
NOTE:	Network capability exposure will be coordinated and addressed under KI#7 Network Exposure.
Principle 3. Enable the 6G NF(s) that supports network AI services to register its AI capabilities to the network. 
Different proposals include: 
· The NF supports AI service operation (e.g. AI model training and inference) register to the AI management NF: Sol#3 S2-2600096 China Mobile, Sol#5 S2-2600171 Huawei, Sol#6 S2-2600191 Huawei & China Mobile.  
· The NF supports network AI service register to NRF: Sol#1 S2-2600063 CATT, Sol#7 S2-2600414 Samsung
Principle 4. Enable the 6G CN to authorise or reject the AI service request from AF and/or UE.
· For the AI service request from AF, the request could be authorised by: 
-	NEF: Sol#7 S2-2600414 Samsung, Sol#8 S2-2600454 Nokia.
-	The dedicated the AI service/ management NF: AI management NF: Sol#3 S2-2600096 China Mobile, Sol#5 S2-2600171 Huawei. Or AI service NF: Sol#7 S2-2600414 Samsung
· For the AI service request from UE, the request could be authorised by the AI management NF: Sol#3 S2-2600096 China Mobile, Sol#5 S2-2600171 Huawei.
For network AI model training service: 
Principle 5. Enable the application in UE and/or AF to request the network to provide AI training service. 
Different proposals include: 
· Enable UE and AF to request AI model training service from network: Sol#6 S2-2600191 Huawei, Sol#7 S2-2600414 Samsung 
· Only enable UE to request AI model training service from network: Sol#1 S2-2600063 CATT, Sol#2 S2-2600079 ZTE, Sol#4 S2-2600158 vivo
· Only enable AF to request AI model training service from network: Sol#3 S2-2600096 China Mobile, Sol#8 S2-2600454 Nokia
Principle 6. Enable a UE to send request/subscription to the core network to request network AI service for AI model training. 
Different proposals on the signalling path include: 
· Via CP: Sol#1 S2-2600063 CATT, Sol#6 S2-2600191 Huawei & China Mobile, Sol#7 S2-2600414 Samsung
· Via Data framework: Sol#1 S2-2600063 CATT
· Via UP, the UP is established using CP (NAS) signalling: Sol#2 S2-2600079 ZTE (named as AI connection)
Principle 7. Enable an AF to send request/subscription to the core network to request network AI service for AI model training. 
Different proposals on the signalling path include: 
· Untrusted AF via NEF, other AF send request directly: Sol#3 S2-2600096 China Mobile, Sol#7 S2-2600414 Samsung
· Always via NEF: Sol#8 S2-2600454 Nokia, Sol#6 S2-2600191 Huawei & China Mobile (invoking API related service)
Principle 8. Enable the AI service NF to collect data from different sources for AI model training.  
· Data collection for AI model training:
-	UP: Sol#2 S2-2600079 ZTE (named as data connection)
· Data framework: Sol#1 S2-2600063 CATT, Sol#3 S2-2600096 China Mobile, Sol#6 S2-2600191 Huawei & China Mobile, Sol#7 S2-2600414 Samsung
NOTE:	Data framework aspects will be coordinated with KI# 21.
Principle 9. Enable the AI service NF that generates the AI operation results to send the AI service results to AI service consumer. 
· Results notification for AI model training to UE: 
-	via UP: Sol#2 S2-2600079 ZTE (named as AI connection)
-	via data framework: Sol#6 S2-2600191 Huawei & China Mobile
-	via CP: Sol#6 S2-2600191 Huawei & China Mobile
· Results notification for AI model training to AF: 
-	Network exposure: Sol#6 S2-2600191 Huawei & China Mobile
For network AI inference service: 
Principle 10. Enable the application in UE and/or AF to request the network to provide inference service. 
Different proposals include: 
· Enable UE and AF to request inference service from the network: Sol#5 S2-2600171 Huawei, Sol#7 S2-2600414 Samsung
· Only enable UE to request inference service from the network: Sol#1 S2-2600063 CATT, Sol#2 S2-2600079 ZTE, Sol#3 S2-2600096 China Mobile, Sol#4 S2-2600158 vivo
· Only enable AF to request inference service from the network: Sol#8 S2-2600454 Nokia
Principle 11. Enable a UE to send request/subscription to the core network to request network AI service for AI inference. 
Different from proposals on the signalling path include: 
· Via CP: Sol#1 S2-2600063 CATT
· Via Data framework: Sol#1 S2-2600063 CATT
· Via UP, the UP is established using CP (NAS) signalling: Sol#1 S2-2600063 CATT, Sol#2 S2-2600079 ZTE (named as AI connection), Sol#3 S2-2600096 China Mobile, Sol#5 S2-2600171 Huawei
Principle 12. Enable an AF to send request/subscription to the core network to request network AI service for AI model inference. 
· Untrusted AF sends request via NEF, other AF send request directly: Sol#7 S2-2600414 Samsung
· AF always sends requests via NEF: Sol#8 S2-2600454 Nokia
· AF sends request to Network AI Agent via exposure framework: Sol#5 S2-2600171 Huawei
Principle 13. Enable the AI service NF to collect data from different sources for AI model inference, e.g. via.  
· UP: Sol#2 S2-2600079 ZTE (named as data connection),
· Data framework: Sol#1 S2-2600063 CATT, Sol#3 S2-2600096 China Mobile, Sol#7 S2-2600414 Samsung
NOTE:	Data framework aspects will be coordinated with KI# 21.
Principle 14. Enable the AI service NF that generates the AI operation results to send the AI service results to AI service consumer. 
· Results notification for inference to UE: 
· via UP: Sol#2 S2-2600079 ZTE (named as AI connection), Sol#3 S2-2600096 China Mobile, Sol#5 S2-2600171 Huawei
NOTE y:	If the request to the core network is transferred vis NAS, coordination with KI#1 might be needed.
NOTE z:	if data framework will be deployed for data collection, coordination with KI# 21 might be needed.
6.19.43.1.2 Other aspects for further discussion 
This section lists other aspects from company contributions (single or multiple) not covered by the high-level principles. 
Principles 15 – 17 are derived from multiple company proposals listed in points 1) – 3).
Points 4) – 10) are related to the detailed information for UE/AF and 6G CN interaction to support network AI services, to be discussed later. 
Points 11) – 13) cover aspects proposed by individual companies. 
1) Enable flexible AI operation mode between 6G CN and application in UE/AF. 
As proposed by Sol#5 S2-2600171 Huawei and Sol#7 S2-2600414 Samsung, different operation modes of AI model training and inference between 6G CN and application in UE/AF could be supported, include: 
· The UE/AF and the 6G CN split the AI task in federated approach; and, 
· The UE/AF requests the 6G CN to perform the entire AI task. 
For the split AI service, the 6G CN and UE/AF can take multiple factors (e.g., transmission latencies, the AI inference processing capabilities, network and UE load, etc.) into account to achieve the optimal AI operation performance.  
Principle 15. Different operation modes of AI model training and inference between 6G CN and application in UE/AF that are provided, include: 
· The UE/AF and the 6G CN split the AI task in federated approach; and, 
· The UE/AF requests the 6G CN to perform the entire AI task. 
2) enable flexible configuration of AI service consumer 
As proposed by Sol#5 S2-2600171 Huawei and Sol#7 S2-2600414 Samsung, to support various scenarios, the AI service consumer can be an entity different from the UE/ AF that sends the AI service request. For example, a UE may require the network to perform the AI inference and send the inference results to another UE. 
Principle 16. The AI service NF that generates the AI operation results may send the AI service results to UE/AF that requests the AI service or to other given UEs/AFs. 
3) enable E2E session between AI service consumer and AI service NF 
· Sol#2 S2-2600079 ZTE: A user plane connection named AI connection is established between the beyond connectivity service provider and the UE application. It transmits subscriptions/notifications of AI inference and training services, ML model management information (e.g. ML Model ID) and training/inference parameter (e.g. epoch).A user plane connection named data connection is established between the beyond connectivity service provider in the CN and the UE application. It handles transmission of training datasets, ML models, trained ML models, and inference input/output data.
· Sol#4 S2-2600158 vivo: the NET4AI Control Function can invoke the service provided by Computing Control Function to select computing resource for 6G AI service and establish the computing bearer/session between UE and selected computing resource to perform task for UE AI service.
· Sol#5 S2-2600171 Huawei: AI Inference session, which refers to a service session comprising a set of entities participating together with different roles in handling the data traffic associated with an AI Inferencing process. The data traffic managed in an AI Inference session includes the data stream generated by the source entity, and processed data stream based on the original data. ASCF supports dynamic control/management of entities participating in the AI inference session to adjust their execution behaviour(s)/rule(s) during the execution of AI inference processing (e.g., activate/deactivate split/distributed inference, how to aggregate distributed AI inference results).
Principle 17. An AI service session is established between UE and AI service NF which executes the AI service (e.g., AI inferencing or AI training). 
Points 4) – 10) to be discussed later
4) Configuration information in AI model training request 
· Sol#2 S2-2600079 ZTE: training task type (e.g. initial training, fine-tuning), training hyper-parameters such as number of epochs, batch size, learning rate and optimizer type, QoS requirements such as training completion time and priority level and a training task correlation ID.
· Sol#3 S2-2600096 China Mobile: model profile (e.g., model structure, size, number of layers), and may include the required model performance (e.g. inference accuracy). The request may also include intent information, e.g., “an AI model for navigation, which has capabilities of shortest path calculation, traffic congestion analysis, and dynamic travel time prediction.
· Sol#6 S2-2600191 Huawei & China Mobile: 
-	Alt 1 to require model training: Required input parameter: information of the AI model to be trained (e.g., whether consumer-provided model or network owned model, model ID/name, model structure/type/size when network owned model). Optional input parameter: rule(s)/requirement(s) for AI model training (e.g., training method to be used, minimal training data volume, maximal number of epoch/iterations or training time).
-	Alt2 to require model training data: Required input parameters: information of generated training data type to be used for AI training. Optional input parameters: rule(s)/requirement(s) for the data for AI training (e.g., data volume needed, data performance such as accuracy and resolution, geo-location context of the data).
· Sol#7 S2-2600414 Samsung: request type of AI service (e.g. AI model training inference), execution approach (e.g. full offload or collaboratively split between network and UE/AF), and other associated information of the AI operation, e.g. the purpose/event of the AI operation, the type/ID of AI model, metadata, data sensitivity flags, etc.
· Sol#8 S2-2600454 Nokia: the application context (e.g., traffic prediction), training requirements (e.g., model type, performance metrics, delivery preferences) and data requirements (e.g., application data, network data).
5) Configuration information in data collection request for AI model training 
· Sol#2 S2-2600079 ZTE: the task correlation ID for tracking the training request, data pre-processing requirements (e.g. tensor dimensions and data structure, data size range, labelling accuracy expectations, training/validation split ratios), ML model upload requirements including model format, maximum model size and model architecture requirements.
6) Detailed information of AI model training results. The AI service results for AI model training, include:
· Trained model (included in almost all solutions): Sol#6 S2-2600191 Huawei & China Mobile, Sol#7 S2-2600414 Samsung, Sol#8 S2-2600454 Nokia
· AI training data exposure: Sol#6 S2-2600191 Huawei & China Mobile
· Additional info,  
-	performance metrics: Sol#6 S2-2600191 Huawei & China Mobile, Sol#8  S2-2600454 Nokia
-	training status information, model metadata, training status, progress updates: Sol#8 S2-2600454 Nokia
-	the task correlation ID for correlation, training performance summary, ML Model metric and/or loss values, total training time and/or epochs completed, trained model size: Sol#2 S2-2600079 ZTE
7) AI model storage: 
· stored in a new NF ATEF: Sol#6 S2-2600191 Huawei & China Mobile 
8) Detailed information/requirements in inference request: 
· Sol#2 S2-2600079 ZTE: inference task correlation ID, ML model ID and/or ML Model version information, AI inference configuration parameters such as batch size, inference input data specification, times of AI inference, quality requirement for inference, etc., and QoS requirements such as inference completion time and priority level.
· Sol#3 S2-2600096 China Mobile: The request may include the requirements for the inference, e.g. required model structure, size, number of layers, complexity, inference accuracy, inference delay. For example, the robot requests for AI inference performed by YOLO for obstacle avoidance.
· Sol#5 S2-2600171 Huawei: Service ID: the identifier used to identify an AI inferencing service.  Task ID: the identifier used to identify each AI inferencing task within an AI inferencing service. Requested E2E latency: the requested time it takes from sending the prompt from UE to the AI inference processing function to receiving the AI inference results from the AI inference processing function. Requested first response latency: the time it takes from sending the prompt from UE to receiving the first response if the response is not empty. Required AI Inference speed per task: the time taken to generate each subsequent response.	Timestamp of the generation time of the prompt corresponding to the current task. Prompt size. Resolution. Frames Per Second (FPS). 
· Sol#7 S2-2600414 Samsung: request type of AI service (e.g. AI inference), execution approach (e.g. full offload or collaboratively split between network and UE/AF), and other associated information of the AI operation, e.g. the purpose/event of the AI operation, the type/ID of AI model, metadata, data sensitivity flags, etc.
· Sol#8 S2-2600454 Nokia: The request may include the application context (e.g., traffic prediction), inference requirements (e.g., model type, performance metrics), data requirements (e.g., application data, network data), delivery preferences (e.g., in real-time, batch results) and expected time.
9) Configuration information in data collection request for inference training 
· Sol#2 S2-2600079 ZTE: required data format, acceptable data size range, and any pre-processing requirements that the UE should apply before transmission.  The request also includes transfer protocol specifications, and the task correlation ID to correlate this data collection with the original inference subscription.
10) Detailed information in AI inference results.
· Sol#2 S2-2600079 ZTE: classification/regression results, detected objects, or other inference outcomes depending on the task type. The transfer may also include the task identifier for correlation, confidence scores or probability distributions associated with the predictions, etc.
· Sol#8 S2-2600454 Nokia: inference results or inference status information include model metadata, performance metrics, or training status or progress updates, depending on what was requested.
Points 11) – 13) proposed by individual companies
11) AI service policy related proposals:  
· Sol#9 S2-2600540 Lenovo proposes to leverage URSP rules for the AI agentic traffic, in particular for AI agent in UEs. As the AI agentic traffic may need to be classified and routed differently by the UE towards the network. The PCF that provides URSP rules shall be able to analyse the application and supporting AI agent connectivity requirements considering the respective AF guidance (i.e., the AF associated with the application and supporting AI agent), which indirectly influence the creation of URSP rules. The solution proposes the AF to provide application guidance when the service requirements change, e.g., when an AI agent evolves toe PCF. Based on this information, the PCF may determine and dynamically refine the URSP rules and provide corresponding URSP updates as needed to the AI agent in UEs. 
· Sol#1 S2-2600063 CATT mentions that the AIMF queries PCF for user AI service policies to determine whether the AI services requested by the user are within the scope of the user's subscription. No more details are given. 
12) How to guarantee the desired KPI(s) for AI inference service 
· Sol#5 S2-2600171 Huawei proposes to estimate the inferencing processing latency based on the AI inferencing requirements and processing resource, to further determine the transmission delay budget and resources in order to fulfil the desired KPI(s). The 6G AI management NF dynamically sends control messages/signalling to UE and/or AI inference processing function to adjust the AI inference processing. Meanwhile, UE can dynamically exchange the AI inference data parameters required for AI inference processing (e.g., task ID, prompt size, desired KPI(s)) to the AI inference processing function via the AI inference coordination layer between the UE and AI inference processing function over UP, to estimate the AI inference processing time and transmission delay budget in real-time to adjust the radio resource allocation or AI inference processing scheduling to fulfil the desired KPI(s). During the AI inferencing processing procedure, AI inference processing resource status and transmission status can be dynamically detected and collected by 6G CN so that coordination between transmission and AI inferencing processing can be performed to guarantee the desired KPI(s).
13) Other procedures not covered by high-level principles 
· Sol#2 S2-2600079 ZTE proposes the UE and the 6G NF that provide the AI services to exchange ack. information to ensure the UE is informed of the status of the AI operation at network side. 
· Sol#4 S2-2600158 vivo correlates AI services for application in UE or AF tightly with computing services in KI #22. The contribution proposes that the AI service in KI#19 and the computing service in KI#22 to share the same framework and network functions to support the operation. The contributions proposes detailed procedures for establishment, modification and release of computing Bearer/Session Establishment for AI tasks. 
6.19.4.2	Procedures 
6.19.4.3	Services, Entities and Interfaces
6.19.4.4	Issues
6.19.5	Solution variant #19.5: 6G System impacts based on the characteristics of AI traffic
Potential way forward options:
-	Discuss AI traffic characteristics in SA2 and check with SA4
-	Assume in SA2 traffic characteristics agreed by RAN2 and check with SA4
-	Agree a checkpoint for SA2 to check SA4 progress, and wait until then
-	Wait indefinitely in SA2 until inputs are received from SA4 or SA

6.19.5.0	Topics addressed and High-level Solution Principles
This solution variant focuses on KI#19: 6G Network for AI, and the topic addressed is the following:
5.	Study the potential system impacts based on the characteristics of AI traffic.
The following high-level principles have been abstracted based on the proposals captured in Annex X.19.5:
1.	Generative AI (Gen) traffic exhibits unique characteristics different from other traffic types [Solutions #1, #2, #3, #4, #5, #7, #8]. 
2.	The GenAI traffic characteristics impose new system requirements and KPIs that must be that should be considered when designing general traffic handling mechanisms for the 6G system [Solutions #3, #4, #5, #6, #7].
3.	There is a dependency of the GenAI traffic characteristics with the type of entities that generate the AI traffic including AI agents and their deployment location (e.g. UE, CN, AF); such traffic may also differ from the rest of the same application traffic [Solutions #2, #6, #7, #8].
4.	The above considerations motivate multiple system enhancements proposals across contributions, namely importance marking indication [Solutions #1, #5, #6], provisioning of traffic characterization parameters [Solutions #1], traffic handling policies [Solutions #2, #7], enhancements on UE policies requests and URSP [Solutions #7, #8], QoS and control enhancements [Solutions #1, #5, #6, #7], and AI traffic differentiation mechanisms [Solutions #2, #8].
NOTE:	Dependencies are identified with KI#5 and KI#18.
Please refer to clause 6.19.5.1 for a more detailed description of the main principles identified for this solution variant.
6.19.5.1	Description
In the following, the high-level principles mentioned in 6.19.5.0 are described further, and additional background is provided.
-	Specific characteristics of Generative AI (GenAI) traffic have been identified across multiple applications, which apply to the prompt/token as well as other traffic contents such text, audio or video. Some common characteristics identified by contributions include namely: 
-	Highly dynamic, bi-directional, interaction-driven traffic; short request-response cycles; event-driven (as opposed to session-based); bursty, context-dependent and irregularly periodic traffic; higher uplink share compared to legacy mobile broadband; continuous context updates; high error tolerance; relative importance of inference data; multi-modality. 
-	It is also acknowledged that some of the above features resemble similarities to XR traffic.
-	The above GenAI traffic characteristics call for the following new requirements and KPIs on the system:
-	Stringent end-to-end latency requirements, including both communication and AI inferencing aspects. AI inference latency may dominate and vary across models and execution environments, resulting in dynamic latency sensitivity
-	Increased and more variable uplink throughput demand 
-	Asymmetric reliability requirements for uplink and downlink transmissions
-	Dynamically changing QoS requirements
-	For traffic characteristics of AI codec, the network needs to transmit the data units generated by AI encoder with QoS control. The network need not know the specific content in the data unit, but a proper QoS control with data unit granularity helps to achieve an efficient communication service
-	GenAI traffic characteristics also depend on the interaction model their deployment location:
-	UE application client (incl. UE AI agent) to server
-	UE AI agent to UE AI agent via the 6G network
-	UE AI agent to network AI agent
-	An AI agent is associated with a specific application, but its traffic characteristics may differ from those of the application itself, so the AI agentic traffic should be decoupled from other application related traffic and facilitate the appropriate communication service by:
 -	allowing rapid interaction with potential AI agent tools, e.g., LLM located at a nearby DNN, as the UE can immediately execute a URSP rule.
-	introducing the optimal service quality that supports AI agentic traffic considering AF guidance.  
-	assuring network resource optimization by steering AI agentic traffic towards the appropriate DNN avoiding transversing the core network.
-	resolving AI agentic tools service discovery, by pre-configuring the UE with the appropriate URSP rules that provide the suitable connectivity towards the relative DNN.
-	allowing enhanced security for AI agentic traffic by introducing isolation, e.g., employing a different slice, from other application traffic.
-	It is argued that the terms token and tokenizer are key in the context of GenAI traffic; token is defined as the smallest data unit which is generated by the tokenizer and used as the input for the AI model (e.g. LLM), while tokenizer is a program or algorithm that converts natural multi-modal data into token that the LLM can process.
-	An AI codec is using AI model for encoding/decoding or just moving the tokenizer from LLM in receiving end to sending end. For AI codec, transmission with differentiated importance per data unit can ensure a basic performance through the critical data units and allows flexibly enhancing accuracy through supplementary transmission, this characteristic will be much useful for bandwidth constraint scenario. 
Based on the above description, the following potential system impacts are proposed in this solution variant:
-	Importance marking indication: real-time evaluation of the contribution probability of individual tokens in the overall content may be performed both for downlink and uplink traffic, thereby enabling dynamic importance assessment. This can be applicable for AI codecs as well.
-	Traffic characterization parameters can be provisioned by the AI server at a fine granularity regarding the, e.g. indication of start/end of the streaming packets with 6G UP marking the corresponding indication in GTP-U header.
-	Traffic handling policies: PCF/SMF generate the policy or instruction based on AI-related traffic type, and provision the policy or instruction for different handling. In addition, PCF may apply the appropriate policy rules to handle bi-directional traffic, i.e. UL and DL, upon receiving traffic information from the UE, and the 6G UPF is configured accordingly.
-	Enhancements on UE policies requests and URSP: 
-	An UE AI agent may send an uplink prompt to the network via user plane including potential additional configuration information not included in the PDU session establishment or update. The network may be able to identify the configuration information as part of a GenAI interaction.
-	USRP rules enhancements to include AI agentic information as follows: i) a traffic descriptor to distinct AI agentic traffic which can also be a connection capability of the application, i.e., AI agentic traffic can be identified and treated as a sub-flow of the application, and ii) an indication of AI agent context requirements which depend on the AI agent role and the type of AI agent interaction with external tools.
-	QoS and control enhancements, e.g. QoS support for small AI-generated packets, QoS control for data units generated by AI encoder for AI codec, dynamically changing QoS requirements for bursty traffic types, QoS handling on a finer time scale than traditional PDU sessions with more adaptive resource and policy handling.
-	AI traffic differentiation: 
-	a CN NF (i.e. UPF) performs the specific AI traffic detection based on the information provided by AI agent (in UE or AF). This information includes AI-related traffic type and the information associated with the corresponding traffic type (e.g. Protocol descriptions which can identify the UL/DL AI traffic).
-	The PCF that provides URSP rules shall be able to analyse the application and supporting AI agent connectivity requirements considering the respective AF guidance (i.e., the AF associated with the application and supporting AI agent), which indirectly influence the creation of URSP rules. The PCF may differentiate the application from the supporting AI agent and provide different URSP rules to capture distinct connectivity needs.   
6.19.5.2	Procedures 
Editor's Note:	The procedures in this pCR are informative only and should be understood as contents of a discussion paper. They are only intended to provide clarity on the principles and description of clauses 6.19.5.0 and 6.19.5.1. Detailed description of the procedure(s) will be addressed at future meetings.


Figure 6.19.5.2-1: Overall procedure of traffic detection based on AI-related traffic type [Solution #2]
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Figure 6.19.5.2-2: Procedure for 6G system support for GenAI traffic [Solution #7]
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Figure 6.19.5.2-3: Overview of URSP rule creation by the PCF and URSP rule configuration in the UE [Solution #8]
6.X.Y.3	Services, Entities and Interfaces
6.X.Y.4	Issues
* * * Next Change * * * *
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Annex X.19: 6G Network for AI
Annex X.19.1: KI#19 bullet 1&2
Input papers at SA2#173 for KI#19 bullet 1&2:
	[bookmark: _Hlk220498393]Meeting
	Solution#
	Tdoc
	Source 
	Subject/Comment

	[bookmark: OLE_LINK37]SA2#173
	1
	S2-2600061
	CATT
	23.801-01: [KI#19, bullet1] new solution for AI Agent discovery via the 6G networks(s)

	SA2#173
	2
	S2-2600062
	CATT
	23.801-01: [KI#19, bullet2] new solution for AI Agent communication via the 6G networks(s)

	SA2#173
	3
	S2-2600078
	ZTE
	23.801-01: [KI#19 bullets 1, 2] New solution on digital identity distribution, registration, authentication and session establishment for UE AI Agent

	SA2#173
	4
	S2-2600094
	China Mobile, Rakuten, CATT, Huawei
	23.801-01: [KI#19 bullet 1&2] Solution for Key Issue #19: 6G Network for AI-Enable AI agent communication

	SA2#173
	5
	S2-2600186
	OPPO
	23.801-01: [KI#19, bullet#1, bullet#2] New Solution on 6G network support UE agent identification, authorization and discovery

	SA2#173
	6
	S2-2600223
	Google
	23.801-01: KI#19-Skill-Based Distributed Al Agents Coordination Framework

	SA2#173
	7
	S2-2600245
	Ericsson, T-Mobile, Verizon
	23.801-01: [KI#19, bullet #1, bullet#2] Support for communication between AI Agents on the application layer via 6G CN

	SA2#173
	8
	S2-2600356
	LG Electronics
	23.801-01: [KI#19, bullet#1&bullet#2] New Solution for AI agent registration and discovery

	SA2#173
	9
	S2-2600360
	ETRI
	23.801-01: [KI#19, bullet#1] AI Agent Discovery via Agent Repository Function (ARF)

	SA2#173
	10
	S2-2600381
	IPLOOK
	23.801-01: [KI#19, bullet #1] New Solution for AI Agent Discovery via the AI Agent Exposure Function in 6G

	SA2#173
	11
	S2-2600424
	Xiaomi
	23.801-01: [KI#19, bullet #1 & bullet#2] New solution: Group-based AI agent communication

	SA2#173
	12
	S2-2600425
	Xiaomi
	23.801-01: [KI#19, bullet #1 & bullet#2] New solution: AI agent addressing and direct one- to-one communication

	SA2#173
	13
	S2-2600432
	Huawei, HiSilicon
	23.801-01: [KI#19, bullet#1,2] Solution for AI agent Communication Network

	SA2#173
	14
	S2-2600520
	TOYOTA MOTOR CORPORATION
	23.801-01: [KI#19, bullet #1] UE AI Agent Discovery using UE Agent Capability Profiles

	SA2#173
	15
	S2-2600530
	Boost Mobile Network
	23.801-01: [KI#19, bullet 2] Solution for KI#19: distributed authorization for AI agents' communications

	SA2#173
	16
	S2-2600536
	Mediatek Inc.
	23.801-01: [KI#19] 6G Network for AI Solution

	SA2#173
	17
	S2-2600546
	Ofinno
	23.801-01: [KI#19, bullet #1, bullet#2] UE AI agent Discovery and UE AI agent Session Establishment via 6G CN

	SA2#173
	18
	S2-2600561
	InterDigital Inc.
	23.801-01: [KI#19] AI agent Collaboration based on AI Agent Registration/Discovery and AI Agent Group Communication

	SA2#173
	19
	S2-2600369
	CSCN
	23.801-01: [KI#18, KI#19] New Solution - Discovery of Al agents via Al agent Repository Function

	SA2#173
	20
	S2-2600573
	Qualcomm
	23.801-01: [KI#18/KI#19] Native AI and agentic AI support for 6G

	SA2#173
	21
	S2-2600629 
	Orange
	23.801-01: [KI#19] Solution for NAS‑based LLM Service Commanding in 6G Core Network



Annex X.19.2: Void
Annex X.19.3: KI#19 bullet 3
Input papers at SA2#173 for KI#19 bullet 3:
	Meeting
	Solution#
	Tdoc
	Source 
	Subject/Comment

	SA2#173
	1
	S2-2600224
	Lenovo
	[KI#19, bullet 3] Supporting intent-based exposure from AI agent in an AF

	SA2#173
	2
	S2-2600452
	Nokia, AT&T
	[KI#19, bullet#3] New solution to enhance network capability exposure functionalities to AI agent on AFs

	SA2#173
	3
	S2-2600573
	Qualcomm
	23.801-01: [KI#18/KI#19] Native AI and agentic AI support for 6G.



Annex X.19.4: KI#19 bullet 4
Input papers at SA2#173 for KI#19 bullet 4:
	Meeting
	Solution#
	Tdoc
	Source 
	Subject/Comment

	SA2#173
	1
	S2-2600063
	CATT
	[KI#19, bullet4] new solution for 6G CN provides AI services to applications(AF or in UE)

	SA2#173
	2
	S2-2600079
	ZTE
	[KI#19 bullet 4] New solution on UE access AI services

	SA2#173
	3
	S2-2600096
	China Mobile
	[KI#9 bullet 4] Solution for KI#19: AI model training and inference performed by 6GC

	SA2#173
	4
	S2-2600158
	vivo
	[KI#19, bullet#4] 6G AI service to UE

	SA2#173
	5
	S2-2600171
	Huawei, HiSilicon
	[KI#19, bullet #4] New Solution for 6G CN Providing AI Inferencing Services

	SA2#173
	6
	S2-2600191
	Huawei, HiSilicon, China Mobile
	[KI#19, bullet #9] new solution: Support AI Training Service in 6G core network

	SA2#173
	7
	S2-2600414
	Samsung
	[KI#19, bullet#4] 6G Network for AI services

	SA2#173
	8
	S2-2600454
	Nokia
	[KI#19, bullet#4] New solution to enable 6G CN to support AI services to applications (UE or in AF)

	SA2#173
	9
	S2-2600540
	Motorola Mobility UK Ltd., Lenovo
	[KI#19] Enabling UE application-based AI agent interactions with the network.       


Annex X.19.5: KI#19 bullet 5
Input papers at SA2#173 for KI#19 bullet 5:
	Meeting
	Solution#
	Tdoc
	Source 
	Subject/Comment

	SA2#173
	1
	S2-2600095
	China Mobile
	[KI#19, bullet #5] Solution for KI#19 on Network Enhancement based on the characteristics of AI traffic

	SA2#173
	2
	S2-2600173
	LG Electronics
	[KI#19, bullet#5] New Sol#X: “Traffic Detection based on AI-related traffic type”

	SA2#173
	3
	S2-2600393
	vivo
	[KI#19, bullet#7] AI traffic characteristics for Generative AI

	SA2#173
	4
	S2-2600394
	vivo
	[KI#19, bullet#7] Token related AI traffic

	SA2#173
	5
	S2-2600403
	OPPO
	[KI#19] Discussion and proposal for traffic of AI service and AI codec

	SA2#173
	6
	S2-2600467
	Huawei, HiSilicon
	[KI#19, bullet#5] [KI#19, bullet#5] AI/ML traffic characteristics

	SA2#173
	7
	S2-2600537
	Apple
	[KI#19, bullet#5] Solution to Support GenAI Traffic

	SA2#173
	8
	S2-2600540
	Lenovo
	23.801-01: [KI#19] Enabling UE application-based AI agent interactions with the network.



* * * End of Changes * * * *
For Part 1, the following papers are considered to be merged.
	
	Number
	Title
	Source Companies
	Main part

	1
	S2-2600061
	23.801-01: [KI#19, bullet1] new solution for AI Agent discovery via the 6G networks(s)
	CATT
	Impact NF: AIMF, NRF,
1. UE sends the AI Agent discover request to the AIMF, containing the information about AI Agent(s) of other UE(s)\intent\the information of sensing equipment from UE\the information of AI Agent of UEs
2. When AIMF receives the request from UE, it performs request parse and sends the AI Agent query request to the NRF+
3.Based on the AI Agent query request, NRF+ decides the AI Agent information and sends them to the AIMF. 
4.AIMF sends the AI Agent(s) discovery request to other UE(s) and other UE(s) decides which the AI Agent is allowed to be discovered. 
5.AIMF sends the AI Agent(s) information of other UE(s) to UE, UE selects the AI Agent of other UE(s) and s ends the AI Agent(s) to 6G network(s) for AI communication.

	2
	S2-2600062
	23.801-01: [KI#19, bullet2] new solution for AI Agent communication via the 6G networks(s)
	CATT
	Impact NF: AIMF, RMF,
-	UE sends the AI Agent registration request to the AIMF, containing the information about AI Agent(s) of other UE(s), such as AI Agent ID.
-	When AIMF receives the request from UE, it performs request parse and sends the AI Agent registration request to the RMF.
-	Based on the AI Agent query request, RMF completes the identification and authorization of AI agents and finish the registration procedure. 
-	When AIMF receives the AI Agent group communication request from users (e.g., UE), AIMF parses the request and decides the AI Agent which can satisfy the task requirements based on the AI Agent information of UEs. 
-	AIMF sends the task to the different AI Agent(s) and establishes the group communication path for the AI Agents to exchange information and execute the task.
-	SM is responsible for session management and UPF+ selection to establish the user plane path for AI Agent group communication.

	3
	S2-2600078
	23.801-01: [KI#19 bullets 1, 2] New solution on digital identity distribution, registration, authentication and session establishment for UE AI Agent
	ZTE
	Impact NF: ACF, DIM, DIR
The solution covers two types of AI Agents:
Embodied intelligence – AI agents with physical form (e.g. AI robots, smart vehicles) equipped with SIM cards or eSIM cards.
Application-level agents – Virtual digital entities such as virtual digital humans running on UEs equipped with SIM cards or eSIM cards.
The UE and CN perform digital identity capability negotiation during the initial registration (the registration using SUCI).
The CN allocates digital identity to the AI Agent based on the request.
The UE and CN perform registration and authentication using the allocated digital identity for agent.
The CN may assist the AF (e.g. Agent server) establish collaborative session among UE Agents.
A new NF named DIM (Digital Identity Management) is introduced to the CN. This NF provides digital identity allocation service to the UE and perform UE agent authentication in collaboration with DIM and ACF. 
A new NF named DIR (Digital Identity repository) is introduced to the CN. This NF stores digital identities generated by DIM and perform UE agent authentication in collaboration with DIM and ACF. 
 A new NF named ACF (Agent Control Function) is introduced to the CN. This NF process the registration request from UE Agent, perform UE agent authentication in collaboration with DIM/DIR and assist the AF (e.g., agent server) for collaborative session establishment among UE Agents.

	4
	S2-2600094
	23.801-01: [KI#19 bullet 1&2] Solution for Key Issue #19: 6G Network for AI-Enable AI agent communication
	China Mobile, Rakuten, CATT, Huawei
	Impact NF: ACF, IDM, AGW
IDM (Identification Management):
-	Support to store the AI agent subscription information and the association information of user and AI agent.
-	Support to store AI agent attributes information (e.g., type, environment awareness, executive capability, permission) and update.
-  Support to update/change AI agent attributes information (e.g., type, environment awareness, executive capability, permission) per request from NEF/AF.
ACF (Agent Control Function):
-	Discovery and selection of AI agents.
-	Support dynamic group management, including creation, modification and deletion of communication group based on specific task requirements.
AGW (AI Agent Gateway): 
-	Support routing and forwarding function for dynamic group communication of AI agents;

	5
	S2-2600186
	23.801-01: [KI#19, bullet#1, bullet#2] New Solution on 6G network support UE agent identification, authorization and discovery
	OPPO
	Impact NF: MAF
The high-level solution principles are:
-	The agent ID on the UE is defined to support the agent identification.
-	The agent related subscription is introduced to support the agent authentication and authorization.
-	The agent profile is introduced to describe the agent related information.
-	A new NF named MAF (Management agent function) is introduced to support the agent registration.
-	The MAF stores the agent profile and perform the agent discovery based on the stored agent profile and the required agent discovery criteria.
-	Two types of the agent ID are defined to support the UE agent identification including the AGPU (Agent Public Identity) and AGPI (Agent private Identity). Each AGPI can correspond to the multiple AGPU. AGPU is used to identify the agents and can be included in the message interact with the network.
-	The agent related subscription is introduced to support the agent authentication and authorization. The 6G-UDM will store the agent related subscription, the data key can be the AGPI/SUPI.


	6
	S2-2600223
	23.801-01: KI#19-Skill-Based Distributed Al Agents Coordination Framework
	Google
	Impact NF: ACRF, AAIHF
•	Phase 1: Unified Agentic Skill Registration (Abstraction & Foundation):
o	Individual Capability Exposure: Agentic UEs utilize the ACF to perform introspection and transmit their capabilities via NAS signaling within a UE_Agentic_Capability_Container.
o	Unified Profiling: The message encapsulates the Unified Agentic Skill Profile, a polymorphic data structure that normalizes capabilities across domains using a common Skill URI.
o	Repository Indexing: The ACRF or Enhanced NRF indexes these skills based on the Unified Agentic Skill Profile, establishing a semantic identity for the agent.
•	Phase 2: Cluster Formation (Initiation Mechanisms and and Semantic Discovery): During this phase, abstract user intents are decomposed into executable network "missions".
o	Intent Decomposition: The AAIHF (Agentic AI Host Function) or NWDAF receives an abstract intent (e.g., "Coordinate synchronized sensor fusion") and decomposes high-level intents into required Skill IDs represented by standardized URIs (e.g., mcp://skill/motion/sync-control).
o	Semantic Matching Engine: The ACRF utilizes a matching engine to calculate the similarity between the "Abstract Intent" and the "Registered Skills" to identify capable agents, even if exact keywords do not match.
o	Topological Matching: To ensure deterministic performance and members are physically positioned for low-latency collaboration, candidate selection is prioritized based on Network Proximity. The ACRF filters candidates by ensuring they share physical network anchors, such as:
	Shared UPF anchors: Ensures low-latency data exchange without traversing the deep core.
	RAN node anchors (gNB): Ensures agents are under the same or neighboring radio nodes for coordinated scheduling.
o	Contextual Binding: Once the optimal candidates are identified, the network generates a unique Task_Cluster_ID. This ID binds independent PDU sessions into a single logical unit, allowing the network to manage them as a synchronized swarm rather than isolated devices.
o	Mode Transition: The AAIHF issues a Mode_Change_Directive, commanding the selected Agentic UEs to transition from "Individual Mode" to "Cluster Mode," where they subordinate individual logic to network-anchored group logic.
 •	Phase 3: Coordinated Execution (Synchronization & Supporting Mechanisms):
o	Consensus Arbitration: When members identify a logic conflict, they transmit an AI-Consensus-Request. The AAIHF/NWDAF evaluates real-time metadata (battery, trajectory) from the ACRF/Enhanced NRF to determine a Winning Directive.
o	Synchronized Mobility Control: To maintain swarm integrity, the network calculates T_sync and distributes a Synchronized_HO_Command to all members.
o	Simultaneous Trigger: At the precise T_sync timestamp, all members simultaneously execute the handover (CHO) or reconfiguration, ensuring connectivity remains stable.

	7
	S2-2600245
	23.801-01: [KI#19, bullet #1, bullet#2] Support for communication between AI Agents on the application layer via 6G CN
	Ericsson, T-Mobile, Verizon
	Impact NF: NO
To support communication between AI Agents in the UE over the 6G CN, the following functionality are needed:
-	AI Agent Identification & Authorization at the Agentic AI functions in the app enablement layer.
-	AI Agent registration at the Agentic AI functions in the app enablement layer.
-	AI Agent Discovery at the Agentic AI functions in the app enablement layer.
-	AI Traffic Management, for example QoS, PDU Session management or support for group communication supported by the AF.

6G CN support for AI Agent Discovery and AI Agent communication
Steps 1 to step 3 enable the UE AI Agent to discover an AI Agent in another UE with certain characteristics, those steps are performed over user plane. Step 4 enables the UE AI Agent to request to set up resources for the communication over 6G CN, those steps are performed over user plane. Step 5 enables the AF to optionally request QoS for both source and target GPSIs from the 6G CN, i.e. PCF. Step 7 describes how the UE maps application traffic from the UE AI Agent into the PDU Session and QoS flows. The steps related to the AI Agent signalling are steps are only examples as those are transparent to the 6G Core Network.

	8
	S2-2600356
	23.801-01: [KI#19, bullet#1&bullet#2] New Solution for AI agent registration and discovery
	LG Electronics
	Impact NF: AIMF
The high-level solution principles are:
-	A new network function, AIMF (AI agent Management Function) is introduced to support AI agent management.
-	The AI agent-related procedure (e.g. AI agent registration, AI agent discovery) may be initiated by UE or AF.
-	The AIMF receives AI agent-related requests and determines whether the AI agent is authorized for the request.
-	The AIMF assigns an internal AI agent identifier and may request an external AI agent identifier to UE or AF.
-	The AIMF discovers AI agents on different UEs and sends discovered list of AI agents to UE or AF.

	9
	S2-2600360
	23.801-01: [KI#19, bullet#1] AI Agent Discovery via Agent Repository Function (ARF)
	ETRI
	Impact NF: ARF
UE send request to AF, and AF interact with the ARF.
UE hosts an AI agent(s) and initiates AI agent registration/update and discovery requests via an AF.
-	AF acts as an application-level entry point for AI agent registration and discovery. The AF forwards registration and discovery requests to the ARF and returns corresponding responses to the UE.
-	ARF acts as a logical function responsible for managing registered AI agent information for registration and discovery purposes. The ARF stores AI agent metadata, maintains internal associations with corresponding UE context, and processes AI agent discovery requests.
-	NRF may be consulted by the AF to discover a network function capable of supporting AI agent management functionalities, where the ARF is considered as a logical function.
-	UDM provides subscription-related information (e.g. via SDM) for authorization purposes and UE context information (e.g. via UECM) to support AI agent registration and context synchronization.

	10
	S2-2600381
	23.801-01: [KI#19, bullet #1] New Solution for AI Agent Discovery via the AI Agent Exposure Function in 6G
	IPLOOK
	Impact NF:AI agent exposure Function (AAEF)
The high-level solution principles are as follows:
-	the AI Agent Exposure Function (AAEF) is responsible for the registration, discovery, management, and policy-controlled exposure of AI Agent capabilities. This function complements the existing NEF by specializing in AI Agent entities.
-	The solution integrates with UE registration procedures to establish early awareness of a UE’s capability to host AI Agents and its authorization to use discovery services.

	11
	S2-2600424
	23.801-01: [KI#19, bullet #1 & bullet#2] New solution: Group-based AI agent communication
	Xiaomi
	Impact NF: ARF, GMF
This solution follows the following principles:
-	A new function, i.e., ARF (AI Agent Repository Function), is introduced.  ARF supports registration of AI agent profile and discovery of capable AI Agent(s) to complete a task. 
-	A new function, i.e., GMF (Group Management Function), is introduced. GMF supports to discover capable AI Agent(s) based on task intent and create a dynamic group with allocation of group Id.
-	6G SMF supports to authorize PDU session establishment with group Id.
-	6G UPF supports to perform local switch by considering group Id.


	12
	S2-2600425
	23.801-01: [KI#19, bullet #1 & bullet#2] New solution: AI agent addressing and direct one- to-one communication
	Xiaomi
	Impact NF: AARF
-	A new function, i.e., AARF (Agent Address Repository Function), is introduced to store the association between ID and address of an AI agent. 
-	A source AI agent constructs a FQDN of the target AI agent based on local configuration or configuration info provisioned by the network. The source AI agent send a DNS message with the FQDN via user plane when direct one-to-one communication is required.
-	SMF configures a DNS handling rule at the 6G UPF to redirects the DNS message to AARF. AARF resolves the DNS message by returning the address of target AI agent. The 6G UPF returns the address to the source AI agent.

	13
	S2-2600432
	23.801-01: [KI#19, bullet#1,2] Solution for AI agent Communication Network
	Huawei, HiSilicon
	Impact NF: IDM, ARDF, SCF 
1. AI agent on UE is an autonomous entity requests/accesses network resource and should be identified by 6GC so that the 6GC can enable the communication for AI agents on different UEs. 
2.The identity generation for the AI agent on UE could be controlled by 6GC, where the generated identity will be associated with the UE the AI Agent is hosted.
3. AI agent on UE can register its attributes to 6GC. The attributes can be used for AI agent authorization or AI agent discovery.
4. AI agent on UE is able to discover other AI agents on UEs via 6GC.
5. AI agent on UE is able to establish/join a communication group for cooperation task.
6. 6GC notifies AI agents on UE to join the communication group.
7. 6GC user plane support efficient and secure traffic/message distribution among/between AI agents and enable sync/async task cooperation.
8. AI agents on UEs can be served by different SCFs and UP NFs.


	14
	S2-2600520
	23.801-01: [KI#19, bullet #1] UE AI Agent Discovery using UE Agent Capability Profiles
	TOYOTA MOTOR CORPORATION
	Impact NF: NRF or UDM or new NF
UE AI agent discovery is enabled by defining a UE AI agent capability/attribute profile that can be advertised to the 6G system. A UE AI agent can issue a discovery query that includes required capability information and optional constraints (e.g., area/time/availability), and receive a list of candidate UE AI agents on other UEs.
The UE AI agent capability/attribute profile supports dynamic update to reflect changes in capability, state, or constraints, to improve discovery accuracy over time.

	15
	S2-2600530
	23.801-01: [KI#19, bullet 2] Solution for KI#19: distributed authorization for AI agents' communications
	Boost Mobile Network
	Impact NF: AIDF
AIDF: AI Database Function. A function that maintains and has access to all AI agents’ information and their profiles.
The AI Producer (AIP), e.g., front desk AI agent, is required to register its profile with the AI Database Function (AIDF) where the AIP profile includes the services the AIP offers, AIP Type, AIP ID, AIP owner ID, etc.
1.	The AI agent producer shall be able to authenticate the AI agent consumer first and save the authenticated identity of the AI agent consumer.
2.	The AI agent producer shall have a secure access to its own profile information which include, producers offered services, allowed AI agent consumers, Allowed AI Agent consumers groups, Allowed AI agent consumer ownerships, Allowed AI Agent consumer types, etc.
3.	The AI agent producer should have access to its operator authorization policy.
4.	The AI agent producer shall have access to the AI agent consumer information in a secure manner, e.g., information included in the AI agent consumer certificate, etc.
5.	The AI agent producer shall be able to issue an access token that the AI agent consumer can use in future requests.
6.	The AI agent producer shall be able to set the access token lifetime based on the AI agent consumer type and the level of security risk associated with the AI agent consumer, etc.
7.	The AI agent producer shall have a secure access to its access token signing public/private keys pair.
8.	The AI agent is either configured with its access token signing public/private key pair or it can generate the pair and securely protect them.

	16
	S2-2600536
	23.801-01: [KI#19] 6G Network for AI Solution
	Mediatek Inc.
	Impact NF: not clear, maybe MAF?
This solution proposes using the MAF to efficiently manage discovery and communication channels between AI agents on different UEs. These channels are organized according to specific topics, allowing AI agents to communicate and exchange information based on shared interests or functions. The organization of topics works like hashtags, making it easier for agents to discover relevant channels and participate in targeted discussions.

	17
	S2-2600546
	23.801-01: [KI#19, bullet #1, bullet#2] UE AI agent Discovery and UE AI agent Session Establishment via 6G CN
	Ofinno
	Impact NF: 6G CN 
-	AI agent discovery support is enabled by the 6G CN using UE-AI-agent-related parameters (e.g., AI agent identifier(s), AI agent capabilities) provided by UEs. 
-	Capability exchange is used as an operation gate such that AI-agent-related procedures are performed only when both the UE and the 6G CN indicate support for AI agent communications during registration. 
-	AI agent discovery is based on functional requirements (e.g., AI agent capabilities / task type), rather than relying only on UE identifiers, in order to enable a UE to identify candidate AI agents/UEs that can support the required AI-agent-related tasks and communications.
-	Discovery and session establishment are treated as separate functions, where discovery provides information to select a candidate UE/AI agent and the communication is enabled via a session establishment procedure.

	18
	S2-2600561
	23.801-01: [KI#19] AI agent Collaboration based on AI Agent Registration/Discovery and AI Agent Group Communication
	InterDigital Inc.
	Impact NF: ACOF, ARF
The ARF or ARS provides Agent Registration Service and Agent Discovery Service. 
In Alt.1, the AI agents can access the ARF services through an intermediary NF such as a CP signaling anchor function (e.g., AMF). 
In Alt 2, the AI agents can exchange application-layer agent registration/discovery messages with the ARS over the UP connection. For Alt. 2, the AI agent may need to discover the ARS address (e.g., URL) before invoking the agent registration/discovery services.
An Agent Communication Orchestration Function (ACOF) may be introduced in 6G CN to facilitate the communication among the AI agent task group. The ACOF handles the task request from the task group members (i.e., AI agents), analyses and decomposes the task, assign the subtasks to the task group members, determines the UP communication configuration (network slices, QoS profiles, etc.) and triggers the task group members to establish the communication links with the ACOF. The task group members may then exchange the task-related data/message with each other through the ACOF. Task-related data/messages over CP may use “agent layer” protocol messages (e.g. A2A, MCP) that can be piggybacked over UE NAS messages; task-related data/messages over UP is supported by the UP communication links (i.e. PDU Sessions) between the AI agents and the ACOF.


20.6.18
	19
	S2-2600369
	23.801-01: [KI#18, KI#19] New Solution - Discovery of Al agents via Al agent Repository Function
	CSCN
	Impact NF: ARF
-	The AI Agent Repository Function manages AI agents both within and outside the 6G CN, such as AI agents on 6G CN entities and AI agents on UEs.
-	The AI Agent Repository Function can identify the AI agent to be discovered based on the types of tasks the AI agent is capable of performing.
	-	Before providing AI agent information to the AI agent discovery requester, the AI Agent Repository Function shall verify whether the requester is allowed to discover the target AI agent.
-	The AI Agent Repository Function receives AI agent profile information through AI agent registration procedures and maintains this information dynamically.


	20
	S2-2600573
	23.801-01: [KI#18/KI#19] Native AI and agentic AI support for 6G
	Qualcomm
	Impact NF: AI Agent Proxy, Subscription database, AI agent domain
AI Agent Proxy acts as a proxy for interactions between UE AI Agents and NW AI Agents, specifically:
-	Authenticates and authorizes UE AI Agents and external AI Agents (based on the subscription database) and terminates the secure communication with UE AI Agents and external AI Agents;
-	Maintains a catalogue of the skills of all NW AI Agents, external AI agents and UE AI Agents;
-	Enables a UE AI Agent to discover and access skills of NW AI Agents and external AI Agents that the UE AI Agent is authorized to access (according to the UE AI Agent's subscription);
-	the other UE AI Agents that the UE AI Agent is associated with (according to the UE AI Agent's subscription).
-	Routes messages between UE AI Agents and Network / external AI Agents;
Subscription database holds the following information:
-	For each subscribed UE AI Agent:
-	information to authenticate and authorize the UE AI Agent;
-	information indicating which Network AI Agents and external AI Agents the UE AI Agent may access;
-	list of associated UE AI Agents;
-	For each allowed external AI Agent:
-	information to authenticate and authorize external AI Agents;
-	information indicating which Network AI Agents the external AI Agent may access.
NOTE:	How to authenticate and authorize UE AI Agents and external AI Agents is assumed to be addressed by SA3.
-	UE AI Agents access skills of Network AI Agents, external AI Agents and skills of other UE AI Agents (if authorized by subscription). UE AI Agents may also offer skills to Network AI Agents.
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