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1.	Discussion
1.1	Introduction
This pCR proposes to capture
-	8 solutions variants based on selected input solutions for KI#9 Localized Service Access
-	list of the 10 submitted input solutions below in Annex X
	Sol.#
	TDoc
	Subject/Comment
	Source

	1
	S2-2600065
	[KI#9, bullet1]new solution for Localized service access
	CATT

	2
	S2-2600101
	[KI#9 bullet 1] Solution for Localized Service Access in 6G
	China Mobile, Huawei

	3
	S2-2600146
	[KI#9] Localized Services access via NPN 
	QUALCOMM 

	4
	S2-2600276
	[KI#9, Bullet#1] Support access of local service from PLMN
	China Telecom

	5
	S2-2600278
	[KI#9, bullet #2] Localized Service Access by reusing PNI-NPN/SNPN
	LG Electronics

	6
	S2-2600346
	[KI#9, bullet#1] Solution to address KI for PLMN offered Localized Service Access
	Huawei, HiSilicon

	7
	S2-2600348
	KI#9 Solution "Localized Service access in 6G using NPN"
	Nokia

	8
	S2-2600501
	[KI#9] Support Localized Service Access
	ZTE

	9
	S2-2600528
	[KI#9, bullet #1] Support for 6G Localized Service Access
	vivo

	10
	S2-2600559
	[KI#9] 6G PLMN-hosted Localized Service Network
	InterDigital Inc.



Solution #1, #2, #4, #6, #8, #9 and #10 focus on addressing Bullet #1 in KI#9 of new mechanism of access localized service provided by PLMN and 5 solution variants are derived from these solutions.
Solution #3, #5 and #7, focus on addressing Bullet #2 in Ki#9 of enhanced NPN mechanism based on 5G and 2 solution variant are derived from these solutions. 
1.1.1 Solutions of new mechanism for KI#9 Bullet #1
[bookmark: _Hlk221037942]The scope of KI#9 Bullet#1 is described in TR23.801-01 as the following:
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
NOTE 1:	Network selection and access control are not to be studied for bullet 1 and bullet 2.
NOTE 2:	For the case when localized service access is provided via PLMN, solutions are expected not to introduce additional UE functionality that is specific for localized service access (i.e. anything that requires UE dependency beyond what is needed for general PLMN access).
NOTE 3:	Authentication aspects need to be coordinated with SA WG3
Solution #1, #2, #4, #6, #8, #9 and #10 propose the localized service access provided from PLMN is via the registration and PDU session of the Localized Service Network(s), which is established and managed as separate network(s) within the PLMN by operators for the purpose of enabling access to Localized Service in the PLMN.
These solutions share common high-level principles in:
1.  Topology with Localized service networks: it is assumed the PLMN offering localized service consists for one public PLMN network and one/multiple localized service networks, which are identified by localized service network identification.
· 6G CN: PLMN offering PoLS consists of one/multiple LSN core (each offering their specific set of localized services) and one public PLMN core (offering public services). The NF composition varies per service-level agreement between operator and authorized 3rd parties. (Solution#6) 
· 6G RAN: The RAN supports multiple core networks (i.e., LSN and public PLMN core). (Solution#6)
2.	Localized service network's management and capabilities: the localized service network is established and managed by the PLMN operator. It is composed of basic network functions that can provide localized service with certain level of local control. The PLMN network should have the updated information of the localized service network.
· The localized network is established and managed by operators. (Solution#2)
· In the localized network there are some basic CN NFs including localized 6G UDM, 6G AM, 6G SM, 6G PCF, 6G UPF, 6G AUSF, etc. (Solution#2)
· The local service network(s) is own by the PLMN operator. (Solution#4)
· The LSSF (Local Service Selection Function) in PLMN manages the information and status of the local service network(s) and selects one or more local service networks based on UE's request. (Solution#4)
· LSN Architecture & Capabilities. The Local Sub-Network (LSN) comprises dedicated NFs providing localized services. The LSN reports network-level information (capabilities, topology, supported services) to the public PLMN core. (Solution#6) 
· [bookmark: OLE_LINK1][bookmark: OLE_LINK2]LSN topology updates are exchanged with public PLMN core to support inter-network message forwarding. (Solution#6) 
· The local CP NFs and UP NFs are deployed in the local Network. (Solution#9)
· The UE accesses the Localized Services through the PH-LSN which may have dedicated NFs serving Localized Services. (Solution#10)
3.	Network selection and access control: it is trying to reuse the network selection and access control as UE's access to PLMN.
· UE access the PLMN’s localized network with reusing existing network selection and access control. (Solution#2)
· UE Network Selection. No additional UE PLMN/cell (re)selection functionality required for PoLS support. (Solution#6)
· There is no special requirement or configuration for the UE for accessing the Localized Services. (Solution#10)
4.	UE's subscription management: UE's subscription data for localized service is needed and the data is synchronized with the PLMN network and Localized service network providing the localized service. The authentication and authorization in the localized service network use the data from the local NF.
· The L-UDM (Local UDM) of local network will have user subscription data, … and it will also synchronize data with the UDM+ of the PLMN and receives the user subscription data from the PLMN. (Solution#1)
· Centralized UDM can push the subscription information to Localized UDM. (Solution#2)
· Localized UDM can be updated based on local configuration, and the localized UDM may synchronize the updating to Centralized UDM. (Solution#2)
· And UE is authorized to access the localized network by localized AUSF whose subscription information is from localized UDM. (Solution#2)
· The PLMN determines whether and which information/indication should be shared between PLMN and the local service network(s) for UE to access service provided by local network, e.g., for UE's authentication and authorization. (Solution#4)
· Subscription Data Management. There may be multiple 6G entities (SDM defined below) managing the UE subscription data for the same UE for localized and public services respectively. These 6G SDMs may be located in one or multiple LSN cores and the public PLMN core respectively. These 6G SDMs can perform efficient synchronization of the UE subscription data if needed. (Solution#6) 
· Local UDM is introduced to retrieve the UE subscription/authentication parameters from UDM in the central network. All other network functions in the local network does not communicate with the UDM in central network. (Solution#8)
· The UE may have the subscription for localized services access, including the list of Local Network Identifications indicating which local network the UE can access, and associated DNNs and/or S-NSSAIs indicating which can be used to access the localized service. (Solution#9)
· The UE’s Localized Service specific subscription information may be stored and managed by a dedicated UDM/UDR in the PH-LSN, while the UDM/UDR in the Hosting PLMN still manages the UE’s other subscription data. (Solution#10)
These solutions have variants of high-level principles in the following aspects listed in below table (The text which in Bold is copy from the high-level description part of each solution, while which not Bold is from the other part from the solutions to make the difference clear):
	

	Sol.#
	How UE registered to the network for local service(s)
	Whether UE can access to service provided by PLMN and the localized network(s) at the same time

	1
	New(second) registration after registration to the PLMN
· UE sends the registration request to the PLMN firstly and sends the registration request to the local service.
· PLMN receives registration request firstly from UE and provides some local service information to UE.
· Local network receives the registration request secondly from UE and perform authorization and authentication of local services.
	Not mentioned

	2
	Same as registration to the PLMN
· Each localized network is mapped to multiple slices, and a slice only belongs to one localized network. During registration the UE includes the requested NSSAI.
	YES, 
-	When UE simultaneously requires both PLMN and localized network services, the ETSUN mechanism is reused.

	4
	New(second) registration after registration to the PLMN
· When a UE accesses to PLMN, the CF-SM (Control Function – Session Management) in the PLMN is able to determine whether to direct UE to a local service network based on UE's service request.
· The PLMN indicates the selected local service network to the UE, and the UE will access and receive service from the selected network.
	Not mentioned

	6
	Same as registration to the PLMN
-	Network Identification & Selection. The LSN is identified by a network domain name which is used only in the network side. UEs perform standard PLMN selection without modification for accessing to the localized services. The 6G CN routes service signalling to the LSN or public PLMN core based on core network selection subscription data included in the UE subscription data and LSN capabilities (e.g., the offered services).
-	UE Signaling Routing within 6G CN Upon receiving initial UE access/service requests, the 6G CN selects and routes the UE signaling to target network either LSN or public PLMN core based on the request type, the LSN capabilities and network selection
	YES, 
-	Network Slicing. (1) One or multiple network slice can be supported in LSN. (2) Slices may span LSNs and public PLMN core for remote access to localized or public services.
-	Network Identification & Selection. The LSN is identified by a network domain name which is used only in the network side. UEs perform standard PLMN selection without modification for accessing to the localized services. The 6G CN routes service signalling to the LSN or public PLMN core based on core network selection subscription data included in the UE subscription data and LSN capabilities (e.g., the offered services).
-	UE Signaling Routing within 6G CN Upon receiving initial UE access/service requests, the 6G CN selects and routes the UE signaling to target network either LSN or public PLMN core based on the request type, the LSN capabilities and network selection

	8
	Not mentioned
	YES
· It is assumed that the UE can request operator service which is not supported by the registered network. In this case two alternatives are proposed:
1)	The CMF may discover the operator service in other network via signalling. This alternative is applicable when the local network and central network are coordinated with the supported service information.
2)	The UE may discover 6gPDG via PDU session in registered network to request the operator service in other network. This alternative is applicable when the local network and central network are not coordinated with the supported service information.

	9
	Not mentioned 
	YES, 
When the UE moves from the general PLMN network to the local network, a 6G MMF (Mobility Management Function)-local and 6G SMF-local in the local network are selected and inserted into the CP path, and the UL CL and 6G UP-local PSA are selected and inserted into the media path of the PDU session for the localized service access.
In this case, the 6G UP of a PDU session is maintained in the general PLMN, and it is not changed when UE moves into the local network, so that the IP address can be maintained and the IP continuity can be guaranteed.

	10
	Registration Update after registration to PLMN
· The UE performs Registration Update when it moves into the Localized Service area and will be served by the NFs in the PH-LSN. The UE receives Localized Service specific URSP rules from the PH-LSN.
· The UE uses the Localized Service specific URSP rules for establishing PDU Sessions for accessing the Localized Services through the PH-LSN.

	Not mentioned 



1.1.2 Solutions of enhanced NPN mechanism for KI#9 Bullet #2
The scope of KI#9 Bullet#2 is described in TR23.801-01 as the following:
NOTE 1:	Network selection and access control are not to be studied for bullet 1 and bullet 2.
2.	Study whether and how to make use of 5G NPN (SNPN and PNI-NPN) for localized service access in 6G.
NOTE 4:	Which of the existing features will be supported will be determined during the study.
NOTE 5:	Access control principles defined for NPN (SNPN and PNI-NPN) in 5G are assumed to be reused. Network selection principles defined for SNPN are assumed to be re-used, but remit stays within CT WG1.
NOTE 6:	Session and service continuity between PLMN and SNPN using direct interface between PLMN and SNPN is out of scope of this work task.
Solution #3, #5 and #7 propose the localized service access provided by re-using of 5G SNPN or PNI-NPN.
These solutions share common high-level principles in:
1. Reuse of 5G SNPN based mechanism (onboarding, SNPN selection, AA using CH etc.)
2. Reuse of PNI-NPNs (e.g., dedicated slices, DNNs etc) and optionally CAG for access control.

Solution#7 mentions that IWK between 5G and 6G SNPNs might also need to be studied.
Solution#7 proposes some enhancements to CAG selection for 6G
Solution#3 points out the dependence to KI#17, in case overlay underlay type of architecture needs to be reused.

1.1.3 Suggestion of Solutions handled in SA2#173
To make progress in SA2#173, it is proposed to handle the high-level principles for KI#9 in the following topic groups and solutions:
· KI#9 Bullet#1, Topic 1:	UE's subscription management and Localized Service Network management
-	Solution #6.9.a: UE's subscription management and Localized Service Network management for localized service access provided via PLMN, extracted from #1, #2, #4, #6, #8, #9 and #10
· KI#9 Bullet#1, Topic 2: 	UE's selection and access to the Localized Service Network
-	Solution #6.9.b: UE's access to local service with PLMN instruction used in registration,  extracted from #1 and #4
-	Solution #6.9.c: UE's access to local service with registration update, extracted from #10
· KI#9 Bullet#1, Topic 3: 	Support for access to Localized Service with local control 
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]-	Solution #6.9.d: 6G CN routes signalling and traffic to PLMN and Localized Service Network, extracted from #5
-	Solution #6.9.e: Requesting operator service(s) not supported by the registered network, extracted from #6
-	Solution #6.9.f: Selecting and inserting the UL CL for the PDU session, extracted from #9
· KI#9 Bullet#2, Topic 1: 	Enhancement and use of SNPN mechanism
-	Solution #6.9.g: enhancement based on 5G NPN mechanism, extracted from #3, #5, and #7
· KI#9 Bullet#2, Topic 2: 	Enhancement and use of PNI-NPN mechanism
-	Solution #6.9.h: enhancement based on 5G NPN mechanism, extracted from #3, #5, and #7
High-level principles indicated in Solution #6.9.a are considered as common principles among Solution #6.9.b, Solution #6.9.c, Solution #6.9.d, Solution #6.9.e and Solution #6.9.f.  
It is proposed that, Solution #6.9.b, Solution #6.9.c, Solution #6.9.d, Solution #6.9.e and Solution #6.9.f, do not repeat the same discussion over the high-level principles in Solution #6.9.a, but focus on the different or additional high principles from the original contributions.
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.801-01:
* * * First Change * * * *
6.9.a	UE's subscription management and Localized Service Network management for localized service access provided via PLMN
6.9.a.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
Solution #1, #2, #4, #6, #8, #9 and #10 of Annex X propose the localized service access provided from PLMN is via the registration and PDU session of the Localized Service Network(s), which is established and managed as separate network(s) within the PLMN by operators for the purpose of enabling access to Localized Service in the PLMN.
The terms used in the submitted solutions are variant. To facilitate the subsequent discussion, it is proposed to use the following terms/naming in clause 6.9. The naming of basic network functions should follow the conclusion of KI#1/2 when it is ready.
· LSN (Localized Service Network): the network, which is established and managed by PLMN operator, providing localized service access with time and spatial access constraints, comparing to the PLMN network which provides public service. 
· PoLS (PLMN offered Localized Service): service provided by Localized Service Network with time and spatial access constraints, and usually only to specific UEs, comparing to the public service provided by the PLMN network.
· 6G AM: 6G network functions that provides functionalities similar to 5G AMF
· 6G SM: 6G network functions that provides functionalities similar to 5G SMF
· 6G	UPF: 6G network functions that provides functionalities similar to 5G UPF
· 6G UDM: 6G network functions that provides functionalities similar to 5G UDM
· 6G AUSF: 6G network functions that provides functionalities similar to 5G AUSF
These solutions share common high-level principles in:
Editor's note:	The italic text of each bullet below is from original solution is for the reference on discussion. It is proposed to only keep the non-italic text when consensus is reach.  
1.  Topology with Localized service networks: it is assumed the operator network consists of one public PLMN network and one/multiple localized service networks, which are identified by localized service network identification.	Comment by CT: 6G CN: PLMN offering Localized Service (PoLS) consists of one/multiple LSN core (each offering their specific set of localized services) and one public PLMN core (offering public services). The NF composition varies per service-level agreement between operator and authorized 3rd parties. (Solution#6) 
6G RAN: The RAN supports multiple core networks (i.e., LSN and public PLMN core). (Solution#6)

2.	Localized service network's management and capabilities: the localized service network is established and managed by the PLMN operator. It is composed of basic network functions that can provide localized service with certain level of local control (e.g., with UE's subscription data in the local 6G-UDM). The PLMN network should have the updated information of the localized service network.	Comment by CT: The localized network is established and managed by operators. (Solution#2)
In the localized network there are some basic CN NFs including localized 6G UDM, 6G AM, 6G SM, 6G PCF, 6G UPF, 6G AUSF, etc. (Solution#2)
The local service network(s) is own by the PLMN operator. (Solution#4)
The LSSF (Local Service Selection Function) in PLMN manages the information and status of the local service network(s) and selects one or more local service networks based on UE's request. (Solution#4)
LSN Architecture & Capabilities. The Local Sub-Network (LSN) comprises dedicated NFs providing localized services. The LSN reports network-level information (capabilities, topology, supported services) to the public PLMN core. (Solution#6) 
LSN topology updates are exchanged with public PLMN core to support inter-network message forwarding. (Solution#6) 
Network Slicing. (1) One or multiple network slice can be supported in LSN. (2) Slices may span LSNs and public PLMN core for remote access to localized or public services. (Solution#6)
The local CP NFs and UP NFs are deployed in the local Network. (Solution#9)
The UE accesses the Localized Services through the PH-LSN which may have dedicated NFs serving Localized Services. (Solution#10)

3.	Network selection and access control: it is trying to reuse the network selection and access control as UE's access to PLMN.	Comment by CT: UE access the PLMN’s localized network with reusing existing network selection and access control. (Solution#2)
UE Network Selection. No additional UE PLMN/cell (re)selection functionality required for PoLS support. (Solution#6)
There is no special requirement or configuration for the UE for accessing the Localized Services. (Solution#10)

4.	UE's subscription management: UE should have subscription data for PLMN offered localized service and the data should be synchronized with the PLMN network and Localized service network providing the localized service. The authentication and authorization in the localized service network use the data from the local 6G-UDM.	Comment by CT: The L-UDM (Local UDM) of local network will have user subscription data, … and it will also synchronize data with the UDM+ of the PLMN and receives the user subscription data from the PLMN. (Solution#1)
Centralized UDM can push the subscription information to Localized UDM. (Solution#2)
Localized UDM can be updated based on local configuration, and the localized UDM may synchronize the updating to Centralized UDM. (Solution#2)
And UE is authorized to access the localized network by localized AUSF whose subscription information is from localized UDM. (Solution#2)
The PLMN determines whether and which information/indication should be shared between PLMN and the local service network(s) for UE to access service provided by local network, e.g., for UE's authentication and authorization. (Solution#4)
Subscription Data Management. There may be multiple 6G entities (SDM defined below) managing the UE subscription data for the same UE for localized and public services respectively. These 6G SDMs may be located in one or multiple LSN cores and the public PLMN core respectively. These 6G SDMs can perform efficient synchronization of the UE subscription data if needed. (Solution#6) 
Local UDM is introduced to retrieve the UE subscription/authentication parameters from UDM in the central network. All other network functions in the local network does not communicate with the UDM in central network. (Solution#8)
The UE may have the subscription for localized services access, including the list of Local Network Identifications indicating which local network the UE can access, and associated DNNs and/or S-NSSAIs indicating which can be used to access the localized service. (Solution#9)
The UE’s Localized Service specific subscription information may be stored and managed by a dedicated UDM/UDR in the PH-LSN, while the UDM/UDR in the Hosting PLMN still manages the UE’s other subscription data. (Solution#10)

6.9.a.1	Description
A 6G PLMN operator can establish its network with one PLMN network which provides general public services and multiple Localized Service Network which provide specific service(s) with time and spatial access constraints to subscribers with specific subscriptions. New parameter, Localized Service Network ID, is used to identify the Localized Service Network. 
Editor's note:	It is FFS what information should be used as Localized Service Network ID and how to use the Localized Service Network ID.
To make the commercial success, comparing to the NPN mechanism in 5G, it is expected that the access to localized service network does not require additional preconfigured parameters or functionalities in UE than the general 6G Network Selection and Access Control. 
It is also expected that the Localized Service Network is able to provide the PLMN offered Localized Service even it temporarily disconnects from the PLMN, i.e. it has certain level of local control of UE's authentication and authorization, CP and UP.
Thus enhancement is expected in the 6G CN to facilitate UE's access to Localized Service Network, such as:
· The Localized Service Network should be composed of basic network functions that can provide localized service independently. The PLMN network should have the updated information of the Localized Service Network.
· UE should have subscription data for Localized Service, which needs to be synchronized in the network.
Editor's note:	The above bullet should be consistent with the high-level principle bullets when stable.   
Editor's note:	It is FFS what information should be included as information of Localized Service Network.
Editor's note:	It is FFS the mapping relation between Network slice and Localized Service Network.
Editor's note:	It is FFS what information should be included as UE's subscription data for PLMN offered Localized Service.
6.9.a.2	Procedures
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle.
6.9.a.2.1 Procedures for synchronization of UE's subscription data for PLMN offered localized service
The synchronization of UE's subscription data for PLMN offered localized service can be either:
· The 6G UDM in PLMN sends the subscription data to 6G UDM in the Localized Service Network during the registration or session procedures as described in the other solution in clause 6.9.
· The 6G UDM in the Localized Service Network sends the subscription data to the 6G UDM in PLMN if subscription data for the local service is changed in the Local Service Network. 
PLMN
 6G UDM
Localized Service Network 
6G UDM
1.The PLMN 6G UDM sends the localized network UE subscription data to the 6G UDM of localized network
2.Response/ACK
0.The 6G UDM of localized network sends request to PLMN 6G UDM for the localized network UE subscription data 

Figure 6.9.a.2.1.1	The 6G UDM in PLMN sends UE's subscription data for PLMN offered localized Service to the 6G UDM in Localized Service Network
Localized Service Network 
 6G UDM
PLMN 
6G UDM
1.The localized network 6G UDM should send request to PLMN 6G UDM to synchronize the updating and change of UE subscription
2.Response/ACK

Figure 6.9.a.2.1.2	The 6G UDM in Localized Service Network sends UE's subscription data update for PLMN offered localized Service to the 6G UDM in PLMN 
6.9.a.2.2 Procedures for synchronization of information of Localized Service Network
When the Localized Service Network is established, the network function responsible for Localized Service discovery registers the information of the localized Service Network to the corresponding function in the PLMN and will report the change of the information.  
Editor's note:	It is FFS which 6G network function is responsible for the PLMN offered localized Service discovery. It could be an enhanced NRF as proposed by Solution #2, or a new network function, as proposed by Solution #4 or solution #6. 
Editor's note:	It is FFS whether the information of a Localized Service Network should be shared with other Localized Service Network provided by the same operator. 


An NF in Localized Service Network 
PLMN 
1. Registers to the PLMN, with Localized Service Network information to the PLMN 
2.Response, and subscribe for change of the Localized Service Network Information
3. Reports of changed of Localized Service Network information to the PLMN 

Figure 6.9.a.2.2.1	Localized Service Network information synchronization

6.9.a.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle.
6.9.a.4	Open issues
Editor's note:	It is FFS what information should be used as Localized Service Network ID and how to use the Localized Service Network ID.
Editor's note:	It is FFS what information should be included as information of Localized Service Network.
Editor's note:	It is FFS the mapping relation between Network slice and Localized Service Network.
Editor's note:	It is FFS what information should be included as UE's subscription data for PLMN offered Localized Service.
Editor's note:	It is FFS which 6G network function is responsible for the PLMN offered localized Service discovery. It could be an enhanced NRF as proposed by Solution #2, or a new network function, as proposed by Solution #4 or solution #6. 
Editor's note:	It is FFS whether the information of a Localized Service Network should be shared with other Localized Service Network provided by the same operator. 
* * * First Change * * * *
[bookmark: startOfAnnexes][bookmark: _Toc204948592][bookmark: _Toc204948719][bookmark: _Toc206752137][bookmark: _Toc214981698][bookmark: _Toc214989623][bookmark: _Toc215056200][bookmark: _Toc215665847]6.9.b	UE's access to local service with PLMN instruction used in registration
[bookmark: _Toc500949099][bookmark: _Toc204948593][bookmark: _Toc204948720][bookmark: _Toc206752138][bookmark: _Toc214981699][bookmark: _Toc214989624][bookmark: _Toc215056201][bookmark: _Toc215665848]6.9.b.0	Topics addressed and High-level Solution Principles
[bookmark: _Toc500949101]This solution variant extracted from Solution #1 and #4 of Annex X, addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
This solution variant shares the high-level principles capture in clause 6.9.a with additional ones below:
1. The UE first registers to the PLMN. 
2. Based on subscription data, the PLMN decides to provide the UE with the information of the Localized Service Network. 
3. Then the UE registers to the Localized Service Network with the information provided by the PLMN to receive PLMN offered localized service(s).
[bookmark: _Toc204948594][bookmark: _Toc204948721][bookmark: _Toc206752139][bookmark: _Toc214981700][bookmark: _Toc214989625][bookmark: _Toc215056202][bookmark: _Toc215665849]6.9.b.1	Description
[bookmark: _Toc204948595][bookmark: _Toc204948722][bookmark: _Toc206752140][bookmark: _Toc214981701][bookmark: _Toc214989626][bookmark: _Toc215056203][bookmark: _Toc215665850]This solution assumes that UE initially do not know the information of the Localized Service Network providing the PLMN offered Localized Service it requests. So it initiates the common registration procedure towards the PLMN network. By examining the service(s) the UE requests and UE's subscription data, if the PLMN network decides the service should be provided via Localized Service Network, the PLMN network provides the necessary information for the UE's selection and access to the Localized Service Network with regular registration procedure. The UE make the decision to initiate a new registration to the Localized Service Network providing the service(s) it requested.
The technical aspects of UE's subscription data for Local service and Information of Localized Service Network in clause 6.9.a should be applied to this solution.
Additional technical aspect for this solution includes:
1. Which network function in the PLMN determines what the service should be provided Localized Service Network.
2. Which network function in the PLMN performs the selection of the Localized Service Network.
3. Whether and what additional information needs to be transfer between the PLMN and the Localized Service Network .
Editor's note:	It is FFS 
1) Which network function in the PLMN determines what the service should be provided Localized Service Network. 
2) Which network function in the PLMN performs the selection of the Localized Service Network. 
3) Whether and what additional information needs to be transfer between the PLMN and the localized network.
6.9.b.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc204948596][bookmark: _Toc204948723][bookmark: _Toc206752141][bookmark: _Toc214981702][bookmark: _Toc214989627][bookmark: _Toc215056204][bookmark: _Toc215665851]Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.b.


Figure 6.9.b.2	UE's access to local service with PLMN providing the information of Localized Service Network
Editor's note:	It is FFS whether the PLMN provides the information of Localized Service Network to the UE at the first registration acceptance or after the first registration procedure complete.
6.9.b.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.b.
6.9.b.4	Open issues
Editor's note:	It is FFS which network function in the PLMN determines whether the requested service is not provided by the PLMN but Localized Service Network. 
Editor's note:	It is FFS which network function in the PLMN performs the selection of the Localized Service Network. 
Editor's note:	It is FFS what additional information needs to be transfer between the PLMN and the localized network. 
Editor's note:	It is FFS whether the PLMN provides the information of Localized Service Network at the first registration acceptance or after the first registration procedure complete.

* * * Next Change * * * *
6.9.c	UE's access to local service with registration update
6.9.c.0	Topics addressed and High-level Solution Principles
This solution variant extracted from Solution#10 of Annex X, addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
This solution variant shares the high-level principles capture in clause 6.9.a with additional ones below:
Editor's note:	The following text is captured from the Solution#10 in Annex X, with modifications to align with the naming of "Localized Service Network" as indicated in clause 6.9.a.
1.	The UE performs Registration Update when it moves into the PLMN offered Localized Service area and will be served by the NFs in the Localized Service Network. The UE receives PLMN offered Localized Service specific URSP rules from the Localized Service Network. 
2. 	The UE uses the PLMN offered Localized Service specific URSP rules for establishing PDU Sessions for accessing the PLMN offered Localized Services through the Localized Service Network.
3.	Service continuity can be supported using Handover procedure.
6.9.c.1	Description
Editor's note:	The following text is capture from the Solution#10 in Annex X with modification to align with the naming of "Localized Service Network " as indicated in clause 6.9.a., and remove the content similar to the principles described in clause 6.9.a.
The areas that a Localized Service Network serves may be referred to as Localized Service Area and it may include one or multiple Tracking Areas of the PLMN. From the UE’s perspective, the Tracking Areas served by a Localized Service Network are not different from other TAs in the PLMN, i.e., the UE is agnostic whether a TA is served by a Localized Service Network or not. However, the networks (both PLMN and Localized Service Network) may configure the UE’s registration area (TA list) in a way that the TAs of the Localized Service Area are not mixed with PLMN TAs that are not in the Localized Service Area, to ensure that the Registration Update procedure is triggered when the UE enters the Localized Service Area.
The RAN Nodes serving the Localized Service Area may or may not be dedicated to the Localized Service Network, i.e., UEs that don’t need to access Localized Services may still access the PLMN services from those RAN nodes.


Figure 6.9.c.1-1 PLMN-hosted Localized Service Network
6.9.c.1.1	Registration Update in the Localized Service Area
When a UE that’s registered with the hosting PLMN moves to the Localized Service Area, the Registration Update procedure is triggered. The Registration Request is handled by the new AMF in the Localized Service Network and the Registration Update procedure serves two purposes:
-	Enables the Localized Service Network to verify whether the UE is authorized for the Localized Services, e.g., based on the subscription data stored in the UDM/UDR (either the Localized Service Network dedicated UDM/UDR or the UDM /UDR shared between the PLMN and the Localized Service Network), or the AMF may initiate a secondary-AA-like procedure towards the AAA server in the Localized Service DN to authorize the UE.
-	Enables the Localized Service Network to provide Localized Service related configurations to the UE. For example, the Localized Service Network may provide URSP Rules that include the Traffic Descriptors and Route Selection Descriptors for the Localized Services.
If the Registration Update is successful and the UE is authorized for Localized Services, it may be flagged in the UE context that the UE is authorized for Localized Services and the DNs related to the authorized Localized Services.
If the RAN Node from which the UE accesses the Localized Service Network is dedicated to Localized Services, and if the UE is not authorized for accessing any Localized Services, the UE may be redirected to another RAN Node that is not dedicated to Localized Services.
6.9.c.1.2	Accessing Localized Services
A UE that’s authorized for Localized Services can access the Localized Services by establishing the PDU Sessions towards the DN of the Localized Services. Based on the Localized Service Network provided URSP entries, the UE can match the Localized Service application traffic to the DNN/S-NSSAIs that are corresponding to the Localized Services and indicate them in the PDU Session establishment requests. The AMF may select the Localized Service Network dedicated SMF or the PLMN SMF, depending on whether the DNN/S-NSSAI is associated with Localized Services. Secondary AA procedure may be performed during the PDU Session establishment procedure if the UE was not already authorized during the Registration Update procedure.
6.9.c.1.3	Service continuity when moving out of Localized Service Area
The Localized Service continuity depends on at least the following factors:
-	Whether the UE policy or network policy allows the Localized Service to continue when the UE moves out of Localized Service Area.
-	Whether the network planning (e.g., whether there is connection between the Localized Service Network dedicated UPF and the target PLMN RAN nodes) supports handover between Localized Service Network dedicated RAN nodes and the target PLMN RAN nodes.
If the UE/network policy allows such service continuity and the network planning supports handover, the service continuity can be achieved using the handover procedure.
6.9.c.2	Procedures
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle.
6.9.c.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle.
6.9.c.4	Open issues
* * * Next Change * * * *
6.9.d	6G CN routes signalling and traffic to PLMN and Localized Service Network
6.9.d.0	Topics addressed and High-level Solution Principles
This solution variant extracted from Solution #5 of Annex X, addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
This solution variant shares the high-level principles capture in clause 6.9.a with additional ones below:
Editor's note:	The following text is captured from the Solution#5 in Annex X, with modifications to align with the naming as indicated in clause 6.9.a.
1.	Network selection. UEs perform standard PLMN selection without modification for accessing to the PLMN offered localized services. The 6G CN routes service signalling to the LSN or public PLMN core based on core network selection subscription data included in the UE subscription data and LSN capabilities (e.g., the offered services)
2.	UE Signaling Routing within 6G CN Upon receiving initial UE access/service requests, the 6G CN selects and routes the UE signaling to target network either LSN or public PLMN core based on the request type, the LSN capabilities and network selection subscription data included in the UE subscription data.
3.	CN Signaling. (1) LSN topology updates are exchanged with public PLMN core to support inter-network message forwarding. (2) Intra-LSN interactions follow 6G SBA framework (Key Issue #2).
4.	Mobility Management and access control. The LSN performs mobility handling, localized service access control and access control to public PLMN services based on UE subscription data.
5.	Session Management. (1) Service access restrictions (area, time period) to localized services is performed based on session subscription data for each subscribed localized service. (2) The network domain name in UE subscription data enables the selection of the core network selection (LSN or public) which is responsible to perform the session control and remote access handling.
6.9.d.1	Description
Editor's note:	The following bullets are to be aligned with clause 6.9.d.0 in SA2#173 and should be further updated 
The following figure 6.9.d.1 illustrates the Main Scenarios for PLMN offered localized service access.
Scenario A: A given group of PLMN subscribers access to public service via public PLMN core or remotely access to public service via LSN#1 or LSN#2. Some of those subscribers can also access to localized service in LSN#1 when connecting to LSN#1 core.
Scenario B: A given group of LSN#1 subscribers access to localized service via LSN#1 or remotely access to localized service in LSN#1 via public PLMN core or LSN#2. Some of those subscribers can also access to public service when connecting to public PLMN core.
Scenario C: A given group of LSN#1 or PLMN subscribers access to localized service via LSN#1 or remotely access to localized service in LSN#1 via public PLMN core. Meanwhile, those subscribers can access to public service via public PLMN core or remotely access to public service via LSN#1. Those subscribers are not allowed to access to LSN#2.
Scenario D: LSN#1, LSN#2 and public PLMN only allows its own subscribers to access.


Figure 6.9.d.1: Main Scenarios for Localized Service
The following further explain the high-level principles from clause 6.9.d.0.
1)	Rerouting of UE Service Signalling (based on principle 2):
a)	Core Network Selection Mechanism: For UEs subscribed to localized services, the UE subscription data includes core network selection subscription data. The SUPI's Routing Indicator locates the SDM managing this selection data, which assists in selecting the correct local sub-network or public PLMN core for routing UE service signaling.
b)	Initial Service Signaling Routing: For initial UE service signaling (registration request, service request), the routing decision depends on the UE's subscription profile and default network selection. When the public PLMN core is selected by default, it evaluates the core network selection subscription data and LSN capabilities to determine the target network. For UEs subscribed only to localized services, the public PLMN core selects the appropriate LSN and transfers the signaling to the SFF with service discovery parameters (requested network domain name, service area information, requested capabilities/features) to reroute to that LSN core; if no suitable LSN exists, the public PLMN core rejects the request. For UEs subscribed to both public PLMN and localized services, the public PLMN core checks for available higher-prioritized LSN; if found, it selects and routes to the higher-prioritized LSN via SFF using the same mechanism; otherwise, it handles the request and signaling itself. Conversely, when a LSN core is selected by default but the UE has no subscription to its offered localized services, that LSN may reroute the signaling to the public PLMN core or to any subscribed LSN based on retrieved core network selection subscription data via SFF, or reject the signaling if rerouting is not possible.
c)	Subsequent Service Signaling Routing: For subsequent UE service signaling (registration updates, de-registration, PDU session modification/release), the UE-provided routing information directs the signaling to the corresponding NAS termination points, which may be distributed across LSN core(s) and/or public PLMN core.
2)	Message Exchange Across LSN Core and Public PLMN Core Functions (based on principle 3):
a) Network-Level Topology Profile Generation and Registration: Within each LSN, the SFF generates a network-level topology profile based on NF-level profiles received from network functions. This topology profile includes network domain name, service area information, SUPI ranges, Routing Indicators, and supported network capabilities/features (such as supported service information and NF types). Based on SLA between the involved parties, the SFF registers this network-level topology profile with the SFFs in other LSN and in the public PLMN core based on SLA. Neighbor SFFs use the received topology profile to generate message forwarding rules for distributing messages across functions in different local sub-network cores and the public PLMN core. The propagation of changes or failures in one core network is largely confined within that same core network. If based on SLA the network-level topology profile is not registered in one or more LSN or public PLMN core then the SFF will not forward the request towards other LSN core or public PLMN core. 
NOTE 6: 	For example, in Scenario B in figure 6.9.d.1-2, LSN#1 may want that its customer only connected its own LSN#1 or only via LSN#2 or via PLMN, in such case the network-level information shall be shared among the given LSNs and the PLMN which has a mutual SLA signed. Furthermore, the subscription data includes only the list of allowed LSNs as described above.
b) Service Signaling Message Forwarding: When the SFF on the source core receives a service signaling message along with service discovery parameters (including network domain name, service area information, and required network capabilities/features), it matches these service discovery parameters against its message forwarding rules to identify the target SFF. The source SFF then distributes the service signaling message with its service discovery parameters to the selected target SFF, which forwards the signaling to the corresponding network function on the target core.
3)	Mobility Management (based on principle 4):
a) Access and Mobility Subscription Data: The UE subscription data includes access and mobility subscription data for each LSN offering subscribed localized service(s), which is retrieved and used by the corresponding LSN core. This data specifies whether the UE is allowed to remotely access public PLMN services via that LSN, and defines UE mobility restrictions through allowed or prohibited logical areas (e.g., zones mapping to tracking areas or cells) or geographical areas dedicated to the LSN. The LSN core uses these parameters to verify whether the UE is authorized to remotely access to the public service via the LSN, and whether the UE is allowed to access the LSN at its current location. For UEs additionally subscribed to public PLMN services, the public PLMN core manages, retrieves and uses separately the access and mobility subscription data for public core access, which includes an indication of whether the UE is allowed to remotely access localized services via the public PLMN and a list of allowed LSN. The public PLMN core uses this data to verify whether the UE is authorized to remotely access localized services offered by LSN in the allowed list.
b) Mobility Support Within Core Networks: UE Idle-mode and Connected-mode mobility within a single core network of the PLMN is supported through general access and mobility management and session management mechanisms.
Editor's Note: It is FFS how to minimize service interruption during UE mobility across different local sub-network cores and/or public PLMN core.
4)	Session Management (based on principle 5):
a) PDU Session Handling with Local Sub-Network Core Registration: When the LSN is selected for UE registration handling, its NFs handle PDU sessions for localized services. Upon receiving UE SM service signaling for public PLMN service access, the LSN’s NFs obtain the network domain name for the requested public service from the session subscription data retrieved from the local LSN SDM. If the UE is in the area where the UE is not able to connect to the public PLMN core and the UE is authorized to remotely access public services via the LSN, the LSN’s NFs send SM signaling to public PLMN NFs to jointly handle the PDU session for public services. If the UE is in the area where the UE is able to connect to the public PLMN core, the LSN’s NFs reroute the UE SM service signaling to the public PLMN’s NFs to enable direct PDU session handling for public services by PLMN.
b) PDU Session Handling with Public PLMN Core Registration: When the public PLMN core is selected for UE registration handling, its NFs handle PDU sessions for public services. Upon receiving UE SM service signaling for localized service access, the public PLMN’s NFs obtain the network domain name of the requested LSN from the session subscription data retrieved from the public PLMN core’s SDM. If the UE is not in the area where the UE is able to connect to the LSN indicated by the network domain name and the UE is authorized to remotely access localized services via the public PLMN, the public PLMN’s NFs send SM signaling to the LSN’s NFs to jointly handle the PDU session for localized services. If the UE is in the area where the UE is able to connect to the target local sub-network core, the public PLMN’s NFs reroute the UE SM service signaling to the LSN’s NFs to enable direct PDU session handling for localized services.


6.9.d.2	Procedures
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.d.
6.9.d.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.d.
6.9.d.4	Open issues

* * * Next Change * * * *
6.9.e	Requesting operator service(s) not supported by the registered network
6.9.e.0	Topics addressed and High-level Solution Principles
This solution variant extracted from Solution #6 of Annex X, addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
This solution variant shares the high-level principles capture in clause 6.9.a with additional ones below:
Editor's note:	The following text is captured from the Solution #9 in Annex X, with modifications to align with the naming as indicated in clause 6.9.a
-	Local UDM is introduced to retrieve the UE subscription/authentication parameters from UDM in the central network. All other network functions in the local network does not communicate with the UDM in central network.
-	The UE can be registered in either local network, or central network, not both.
-	It is assumed that the UE can request operator service which is not supported by the registered network. In this case two alternatives are proposed:
1)	The CMF may discover the operator service in other network via signalling. This alternative is applicable when the local network and central network are coordinated with the supported service information.
2)	The UE may discover 6gPDG via PDU session in registered network to request the operator service in other network. This alternative is applicable when the local network and central network are not coordinated with the supported service information.
6.9.e.1	Description
The following figure is the overall conceptual architecture for local network and central network.

 
Figure 6.9.e.1-1 Local network and central network architecture
The followings describe how UE can access local network:
-	In local network, there is local UDM to manage the local network specific UE subscription which is retrieved from UDM in the central network. The UDM stores the local UDM address and notifies the local UDM when the UE subscription is changed.
-	During the UE registration in the local network, the RMF retrieves the UE subscription and UE authentication parameters from the local UDM. If they are not available, the local UDM retrieves these parameters from the UDM in central network. The RMF performs UE registration in local UDM and register in the local UDM. The local UDM can keep unchanged during the UE mobility within the local network.
-	During the PDU session establishment in the local network, the SMF retrieve the UE subscription in the local UDM. If it is not available, the local UDM retrieves the subscription from the UDM in the centralized network. After the PDU session establishment the SMF registers in the local UDM.
-	The UE only register to either local network or central network, not both. The UDM in the central network stores the RMF address or local UDM address.
-	In order to improve network resilience, the local UDM can temporarily serve the UE even when the connections towards UDM are disconnected 
The followings are principles on how the UE can request the operator service.
-	When the local network and central network are coordinated with the supported operator service, the CMF selects the NF in the other network that support the requested operator service. The requested service can be accessed via control plane, or user plane. The details are described in solution of KI#1.2(Study the support for control signalling for 6G System), with potential network selection enhancements. The following figure shows this alternative.


Figure 6.9.e.1-2 Access to operator service in coordinated scenario
-	When the local network and central network are not coordinated with the supported operator service, the CMF may select a default SMF in the registered network and continue the PDU session establishment. The UE discovers a 6gPDG via the user plane and use the 6gPDG to access the requested operator service. The operator service can be accessed via control plane or user plane. The details on the 6gPDG is described in solution of KI#11(Support of non-3GPP access). The following figure shows this alternative.

 
Figure 6.9.e.1-3 Access to operator service in non-coordinated scenario
6.9.e.2	Procedures
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.e.
6.9.e.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.e.
6.9.e.4	Open issues

* * * Next Change * * * *
6.9.f	Selecting and inserting the UL CL for the PDU session
6.9.f.0	Topics addressed and High-level Solution Principles
This solution variant extracted from Solution #9 of Annex X, addresses KI#9, bullet 1, 
1.	Whether and how to support localized service access provided via PLMN, and study how to perform authorization and authentication of UE for localized service access, and minimize service interruption during UE mobility, including:
a)	Whether, how and which aspects (e.g. provisioning, updating, retrieval) for the part of subscription (that is needed for localized service access) can be performed/managed via the NFs present locally in the network providing localized service access.
This solution variant shares the high-level principles capture in clause 6.9.a with additional ones below:
Editor's note:	The following text is captured from the Solution #9 in Annex X, with modifications to align with the naming as indicated in clause 6.9.a
· When the UE moves from the general PLMN network to the local network, a 6G MMF (Mobility Management Function)-local and 6G SMF-local in the local network are selected and inserted into the CP path, and the UL CL and 6G UP-local PSA are selected and inserted into the media path of the PDU session for the PLMN offered localized service access.
In this case, the 6G UP of a PDU session is maintained in the general PLMN, and it is not changed when UE moves into the local network, so that the IP address can be maintained and the IP continuity can be guaranteed.
6.9.f.1	Description
The bullet#1of this key issue proposes to study the overall architecture design and enablers for localized service access in 6G, including minimizing service interruption during UE mobility. It also has the requirement that the localized service access is provided via PLMN. In order to enable the normal UEs to access the localized service, it is also required to support the localized service access without additional UE functionalities compared with what is needed for general PLMN access.
In order to support the requirements of this Key issue, it is proposed to support following architecture design for the localized service access. The following network nodes and network functions may be deployed within the local network. The local network includes the NFs deployed locally to provide the localized service access.
· The 6G RAN-local is deployed within the local network. When the UE moves into the coverage area of the 6G RAN-local node, it will access to the 6G RAN-local node.
· The 6G MMF-local is deployed within the local network. The control signalling of the UE accessing the 6G RAN-local will be routed to the 6G MMF-local.
· The UL CL and 6G UP-local are deployed within the local network. In case the UE accesses the RAN-local node, the UL CL may be inserted into the PDU session for the UE to access the localized services.
The 6G UP-local can be selected as the anchor UP to access the localized services.
The 6G UP of a PDU session is maintained in the general PLMN, and it is not changed when UE moves into the local network, so that the IP address can be maintained and the IP continuity can be guaranteed
· The 6G SMF-local may be deployed in the local network, in case the 6G SMF in the general PLMN has no direct interface with the 6G UP deployed in the local area, e.g., 6G UP-local, UL CL.
The architecture to support the overall design for the localized service access is shown in Figure 6.9.f.1.


  Figure 6.9.f.1. Overall architecture to support the localized service access using ULCL
The DNN and S-NSSAI can be used to access both the localized services and normal services provided by general PLMN.
The UE may establish the PDU session with the DNN and S-NSSAI when it is in the general PLMN. 
When the UE enters into the local network, 6G MMF-local determines whether the UE could access the localized service based on the subscription. If allowed, the MMF-local selects the 6G SMF-local as the I-SMF for the existing PDU session with the DNN and/or S-NSSAI for the localized service access. 6G MMF-local sends the indication to the 6G SMF-local. This indication indicates that the UE can access the localized service for the DNN and/or S-NSSAI. Based on this indication, the 6G SMF-local selects and inserts the UL CL into the PDU session.
In this case, the UE can access the localized services provided by the current local network and the services provided by general PLMN simultaneously.  The IP address is preserved for the service continuity.
6.9.f.2	Procedures
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.f.
6.9.f.3	Services, Entities and Interfaces
Editor's note:	This part is not prioritized in SA2#173 and should be further updated after the agreed principle in clause 6.9.a and 6.9.f.
6.9.f.4	Open issues

* * * Next Change * * * *

6.9.g	Localized Service access in 6G using SNPNs
6.9.g.0	Topics addressed and High-level Solution Principles
This solution captures Solution #3, #5, #7 and addresses bullet 2 of KI#9, i.e., study whether and how to make use of 5G NPN (SNPN and PNI-NPN) for localized service access in 6G. 
The high-level principles of the combined solution are as follows: 
1.	Localized Services can be supported via Stand-alone Non-Public Network (SNPN), the capabilities of SNPN specified in TS 23.501 [2] apply.
Further, the support of mobility and service continuity between 5G SNPN and 6G SNPN is also proposed.
6.9.g.1	Description
For providing access to localized services in SNPN(s), similar principles of 5G from TS 23.501 [a] such as
1. identifier of an SNPN (i.e., PLMN ID + NID);
2. subscriptions aspects of a UE to be used in an SNPN;
3. authentication and authorization aspect in an SNPN;
4. providing the UE with a prioritized list of preferred SNPN(s);
5. validity restrictions such as time and location validity;
6. on-boarding aspects; 
can be re-used.
NOTE 1:	Access control for SNPN can be defined together with RAN2/RAN3 (Solution#5).
NOTE 2:	6G SNPN selection can be defined by CT1 (Solution#5).
6.9.g.1.1	Accessing Localized service through SNPN using credentials from a CH different than the serving SNPN
SNPNs providing Localized services may support UE to access the Localized services using credentials owned by a Credentials Holder separate from the SNPN. The Credential Holder can be another SNPN or a PLMN.
Credentials Holder can use AUSF and UDM based primary authentication and authorization of the UE following the architecture and principles as specified in clause 5.30.2.9 of TS 23.501 [2].
Editor’s Note: Whether supporting of Credentials Holder using AAA Server for primary authentication and authorization is to be determined by SA3.
6.9.g.1.2	Mobility and service continuity between 5G SNPN and 6G SNPN
The general interworking procedures that will be specified through KI#17 also applies to interworking between 5G SNPN and 6G SNPN.

6.9.g.1.3	Accessing SNPN services via PLMN (as underlay network)
To access SNPN services, a UE that has successfully registered with a PLMN over 3GPP access may perform another registration via the PLMN User Plane with an SNPN (using the credentials of that SNPN) and the PLMN taking the role of "Untrusted non-3GPP access" of the SNPN. The architecture of Untrusted non-3GPP access in 6G is to be studied in KI#11.
6.9.g.2	Procedures
6.9.g.3	Services, Entities and Interfaces
6.9.g.4	Issues

* * * Next Change * * * *
6.9.h	Localized Service access in 6G using PNI-NPNs
6.9.h.0	Topics addressed and High-level Solution Principles
This solution captures Solution #3, #5, #7 and addresses bullet 2 of KI#9, i.e. study whether and how to make use of 5G NPN (SNPN and PNI-NPN) for localized service access in 6G. 
The high-level principles of the combined solution are as follows: 
1. Localized Services can be supported via Public Network Integrated NPNs in PLMNs, the capabilities of PNI-NPNs specified in TS 23.501 [2] apply.
2. Additional aspects on how to enhance mobility between 5G/ 6G PLMN to 6G PNI-NPN at boundary areas are described.
6.9.h.1	Description
Localized Services can be supported via Public Network Integrated NPNs in PLMNs e.g., by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN as specified in clause 5.30.3, TS 23.501 [2]. When a Localized Services provided via PNI-NPN is made available in a PLMN, the UE shall have a subscription for the PLMN in order to access PNI-NPN.
The UE and PNI-NPN may support remote provisioning of credentials for secondary authentication/authorization to the UE when accessing Localized service.
In PNI-NPN, access control using the concept of Closed Access Groups (CAG), similar to 5G (as in TS 23.501 [2]) can also be used. Following principles of CAG, from TS 23.501 [2] are retained:
1. identifier of CAG;
2. providing an allowed CAG list to the UE for access for localized services;
3. CAG-only indication to indicate whether the UE is only allowed to access CAG cells;
4. validity restrictions such as time validity; and
Apart from the existing principles from 5G, following additional aspects are proposed :
1. A mechanism to ensure that UE can prioritize mobility from 5G/ 6G PLMN to 6G PNI-NPN, at boundary areas, where coverage from 5G/ 6G PLMN can be better than the 6G PNI-NPN providing localized services.
2. A mechanism to allow UEs to access CAG cells which are not part of Allowed CAG list, but are part of the UEs’ subscription. Localized services can be temporary, and it is possible that when such services are provided, such CAG cells can be deployed dynamically. Such CAG cells might not be part of the allowed CAG list for the UE, but might be present as part of the subscription information of the UE.
Editor’s Note:	It is FFS how the network may configure CAG information to the UE to access the Localized services.
6.9.h.1.2	Mobility and service continuity between 5G PNI-NPN and 6G PNI-NPN


Figure 6.x.y.1.2-1: Interworking between 5G PNI-NPN and 6G PNI-NPN
To enable interworking between 5G and 6G CAG cells, a shared CAG information (i.e., allowed CAG list) shall be used between 5G and 6G. In other words, a single CAG information (e.g., allowed CAG list) is commonly applied for 5G and 6G CAG cells. This will allow a common access control mechanism for intra-RAT and inter-RAT interworking by reusing 5G CAG access control mechanism i.e.:
-	Core network AMF (in 5G) or 6G Mobility Management function makes access control by taking into account CAG info of the UE during idle to connected state transition or during registration
-	During Handover, the source 5G/6G RAN node makes the access control (i.e. avoids Handover to the target 5G/6G RAN node of the CAG cell that is not in the allowed CAG list of the UE)
6.9.h.1.3	Mobility and service continuity between 6G PNI-NPN and 5G/6G PLMN
In the scenario of overlapping coverage of 6G PNI-NPN cell and other 5G/6G PLMN cells, when UE connects to 5G/6G PLMN cell and moves to 6G PNI-NPN cell coverage, UE may not be triggered to handover to 6G PNI-NPN cell immediately as the 5G/6G cell still provides good enough radio condition. To allow the relevant UE (e.g., that has subscriber to Localized services) access and handover to the 6G PNI-NPN cell wherever it is available, a mechanism to prioritize the mobility to 6G PNI-NPN cell from 5G/6G PLMN cell shall be supported.
Editor's note:	The details of the prioritized mobility to 6G PNI-NPN is FFS.

6.9.h.2	Procedures
6.9.h.3	Services, Entities and Interfaces
6.9.f.4	Issues

* * * Next Change * * * *
[bookmark: _Toc215746617]Annex X: Submitted solutions
X.1	List of submitted solutions 
Guidance – include in this clause: 
- 	a table containing references to the individual solution proposals that lead to the solution variants in this pCR. 
-	The “Solution#” column is used to cross-reference between the solution variant description (clause 6.9.c.0) and the input papers in this Table. Use sequential numbering (1,2,3,…). The rapporteurs will adjust the numbering when implementing the TR.

[bookmark: _CRTable5_6_11]Table X.1-1: List of submitted solutions
	Meeting
	Solution#
	TDoc
	Subject/Comment

	SA2#173
	1
	S2-2600065
	[KI#9, bullet1]new solution for Localized service access

	SA2#173
	2
	S2-2600101
	[KI#9 bullet 1] Solution for Localized Service Access in 6G

	SA2#173
	3
	S2-2600146
	[KI#9] Localized Services access via NPN 

	SA2#173
	4
	S2-2600276
	[KI#9, Bullet#1] Support access of local service from PLMN

	SA2#173
	5
	S2-2600278
	[KI#9, bullet #2] Localized Service Access by reusing PNI-NPN/SNPN

	SA2#173
	6
	S2-2600346
	[KI#9, bullet#1] Solution to address KI for PLMN offered Localized Service Access

	SA2#173
	7
	S2-2600348
	KI#9 Solution "Localized Service access in 6G using NPN"

	SA2#173
	8
	S2-2600501
	[KI#9] Support Localized Service Access

	SA2#173
	9
	S2-2600528
	[KI#9, bullet #1] Support for 6G Localized Service Access

	SA2#173
	10
	S2-2600559
	[KI#9] 6G PLMN-hosted Localized Service Network


[bookmark: _MON_1630814674]

* * * End of Changes * * * *
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