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Abstract of the contribution: This is a pen holder contribution which summarizes various solutions for KI6. KI6 has 5 bullets, and bullet 1 is further broken down to bullet 1a and 1b. Each bullet/sub-bullet and their corresponding solution variants are described.
1.	Discussion
This pCR proposes to capture
-	15 solutions variants based on selected (23) input solutions for KI#6 (Policy and charging control framework)
-	list of the submitted input solutions in Annex X
Topic Summaries: 
Bullet 1a: 
1. Four variants are derived from 6 submitted papers. 
2. In variant Solution 1 which is based on #1, #2, #3 have greater amount of similarity while #4 and #5 have some similarity of the fact to use single PCF if allowed. 
3. While some aspects of #4 and #5 are covered in the Solution 1, the overall concepts of #4 and #5 are covered in Solution 2 and 3 respectively. 
4. Solutions 4 is distinct.

Bullet 1b: 
1. Three variants are derived from 6 submitted papers. 
2. In variant Solution 5 which is based on #7, #8, #9, #10 have similarities. 
3. While #7, #8, #9, #10, #23 are grouped together due to commonalities, #7 covers broader aspects. 
4. Solutions 6 and 7 are distinct.

Bullet 2: 
1. Two variants are derived from 3 submitted papers. 
2. Variant Solution 8 is based on #13, and Solution 9 is based on #14 and #15. #15 proposes a “Term”.
3. #11 also discuss aspect of bullet 2 but does not describe any principle.

Bullet 3: 
1. Four variants are derived from 4 submitted papers. 
1. Variant Solution 11 is based on #18, Solution 12 is based on #20, Solution 13 is based on #19 and Solution 14 is based on #17.
1. #18 provides 3 optional interaction paths, #20 focuses on access token, 
1. #19 uses one of the paths but focus on the dedicated PCC input information from the UE and #17 focuses on the dedicate PCC input information from the UE. 
Bullet 4: 
1. #4 indicates but does not describe any principle.

[bookmark: _Hlk221019367]Bullet 5: 
1. One variant is derived from 2 submitted papers. 
1. The variant Solution 14 is derived from solution #21 and #22 which both have similarities on authenticity.
1. Solution variant 7 covers bullet 5 as well along with 1b.

Generic papers (All bullets):
1. One variant is derived from 1 submitted paper.
2. #16 talks of the same.
2.	Text proposal
It is proposed to agree the following changes vs. TR 23.801-01:
==============First change ==============
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Table 6.0-1: Mapping of Solutions to Key Issues
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6.6	Solutions to KI#6
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[bookmark: _Toc500949101]This solution variant addresses KI#6, bullet 1a and is extracted from Solutions #1, #2, #3, #4, #5.
Following are the high-level solution principles that are proposed 
1. Enable operators to have single PCF for AM and UE policies and have only one association for a UE from the Access and Mobility Management (MM) module to the PCF; by also considering the association indicators known from the UDM or local policies.
2. Enable operators to have single PCF for AM, UE and SM policies and have only one association for a UE maintained at the PCF which can be used by various network functions i.e., Mobility Management module and Session Management (SM) module for various PDU sessions; by also considering the association indicators known from the UDM or local policies.
3. Expose single service for the services provided to Mobility Management module and Session Management module; Converged PCF service hosted at the PCF. NAS interface between the 6G UE and the 6G PCF for UE policies is also considered.
4. In roaming case, the interaction between V-PCF and H-PCF is enhanced to support both AM policy and UE policy.
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5G Architecture does not allow having a single PCF addressing both AM policies and UE policies using a single association. 
Additionally, in context to SM policies that handle PDU Sessions, even if different or same PCFs are selected, corresponding association are established for each of the PDU Session; it is to be noted that there may be a single SMF serving all the PDU Sessions. This has led to complexity in the operator deployments and additionally the need for the PCF for the UE policies for changes related to UE policy enforcement having to interface with the corresponding PCF for the PDU Session which adds further implementation challenges.
[image: ]
Figure 6.6.1.1-1: Depiction of the transition to 6G PCF
During UE registration procedure, the AMF establishes non session policy association towards the PCF. This non session policy association is used to transfer the UE policy and AM policy. The AM policy is stored and handled in the AMF, while the UE policy is transparently transferred to the UE via NAS signalling.
The main difference between AM Policy Association and UE Policy Association is whether there is interface between VPLMN and HPLMN in case of roaming. For the UE Policy Association, V-PCF establishes association with H-PCF while for the AM Policy Association, only V-PCF is used, and H-PCF is not involved. Therefore, if AM and UE Policy Associations are combined, the V-PCF needs to control which policies from H-PCF are applicable in the VPLMN. For example, if the H-PCF provides RFSP Index to the V-PCF, the V-PCF needs to ignore the information since such information is not applicable to the VPLMN. Determination of AM policies at the VPLMN needs to be determined.
In addition, the AMF determines whether to establish AM Policy Association and UE Policy Association based on local policies and subscription information (i.e. AM Policy Association indicator and UE Policy Association indicator). If AM and UE Policy Association is combined, the AMF needs to consider both AM Policy Association indicator and UE Policy Indicator to determine whether to establish policy association for the UE. Besides, the V-PCF needs to know whether H-PCF association is needed. For example, if AM Policy Association indicator is enabled and UE Policy Association is disabled, the V-PCF should not establish policy association with the H-PCF. Therefore, the AMF needs to indicate to the V-PCF whether policy association with the H-PCF is needed.
[bookmark: _Toc204948595][bookmark: _Toc204948722][bookmark: _Toc206752140][bookmark: _Toc214981701][bookmark: _Toc214989626][bookmark: _Toc215056203][bookmark: _Toc215665850]6.6.1.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc204948596][bookmark: _Toc204948723][bookmark: _Toc206752141][bookmark: _Toc214981702][bookmark: _Toc214989627][bookmark: _Toc215056204][bookmark: _Toc215665851]6.6.1.3	Services, Entities and Interfaces
6.6.1.4	Issues
1.  How (for example number of messages and PSI and the containers) to deliver the UE policies to the UE during the registration procedures.
Editor's note X: How the UE policy containers are delivered to the UE as part of the NAS container, will be aligned with KI#1.1 and KI#1.2.
==============Next change (all text new) ==============
6.6.2	Solution variant #6.2: Common 6G Policy and Charging Control Framework
6.6.2.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1a and is extracted from Solutions #4.
Following are the high-level solution principles that are proposed 
1. This paper proposes a common 6G Policy and Charging Control Framework for different operator services.
2. The 6G PCF Pool is introduced as one or multiple 6G PCF instances can be in the same 6G PCF Pool. 
3. The 6G PCFs in the same Pool can share information between each other via an UDSF or via an UDR, the 6G PCF for the UE, the 6G PCF for the access and connection, the 6G PCF for the registration and mobility, the 6G PCF for the PDU Session is the same 6G PCF instance. The N43 interface is not needed.
6.6.2.1	Description
A common 6G Policy and Charging Control Framework for different operator services is proposed in Figure 1 and the main principles for the common framework are described in this part.


Figure 6.6.2.1-1: Common 6G Policy and Charging Control Framework

1.    A common 6G Policy framework for the legacy connectivity application services and 6G new services (e.g., immersive communication service, AI, sensing, computing).
There is a NAS interface between the 6G UE and the 6G PCF for the UE policies. The NAS interface is transported between the UE and 6G CRF (connection and routing function), plus between 6G CRF and the 6G PCF. In 6G, the 6G AMF includes 6G RMF (Registration and Mobility Function) and 6G CRF. 
There is an interface between the 6G PCF and the 6G CRF for the access related policies (e.g., RFSP index, UE-AMBR, 6G SMF Selection).
There is an interface between the 6G PCF and the 6G RMF for the mobility related policies (e.g., service area restriction list).
There is an interface between the 6G PCF and the 6G SMF for the 6G PDU Session. The 5G N7 interface is considered the start point for this 6G interface.
There is a new interface between the 6G PCF and the 6G DMF (Data Plane Management Function). This new interface is for policy control of the Data Plane Session. , e.g., to provide Data Session QoS requirements from the 6G DMF to the 6G PCF, and to provide the QoS rules from the 6G PCF to the 6G DMF to enhance the QoS control in the Data Plane. The 6G DMF provides the QoS parameters to the 6G RAN and provides the QoS rules to the 6G DPF (Data Processing Function).
There is an interface between the 6G PCF and an AI Engine. This AI Engine provides AI inference functions with input from the 6G PCF and provides the inference output to the 6G PCF, e.g., translate between intent on policy and policy information.
There is an interface between the 6G PCF and the 6G UDR. The 6G PCF can store the policies related information in the UDR and this interface supports sharing policy information between different 6G PCFs in the same 6G PCF Pool.
There is an interface between the 6G PCF and 6G NEF to support interaction between the 6G PCF and AF if the AF locates at untrusted domain.
There is an interface between the 6G PCF and the AF if the AF locates at the trusted domain.
2.    The 6G PCF Pool is introduced as one or multiple 6G PCF instances can be in the same 6G PCF Pool. The 6G PCFs in the same Pool can share information between each other via an UDSF or via an UDR, the 6G PCF for the UE, the 6G PCF for the access and connection, the 6G PCF for the registration and mobility, the 6G PCF for the PDU Session is the same 6G PCF instance, and the 6G PCF for the access and connection is firstly selected during the NAS Connection Request procedure and the selected 6G PCF instance ID is stored in the 6G UDM and is provided to the 6G SMF from the 6G UDM for the PDU Session management procedure. The 5G N43-like interface between 6G PCF for UE and 6G PCF for PDU Session is not needed as the same 6G PCF is used for the UE and PDU Session. 
Note 1: The 6G PCF Pool is not aligned with the functionality of the 5G PCF Set or the 5G PCF Group. It is more aligned with the functionality of the 5G AMF Set.
3.    More New Policies between UE and 6G PCF need to be defined to support 6G new services 
5G: ANDSP/URSP & App Policies(V2X/Prose/RSPP/A2X);
6G: new application policies, e.g., Multi-Modality Immersive service, Sensing, Computing, Energy Saving, Security/Privacy/User Consent.
4.    Dynamic Policies interaction between UE/AF and 6G PCF is bi-directional, the UE/AF can provide Policy provision information to 6G PCF, the 6G PCF can push Policy decision to UE and or notify the Policies information (e.g., charging rate) to the AF. 
[bookmark: OLE_LINK7]5.    The Policy interaction between 6G PCF/6G NEF and AF can be 5G N5-based or AI Intent based communication.
6.    If the AI Intent based policy is used in one interface to the 6G PCF while dedicated policy information as defined in TS23.503 is used in another interface to the 6G PCF,  an AI Engine is needed for the 6G PCF to map between the AI Intent based policy and legacy policy information. 
7.    For the Home Routed roaming case, the roaming interface between the H-PCF and V-PCF for the 6G PDU Session is not needed as the 5GS. But the roaming interface between the H-PCF and V-PCF for UE is still needed, as the 5G N24 interface is considered as the start point.
6.6.2.2	Procedures
6.6.1.3	Services, Entities and Interfaces
6.6.2.4	Issues
1.  Whether the AI Engine is inside the 6G PCF or is a dedicated 6G NF will be TBD.
Editor's note X: Whether the AI Engine is inside the 6G PCF or is a dedicated 6G NF will be TBD.
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6.6.3	Solution variant #6.3: Solution for policy association coordination for a UE
6.6.3.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1a and is extracted from Solutions #5.
Following are the high-level solution principles that are proposed 
1. A single PCF (Anchor PCF) receives policy association requests from AMF and SMF (and other 6G NFs requiring policies from PCF, if defined).
2. The Anchor PCF decides what policies are required for a UE (based on the parameters provided by the AMF/SMF or other 6G NFs) and selects a PCF that can provide the policies required (selected PCF is responsible for policy decisions)
3. The PCF receives and delivers policies to the UE or other NFs.
6.6.3.1	Description
The architecture proposed is as follows:



Figure 6.6.3.1-1: Enhanced Policy coordination architecture in 6G
The Anchor PCF supports the following functionalities:
-	Identifying and determining what type of policies are needed to be provisioned for a UE (e.g. UE policies, AM policies, SM policies, other policies (sensing, computing) etc). 
-	Identifying and selecting which policy function is responsible to create or determine a specific type of policies for a UE. 
-	Provision policies to UEs/relevant network functions.
The policy consumers (e.g. AMF, SMF) interact with the Anchor PCF as follows:
-	During UE registration procedure, the AMF provides UE related and AM related policy parameters in separate containers via a single policy association with the Anchor PCF.
-	During PDU session establishment the SMF selects and establishes a policy association with the same Anchor PCF.
-	The Anchor PCF informs the UDM that it is the PCF serving the UE. Any policy request for the UE is received 
6.6.3.2	Procedures
6.6.3.3	Services, Entities and Interfaces
6.6.3.4	Issues
1.  Whether the concept of Anchor NF is limited to PCF or a general concept for all NF Types is TBD.

[bookmark: _Hlk220674387]==============Next change (all text new) ==============
6.6.4	Solution variant #6.4: Policy association for SMF
6.6.4.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1a and is extracted from Solutions #6.
Following are the high-level solution principles that are proposed 
1. It provides a method which optimize the policy association between the session management function and the policy control function. 
2. The application traffic information of a UE can be provisioned or stored in the UDR by an AF or UE. The PCF may provide the SMF with the policy and charging rule using the application traffic information. The stored information at the SMF can be used for the future session control events. 
6.6.4.1	Description
The solution enables the provisioning of application information for a UE. It supports the network operator to provision the application information in the UDR or PCF and also allows the AF or UE to provide such information dynamically as needed. 
Based on the application information, local configuration, and/or pre-provisioned rules, the PCF may generate the policy and charging rules during the initial SM association and provide the SMF with the policy and charging rule for the UE considering the application information stored for the UE. 
The SMF stores the policy and charging rules for the UE and evaluate the rules to decide the policy and charging rule that should be applied for a specific UE session when a session management operation is requested by the UE or the network.
6.6.4.2	Procedures
6.6.4.3	Services, Entities and Interfaces
6.6.4.4	Issues

==============Next change (all text new) ==============
6.6.5	Solution variant #6.5: UE policy control with UE request
6.6.5.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1b and is extracted from Solutions #7, #8, #9, #10, #23.
Following are the high-level solution principles that are proposed 
1. The 5G framework for UE Policies is assumed as a starting point.
2. The principles of URSP Rules are maintained but enhanced to improve the efficiency.
3. A URSP Rule does not need to be provisioned in the UE for every type of traffic that the UE may generate. 
· For some types of traffic (i.e. traffic matching some traffic descriptors), the UE can request a URSP Rule when the traffic is first generated. 
· In an alternative, the UE triggers a provisioning procedure and indicates the policy type, the application identifier(s), and/or UPSI(s) to the 6G CN (i.e. PCF) and the PCF triggers network provisioning procedures to deliver UE policy based on received information. For instance, to request the URSP, the UE provides the Traffic descriptor(s) as defined in TS23.503[4] or the elements (e.g., IP descriptors) of the TD to reflect which URSP that the UE requests.
· UE sends (UPDP) UE STATE INDICATION or may send (UPDP) UE PROVISIONING REQUEST to indicate that requires the provisioning of UE policies. The UE includes in the request, the list of stored UE policy section identifiers (UPSIs) and information about the UE traffic / application categories to request for UE policies. The ePCF may add, modify or remove UE policies to the UE. Also, the network (ePCF) may initiate the provisioning of UE policies, as it is currently supported in 5G.
4. URSP Rules and WLANSP Rules may be linked in a way that WLANSP Rule evaluation considers the needs of applications that are running on the UE. An RSD can indicate a preference for certain WLANSP Rule(s), if this RSD is used for an application, then these WLANSP Rule(s) can be considered “higher priority”.
5. URSP Rule can include security information that indicates if confidentiality and/or integrity protection is to be enabled for the User Plane traffic for a PDU Session. This will allow the security requirements to be considered before the PDU Session Establishment.
NOTE 1:	This principle needs coordination with SA WG3.
6. In 5GS, the concept of VPLMN Specific URSP Rules allows the network to send the UE a list of VPLMN ID(s) that are associated with a policy section. This solution extends the VPLMN Specific URSP Rule concept so that the network can send the UE a list of conditions that indicate when the policies in a Policy Section can be used.
7. In 5GS, certain policies always originate from the H-PCF (e.g. URSP Rules) but are visible to the V-PCF and are not integrity protected. This solution proposes that policies that originate in the home network are sent to the UE transparently to the visited network.
NOTE 2:	This principle needs coordination with SA WG3.
8. URSP rule (re)evaluation can be network-triggered rather than UE-driven. The PCF for the UE can be responsible for monitoring relevant conditions and explicitly instruct the UE when and for which traffic descriptors re-evaluation is required. This approach can be used to minimize the number of conditions that the UE needs to monitor (e.g. time, location validity conditions, PLMN changes).
9. For URSP and ANDSP, in order to enable the UE triggered procedure, the validity time is proposed to be indicated for URSP and ANDSP.
6.6.5.1 	Description
6.6.5.1.1	On-demand Route Descriptor Rule Provisioning with Network Guidance
In the 5G system, URSP rules are provisioned proactively to the UE to cover a wide range of potential traffic types, applications, and operating conditions. As the number of applications, slices, and access options increases, this model leads to over-provisioning of URSP rules at the UE, increased storage and processing overhead, and frequent rule re-evaluation that often does not result in a change of traffic routing behavior.
In this solution, the URSP framework is enhanced to allow on-demand provisioning of route descriptors under network guidance. A URSP rule does not need to be provisioned in the UE for every type of traffic that the UE may generate. For selected traffic descriptors, a URSP rule may include an indication that the UE shall consult the network for route selection. When such traffic is first generated, and no locally applicable URSP rule with explicit route selection information is available, the UE may request guidance from the PCF serving the UE (i.e., a Route Selection Descriptor for the Traffic Descriptor). Based on its awareness of UE context and existing PDU Sessions, the PCF determines whether the traffic should be mapped to an existing PDU Session or whether a new PDU Session should be established and provides the corresponding policy guidance to the UE.
This approach reduces the need for exhaustive pre-provisioning of URSP rules, minimizes unnecessary rule storage and re-evaluation at the UE, and enables more deterministic and timely application of network policy. At the same time, it preserves the fundamental URSP model, with the UE remaining responsible for traffic detection and policy evaluation, while allowing the network to guide route selection decisions when needed. This makes the UE policy framework more scalable and efficient for 6G systems while maintaining clear network control over traffic steering.
6.6.5.1.2	Coordination between URSP and WLANSP Rule Evaluation
In the 5G system, WLAN Selection Policy (WLANSP) rules are evaluated independently of UE Route Selection Policy (URSP) rules and without explicit awareness of which applications are actively generating traffic at the UE. As a result, WLAN access network selection may not always align with the requirements of the applications that are running on the UE, particularly when multiple applications with different connectivity needs are active simultaneously.
In this solution, URSP and WLANSP rule handling are coordinated so that WLANSP rule evaluation can consider the needs of active applications. A Route Selection Descriptor (RSD) in a URSP rule can indicate an association or preference for one or more WLANSP rules. When such an RSD is selected for an application, the associated WLANSP rule(s) are treated as higher priority or as preferred candidates during WLANSP rule evaluation. This allows the network to configure the UE to bias WLAN access selection toward networks that are better suited to carry the traffic of applications that are currently active.
When multiple applications are running on the UE, each associated with RSDs that reference different WLANSP rules, the UE may restrict WLANSP rule evaluation to the subset of WLANSP rules associated with those active applications. As applications start or stop, this subset is updated, ensuring that WLAN access selection reflects the combined needs of currently running applications rather than a static, application-agnostic policy set. This coordinated approach improves the likelihood that selected WLAN access networks can effectively support the traffic characteristics of active applications, while reducing unnecessary evaluation of WLANSP rules that are not relevant to current UE activity.
6.6.5.1.3	Security-aware URSP-based PDU Session Selection
In the 5G system, the security configuration of a PDU Session (e.g. user plane confidentiality and integrity protection) is determined during PDU Session establishment or modification and is not explicitly exposed to the UE as part of UE Route Selection Policy (URSP) evaluation. As a result, traffic routing decisions are made without considering whether the security characteristics of an existing or newly established PDU Session are suitable for the security needs of the application traffic that is to be carried out.
In this solution, URSP rules can include security-related information that indicate whether confidentiality and/or integrity protection is required for traffic matching a given Traffic Descriptor. The security information may be part of the URSP rule or indirectly linked to it via a referenced security descriptor. This enables the UE, during URSP rule evaluation, to become aware of the expected user plane security characteristics before selecting an existing PDU Session or triggering the establishment of a new PDU Session.
When evaluating a URSP rule, the UE may consider both the Route Selection Descriptor(s) and the associated security indication. If an existing PDU Session matches the Route Selection Descriptor but does not provide the required security, the UE may refrain from using that PDU Session and instead request a PDU Session modification or the establishment of a new PDU Session that fulfils the indicated security requirements. If the security requirements are already satisfied, the UE may select the existing PDU Session without additional signaling.
By enabling application layer security requirements to be considered as part of URSP evaluation, PDU Session security is aligned with application security requirements at an early stage, prior to or during PDU Session establishment. This improves policy coherence between traffic routing and security enforcement, avoids unnecessary use of overly strong or insufficient security, and supports more efficient and application-aware policy control in the 6G system.
NOTE:	Security-aware URSP-based PDU Session Selection requires coordination with SA WG3.
6.6.5.1.4	Conditional Applicability of Policy Sections
In the 5G system, VPLMN-specific URSP rules allow the network to associate a Policy Section with one or more VPLMN identifiers, such that the policies contained in the Policy Section are only applicable when the UE is served by one of the indicated VPLMNs.
In this solution, the VPLMN-specific URSP concept is extended so that a Policy Section may be associated not only with a list of VPLMN identifiers, but also with a set of conditions that indicate when the policies in the Policy Section can be used. These conditions may reflect aspects of access characteristics, location, time, roaming status, or other network-defined applicability criteria. The conditions are evaluated by the UE to determine whether the Policy Section is active, without requiring changes to the individual URSP rules contained in the Policy Section.
NOTE:	The conditions that are used to indicate when the policies in the Policy Section should be extensible in the sense that new conditions can be added in future release of 6G.
By associating applicability conditions with Policy Sections rather than embedding them into individual URSP rules, the network can dynamically enable or disable entire sets of UE policies by updating the associated conditions. This avoids frequent reprovisioning of URSP rules, reduces policy signaling overhead, and preserves the existing URSP rule structure. The approach enables more flexible and scalable control of UE policy applicability in 6G, while maintaining backward compatibility with the existing Policy Section and URSP framework.
6.6.5.1.5	Transparency of Home-Originated UE Policies in Roaming
In the 5G system, certain UE policies, such as UE Route Selection Policy (URSP) rules, are always generated by the PCF in the home network. When the UE is roaming, these home-originated policies are transferred to the UE via the visited network and are visible to the visited PCF. However, the UE has no explicit means to determine whether a policy that originates in the home network has been altered in transit.
In this solution, UE policies that originate in the home network are treated as transparent to the visited network. The visited network relays home-originated policy information to the UE but does not interpret, modify, or enforce decisions based on the content of those policies. The integrity and applicability of home-originated UE policies are maintained end-to-end between the home network and the UE, independent of the visited network.
This approach preserves the principle of home-network-controlled UE policy, while allowing the visited network to continue providing local policy information where applicable. By clearly separating home-originated policies from visited-network policies and ensuring transparency of the former, the solution reduces trust assumptions on the visited network, prevents unintended policy modification, and supports consistent UE behavior across roaming scenarios.
NOTE:	Transparency of Home-Originated UE Policies in Roaming requires coordination with SA WG3.
6.6.5.1.6	Network-triggered URSP Rule (Re)evaluation
In the 5G system, the UE is responsible for monitoring a wide range of conditions and events that may require URSP rule re-evaluation, such as changes in time or location validity, PLMN changes, slice availability updates, or access characteristics. This approach increases UE implementation complexity, consumes energy due to continuous monitoring, and can result in frequent URSP re-evaluations that do not lead to any change in application-to-PDU Session association.
In this solution, more of the responsibility for monitoring conditions relevant to URSP rule (re)evaluation is shifted from the UE to the PCF serving the UE. The PCF monitors network-visible conditions and policy-relevant context and can explicitly instructs the UE when URSP rule (re)evaluation is required. Such instructions may indicate the specific traffic descriptors or applications for which re-evaluation shall be performed, rather than requiring the UE to re-evaluate all URSP rules.
By allowing URSP rule (re)evaluation to be network-triggered, the UE can be relieved from continuously monitoring multiple conditions, such as time-based or location-based validity criteria. This minimizes unnecessary URSP processing at the UE, reduces energy consumption, and enables more deterministic and timely policy application under network control. At the same time, the fundamental URSP evaluation model is preserved, with the addition that the UE executes a re-evaluation when explicitly instructed by the network.
6.6.5.1.7 A Validity Time is indicated for the URSP
In the UE Policy Container as defined in TS 23.503, a Validity Time for whole URSP is included along with all URSP rules.
Table 6.6.5.1.1-1 (6.6.2.1-1 in TS 23.503): UE Route Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a URSP
	Scope

	URSP rules
	1 or more URSP rules as specified in table 3.1.3.2-2
	Mandatory
	Yes
	UE context

	Validity Time
	This indicates the validity time for all above URSP rules
	Mandatory
	Yes
	UE context


6.6.5.1.8 A Validity Time is indicated for the ANDSP
In the UE Policy Container as defined in TS 23.503, a Validity Time for whole ANDSP is included along with all ANDSP rules.
[bookmark: _CRTable6_6_1_11]Table 3.1.1-2 (Table 6.6.1.1-1: Access Network Discovery & Selection Policy)
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	WLANSP rules
	1 or more WLANSP rules as specified in 4.8.2.1.6 of TS 23.402 [9].
	Mandatory
	Yes
	UE context

	Extended WLANSP information for network slice
	Information to support TNGF selection based on the S-NSSAI(s) needed by the UE.
	Optional
	Yes
	UE context

	ePDG identifier configuration
	The UE uses this information to select ePDG as defined in clause 6.3.6.1 of TS 23.501 [2].
	Optional
	Yes
	UE context

	N3IWF identifier configuration
	The UE uses this information to select N3IWF as defined in clause 6.3.6.1 of TS 23.501 [2].
	Optional
	Yes
	UE context

	Extended Home N3IWF identifier configuration
	The UE uses this information to select N3IWF based on the slices that the UE intends to access as defined in clause 6.3.6.1 of TS 23.501 [2].
	Optional
	Yes
	UE context

	Non-3GPP access node (N3AN) selection information
	The UE uses this information to select ePDG or N3IWF as defined in clause 6.3.6.1 of TS 23.501 [2].
	Optional
	Yes
	UE context

	Slice-specific N3IWF prefix configuration
	The UE uses this information to determine the prefix to be used for the Prefixed N3IWF OI or TA FQDNs as defined in clause 6.3.6.1 and clause 6.3.6.3 of TS 23.501 [2].
	Optional
	Yes
	UE context

	Validity Time
	This indicates the validity time for all above ANDSP rules
	Mandatory
	Yes
	UE context


6.6.5.1.9	Enabling UE-based policy provisioning procedure
The UE requested policy provisioning procedure is triggered when the UE determines that the currently stored UE policies are outdated, or when the UE detects the start of specific application traffic and no valid policy exists for that application.
To request the necessary policies, the UE sends a UE POLICY PROVISIONING REQUEST message to the network. The UE includes the following information in the request:
-	Policy Type Indication;
-	List of stored UPSIs (indicating the current policy state in the UE); and/or
-	Application Identifier(s) (indicating the application triggering the request).
Upon reception of the UE POLICY PROVISIONING REQUEST message, the PCF determines the applicable UE policies based on the assistance information provided by the UE (e.g. the Application Identifier) and the User Subscription. The PCF then provisions the required policies to the UE via the MANAGE UE POLICY COMMAND message within the Network-requested UE policy management procedure.
[bookmark: OLE_LINK51][bookmark: OLE_LINK52][bookmark: OLE_LINK53]6.6.5.1.10	Support UE to request the URSP
To satisfy Architectural Assumptions and Requirements in clause 4 and above general principles, this solution provides a reference system architecture as shown in Figure 6.6.5.1.10-1.


 
Figure 6.6.5.1.10-1: System architecture to support 6G policy management
In this reference architecture:
-	The 6G PCF performs the policy control for governing network and UE behaviour.
-	The CMF provides UL/DL NAS signalling distribution.
-	The MMF control the mobility management of the UE.
-	The UE communicates with and 6G SMF/PCF via 6G CMF.
-	This solution assumes no change on 6G RAN and 6G CN interface and 6G RAN-6G CN work split. From 6G RAN perspective, the next hop is always the CMF for NAS signalling distribution.
-	The UE requests the URSP when needed, e.g., during/before initiating the PDU session establishment.
-	The UE can request the URSP according to the needs (i.e., not the legacy whole set is configured UE).
-	Reusing the UE triggered Policy Provisioning procedure as e.g, TS23.287[XX] to request URSP.
[bookmark: OLE_LINK49][bookmark: OLE_LINK50]-	To request the URSP, the UE provides the Traffic descriptor(s) as defined in TS23.503[4] or the elements (e.g., IP descriptors) of the TD to reflect which URSP that the UE requests.
6.6.5.1.11	UPDP UE State indication and provisioning request
The objective is to enable the UE to trigger the provisioning of UE policies (e.g. URSP), during and/or after registration. The solution coexists with 5GS solution where network (PCF) initiates the provisioning of UE policies to the UE.
During UE Registration:
· The UE sends (UPDP) UE STATE INDICATION message, following current 5G specifications, and let the ePCF decide whether to provision UE policies during registration or not. The enhancement is to include in the UE STATE INDICATION information about the UE traffic / application categories that the UE requires to be able to handle. The ePCF considers the UE provided list of application IDs or traffic categories to derive the UE policies that need to be provisioned to the UE.
After UE Registration (any time):
· The UE may send (UPDP) UE PROVISIONING REQUEST to indicate that requires the provisioning of UE policies. The UE includes in the request, the list of stored UE policy section identifiers (UPSIs) and information about the UE traffic / application categories to request for UE policies. The ePCF may add, modify or remove UE policies to the UE.
· The network (ePCF) may initiate the provisioning of UE policies, as it is currently supported in 5G.
The proposed solution provides the following benefits:
· Signalling optimization.
· Enables the re-synchronization of stored UE policies with the network.
· Enables the update of UE policies triggered by UE conditions or criteria that is unknown to the network, e.g. low battery, SW/OS capability, App capability, Apps in use, etc.
6.6.5.1.11	Enabling UE-based policy provisioning procedure
The UE requested policy provisioning procedure is triggered when the UE determines that the currently stored UE policies are outdated, or when the UE detects the start of specific application traffic and no valid policy exists for that application.
To request the necessary policies, the UE sends a UE POLICY PROVISIONING REQUEST message to the network. The UE includes the following information in the request:
· Policy Type Indication.
· List of stored UPSIs (indicating the current policy state in the UE); and/or
· Application Identifier(s) (indicating the application triggering the request).
Upon reception of the UE POLICY PROVISIONING REQUEST message, the PCF determines the applicable UE policies based on the assistance information provided by the UE (e.g. the Application Identifier) and the User Subscription. The PCF then provisions the required policies to the UE via the MANAGE UE POLICY COMMAND message within the Network-requested UE policy management procedure.
6.6.5.2	Procedures
6.6.5.3	Services, Entities and Interfaces
6.6.5.4	Issues
1.  Section 6.6.5.0 and sub sections of 6.6.5.1 does not indicate the relevance to bullet 2. 
Editor's note X: Relevance to bullet 2 (user preference) needs to be clarified and updated. FFS.

==============Next change (all text new) ==============
6.6.6	Solution variant #6.6: UE policy control without UE request
6.6.6.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1b, 2 and is extracted from Solutions #11.
Following are the high-level solution principles that are proposed 
1. UE Policy is only needed when the policy is used by UE for enforcement but not for sending related parameters back to the network.
2. It shall be network decision on whether to create/update/delete UE Policy. 
3. Network learns if required if and what policies are available at the UE using the PSI mechanisms.
4. The UE request for UE Policies is not required.
6.6.6.1 	Description
[bookmark: _Hlk219737050]If UE Policy is still required in 6G, it is proposed to have a unified way to synchronize the stored UE Policy in the UE side:
The 6G PCF includes the UE policy information delivered to the UE into a Policy Section identified by a Policy Section Identifier (PSI). The 6G PCF may divide the UE policy information into different Policy Sections, each one identified by a PSI. Each Policy Section provides a list of self-contained UE policy information to the UE. The 6G PCF ensures that a Policy Section is under a predefined size limit, known by the 6G PCF.
The UE shall update the stored UE policy information with the one provided by the 6G PCF as follows:
-	If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section.
-	If the UE has an existing Policy Section with the same PSI, the UE replaces the stored Policy Section with the received information.
-	The UE removes the stored Policy Section if the received information contains only the PSI.
At initial registration, the UE provides the list of stored PSIs which identify the Policy Sections associated to the home PLMN and the visited PLMN (if the UE is roaming) that are currently stored in the UE. If USIM is changed, the UE does not provide any PSI. If no policies are stored in the UE for the home PLMN, the UE does not provide any PSI associated to the home PLMN. If the UE is roaming and has policies for the home PLMN but no associated policies for the visited PLMN the UE includes only the list of PSIs associated to the home PLMN. In non-roaming case, the H-6G PCF retrieves the list of PSIs and its content stored in the H-6G UDR for this UE. In the roaming case, the H-6G PCF retrieves the list of PSIs and its content stored in the H-6G UDR for this UE while the V-6G PCF retrieves the list of PSIs and its content stored in the V-6G UDR for the PLMN ID of this UE.
When the 6G PCF receives a list of PSIs associated to the PLMN of the 6G PCF from the UE, the 6G PCF compares the list of PSIs provided by the UE and the list of PSIs retrieved from the 6G UDR. In addition, the 6G PCF checks whether the list of PSIs provided by the UE or its content needs to be updated according to operator policies, e.g. change of Location and/or time. If the two lists of PSIs are different or an update is necessary according to operator policies, the 6G PCF provides the changes in the list of PSIs or the corresponding content to the UE.
The (H-)6G PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the UE until the Policy Association is terminated. Then the (H-)6G PCF stores the latest list of PSIs and its contents in the (H-) 6G UDR as "Policy Set Entry".
6.6.6.2	Procedures
6.6.6.3	Services, Entities and Interfaces
6.6.6.4	Issues
1. Depending on the progress of other KIs (e.g., KI#3, KI#11) it is required to decide whether there is still UE Policy in 6G.
2. The 6G PCF can also store the Policy Set Entries in the 6G Data Framework (dependent on KI#21).
3. User preferences during UE policy evaluation shall be discussed based on use cases.
[bookmark: _Hlk220755105]==============Next change (all text new) ==============
6.6.7	Solution variant #6.7: QoS-based UE policy provisioning and evaluation
[bookmark: _Hlk221019382]6.6.7.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1b, bullet 5 and is extracted from Solutions #12.
Following are the high-level solution principles that are proposed 
1. QoS-aware application traffic handling support is enabled by the 6G system using QoS-related information provided by the UE, such that different traffic types (including those from the same application) can be handled with differentiated UE policy outcomes depending on the QoS needs, while avoiding the need to expose explicit application identifiers.
2. UE provision of QoS-related information as input for policy decision is supported by the 6G system, such that the 6G CN (e.g., PCF) can generate QoS-based UE policy considering operator policies.
3. QoS-based UE policy provisioning (e.g., provisioning of QoS-based URSP rules) is supported by the 6G system, such that the UE can obtain UE policy adapted to QoS-related aspects required for application traffic.
4. QoS-based UE policy evaluation is supported by the 6G system, such that the UE can evaluate URSP rules based on the QoS requirements of the application traffic and perform subsequent PDU session related procedures according to the evaluation result.
5. UE policy request and provisioning mechanisms are supported by the 6G system, such that the UE can request UE policy information when needed and the 6G CN can provide UE policy to the UE based on operator policies.
6. Simplified UE policy management is enabled by the 6G system by allowing QoS-based UE policies, while reducing the need for maintaining per-application specific policies.
6.6.7.1 	Description
This solution proposes a baseline mechanism to support QoS-aware application traffic handling via UE policy (e.g., URSP) by enabling QoS-based UE policy provisioning and evaluation in the 6G system. The solution aims to enable QoS-aware traffic routing without relying on explicit application identifiers, thereby mitigating potential application information exposure.
The solution enables the UE to provide requested QoS information (e.g., QoS characteristics required for application traffic supported by the UE) and an indication of support for QoS-based UE policy handling during the registration procedure. The 6G CN (e.g., PCF) may use the received information, together with operator policies, to generate QoS-based URSP rules for the UE.
The 6G CN provides UE policy including the QoS-based URSP rules to the UE via the UE policy provisioning procedure and the registration procedure. When application traffic occurs, the UE determines QoS requirements of the traffic and evaluates URSP rules including the provisioned QoS-based URSP rules. Based on the result of URSP rule evaluation, the UE performs subsequent PDU Session procedures. Depending on the traffic characteristics, different URSP rules may be applied for different traffic types, including multiple traffic types generated by the same application (e.g., video traffic and intent-related data traffic from an AI assistance application).
6.6.7.2	Procedures
6.6.7.3	Services, Entities and Interfaces
6.6.7.4	Issues
1. The solution can be aligned with KI#5 - QoS when needed.
==============Next change (all text new) ==============
6.6.8	Solution variant #6.8: Support of multiple connectivity profiles and related URSPs and network policies
6.6.8.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 2 and is extracted from Solutions #13.
Following are the high-level solution principles that are proposed 

	Principle
	Rationale

	1.	The 6G system enables the ability to provision multiple user selectable connectivity profiles. A connectivity profile is associated to a set of URSP rules (URSP set) which can be activated based on input from user (e.g. based on the user selection of a connectivity profile) or based on evaluation of local operating conditions at the UE (e.g. based on the activation of a  low power mode).

	In 5G the UP connection is selected based on TD provided to URSP rules by an app. Apps run on the HLOS and whether a user is selecting to be in one connectivity profile or not is not visible in the App itself. Hence the switching from one profile to another, if at all available, is an HLOS feature and not defined in the standards and outside the control of operators, hence operators cannot monetize or control this. The intention is to ensure operators can provide an operator controlled set of connectivity profiles as a monetizable service to subscribers. The way to do this is via subscribed connectivity profiles that map to URSP sets.

	2.	A subscriber can subscribe to one or more connectivity profiles mapped to a respective URSP set.
	To ensure that a per UE monetizable service exists, the existence of one or more connectivity profiles must be linked to subscription as part of the service contract. E.g  a corporation can allow its subscribers to have a corporate and a personal profile. A public safety agency can allow an on duty and an off duty profile. Operators can define subscriptions which provide different network services tailored to each subscribed profile.


	3.	The PCF of the HPLMN can configure a UE with one or more URSP sets depending on the UE subscription. Each URSP set may be associated with a URSP set ID and each URSP set ID can be associated with a human readable text (or e.g. a pointer to downloadable icons or graphics or HTML files for display on device menu/service status) that the UE can display in a connectivity profile menu. The end user can select a connectivity profile e.g. as part of a menu in the UE and this maps to an operating condition associated with a URSP set ID.

	If a subscriber can use more than one URSP set, it should be possible for a human to select the connectivity profile that applies based on current needs (e.g. on duty/off duty, Enterprise/Personal, Green/Performance). Each connectivity profile maps to a URSP set ID.

	4.	Applications indicate the same TD irrespective of the connectivity profile (i.e. the existence of different connectivity profiles is transparent to applications). 
	Application developers should not be required to produce code to enable the support of multiple connectivity profiles, which is a network service. The HLOS also should not be required to write specialized code, other than the ability to enable users to select a connectivity profile based on received human readable information.

	5.	The UE includes the URSP Set ID in the PDU session establishment/modification messages in order to ensure that any SM Policies specific for the connectivity profile can be applied.
	E.g. a different session data rate limitation or QoS policies may apply per connectivity profile.

	6.	The UE includes the URSP Set ID in registration messages in order to ensure that any AM Policies specific for the connectivity profile can be applied.
	E.g. a different UE data rate limitation or other per UE / slice policies may apply for different connectivity profiles.

	7. A default URSP set indication is provided if the operator wants to indicate to the UE the default URSP set ID/connectivity profile in absence of user input, based on the subscription.
	It cannot be assumed the user input is provided at once upon power on, and also the operator may want to apply a default connectivity behaviour that applies unless the user chooses differently.


Table 6.6.8.1-1 – Solution Principles and related rationale.
6.6.8.1 	Description
The proposed solution is largely the replica of the URSP based framework; with the exception the system allows a URSP sets per connectivity profile to be provisioned, and that the UE signals in SM and RM message the current connectivity profile e.g. by means of indication of the currently active associated URSP set (by means of a URSP set ID), in order to condition the network policies that apply to the connectivity profile. How URSPs are provisioned in 6G is not in scope of this solution (e.g. whether there is a change compared to 5GS is to be part of other solutions directly addressing the UE policy provisioning mechanism in 6G).
The UE is configured with one or more UE Route Selection Policies (URSP) sets. If more than one URSP set is configured, A URSP Set Identifier is associated with each URSP set. Each URSP set can be associated with a human readable label. An indication of which URSP set is the default URSP set may also be configured, which is used if the user is not providing input or the UE cannot determine which URSP set to use based on local conditions.
The URSP set to be used is selected based on local operational criteria (e.g. based on generally available device settings, e.g. low power mode). This could drive the definition of standardized URSP set IDs that are linked to local operating conditions in devices. An operational criterion can also be determined by the selection of the connectivity profile by a user of the device. The selection of the connectivity profile supported by the HPLMN is possible by e.g. indicating in human readable fashion (e.g. text, link to downloadable icons which the device can display in a menu) the possible connectivity profiles the user can possibly select, each mapping to a URSP Set identified by URSP Set ID. In other words. to enable selection of one among a set of different connectivity profiles each associated to a URSP set in the subscription by a user, a human readable label each corresponding to a connectivity profile in the subscription can be provided to the UE together with the URSP set ID for each URSP set in the subscription mapping to each connectivity profile in the subscription. Each human readable label is associated to an option in a connectivity profiles menu selectable by the end user of the device (i.e. the label pointing to the connectivity profile is user selectable in the UE user interface). The different profiles correspond to different operating conditions that are conditioned by the selection (e.g. On duty Profile, off duty profile, Energy saving profile, Enterprise profile Personal profile). Figure 6.6.Y.1-1 provides a high level view of the information flow implied by this solution.
Subscription data e.g. for SM or MM policies may be organized per SUPI+URSP Set ID if more than one URSP set is present in subscription, so that different policies can be selected depending on the current connectivity profile.
If more than one URSP set is provided, each URSP set may contain different URSP rules e.g. due to different RSD and different TD, but it is possible also that (some) TDs and RSDs are shared among URSP sets. Differentiation among connectivity profiles sharing the same RSD for same TD can occur by applying different SM or MM policies, different precedence in RSDs etc. The match-all rules may differ for different URSP sets, also.
The UE immediately re-evaluates URSPs in a URSP set when the URSP set is updated 
Once the RSD of the URSP set is selected for the matched TD, the PDU session can be established if it is not yet established, and traffic can use the PDU session. 
The UE indicates in registration and the PDU session establishment the URSP set ID in use which could be used e.g. for charging purposes or by the PCF (e.g. AM policies and SM policies could be dependent on the URSP Set ID received). The current URSP set ID needs to be provided to the RM and SM modules (see figure 6.6.Y.1-1, which shows the user input is optional component as the current operating condition may also be determined based on local UE logic). If a different RSD is selected for the same TDs when changing URSP set, the old PDU session for the old RSD is torn down.


Figure 6.6.8.1-1: Depiction of the flow of information in the UE

Tables 6.6.8.1-1 and 6.6.8.1-2 provide, respectively, examples of URSP sets for subscriptions that enable On duty/Off duty and Personal/ Enterprise connectivity profiles.
Table 6.6.Y.1-1: Depiction of the URSP sets for a UE including an On Duty and an Off Duty profiles
	URSP SET
	Label
	TD
	RSD

	1
	On Duty
	CC = IMS
	S-NSSAI= (SST= 1), DNN= IMS

	
	
	CC= Internet
	S-NSSAI= (SST= 1, SD= 42), DNN= Internet

	
	
	CC= Mission critical Communications
	S-NSSAI= (SST= 2, SD= 42), DNN= Agency42

	2
	Off Duty
	CC= IMS
	S-NSSAI= (SST= 1), DNN= IMS

	
	
	CC= Internet
	S-NSSAI= (SST= 1), DNN= Internet



Table 6.6.8.1-2: Depiction of the URSP sets for a UE including an Personal and an Enterprise profiles
	URSP SET
	Label
	TD
	RSD

	[bookmark: _Hlk219371454]1
	Personal
	CC = IMS
	S-NSSAI= (SST= 1), DNN= IMS

	
	
	CC= Internet
	S-NSSAI= (SST= 1), DNN= Internet

	2
	Enterprise
	CC = IMS
	S-NSSAI= (SST= 1), DNN = IMS

	
	
	CC= Internet
	S-NSSAI=(SST=1,SD= 1645), DNN = Enterprise1645


6.6.8.2	Procedures
6.6.8.3	Services, Entities and Interfaces
6.6.8.4	Issues

==============Next change (all text new) ==============
6.6.9	Solution variant #6.9: Evaluation of UE Policies considering user/local preferences
6.6.8.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 2 and is extracted from Solutions #14 and #15.
Following are the high-level solution principles that are proposed 
Firstly, the term for User preferences is introduced and proposed to be added into 3.1
User preference: The list of configuration parameters provided by a layer (e.g., application) above NAS which can be used/considered by the UE while evaluating UE policy.
Further following are proposed:
· The flexibility to choose in between certain parameters (e.g., DNN/Slice) or certain rule(s) should be specifiable by the operator i.e., the UE should not completely ignore the operator provided policy if user/local preferences are available.
· How the upper layer provides the input of user/local preference is out of scope of 3GPP standard specification
· In the case that user/local preferences are not available, the UE should evaluate the UE policy in a deterministic manner (e.g., based on strict precedence as done in 5G); 
· i.e., the behaviour of a UE which do not support user preferences, should be same as of a UE which supports user preferences, but user preferences are not available (e.g., UE have no preferences between 2 rules, or user preferences are not available at the layer which evaluates the policy rules)
In order to satisfy the above principles, the solution provides a template of “priority group” parameter in addition to the precedence values that can be applied or used for any UE policy.
Taking URSP rules as an example, in addition to the strict precedence values provided for the routes, certain routes can be grouped together and provided a common “priority group” value, and the UE is allowed to choose any of the routes with the same priority group value based on the user/local preference information.
In case, the user/local preference information is not available, UE shall basically fall back to the 5G behaviour (i.e., evaluate the routes based on their precedence values).
6.6.8.1 	Description
Considering the example of URSP rules, the PCF decides the URSP based on the UE subscription data, AF influence information, operator configuration, local policy, etc. The UE policy information can include multiple allowable route options for the same route selection criteria which may be considered by the UE when evaluating the UE policy for selecting the route of user data. The UE stores the UE policy and select one of allowable route options for transmitting the user data.
· As an example, URSP rules can be modified with a priority group value as follows:URSP rule(s):
· Rule 1
· Rule precedence 
· Traffic Descriptor e.g., Domain Descriptor, Connection capabilities (e.g. Traffic categories).
· List of Route Descriptors
· Priority group = 1, Precedence = 1, DNN = A1, SSC=1, Type = IPv4v6, 
· Priority group = 1, Precedence = 2, DNN = A1, SSC=2, Type = IPv6
· If the UE/user preferences (or configuration parameters from the upper layers) are available, UE may choose any of the route(s) within the priority group with the increasing order of their priority values.
· Priority group = 2, Precedence = 3, DNN=A1, SSC=1, Type = IPv6
· Priority group = 2, Precedence = 4, DNN=A1, SSC=2, Type = IPv6
· Priority group = 2, Precedence = 5, DNN=A2, SSC=2, Type = IPv6
Precedence values are still unique for all the Route descriptors and are need to uniquely identify a descriptor and also, so that they can be used by the UEs easily when User/local preferences are not supported or when User/local preferences are not available.
As an example, if UE for the above matching rule does not distinguish (or have any preference) between Route 1 and Route 2, UE may apply them based on their precedence values. If both of those routes fails (e.g. PDU Sessions are not accepted), UE may no go to the routes with priority group as 2. UE may then consider to choose any of those routes with the same value and select them based on the local preferences,
Now let’s assume a generic UE policy of the forms (e.g., a new UE policy that may be created for 6G) which has the following structure:
· Rule 1
· Rule precedence 
· Rule Matching Info 
· List of Rule Action(s)
· Rule Action Precedence = 1, Other parameter(s)
· Rule Action Precedence = 2, Other parameter(s)
· Rule Action Precedence = 3, Other parameter(s)
· Rule Action Precedence = 4, Other parameter(s)
· Priority group = 2, Rule Action Precedence = 5, Other parameter(s)
· Rule 2
· Rule precedence 
· Rule Matching Info 
· List of Rule Action(s)
· Rule Action Precedence = 1, Other parameter(s)
· Rule Action Precedence = 2, Other parameter(s)
· Rule Action Precedence = 3, Other parameter(s)
The priority group(s) can be used for this generic policy as following:
· Rule 1
· Rule precedence 
· Rule Matching Info 
· List of Rule Action(s)
· Priority group = 1, Rule Action Precedence = 1, Other parameter(s)
· Priority group = 1, Rule Action Precedence = 2, Other parameter(s)
· Priority group = 2, Rule Action Precedence = 3, Other parameter(s)
· Priority group = 2, Rule Action Precedence = 4, Other parameter(s)
· Priority group = 2, Rule Action Precedence = 5, Other parameter(s)
· Rule 2
· Rule precedence 
· Rule Matching Info 
· List of Rule Action(s)
· Priority group = 1, Rule Action Precedence = 1, Other parameter(s)
· Priority group = 1, Rule Action Precedence = 2, Other parameter(s)
· Priority group = 2, Rule Action Precedence = 3, Other parameter(s)
Network does not need to create 2 separate set of policies for the UEs which support user preferences or which does not support the UE preferences. UE behaviour, in the case when UE is not utilizing user preferences is deterministic.
6.6.9.2	Procedures
6.6.9.3	Services, Entities and Interfaces
6.6.9.4	Issues
==============Next change (all text new) ==============
6.6.10	Solution variant #6.10: Reuse 5G PCC framework for 6G
6.6.10.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6 (all bullets) and is extracted from Solutions #16.
Following are the high-level solution principles that are proposed 
- 	reuse the 5G PCC framework as defined in Release-19 TS 23.503 [4] for 6G system.
No new procedure needs to be introduced beside some minor enhancements.
6.6.10.1 	Description
All these aspects had been addressed by the continuous enhancements to the PCC framework, up until Rel-19. For example:
- 	For 1.a), the original 5GS PCC framework design in Rel-15 has the AM Policy and UE Policy handled together. It however was determined that some operator's deployment may not always require UE Policies. Therefore, two separate policy associations were introduced to handle the AM and UE policies. It is therefore not desirable to remove this flexibility by combining these two associations again. 
-	For 1.b), UE to request UE policies was already supported for V2X Policies and 5G ProSe Policies as defined in TS 23.287 [x] clause 6.2.4 and TS 23.304 [y] clause 6.2.4. Therefore, the same procedure can be reused to cover other UE Policies as well, e.g. URSP, ANDSP, etc. The needed changes are mainly for stage 3 IE enhancements. 
-	For 2, there are already well-defined handling logic of the UE Local Configuration and URSP in TS 23.503 [4]. The user preference can be reflected as the UE Local Configuration, as it can be entered by the user and stored by the HLOS. The other possible handlings, e.g. popping up a dialog box to have interactions with the user, are implementation aspects. There is no standards change required for such procedures. 
-	For 3, the current PCC framework already allows external parameter provisioning. Additional enhancement depends on the conclusion of KI#7 on Network Exposure. 
-	For 4, this also depends on the conclusion of KI#7. 
-	For 5, the UE can access the network exposure function (6G NEF) to provide the QoS handling requirements to the 6G system, e.g. through the CAMARA API via a user plane connection. This can be also supported in existing 5G system.  
Based on the above analysis, it is clear that the 5G PCC framework (up to Rel-19) can be used for 6G system to address all the aspects of the KI#6.
6.6.10.2	Procedures
6.6.10.3	Services, Entities and Interfaces
6.6.10.4	Issues
1. Dependencies on KI#7 for bullets 3 and 4 are considered.

==============Next change (all text new) ==============
6.6.11 [bookmark: OLE_LINK47][bookmark: OLE_LINK48]Solution variant #6.11: Support UE input for PCC decision
This solution variant addresses KI#6, bullet 5 and is extracted from Solutions #18.
Following are the high-level solution principles that are proposed:
1. The potential UE input for the PCC decision
2. 3 potential architectures for UE input for PCC decision
3. The UE input for PCC decision according to the potential architecture.
6.6.11.1	Description
6.6.11.1.1 Information for UE input for PCC decision
To explore which and what input is valuable for the UE input for PCC decision, the AF input as described in clause 4.2.2 “Npcf_PolicyAuthorization_Create service operation” in TS 29.514[XX] can be as the start point. Among of them, the UE input can be categorized into related to QoS or not. The QoS related is expected to be discussed in KI#5.
For non QoS related UE input for PCC decision, it can be referred to AF input. However, not all the AF input as described in clause 4.2.2 “Npcf_PolicyAuthorization_Create service operation” in TS 29.514[X] can be used as the UE input, as lots of AF inputs are NOT appropriate for UE as in the table 6.6.6.1.11-1.
[bookmark: _CRTable5_2_6_11][bookmark: OLE_LINK118]Table 6.6.11.1.1-1: AF input NOT appropriate as UE input
	AF input is NOT appropriate for UE

	Aspects
	Specific feature
	Reason

	TSN related AF input
	e.g., 
Provisioning of TSCAI input Information and QoS related data, 
Provisioning of TSC user plane node management information and port management information, 
Subscription to TSC user plane node related events
	Not 6G day one feature

	IMS related AF input
	e.g.,
Initial provisioning of service information status
Provisioning of signalling flow information
Indication of Emergency traffic
Subscription to Out of Credit notification
P-CSCF restoration enhancements
	Expect the study in 6G IMS topic

	Subscription for UE related statues 
	e.g.,
Request of access network information
Subscription to Service Data Flow Deactivation
Subscription to satellite backhaul category changes.
	UE has own status information not needing to obtain from itself.



Excluding the above input, the left AF input can be as the start point, e.g., as the follow table, the UE input for PCC decision on traffic routing.
Table 6.6.11.1.1-2: AF input appropriate as UE input
	AF input
	Justification for as UE input
	Input parameter from UE

	[bookmark: OLE_LINK100][bookmark: OLE_LINK101][bookmark: OLE_LINK30][bookmark: OLE_LINK31]Initial provisioning of traffic routing, service function chaining information
	e.g., 
case1: The UE close to the MEC edge node/LADN local data network initiates a routing request for local offloading of traffic to meet the low latency and local requirements of edge services, avoiding traffic bypassing the core network;
case 2: After the UE detects the quality deterioration or congestion of the current access route through air interface measurement and network status reporting, it initiates a route switching/reselecting request to select a better available route and enhance the transmission experience.
	DNN, UP path change indication/requirement.


6.6.11.1.2 Architecture for UE input for PCC decision
Control plane-based architecture for UE input for PCC decision: the UE input for PCC decision via control plane:
Option 1: UE input to PCF for PCC directly via CP




Figure 6.6.11.1.2-1: System architecture for UE input to PCF for PCC directly via CP
-	UE interacts with PCF directly for UE input for PCC decision:
-	the UE provides the input to the PCF via CP which is transparent to RAN and CMF, 
-	the PCF authorizes the UE input and derives the PCC rules accordingly
-	PCF notifies the SMF the updated PCC for updating the session to align the UE input.
Option 2: UE input to PCF for PCC via SMF by CP


Figure 6.6.11.1.2-2: System architecture for UE input to PCF for PCC via SMF by CP
-	UE interacts with SMF firstly and then the SMF forwards the UE input to PCF for PCC decision, i.e., 
-	the UE provides the input for PCC decision to the SMF during the session modification which is transparent to RAN and CMF
-	the SMF may authorize the UE input;
-	SMF forwards the authorized UE input to PCF;
-	the PCF derives the PCC rules according to the UE input;
-	PCF notifies the SMF the updated PCC for updating the session to align the UE input.
API based architecture for UE input for PCC decision: the UE invokes the NEF API which network capability exposes to UE for UE input for PCC decision:



Figure 6.6.11.1.2-3: System architecture for API based architecture for UE input for PCC decision
· UE provides the UE input by invoking the NEF API which network capability exposes to UE for PCC decision.
· UE provides the UE input to NEF which is transparent to RAN and UPF
· NEF performs the authorization for UE invoking the API for PCC decision
· the PCF derives the PCC rules according to the UE input;
· the PCF notifies the SMF the updated PCC for updating the session to align the UE input.
[bookmark: OLE_LINK6][bookmark: OLE_LINK8][bookmark: OLE_LINK9]NOTE 1: In above reference architectures, 6G SMF performs Session Management (e.g. Session Establishment, modify and release), Selection and control of 6G UPF, Tunnel management between 6G UPF and 6G RAN node. 6G PCF performs policy control (e.g. PCC rules).
NOTE 2: The CMF provides UL/DL NAS signalling distribution. 
NOTE 3: The MMF performs the UE mobility management.
NOTE 4: This solution assumes no change on 6G RAN and 6G CN interface and 6G RAN-6G CN work split. From 6G RAN perspective, the next hop is always the CMF for NAS signalling distribution.
6.6.11.2	Procedures
6.6.11.3	Services, Entities and Interfaces
6.6.11.4	Issues
1. How does the UE select the communication architecture for the UE input for PCC decision?
==============Next change (all text new) ==============
6.6.12	Solution variant #6.12: UE inputs for PCC decision through northbound APIs 
6.6.12.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 5 and is extracted from Solutions #20
Following are the high-level solution principles that are proposed:
1. The application client in the UE acts as an Application Function and invokes 6G Network APIs (e.g.,  for requesting QoS for a session) 
2. The UE NAS security context is used to derive access tokens used when invoking 6G Network APIs. 
3. The access tokens can be verified by 6G CN and identifies the application client (UE resident AF) as a valid API invoker.  
4. The access token also allows the API invoker to be linked with a subscriber identifier for further charging purposes.
5. The 6G CN further acts on the inputs provided through the APIs to influence the PCC decisions of 6G PCF.  
6.6.12.1	Description
This solution aims to address the question of how UE provides input for PCC decisions by allowing the application clients in the UE to act as Application Functions and invoke Northbound APIs of the 6G network.  The challenge of scalability is addressed by the UE resident AFs using access tokens derived from the UE NAS security context that allows to authenticate the API invoker and to charge the subscription (from which the access token has been derived) for API usage.
The solution expects that north bound interface and exposure framework from 5G CN is also available in 6G. The 5G northbound interface had defined APIs for an Application Function (AF) to provide inputs to influence PCC decisions. The 5GS has defined an AF to be either in the network or resident in the UE. However onboarding procedures for a UE resident AF is the same as for a network AF. 
It is also expected that 6GS will have a Authentication and Key Agreement procedure like previous generation of 3GPP networks. This solution proposes a way for an application client on the UE to act as a UE resident AF and invoke Northbound APIs of 6G CN.  
The following figure illustrates the key concepts of this solution. A gaming application client in the UE is taken as an example. This application client desires to provide inputs for a specific QoS to be provided to its traffic. 

 


[image: A diagram of a network
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Figure 6.6.12.1-1: UE inputs for policy decision
Following relations between the key actors are established 
- UE is trusted by the 6G CN as a result of successful establishment of a NAS Security context. 
- User/Subscriber is trusted by the 6G CN as the valid owner of this subscription. 
- User/Subscriber trusts the UE HLOS to allow application clients to invoke service APIs of the 6G CN for this UE.
- An application client is trusted by the UE HLOS to request for access tokens on behalf of the subscriber for invoking service APIs of the 6G CN. 
Typically an application is expected to be aware of the QoS needs of its traffic and is the real beneficiary QoS that network can provide. 
When an application client has to invoke a 6G Northbound API for QoS, it requests the UE HLOS for deriving an access token linked to the UE subscription. UE HLOS acts as the gate keeper (on behalf of the user/subscriber) to ensure applications (e.g., gaming app in the use case) have the right privilege to access UE related services in the cellular network. UE HLOS settings allows to capture user consent and preferences. UE HLOS decides whether applications get access to the token generated/derived from the NAS security context. 
NOTE: The interactions between application clients and HLOS are out of scope of 3GPP. 
User has a trusted relationship with the MNO (due to the fact that user has a subscription with the MNO). By using the Access Token derived from the UE NAS security context to invoke a NEF API, user is allowing MNO to charge the subscriber for API invocation.
The Application client then invokes the 6G API and provides inputs for influencing UE’s PCC decisions. 
The 6G CN resolves the token presented by the API invoker to the subscriber of the UE. 6G CN validates whether the input parameters can be accepted based on other consideration (e.g., subscriber privileges).  6G CN also uses the token information to charge the subscriber for API usage. 
6.6.12.2	Procedures
6.6.12.3	Services, Entities and Interfaces
6.6.12.4	Issues
1. How does the 6G CN trust the UE input for PCC decision?
==============Next change (all text new) ==============
6.6.13	Solution variant #6.13: UE input for PCC decision to support QoS Control
6.6.13.0	Topics addressed and High-level Solution Principles
[bookmark: OLE_LINK26]This solution variant addresses KI#6, bullet 5 and is extracted from Solutions #19.
Following are the high-level solution principles that are proposed 
1. The policy and charging control framework defined in 5G for policies (i.e. SM Policy, UE Policy, AM Policy) is considered as starting point for discussion.
2. The assumption is that either the AF or the UE can provide QoS requirements and traffic characteristics as input for the QoS control.	
3. The UE can decide if and when to provide the above input the request to the network.
4. The UE is not assumed to know whether AF input for QoS is available.
6.6.13.1	Description
6.6.13.1.1	UE input to support the Joint Task Policy decision for QoS Collaboration
The Figure 6.6.13.1.1-1 represents UE input to support the Joint Task Policy decision for QoS Collaboration 


Figure 6.6.13.1.1-1: UE input to support the Joint Task Policy decision for QoS Collaboration 
The 6GS support the Joint Task Awareness to support the QoS Collaboration, including the Joint Task Capability and the UE preference provision from UE, Joint Task Policy provided to the UE, the Joint Task QoS authorization by the 6G CN CPF, and Joint Task QoS enforcement by the 6G CN UPFs, 6G NG-RAN and the 6G UE and devices.
· The 6G UE reports the Joint Task Capability to 6GC, with the UE preference during the registration, indicate Joint Task Policy Provisioning Request (in UE Policy Container) for UE triggered Joint Policy provisioning, receive the Joint Task parameters from 6GC (or the UE-driven Application, e.g., mapped from the applications in UE).
· The 6G CN (e.g. the 6G PCF) provides the Joint Task Policy to UEs to support the QoS mapping for UL traffics of the Joint Task. The Joint Task Policy includes the Joint Task IDs, the mapping between the tasks and alternative Joint QoS profiles, Traffic Characteristic Importance (TIC) and server address information (IP address/FQDN, port, Traffic Characteristic ID), and the mapping of Joint Tasks to these different QoS parameters. 
· The Traffic Characteristic Importance (TIC), indicates the relative importance of SDF or Data Unit (e.g., Packet Set or Packet) which marked the specific Traffic Characteristics, e.g., the immersive traffic, the High Error Tolerance traffic, compared to other SDF or Data Unit. 
· Optionally, the validity timer (indicated the expiration time of the Joint Task Policy), the granularity Indication (identified the Granularity of Traffic Characteristic Importance, e.g., unique per SDF, QoS Flow, Task, Session, 6G UE, or Group Devices) are provided in the Joint Task Policy to assistant the Joint OoS fulfilment.
Alternatively, the configuration of parameters for Joint Task Operation (e.g., Devices IDs, Devices types, the mapping between the tasks and the alternative Joint QoS profiles, the Tasks potential Server address information etc.), can be pre-provisioned for the UE, updated by the PCF or Application Server.
Editor's note:	It is FFS the Joint Task Policy authorized and updated cross the devices of the Joint Task by the 6G CN CP Functions. 
6.6.13.1.2	UE input to support awareness of AI applications characteristics for Policy Decision
[bookmark: OLE_LINK27]The Figure 6.6.13.1.2-1 represents UE input to support awareness of AI applications characteristics for Policy Decision


Figure 6.6.13.1.2-1: UE input to support awareness of AI applications characteristics for Policy Decision
The 6G network is aware the AI applications characteristics, such as data unit importance, data unit error rate, the mapping QoE with the QoS parameters, which helps to provide an adaptive QoS to efficiently transmit for the AI applications service. 
The 6GS support the AI based QoS processing, including the QoS requirements and traffic characteristics provision from UE, QoS authorization by the 6G CN CPF, QoS enforcement by the 6G CN UPFs, 6G NG-RAN and the 6G UE and devices.
The UE provides the QoS Requirement for the AI applications flow, including the algorithms-advanced Indication (AAI), to indicate the QoS supporting for the algorithms-advanced AI traffic in the UE and application side, to negotiation the AI based QoS supporting. E.g., to require the AI based QoS authentication and enforcement for the AI applications Service, to support the adaptive QoS. 
The QoS Requirement for the AI applications flow (i.e., the algorithms-advanced AI traffic) have the AI based QoS characteristics, may include:
· The Flexible Latency, AI based processing latency introduced, but less communication latency is required
· The Light-weight Bit Rate, less bit rates of the source data required for the algorithms-advanced AI traffic. It is achieved the Goodput-optimized, considering the numerous advanced algorithm (AI or non-AI).
· The High Packet Error Rate Tolerance, the algorithms-advanced AI traffic has the high tolerant criterion for a “successfully delivered” packet, considering the recovery. 
Editor's note:	Whether the flexible latency includes communication latency only (e.g., UL, DL, or RT latency) or both the communication latency and processing latency introduced because of algorithms-advanced processing (e.g., the Task splitting or Joint Task processing, the token processing) is FFS.
[bookmark: OLE_LINK2]Optionally, the UE provide the AI based QoS characteristics and the assistance information of the algorithms-advanced AI traffic. The assistance information of the algorithms-advanced AI traffic:
· The maximum size of data unit (e.g., data bust)
· The Priority/Importance list of the data unit, which can be used to mark for the packets of the data unit
· The importance dependency (e.g., high dependency, the front received or not, may have the impact on the importance of followed data)
· The resource dependency, it indicates whether this data unit has strong resource dependency, e.g., the computing resource, the power consumption.
Editor's note:	It is FFS which assistance information of the algorithms-advanced AI traffic provided to the 6G Network.
6.6.13.1.3	UE input to support Content based Adaptive QoS for Policy decision
[bookmark: OLE_LINK28]The Figure 6.6.13.1.3-1 represents the UE input to support Content based Adaptive QoS for Policy decision to fulfil the target User Experience.


Figure 6.6.13.1.3-1: UE input to support Content based Adaptive QoS for Policy decision
The 6GS support the Content based Adaptive QoS to support the target User Experience, including the CoS level information the mapping list of between the QoS profiles and the CoS levels, the Priority list of the QoS profiles and the Indication of CBA QoS from the UE, The authorized QoS rules provided to the UE, the QoS Profiles provided to the UPF, the CBA QoS authorization by the 6G CN CPF, and CBA QoS enforcement by the 6G CN UPFs, 6G NG-RAN and the 6G UE and devices.s
For the Content of Service (CoS) level information, it can be allocated considering the different content complexity (e.g. the simple content, the half-complex content, the complex content) and granularity of the media information:
· Simple content, refers to the media information (e.g. video frames with no too frequency temporal variation, i.e. static or half-static) or spatial variation (i.e. mostly plain). 
· Complex content, refers to the media information (e.g., videos frames with highly dynamic and rich in spatial information). 
· Half-complex content, refers to the media information with half-static temporal information and/or spatial information variation, between the simple and complex content.
To assistant the Adaptive QoS, the Content Level Value can be marked in the Extension Header of the PDU (e.g. in the alone PDU or PDU belongs to the PDU set):
· The Content Level Value is Marked by the Application Server, and send from the AS to the UPF. Then UPF identify and map the Content Level Value into the EH of the PDU, then send to the NG-RAN for the Content based Adaptive QoS Handling.
· The UPF identifies the Content Level information and derives the Content Level Value, based on the Protocol Description and the Indication of Content based Adaptive QoS Handling. Then the UPF Marks the CLV into the EH of the PDU, and sends the Marked PDU to the 6G NG-RAN for the Content based Adaptive QoS Handling.
Optionally, the Content information with Prediction (e.g., provided by AI enhanced UPF) can be marked in the EH of the PDU, in addition to Content Level Value, the including:
· Content Level Value(s) Prediction (CLVP), e.g. Content Level Value of N+1 PDU, N+2 PDU, etc.
· PDUs Numbers of Content Level Value Prediction (PNCLVP), e.g. next 5 PDUs from N+1 to N+5.
Trend of Content Level Value(s) Prediction (or analytics) (TCLVP), e.g. downgrade or upgrade trend, periodicity, stochastic, equilibrium, strong convergence or not.
Editor's note:	It is FFS whether and which Content information with Prediction, is provided to support the CBA QoS fulfilment.
6.6.13.2	Procedures
6.6.13.3	Services, Entities and Interfaces
6.6.13.4	Issues

==============Next change (all text new) ==============
6.6.14	Solution variant #6.14: PCC decision for UE's power saving
6.6.14.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 5 and is extracted from Solutions #17.
Following are the high-level solution principles that are proposed 
The light weight AR/AI glasses, will better optimize UEs' energy saving and QoS fulfillment than legacy methods. Taking the policy and charging control framework defined in 5G for policies as the starting point, this solution proposes:
· UE's new parameters input to policy decision for network collaboration energy saving, i.e., UE's Energy Saving Preference Indication and UE's Real-time Power Level. 
· The collaboration-energy-saving policy/rule creation/modification/deletion should follow the general principle and procedure of 6G session policy management.
6.6.14.1	Description
In order to save the energy consumption and QoS fulfillment, this solution proposes the network to instruct the UE enters so-called collaboration-energy-saving state, in which the 6G-UPF to increase the buffer for downlink traffic while the UE increases the buffer for uplink traffic with corresponding raised rate. In such case, UE has more "RRC inactive" time to save energy and with higher transmission rate in "RRC active".
The 6G-PCF makes collaboration-energy-saving policy decisions based on UE's subscription data, service data characteristic, and UE's input of UE's energy saving preference and real-time power level:
· UE's Energy Saving Preference Indication. UE sends this indicator to the network if it wants network's collaboration for energy saving. 
· UE's real-time power level. UE may send this parameter to the network periodically, or when its power level reaches a threshold during the energy-saving-enable service is going on. It acts as a policy trigger that the 6G-PCF will modify collaboration-energy-saving policy that will help UE's energy saving.
The collaboration-energy-saving policy creation/modification/deletion should use the PCC framework concluded in KI#6 Bullet#1 and follow the general principle of 6G session policy.
6.6.14.2	Procedures
6.6.14.3	Services, Entities and Interfaces
-	UE
· provides UE's Energy Saving Preference Indication and Real-time Power Level to 6G CN
· enforces network's instruction for uploading traffic buffer adjustment
6.6.14.4	Issues

==============Next change (all text new) ==============
6.6.15	Solution variant #6.15: Provisioning of AF Service Specific Information in 6G
6.6.15.0	Topics addressed and High-level Solution Principles
This solution variant addresses KI#6, bullet 1a and is extracted from Solutions #21,#22.
Following are the high-level solution principles that are proposed 
1. The solution is backwards compatible in the northbound NEF API by reusing the Nnef_ServiceParameter service defined in 5G.
2. The eNEF authorizes the AF request via UDM and performs identity translation and parameter mapping if required by the parameters provided in the Service parameter provisioning. This reuses the authorization of service specific parameter provisioning procedure in 5G, as defined 23.502 clause 4.15.6.7a.
3. The ePCF provides a new service Npcf_ParameterProvision to enable the AF provide Service Specific Information to the ePCF via eNEF.
4. The ePCF stores the authorized AF Service Specific Information in the eUDR, in a new Data Subset “Service Specific Information” as a new Data Subset within Data Set “Policy Data”
5. The ePCF identifies the established policy association that are affected by the AF request (if any) and derives the applicable policies to be sent.
6. The ePCF(s) that have previously subscribed (if any), receive a notification of data change from the UDR including Service Specific Information, as input to determine the applicable UE policies
7. During a subsequent UE Policy Association Establishment procedure, the ePCF retrieves the service parameters applicable to the UE that were previously stored in the eUDR, as input to determine the UE policies.
6.6.15.1	Description
The proposed solution is that the AF provides to the eNEF Service Specific Information to influence policy decisions for a UE, a group of UEs or any UE. The eNEF authorizes the AF request and forwards the received AF Service Specific Information to the ePCF instead of storing the information directly in the eUDR. The ePCF validates that the AF provided input is correct and consistent with the rest of policy subscription data and network operator policies and stores the authorized AF Service Specific Information in the eUDR, as a new Data Subset within Data Set “Policy Data”. In addition, the ePCF identifies the affected UE policy associations, if any, and derives the applicable policies to be sent to the enforcement points. Depending on the deployment scenario, other ePCF instances serving the policy associations targeted by the AF request receive a notification of data change from the eUDR and derive the applicable changes on policies for the affected UE policy associations.
6.6.15.2	Procedures
6.6.15.3	Services, Entities and Interfaces
6.6.15.4	Issues

==============Next change (all text new) ==============
[bookmark: _Toc215746617]Annex X: Submitted solutions
X.6	List of submitted solutions for KI#6
[bookmark: _CRTable5_6_11]Table X.6: List of submitted solutions
	Meeting
	Solution#
	TDoc
	Subject/Comment

	[bookmark: _Hlk220662720]SA2#173
	1
	S2-2600277
	[KI#6, bullet #1] Combine of AM and UE Policy Associations

	
	2
	S2-2600476
	[KI#6] AM policy and UE Policy combination

	
	3
	S2-2600283
	[KI#6, bullet#1] Solution to support policy framework simplification

	
	4
	S2-2600419
	[KI#6] Common 6G Policy and Charging Control Framework

	
	5
	S2-2600220
	[KI#6, bullet 1] Solution for policy association coordination for a UE

	
	6
	S2-2600612
	[KI#6, bullet#1] Policy association for SMF

	
	7
	S2-2600232
	[KI#6, bullet #1 and bullet #2] Efficient UE Policy control for 6G System

	
	8
	S2-2600408
	[bookmark: OLE_LINK3][bookmark: OLE_LINK1][KI#6, bullet#1b] New solution on supporting UE to request UE Policy from 6G CN consistently

	
	9
	S2-2600437
	[KI#6, bullet #1.b] Support UE to request the URSP

	
	10
	S2-2600482
	[KI#6, bullet #1b]  UE request for UE policies

	
	11
	S2-2600180
	[KI#6, Bullet 1b, Bullet 2] New Sol: Solution for Policy Control on UE Policy for 6G system

	
	12
	S2-2600544
	[KI#6, bullet #1b, bullet#5] QoS-based UE policy provisioning and evaluation

	
	13
	S2-2600196
	[KI#6] Support of multiple connectivity profiles and related URSPs and network policies

	
	14
	S2-2600553
	[KI#6, bullet #2] Evaluation of UE Policies considering user/local preferences

	
	15
	S2-2600611
	[KI #6, bullet #2] User Preference defintion

	
	16
	S2-2600568
	[KI#6] Solution proposals on Policy and charging control framework

	
	17
	S2-2600259 
	[KI#6, Bullet#5]Network Policy for UE's Energy Saving

	
	18
	S2-2600436
	[KI#6, bullet#5] Support UE input for PCC decision

	
	19
	S2-2600443
	[KI#6, bullet#5] UE input for PCC decision to support QoS Control

	
	20
	S2-2600478
	[KI#6, bullet #5] UE inputs for PCC decision through northbound APIs

	
	21
	S2-2600355
	[KI#6, Bullet#3] solution for verifying the authenticity of applications

	
	22
	S2-2600481
	[KI#6, bullet #3] External Parameter Provisioning aspects of policy control for 6G

	
	23
	S2-2600429
	[KI#6] Enabling UE requested policy provisioning procedure


[bookmark: _MON_1630814674]
==============End of change==============
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