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Abstract of the contribution: This paper proposes a new solution for Key Issue #5.
1.
 Discussion

Key Issue #5 states:


This solution describes how the UPF and RAN can detect that the traffic characteristics of a flow have changed and that the QoS treatment should therefore be adjusted.

2. Proposals

It is proposed to adopt the following text in TR.23.700-70 v0.3.0.   
*** First Change ***
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issue #

	
	<KI #1>
	<KI#2>
	<KI#3>
	<KI#4>
	<KI#5>
	<KI#6>
	<KI#7>
	<KI#8>
	<KI#9>

	#1: PDU Set content ratio awareness at RAN
	X
	
	
	
	
	
	
	
	

	#2: Discarding of redundant PDUs (FEC) and reporting
	X
	
	
	
	
	
	
	
	

	#3: FEC mechanism and PSI based PDU Set QoS Handling Enhancement
	X
	
	
	
	
	
	
	
	

	#4: PDU Set FEC-based PDU Set QoS Handling
	X
	
	
	
	
	
	
	
	

	#5: PDU Set Handling and Information marking …for PSDB/PSER/PSIHI
	X
	
	
	
	
	
	
	
	

	#6: Enhanced Alternative QoS Profiles for PDU set based QoS handling
	X
	
	
	
	
	
	
	
	

	#7: Enhancing alternative QoS profile …PDU set QoS parameters
	X
	
	
	
	
	
	
	
	

	#8: Consistent PDU Set Handling between AF and 5GS
	X
	
	
	X
	
	
	
	
	

	#9: PDU Set information identification for encrypted traffic
	
	X
	
	X
	
	
	
	
	

	#10: PDU Set information identification based on MoQ
	
	X
	
	
	
	
	
	
	

	#11: RTP over QUIC based Encrypted Traffic …QoS flows mapping
	
	X
	
	
	
	
	
	
	

	#12: Obfuscated Metadata to Classify Payload in Encrypted Media Packets
	
	X
	
	X
	X
	
	
	
	

	#13: Multiple DSCP markings per QoS Flow
	
	
	X
	
	
	
	
	
	

	#14: Extending Packet Filter … within a single transport connection
	
	
	
	X
	
	
	
	
	

	#15: Traffic Detection and QoS mapping for XR and Media services
	
	
	
	X
	
	
	
	
	

	#16: AS based trigger of data boost handling with reflective QoS
	
	
	
	
	X
	
	
	
	

	#17: L4S in non-3GPP access networks
	
	
	
	
	
	X
	
	
	

	#18: PDU Set handling in wireline/wireless non-3GPP access
	
	
	
	
	
	
	X
	
	

	#19: Alternative PDU Set QoS parameters to support differentiated QoS handling and ... Exposure
	X
	
	
	
	
	
	
	
	X

	#20: Nominal PSDB
	X
	
	
	
	
	
	
	
	

	#21: Enhancing PDU Set QoS Handling with Dynamic FEC Related Information Marking in GTP-U
	X
	
	
	
	
	
	
	
	

	#22: The handling UL PDU Set QoS parameters
	X
	
	
	
	
	
	
	
	

	#23: PDU set discard based on PDU sets correlation info from AS/AF
	X
	
	
	
	
	
	
	
	

	#24: PDU set identification ...fully encrypted using a tunneled connection over N6
	
	X
	
	
	
	
	
	
	

	#25: Preconfigured N6 tunnelling and GTP-U header extension for ... PDU Set-related information
	
	X
	
	
	
	
	
	
	

	#26: PDU Set identification for end-to-end encrypted traffic
	
	X
	
	
	
	
	
	
	

	#27: Differentiated Handling for Transporting Encrypted XRM traffics Using Metadata over N6
	
	X
	X
	X
	
	
	
	
	

	#28: QoS Flow Mapping Considering the PSI for Multiplexed Data Flows
	
	
	
	X
	
	
	
	
	

	#29: Support for multiplexed media traffic using RTP header inspection
	
	
	
	X
	
	
	
	
	

	#30: Support of dynamic change of traffic burst size
	
	
	
	
	X
	
	
	
	

	#X: QoS Treatment Based on Rendition ID
	
	
	
	
	x
	
	
	
	


*** Next Change (All New Text) ***

6.X
Solution #X: QoS Treatment Based on Rendition ID
6.X.1
Key Issue mapping

This solution addresses Key Issue #5, " QoS Handling when Traffic Characteristics Change Dynamically ".
6.X.2
Description
The traffic characteristics of some XRM traffic may change dynamically. For example, as explained in section 6.7 of S4-230720, idle periods in bursts “may vary from burst to burst depending on the variations in frame rate and when a PDU set (slice or frame) is made available by the encoder, which may depend on the scene complexity.” 

Adaptive applications can change traffic characteristics based on application needs and network conditions. For example, an RTP sender can use feedback from the receiver over RTCP (i.e., feedback about the QoE and performance of the RTP session) to decide how to adjust the transmission parameters, such as the transmission rate or quality settings. A common aspect of adaptive applications is that they result in traffic flows that change the media rendition over time, where each rendition can have different QoS requirements and where only one rendition is active at a given time.

The main principle of the solution is that when the AF configures QoS for a flow (i.e., when using AF Session with Required QoS API), the AF may provide multiple QoS References or sets of QoS Parameters along with a Rendition ID for each QoS Reference or each set of QoS Parameters. 
The SMF may then configure the UPF with a PDR that is used to detect the Rendition ID based on information in the Application Layer header (e.g., including a Rendition ID detection method such as a protocol ID). The QoS Enforcement Rules of the PDR each include a Rendition ID and the UPF determines which QoS Enforcement Rules (e.g. bit rate) apply based on the detected Rendition ID. Regardless of what Rendition ID is detected, the traffic is mapped to the same QoS Flow.  It is the treatment of the QoS Flow that is adjusted based on the Rendition ID.
The SMF also configures the RAN Node with multiple QoS Profiles for the QoS Flow. Each QoS Profile is associated with a Rendition ID. The RAN Node knows which QoS Profile to apply based on the Rendition ID that the UPF included in the GTP-U header.
NOTE:
How the UPF detects the Rendition ID needs to be coordinated with SA WG4.

6.X.3
Procedures
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Figure 6.x.1-1: Setting up QoS for Different Renditions

1. The AF invokes Nnef_AFsessionWithQoS_Create to the NEF.  The message includes Flow description(s). For each flow description, the AF can provide multiple QoS References or multiple sets of QoS Parameters. For each QoS Reference or set of QoS Parameters, the AF also provides a Rendition ID.

2. The NEF authorizes the request from the AF.

3. The NEF sends the flow description, the QoS References or sets of QoS Parameters, and the Rendition IDs to the PCF.

4. The PCF responds to the NEF.

5. The NEF responds to the AF.

6. The SMF Receives PCC Rules from the PCF. The PCC Rules indicate that multiple sets of QoS Parameters (e.g. 5QI’s) are authorized for the service data flow and a Rendition ID that is associated with each set of QoS Parameters.

7. The SMF responds to the PCF.
8. The SMF Sends QoS Profile to RAN. The SMF can configure multiple QoS Profiles for a QoS Flow. Each QoS Profile is associated with a Rendition ID. 
9. The SMF sends N4 Rules to the UPF, including an indication of the rendition ID detection method (e.g., a protocol ID). The QoS Enforcement Rules of the PDR each include a Rendition ID and the UPF determines which QoS Enforcement Rules (e.g. bit rate) apply based on the detected Rendition ID. Regardless of what Rendition ID is detected, the traffic is mapped to the same QoS Flow.  It is the treatment of the QoS Flow that is adjusted based on the Rendition ID.
10. The UPF responds to the SMF.

11. The UPF receives downlink data, detects the Rendition ID, uses the Rendition ID to decide what QoS Enforcement Rule applies, and sends the PDU to the RAN.  The header of the GTP-U message that carries the PDU includes the Rendition ID.
12. The RAN receives the PDU and uses the Rendition ID from the GTP-U header to decide which QoS Profile should currently apply to the QoS Flow.
6.X.4
Impacts on services, entities and interfaces
-
AF:

-
Provides multiple QoS References or multiple sets of QoS Parameters to the NEF (or directly to the PCF). For each QoS Reference or set of QoS Parameters, the AF also provides a Rendition ID.

-
NEF:

-
Receives multiple QoS References or multiple sets of QoS Parameters from the AF. For each QoS Reference or set of QoS Parameters, the NEF also receives a Rendition ID.
-
Provides multiple QoS References or multiple sets of QoS Parameters to the PCF. For each QoS Reference or set of QoS Parameters, the NEF also provides a Rendition ID.

-
PCF:

-
Receives multiple QoS References or multiple sets of QoS Parameters from the NEF (or directly from the AF). For each QoS Reference or set of QoS Parameters, the PCF also receives a Rendition ID.
-
Creates PCC Rules that indicate that multiple sets of QoS Parameters (e.g. 5QI’s) are authorized for the service data flow, a Rendition ID detection method and a Rendition ID that is associated with each set of QoS Parameters.
-
SMF:

-
Creates N4 Rules that indicate a Rendition ID detection method, and a different QoS Enforcement Rules for each Rendition ID.
-
Creates multiple QoS Profiles for a QoS Flow and associates a Rendition ID with each QoS Profile.
-
UPF:

-
Receives downlink data, detects the Rendition ID, and uses the N4 Rules to decide what QoS Enforcement Rule to apply.
-
Sends the Rendition ID to the RAN in the GTP-U header.
*** End of Changes ***
Certain Rel-18 XRM features work best when the traffic pattern is mostly static. However, the traffic pattern of an XR session change (i.e., it can be dynamic) based on the usage/applications.


One example case where the traffic pattern can change dynamically is the size of media frames vary due to scene changes that may occur at times such as initial start-up or due to user drags on a progress bar. Another example is related to file download (e.g., AI model update) before the session can continue.


This key issue proposes to study whether and how to support dynamic change (via user plane) in traffic characteristics (e.g., burst related parameters), provided by the application in the DN. 


The key issue includes the following aspects:


-	Identify what traffic characteristics are dynamically changed.


-	Whether and how the 5G network can be enhanced to know about dynamic changes in traffic characteristics of GBR and non-GBR flows.


-	What information from the Application in the DN, if any, is needed by the 5G network to be able to know the dynamic changes in traffic characteristics and how this information is provided by the Application in the DN.


-	At what granularity does the 5GS need to know of changes in traffic characteristics (e.g., QoS Flow granularity).


-	What handling may be needed when the 5G network knows about changes in the traffic characteristics.


NOTE:	This Key Issue may require coordination with RAN WGs and/or SA WG4.
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