SA WG2 Meeting #S2-162
S2-2404773
15 - 19 April, 2024, Changsha, China

Title:
[DRAFT] reply LS on LCS user plane connection binding to the UE
Response to:
LS (S2-2403871/C1-241722) on LCS user plane connection binding to the UE
Release:
Rel-18
Work Item:
5G_eLCS_Ph3
Source:
SA WG2
To:
CT WG1
Cc:


Contact Person:


Name:
Li Zhendong
Tel. Number:


E-mail Address:
li.zhendong@zte.com.cn
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org
Attachments:
23.273 CR#0523
1. Overall Description:

SA2 thanks CT WG1 for the LS on LCS user plane connection binding to the UE. SA2 provides the following answers to CT1.

Q1: 
1. After the TLS connection is established, the UE and the LMF initiate LPP or LCS-SS procedure. For the LMF-initiated case, given that multiple UEs are served by the LMF and multiple TLS connections are active, the LMF needs to determine a TLS connection for the target UE. However, it has not been specified how to link the association between the TLS connection and the UE, e.g., how the LMF knows which TLS connection is for the UE who has received the UPP-CM command message. If the TLS connection can be linked to the ‘wrong UE’ then there could be a risk of location related data from one UE which is sent to another UE.
SA2 Answer:

For both LMF-initiated and UE-initiated case, the LMF assigns a LCS-UP session id and sends it to UE in the LMF user plane information. After UE performs user plane connection establishment with the LMF (i.e., TLS connection), the UE sends the LCS-UP session id to the LMF in the user plane so that the LMF can bind the UP and the UE. SA2 has approved the attached CR to address this.

It is up to CT WG1 to design how UE sends the LCS-UP session id to the LMF in UP.
Q2: 
2. Once the binding of the TLS connection to the UE is done, if there is a new LCS service request (e.g., MT-LR) for the same UE, the AMF invokes Nlmf_location_determinelocation service operation to the LMF. However, it has not been specified how the LMF associates the LCS service request to the TLS connection of the UE. In this case, the LMF cannot determine which TLS connection can be used for the LCS service request. Therefore, the LMF cannot reuse the TLS connection of this UE for subsequent LCS service request(s).
SA2 Answer:

The LMF can use the SUPI of UE to associates the new LCS service request to the TLS connection of the UE.
2. Actions:

To CT WG1 group.

ACTION: 
SA2 respectfully asks CT1 to take the above into account
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