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**** First Change ****
[bookmark: _Toc153791541]AA.2.4.2.2	Nimsas_SessionEventControl_Notify service operation
Service operation name: Nimsas_SessionEventControl_Notify
Description: This service operation enables IMS AS to notify consumers of session events related to a specific served IMS subscriber requesting use of IMS data channel media.
Inputs, Required: Session ID, Event ID,
Session ID is the identity of the IMS session for which the event relates to.
Event ID is the event triggered within the IMS session.
Inputs, Optional: Calling ID, Called ID, Session case, Event initiator, Media info list.
Calling ID is the public identity of the calling IMS subscriber. Called ID is the public identity of the called IMS Subscriber. Session case indicates if this is an originating or terminating IMS session. Event initiator indicates initiator of the event, i.e. 'served IMS subscriber' vs 'remote IMS subscriber'. Media info list includes for each media in the list:
-	media ID: uniquely identifies this media item within the list. The identity is allocated by IMS AS,
-	media specification: This depends on media type including relevant media attributes of interest to the consumer. The media specification includes the following media description attributes:
-	Media Type: DC, Audio, or Video.
	When the media type is "DC", the elements below are derived from the SDP received by the IMS AS in an SIP INVITE or a re-INVITE related to an IMS Data Channel and the corresponding DTLS connection.
-	Data Channel Mapping and Configuration Information: This attribute is applicable to Data Channel and includes relevant configuration Information, including the stream ID and application binding information of the Data Channel.
-	Maximum Message Size: This attribute defines the maximum size to be expected.
-	Data Channel Port: This attribute identifies the port for the Data Channel.
-	Security Setup: This attribute identifies the security set up of the DTLS connection.
-	Security Certificate Fingerprint: This attribute identifies the security certificate fingerprint.
-	Security Transport Identity: This attribute identifies transport layer identity.
Outputs, Required: Result indication.
Outputs, Optional: None.
The table below presents supported EventIDs and related parameters.
Table AA.2.4.2.2-1: List of events and Related Optional parameters
	EventID
	Parameters

	SessionEstablishmentRequestEvent
	Calling ID, Called ID, Session case, Event initiator, Media info list

	SessionEstablishmentProgressEvent
	Media info list

	SessionEstablishmentAlertingEvent
	Media info list

	SessionEstablishmentSuccessEvent
	Media info list

	SessionEstablishmentFailureEvent
	

	MediaChangeRequestEvent.
	Event initiator, Media info list, Calling ID, Called ID, Session case

	MediaChangeSuccessEvent
	Media info list

	MediaChangeFailureEvent
	Media info list

	SessionTerminationEvent
	Session case



**** Second Change ****
[bookmark: _Toc138249062]AC.7.2	Application Data Channel Setup Signalling Procedure
[bookmark: _Toc138249063]AC.7.2.1	Person to Person (P2P) Application Data Channel Setup
Figure AC.7.2.1-1 depicts a signalling flow diagram for establishing an application data channel in a person-to-person use case. In this scenario, the MF is not used to anchor the Application data channel.
In the call flow the UEs have already established an IMS audio session, and the originating UE is updating the IMS audio/video session to an IMS data channel session.


Figure AC.7.2.1-1: Person-to-Person Application Data Channel set up Signalling Procedure
The steps in the call flow are as follows:
0.	IMS session and bootstrap data channel have been established. Selected data channel application(s) have been downloaded to UE#1 and possibly UE#2.
1.	UE#1 sends the SIP reINVITE request with an updated SDP to IMS AS, through originating network P-CSCF and S-CSCF. The updated SDP contains the bootstrap data channel information, as well as the requested application data channel and the associated DC application binding information, according to TS 26.114 [76].
2.	The IMS AS validates user subscription data to determine whether the media change request event should be notified to the DCSF.
3.	The IMS AS notifies the DCSF, via Nimsas_SessionEventControl_Notify (MediaChangeRequest Event, Session ID, Event Direction, Event initiator, Media Info List) of the media change request event.
4.	After receiving the session event notification, the DCSF determines the policy about how to process the application data channel establishment request based on the related parameters (i.e. associated DC application binding information) in the notification and/or operator policy.
5.	The DCSF determines that the added application data channel media descriptor of the SDP offer takes UE#2 as target endpoint and does not require anchoring on the local MF or enhanced MRF. If MF or enhanced MRF needs to anchor application data channel, DCSF would have used the Nimsas_MediaControl service operation to instruct IMS AS to allocate data channel media resources of the MF or enhanced MRF.
6.	DCSF responds to the notification received in step 3.
7-8.	IMS AS sends the re-INVITE to the originating S-CSCF and then to the terminating network side and UE#2.
9-11.	UE#2 and terminating network returns a 200 OK response with SDP answer for application data channel to originating network. Based on the received DC application binding information in the SDP offer of the re-INVITE, UE#2 may need to download the corresponding DC Application signalled in the SDP offer, if not done already and associate it with the requested application DC.
NOTE:	The UE at the terminating side is capable to determine if to use the DC application based on the received DC application binding information.
12.	IMS AS notifies the DCSF of the successful data channel modification.
13.	DCSF responds to the notification.
14-15.	The IMS AS sends 200 OK response to the originating S-CSCF and P-CSCF.
16.	The originating network P-CSCF executes QoS procedure for application data channel media based on the SDP answer information from the 200 OK response.
17.	P-CSCF returns the 200 OK response to UE#1.
18.	UE#1 sends ACK to the terminating network.
19.	The application data channel between UE#1 and UE#2 is established. In this example, it is not anchored in MF/ MRF.
**** End of Changes ****
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