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1. Overall Description:
In R19 FS_MASSS, Key Issue #2.2 was proposed to study how to simplify the network operation over non-3GPP access, without compromising the security of the 5G network.

Currently, several solutions have been proposed to solve this Key Issue. Among these solutions, both N3IWF and TNGF are removed to enable the UE to establish a connection with UPF directly, which means that the UPF shall present a public IP address reachable by the UE from any location, which is different from the existing mechanism where the TNGF or N3IWF are exposed to internet access. This IP address is provided to the UE via 3GPP access.

The main principles of the solutions are resumed in the following:

· Solution#2.2: UPF has a public IP address. The UE connects on N3GPP and establishes an IKEv2 connection with the UPF including UE authentication via AAA server
· Solution#2.6: the UPF has a public IP address. The UE connects on N3GPP and establishes an IKEv2 connection with the UPF including UE authentication via either AAA server or AUSF
· Solution #2.7: the UPF has a public IP address. The UE connects on N3GPP and establishes an IP connection with the UPF. The security is performed at MPQUIC layer based on TLS 1.3
· Solution #2.8: the UPF has a public IP address. The UE connects on N3GPP and establishes an IP connection with the UPF. The security is performed at MPQUIC via the MPQUIC path validation mechanism

Therefore, SA2 would like to ask SA3:

Q1: Whether it is feasible to expose a public IP address of UPF to internet in order to be reachable by the UE without compromising the security of the 5G network?

Q2: If the answer for Q1 is yes, please provide the recommendation for the conclusion from security perspective for each of the above solutions for key issue #2.2 in TR 23.700-54.

The proposed solutions and the corresponding evaluation are captured in the TR 23.700-54 available on 3GPP server.

2. Actions:
To SA3 group.
ACTION: 	SA2 kindly asks SA3 to provide answer the questions and provide the feedback to the solution, if any.


3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #163		27th May – 31st May, 2024			Jeju, KR
TSG-SA2 Meeting #164		19th – 23rd August, 2024			Maastricht, NL


