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Abstract: Initial evaluation on solutions for ATSSS_Ph4 is proposed.
1. Introduction/Discussion
Currently, there are four solutions proposed to address KI#2.1 and four solutions proposed to address KI#2.2 respectively. In order to make progress on the conclusion for ATSSS_Ph4 of FS_MASSS, an initial evaluation and conclusion for these solutions is proposed.
The evaluation includes the comparison among different solutions, and the corresponding evaluation comments are provided. Based on the comparison and analysis, the initial suggestion for the conclusion is provided.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-54.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc160552502][bookmark: _Toc160694512]7.2	Overall Evaluation for ATSSS_Ph4
Editor's note:	This clause will provide evaluation of different solutions for ATSSS_Ph4.
[bookmark: _Toc122510648]7.2.1	Evaluation for KI#2.1: MPQUIC steering functionality to steer, switch and split non-UDP traffic
Currently, there are four solutions (Sol#2.1, Sol#2.3, Sol#2.4 and Sol#2.5) proposed to solve the Key Issue #2.1 about MPQUIC functionality to support non-UDP traffic flows. The following table compares these four solutions and provide the evaluation comment respectively.
	Solution
	Brief summary of the solution
	Evaluation

	#2.1
	Specify how PCC rule is extended to include allowed CONNECT protocol(s) and the values of related parameters
	The solution seems to be unnecessary since UE and UPF can negotiate the proxy protocol when establishing the MPQUIC. Should further specify the necessity to have such allowed CONNECT protocol(s) information.

	#2.3
	Include HTTP CONNECT methods of proxy UDP, TCP, IP and Ethernet. Proxy IP and Ethernet are same as Sol#2.4 and Sol#2.5 respectively.  There is EN related to proxy TCP has not been addressed. Solution also consider PDN connections case
	The call flow for MA Session Establishment is technically reasonable and also consider the PDN connection. Regarding proxying TCP, the performance impact has not been evaluated and addressed. Confirmation with IETF is needed before determining whether this aspect will be concluded.

	#2.4
	Specify how to support MPQUIC for IP flows. The solution provides detailed protocol stacks and architecture figures.
	The solution only captures MPQUIC for IP flows.

	#2.5
	Specify how to support MPQUIC for Ethernet flows. The solution provides detailed protocol stacks and architecture figures.
	The solution only captures MPQUIC for Ethernet flows.



Based on the above analysis and evaluation, two alternatives can be proposed for the potential conclusion:
Alternative 1:
-	For IP flows, take Sol#2.4 as baseline with further including the PDN connection aspects
-	For Ethernet flows, take Sol#2.5 as baseline with further including the PDN connection aspects
-	For TCP flow, conformation with IETF is needed.
Alternative 2:
-	Take Sol#2.3 as baseline with further including the detailed protocol stacks, architecture figures from Sol#2.4 and Sol#2.5 respectively.
-	For TCP flow, conformation with IETF is needed.

7.2.2	Evaluation for KI#2.2 Simplified ATSSS architecture over non-3GPP access
Currently, there are four solutions (Sol#2.2, Sol#2.6, Sol#2.7 and Sol#2.8) proposed to solve the Key Issue #2.1 about simplify the network operation over non-3GPP access, without compromising the security of the 5G network. The following table compares these four solutions and provide the evaluation comment respectively.
	Solution
	Brief summary of the solution
	Evaluation

	#2.2
	The UPF has a Public IP address,
UE establishes an IPSec with the ePDG collocated with UPF and perform authentication via AAA server. 
UE establishes QUIC connection with UPF over the IPSec tunnel.
	The solution has less impact on 5GC and UE. However, the solution replies on the deployment of interworking architecture for EPS and 5GS.

	#2.6
	UPF supports IPSec functionality.
The UPF has a Public IP address,
UE establishes an IPSec with UPF based on the IP address received from 3GPP access and is authenticated by AUSF.
	Compared with Sol#2.2, the solution does not reply on interworking architecture for EPS and 5GS. The authentication can be performed by AUSF. In addition, MPQUIC, MPTCP and ATSSS-LL functionalities can be applied to the solution. The solution introduces the interface between SMF and AUSF. 

	#2.7
	The UPF has a Public IP address,
UE establishes MPQUIC with UPF based on the IP address received from 3GPP access.
The security is performed at MP QUIC layer based on TLS 1.3
	The solution does not use primary (AKA based) authentication via non-3GPP access and relies on that the UE has been authenticated via 3GPP access. Only MPQUIC functionalities can be applied to this solution.

	#2.8
	The UPF has a Public IP address,
UE establishes MPQUIC with UPF based on the IP address received from 3GPP access.
The security is performed at MP QUIC via the MP QUIC path validation mechanism
	The solution does not use primary (AKA based) authentication via non-3GPP access and relies on that the UE has been authenticated via 3GPP access. Only MPQUIC functionalities can be applied to this solution.



The solutions are based on the MA PDU session, but whether a new PDU session type or MA PDU is extended will be further considered in normative phase considering the selected solution taking into account the nature of the connection on the Non-3GPP leg.
All proposed solutions are based on the presence in UPF of a IP address which is reachable from internet, while they have different mechanism for the authentication and authorisation of the connection from the security point of view. Therefore, the conclusion of this Key Issue requires the coordination with SA3 and it will be updated based on feedback from SA3.

* * * * Second change * * * *
[bookmark: _Toc160552505][bookmark: _Toc160694515]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
8.2.1	Conclusion for KI#2.1: MPQUIC steering functionality to steer, switch and split non-UDP traffic
Based on the evaluation specified in clause 7.2.1, it is concluded that:
-	Take Sol#2.3 as baseline with further including the detailed protocol stacks, architecture figures from Sol#2.4 and Sol#2.5 respectively.
NOTE:	Conclusion for TCP flow will be updated based on the coordination and conformation with IETF. 

8.2.1	Conclusion for KI#2.2: Simplified ATSSS architecture over non-3GPP access
The conclusion of this Key Issue requires the coordination with SA3 and It will updated based on feedback from SA3.


* * * * End of changes * * * *
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