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Abstract: Solution of Error Concealment based PDU Set based handling is proposed in this contribution. 
1. Introduction
In the agreed KI#1 as shown below, the objective is to study whether and how to enhance the PDU Set based handling.
-	whether, what and how PDU Set based handling (e.g. new standardized 5QI, enhancements to Alternative QoS profiles, FEC, etc.) and PDU Set information (including Control Plane and/or User plane information) provided by the AF/AS are enhanced.
During the study phase of Rel-18, the PDU Set based handling includes three different use cases, 1) all PDUs within a PDU Set is useful to the receiver, 2) x% PDU loss within a PDU Set is still useful to the receiver, 3) PDUs up to the first PDU in error within a PDU Set is useful to the receiver. However, due to the limited time window in Rel-18, only the first use case is concluded. 
In the LS S4-220505 from SA4, the usage of Error Concealment based PDU Set QoS handling is mentioned as following: 
· In other implementations, receivers may use the data up to the first lost fragmentation unit to recover at least parts of the video data included in the NAL unit and apply error concealment afterward. In this case, the third part of the PDU Set definition (the application layer can still recover parts of the information unit, when some PDUs are missing) applies, but in this case the equal importance part of the PDU Set definition (which are of same importance requirement at application layer) may be misleading (Note that in this operation mode, as an example if the first packet of the PDU Set is lost, all other packets of the fragmentation units are useless, whereas of the last packet is lost, the decoder can use all packets except the last one. Obviously, in this example scenario, the first packet is “more important” than the last one). 
Therefore, this paper intends to propose the enhanced PDU Set based handling for the case where Error Concealment mechanisms are used in the application layer.    
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-70.
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6.X.1	Key Issue mapping
This solution is for Key Issue #1, which addresses the support of PDU set based QoS handling enhancement, including:
-	whether, what and how PDU Set based handling (e.g. new standardized 5QI, enhancements to Alternative QoS profiles, FEC, etc.) and PDU Set information (including Control Plane and/or User plane information) provided by the AF/AS are enhanced.
6.X.2	Description
When the error concealment mechanisms are applied in the application layer, the PDUs up to the first PDU in error within the PDU Set are still useful for the receiver to recover the video data while the PDUs after the first PDU in error within the PDU Set is not useful anymore, based on the LS exchanges between SA2 and SA4 in S4-220505:
In other implementations, receivers may use the data up to the first lost fragmentation unit to recover at least parts of the video data included in the NAL unit and apply error concealment afterward. In this case, the third part of the PDU Set definition (the application layer can still recover parts of the information unit, when some PDUs are missing) applies, but in this case the equal importance part of the PDU Set definition (which are of same importance requirement at application layer) may be misleading (Note that in this operation mode, as an example if the first packet of the PDU Set is lost, all other packets of the fragmentation units are useless, whereas of the last packet is lost, the decoder can use all packets except the last one. Obviously, in this example scenario, the first packet is “more important” than the last one).
In order to support the enhanced PDU Set based handling in case of Error Concealment mechanism used in the application layer, the existing PCC and QoS framework can be reused and enhanced in the following way.  	
a.	The AF provides the enable indicator for Error Concealment based PDU Set QoS handling in the PSIHI.
b.	The PCF checks the PSIHI and if it finds the enable indicator for Error Concealment based PDU Set QoS handling and the media flow runs in DL direction, it sets the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding PCC rule. 
c.	If the SMF receives a marking indicator for Error Concealment based PDU Set QoS handling in a PCC rule, the SMF shall include the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding N4 Rule.   
d.	Based on the marking indicator for Error Concealment based PDU Set QoS handling, the UPF shall add the PDU Sequence Number of the DL PDUs within the PDU Set following the original order in which they are sent out from the application server. 
e.	Based on the enable indicator for Error Concealment based PDU Set QoS handling in the PSIHI, the RAN can relax or stop the retransmission of the PDUs which have a higher PDU Sequence Number than the one of the first PDU in error. 
6.X.3	Procedures
A high-level procedure for the Error Concealment based PDU Set QoS handling is shown in the following.



Figure 6.X.3-1 High level procedure for Error Concealment based PDU Set QoS handling
0.	When the AF invokes the Nnef_AFSessionWithQoS or Npcf_PolicyAuthorization service operation to the NEF or PCF, the AF also provides the enable indicator for Error Concealment based PDU Set QoS handling in the PSIHI. This indicates that Error Concealment based PDU Set QoS handling is possible, i.e. that a PDU Set is still useful to the receiver as long as all PDUs up to the first PDU in error within a PDU Set are successfully transferred (in case not all PDUs are successfully transferred). 
1.	The UE may trigger the PDU Session Establishment or Modification procedure. 
2.	The PCF checks the PSIHI and if it finds the enable indicator for Error Concealment based PDU Set QoS handling and the media flow runs in DL direction, it sets the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding PCC rule.
3.	The PCF sends the PCC rule to the SMF together with the marking indicator for Error Concealment based PDU Set QoS handling.
4.	If the SMF receives a marking indicator for Error Concealment based PDU Set QoS handling in a PCC rule, the SMF shall include the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding N4 Rule and provides the N4 rules to the PSA UPF. This instructs the UPF to add the PDU Sequence Number of the DL PDUs within the PDU Set following the original order in which they are sent out from the application server.
5.	Based on the PCC rule, the SMF generates and provides the QoS Profile to the NG-RAN with the PDU Set QoS parameters containing the enable indicator for Error Concealment based PDU Set QoS handling in the PSIHI.
6.	The remaining steps of PDU Session Establishment/Modification procedure are completed. 
7.	Based on the marking indicator for Error Concealment based PDU Set QoS handling and protocol description from the SMF, the UPF adds the PDU Sequence Number of the DL PDUs in the PDU Set following the original order in which they are sent, e.g., following the PDU Sequence Number in the RTP header extension or following the Sequence Number in the RTP header, respectively.
8.	Based on the enable indicator for Error Concealment based PDU Set QoS handling in the PSIHI, the RAN can relax or stop the retransmission of the PDUs which have a higher PDU Sequence Number than the one of the first PDU in error.
6.X.4	Impacts on services, entities and interfaces
PCF:
-	Check the PSIHI received from AF for the enable indicator for Error Concealment based PDU Set QoS handling and sets the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding PCC rule.
SMF:
-	receives a marking indicator for Error Concealment based PDU Set QoS handling in a PCC rule and set the marking indicator for Error Concealment based PDU Set QoS handling in the corresponding N4 Rule.
UPF:
-	if the marking indicator for Error Concealment based PDU Set QoS handling is received, UPF adds the PDU Sequence Number of the DL PDUs within the PDU Set following the original order in which they are sent by the AF.
RAN:
-	if the enable indicator for Error Concealment based PDU Set QoS handling is received in the PSIHI, RAN can relax or stop the retransmission of the PDUs which have a higher PDU Sequence Number than the one of the first PDU in error.
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