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Abstract of the contribution: This contribution proposes a new solution for Enhancement for UE with the tethered devices. (related to KI #8).
1 Introduction
Per KI #8, we study any possible enhancement on UL traffic identification for tethered devices: 
-	Study whether and how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g. traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation).
In this paper, it is proposed a solution on how to identify UL traffic flows from the tethered devices behind the UE. 
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add the following contents to TR 23.700-70.
[bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc436124703][bookmark: _Toc435670433][bookmark: _Toc510604403][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc151529982][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * 2nd change(new text) * * * *
[bookmark: startOfAnnexes][bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc151529983]6.X	Solution #X: < UL traffic identification for tethered devices >
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc151529984]6.X.1	Key Issue mapping
Editor's note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]The solution addresses Key Issue #8(e.g. Enhancement for UE with the tethered devices).

[bookmark: _Toc151529985]6.X.2	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
[bookmark: _Toc92875663][bookmark: _Toc93070687]Considering XR devices behind UE, the UL tethered XR traffic should be identified in the UE and served in 5GS according to their XR characteristics.  
In order to provide traffic identification of UL tethered XR traffic in UE as their traffic type, DSCP value can be used as UL packet fileter. However, DSCP values are differently assigned in each network domain so that DSCP values in 5GS should be changed out of 5GS(i.e. in DN) accordingly as referred in [yy]. In order to provide the service requirements to the UL tethered traffic correctly, AF may provide UL protocol description(including tethered device traffic type(e.g. audio, video, haptic etc) and the DSCP value in DN, etc) for tethered traffic identification to PCF via NEF. Then, the UL protocol description is delivered to SMF. According to SM policy SMF establishes QoS flows to satisfy service requirement for each tethered XR device’s traffic. So the SMF provides mapping DSCP value for tethered link and the DSCP in DN for the QoS flow by N4 update, and the SMF provides N1 SM NAS container including mapping QFI for tethered XR traffic and DSCP value for tethered link to UE during PDU session establishment/modification procedure. Then the UE receives the UL tethered traffic from the XR device, UE can detect the DSCP value for the tethered link and map to the corresponding QFI. Then on forwarding the traffic to DN, UPF re-marks the UL traffic with the DSCP value in DN based on the received DSCP mapping.
[bookmark: _Toc151529986]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]The Figure 6.x.3-1 shows the procedure for how UE identify UL tethered XR traffic:

  Figure 6.x.3-1: Procedure for UE to identify UL tethered XR traffic
The steps of Figure 6.x.3-1 are described as follows:
Step 0: AF may obtain information of XR device tethered behind UE e.g. tethered device traffic type(e.g. audio, video, haptic etc)
Step 1: provide UL protocol description(including tethered device traffic type and the corresponding DSCP value in DN, etc) to PCF via NEF. 
Step 2: The PCF creates PCC rules includes UL protocol description if there is a corresponding PDU Session.
NOTE: In case of PDU Session establishment procedure, the SMF receiving the PDU Session establishment request from UE fetchs SM policy from the PCF, which may include the above UL protocol description.
Step 3: Based on the PCC rules received from the PCF, SMF obtain maping QFI/QoS paramters for XR traffic type and DSCP value for the tethered link, which is used in 5GS, and DSCP value in DN, which is received by the above UL protocol description.  
At Step 3a, SMF provides DSCP mapping between 5GS and DN in the N4 session update. At Step 3b, SMF provides maping QFI/QoS paramters for XR traffic type and DSCP value for the tethered link to UE during PDU Session modification procedure.
Step 4/5: When UE receive the UL tethered XR traffic marked by a DSCP value, UE identifies UL tethered XR traffic based on DSCP value of  UL packet filter and routes to the corresponding the QoS flow. 
Step 6: On receivings UL traffic marked by the DSCP value in 5GS, PSA UPF re-marks and forwards the UL traffic with the DSCP value in DN based on the DSCP mapping received in step 3a. 

[bookmark: _Toc151529987]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
AF:
-	provides UL protocol description including tethered device traffic type(e.g. audio, video, haptic etc) and/or the corresponding DSCP value in DN to PCF via NEF.
SMF:
-	provides mapping DSCP value for tethered link and DSCP value in DN for the QoS flow during N4 session update.
-	provides mapping QFI for tethered XR traffic and DSCP value for tethered link to UE during PDU session establishment/modification procedure, which has no specification impact.

UPF:
-	re-marks the UL traffic with the DSCP value in DN based on the DSCP mapping.

UE:
-	Receiving the UL tethered traffic from the XR device, UE detects the DSCP value for the tethered link and route to the corresponding QFI, which has no specification impact.

* * * * 3rd change * * * *
[bookmark: _Toc157745533]2	References
[yy]     IETF RFC 9435: “Considerations for Assigning a New Recommended Differentiated Services Code Point (DSCP)”


* * * * End of changes * * * *
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