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Abstract of the contribution: This contribution proposes to conclude on solution principles.
1 Introduction
KI#4 is mainly about support of third party IDs in IMS which was intensively discussed in TR 23.700-87 (Rel-18).
2	Proposal
[bookmark: _Hlk513714389]It is proposed to add following text to TR 23.700-77.
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[bookmark: _Toc9499][bookmark: _Toc157759543][bookmark: _Toc2810][bookmark: _Toc148590876][bookmark: _Toc23254045][bookmark: _Toc160808902]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.

[bookmark: _Toc148590877][bookmark: _Toc157759544][bookmark: _Toc22214914][bookmark: _Toc22511][bookmark: _Toc23254047][bookmark: _Toc13771][bookmark: _Toc160808903]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
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For KI#4 on "Extensible IMS framework to support authorization and authentication of third-party identities in IMS sessions" the following solution principles are agreed:
1.	The definition of Third Party specific user identity information used in IMS are aligned with the definitions in draft-ietf-sipcore-callinfo-rcd-09 [19].
2.	Signing and verification of Third Party specific user identity information follows draft-ietf-stir-passport-rcd-26 [18].
3.	For some users, the HSS may store an RCD URL pointing to resources on Web servers where Third Party specific user identity information data are stored.
4.	For some users, HSS may store trusted information from the Third Party network like caller name, job title, organization, and location information per subscriber.
5.	The IMS AS may use the RCD URL received from the HSS to fetch Rich Call Data from a server that can be in the operator domain or external in the Third Party network.
6.	Based on operator policy, either the RCD URL or the fetched data are provided in SIP messages (SIP INVITE) towards the terminating party.
7.	IBCF, S-CSCF or IMS AS invoke signing and verification of Rich Call Data information based on local policies and trust relationship with the Third Party network.
8.	The fetched Rich Call Data information or RCD URL is used by the Signing AS for signing the RCD PASSporT and by the Verification AS to verify the signed RCD PASSporT.
[bookmark: _Toc22214904][bookmark: _Toc509905226][bookmark: _Toc23254037][bookmark: _Toc436124703][bookmark: _Toc435670433][bookmark: _Toc510604403]
* * * * End of changes * * * *

