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Abstract of the contribution: This paper proposes initial evaluation for Attach procedure.
1
Proposal
This contribution provides initial evaluation of solutions for Attach procedure (part of KI#2).
The evaluation assumes that Sol#14 has been updated as proposed in S2-2404004.

It is proposed to agree the proposed changes for inclusion in TR 23.700-29.

*** BEGIN CHANGES ***
7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.2
Evaluation of Solutions for Key Issue #2: Support of Store and Forward Satellite operation
7.2.x
Evaluation of Solutions for Attach procedure
Solutions #xx and #xx address support for Attach procedure. Below is a table of short summary of the solutions:

Table 7.2.x-1
	Solution #11


	The solution relies on a split MME: MME-NT and MME-T residing on the satellite and on the ground, respectively. The overall Attach procedure is performed in four satellite flybys: 1) UE is assigned with Interim GUTI, 2) UE is paged with Interim GUTI and Authentication Request/Response is performed (the XRES*=RES* check is performed in MME-T), 3) UE is paged with Interim GUTI and SMC is performed, 4) UE is paged with Interim GUTI and Attach Accept/Complete is performed.

The solution has impact on UE and MME.

	Solution #12
	The solution assumes a split MME, with MME-onboard and MME-ground on the satellite and on the ground, respectively.
The overall Attach procedure is performed in two satellite flybys: 1) UE is assigned with Interim GUTI, 2) UE is paged with Interim GUTI and a complete Attach procedure is executed based on Authentication Vectors that were fetched from the HSS ahead of the second flyby.

The solution has impact on UE and MME.

	Solution #13
	Simplified version of Solution #12 with only one satellite and a non-split MME. Not considered further for evaluation.

	Solution #14, #15
	The solution assumes a split MME, with MME-SAT and MME-GND on the satellite and on the ground, respectively.
The overall Attach procedure is performed in two satellite flybys: 1) UE is rejected with a specific Cause and Timer value, 2) UE re-attempts Attach and a complete Attach procedure is executed based on Authentication Vectors that were fetched from the HSS ahead of the second flyby.

The solution has impact on UE and MME, and optionally on HSS (i.e. provisional location update). Some considerations are provided for support of legacy UE (Cause = Congestion).

	Solution #16
	The solution relies on a non-split MME residing in the satellite. The solution is described for one satellite only.

The overall Attach procedure is performed in three satellite flybys: 1) UE is assigned with Interim GUTI, 2) UE + MME recover the NAS connection (how?) and Authentication Request/Response + SMC is performed (the XRES*=RES* check is done in the MME), 3) UE + MME recover the NAS connection (how?) and Attach Accept/Complete is performed.

The solution has impact on UE and MME. The recovery of the NAS connection between UE and MME requires further clarification.

The solution is described for only one satellite. Not considered further for evaluation.

	Solution #17
	The solution relies on a new function SFCF (S&F Control Function) residing on the satellite that stores UE subscription and security-related information. The UE subscription information is provided by the HSS to the SFCF ahead of time in a way that is outside of 3GPP scope.

The solution is described for only one satellite. Not considered further for evaluation.

	Solution #18
	The solution relies on an onboard HSS that contains the UE and credentials. How the onboard HSS is synchronized with the HSS on the ground when feeder link is available is FFS.

The solution is described for only one satellite. Not considered further for evaluation.

	Solution #19
	UE relies on a UE proxy function on the ground called SSFC (Satellite Store and Forward Controller that can execute multiple stacked transactions on UE’s behalf. To do this, the SSFC relies on UE subscription and security information. The onboard satellite CN includes an HSS that can support secure access for UEs. The impact on security and subscription data is not yet described. Not considered further for evaluation.

	Solution #20
	No Attach procedure described.

	Solution #21
	The Attach procedure described is for the case where the feeder link and the service link are simultaneously available. Not considered further for evaluation.

	Solution #22
	No Attach procedure described.

	Solution #23
	No Attach procedure described.

	Solution #24
	No Attach procedure described (5GS solution only).

	Solution #25
	No Attach procedure described.

	Solution #26
	No Attach procedure described.

	Solution #27
	No Attach procedure described.

	Solution #37
	No Attach procedure described (this solution is a 5GS variant of Solution#11).

	Solution #38
	No Attach procedure described.

	Solution #39
	No Attach procedure described (the described procedure in Figure 6.39.3-1 is not related to Attach proper).


Based on the solution summary in Table 7.2.x, the following solution principles are considered for further evaluation:

A.
Upon the first Attach attempt the UE is assigned an Interim GUTI and is being paged with this Interim GUTI ahead of the second contact with the satellite (Solution #11). The overall Attach procedure is completed in four satellite flybys, the XRES*=RES* check being performed on the MME-T.

B.
Upon the first Attach attempt the UE is assigned an Interim GUTI. UE autonomously attempts the second contact with the satellite (Solution #12). The overall Attach procedure is completed in two satellite flybys, the XRES*=RES* check being performed on the MME-onboard.

C.
Upon the first Attach attempt the UE is rejected with a new Cause and Timer value. Upon Timer expiry the UE autonomously attempts the second contact with the satellite (Solution #12). The overall Attach procedure is completed in two satellite flybys, the XRES*=RES* check being performed on the MME-SAT.

Given that the use of Interim GUTI for either paging (case A) or for autonomous attempt for establishing the subsequent contact (case B) with the satellite may have security impact, it is assumed that the principle where UE is rejected during the first attempt with a new Cause and Timer value (case C) has the least system impact.
*** NEXT CHANGE ***
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

*** END CHANGES ***
8.2
Conclusions for Key Issue #2: Support of Store and Forward Satellite operation
8.2.x
Conclusions for Attach procedure
Editor's note:
To be completed.

Based on the evaluation in clause 7.2.x the following interim conclusions are agreed for the baseline functionality:

-
For the Attach procedure in satellite access for Store and Forward operation, the following principles are agreed:

-
The architecture for SMS support is based on a split MME, with MME-SAT and MME-GND on the satellite and on the ground, respectively.
-
The overall Attach procedure is performed as follows:

-
UE enhanced for support of S&F operation includes an “S&F” indication in the Attach Request.

-
During the first UE Attach attempt the MME-SAT rejects UE’s Attach Request with a specific Cause and Timer value. A legacy UE is provided with a Congestion” cause.

-
When the feeder link becomes available the MME-GND fetches the Authentication Vectors using a Location Update. The Location Update may indicate that it is provisional, so that the HSS includes the strict minimum of information required for Attach (e.g. Authentication Vectors and service area restrictions).

-
MME-GND delivers the information fetched from the HSS to the first MME-SAT that is scheduled to fly over UE’s location. 

-
Once the Timer has expired the UE looks to establish contact with an MME-SAT and re-attempts the Attach procedure. The UE and the MME-SAT perform a complete Attach procedure based on Authentication Vectors that were fetched from the HSS ahead of the second contact.

-
When the feeder link becomes available the MME-GND sends a final Location Update to the HSS. 

-
The solution has impact on UE and MME, and optionally on HSS (i.e. provisional location update).

3GPP

SA WG2 TD


