[bookmark: _GoBack]SA WG2 Meeting #162	S2-2404502
Changsha, China, April 15 –19, 2024

Source:	OPPO
Title:	KI#1, Solution#21 update to remove EN on PSIHI
Document for:	Approval
Agenda Item:	19.3
Work Item / Release:	FS_XRM Ph2/Rel-19
Abstract of the contribution: This contribution proposes to update solution#21 to resolve EN on PSIHI.  

1.	Discussion
The paper proposes to update solution#21 to resolve EN on PSIHI:
Editor's note:	How the new parameters interact with PSIHI of repair packets is FFS.
[bookmark: _Hlk99100636]The problem here is if the repair packets is discarded, the source packets within the same PDU set may also be discarded when PSIHI is configured. In order to resolve the above problem, the following is proposed:
· It is assumed that either PSIHI or Assistance Information/protocol description can be provided by AF.
In addition, it is not clear that how does RAN know that it needs to read the FEC Related information in the GTP-U packet header for packet discarding. Therefore, 
· It is proposed that SMF indicates RAN to read the FEC related info included in the GTP-U header.
2.	Text proposal
It is proposed to agree the following changes to TR 23.700-70:
* * * 1st  change* * * 
[bookmark: startOfAnnexes][bookmark: _Toc161291401][bookmark: _Hlk163177347]6.21	Solution #21: Enhancing PDU Set QoS Handling with Dynamic FEC Related Information Marking in GTP-U
[bookmark: _Toc161291402]6.21.1	Key Issue mapping
This solution addresses Key Issue #1, "Support of PDU set based QoS handling enhancement".
[bookmark: _Toc161291403]6.21.2	Description
The XRM traffic may undergo Forward Error Correction, where source data packets are used to generate additional data, called repair packets. Repair packets are generated according to the FEC scheme and transmitted with the source data packets. The repair packets help in the detection and correction of errors in the data stream. As explained in RFC 8627 [32], if the receiver successfully receives all the source packets, then the repair packets are not needed by the receiver. However, if the receiver does not successfully receive some of the source packets, then the receiver can use the repair packets to recover the information that was contained in the source packets that were not successfully received.
In some configurations, source and repair packets may be sent via different IP Port Numbers. In other configurations, source and repair packets may be sent via the same IP Port Numbers but different RTP streams.
-	For example, Flex FEC, defined in RFC 8627 [32], is widely used where a number of FEC repair packets are generated from a set of source packets from one or more source RTP streams. These FEC repair packets are sent in a redundancy RTP stream separate from the source RTP stream(s) that carries the source packets. This (i.e. source packets and repair packets are transmitted in two RTP streams) actually provides a backward compatibility for the receivers that do not support Flex FEC. According to RFC 7656 [33], a redundancy RTP stream is an RTP stream that contains no original source data and only redundant data. Furthermore, as explained in S2-2210181 [34]:
	"although some FEC codes allow for static redundancy ratio, the K/N ratio is not always static during a media delivery session. For example, Video usually relies on Flex-FEC configurations. In such a case, the application is expected to update the 5GS with any configuration change".
The repair packets for each PDU Set may be dynamic due to the network conditions and the relative importance for real-time communication as shown following text from RFC 8627 [32].
-	It is RECOMMENDED that the amount and type (row, column, or both) of FEC protection is adjusted dynamically based on the packet loss rate and burst loss length observed by the applications.
-	This would enable differential protection, i.e. application of FEC selectively to packets that require a higher level of reliability than the other packets in the source stream.
This solution addresses how PDU set based QoS handling can be enhanced when the feature is applied to downlink user plane traffic that is protected via FEC. The solution does not apply to uplink data.
The solution describes two options which are applied to different FEC mechanisms. For example, Option 1 can be used in scenarios where source and repair bits are sent as different blocks of data packets and the UPF can detect whether each block of data packets carries source or repair data respectively. Option 2 can be used in scenarios where source and repair bits are mixed in all PDUs of the PDU Set and a ratio of PDUs at least of PDU Set are needed to use the PDU Set and it is possible for the UPF to dynamically detect the success ratio via inspection of a header inspection.
The principles of this solution are:
-	The AF may provide the following information with Flow Descriptors:
-	Option1: The Assistance Information that indicates whether traffic that matches the Flow Descriptor (e.g. SSRC) is a source or a repair packet and optionally indicate the information can be used to detect what source packet a repair packet is associated with.
-	Option2: The protocol description which indicates that the RTP protocol can provide a success ratio and success ratio marking request.
NOTE:	The success ratio is the ratio for PDUs of a PDU Set are needed at least for the usage of the PDU Set.
NOTE X: If the above information is provided by AF, the PSIHI will not be configured.
[bookmark: _Hlk163178640]-	The PCF may authorize and send the above Assistance Information to the SMF in PCC Rules.
-	The SMF may:
-	Option1: indicate in the Packet Detection Rules (PDR) that it sends to the UPF whether traffic that matches PDR is a source or a repair packet and request to mark the repair packet and the information for the source packet a repair packet is associated with.
-	Option2: send the Protocol Description and success ratio marking request indication to the PSA UPF.
-	indicate RAN to read the FEC related info included in the GTP-U header.
-	The UPF:
-	Marks the following information in the GTP-U header in DL based on N4 rules and the protocol header of DL packet received from N6:
-	Repair packet and optionally information for the source packet the repair packet is associated with.
-	a success ratio.
-	The AS may include a success ratio in the RTP header extension.
NOTE:	Including a success ratio into the RTP header extension requires coordination with SA WG4.
-	The RAN may use the information in GTP-U header from the UPF, e.g. to make packet discarding decisions in case of QoS flow congestion.
[bookmark: _Hlk163176028]Editor's note:	How the new parameters interact with PSIHI of repair packets is FFS.
Editor's note:	The overall impact on the sender adaptation and the resulting transported media quality from discarding repair packets is FFS.
[bookmark: _Toc161291404]6.21.3	Procedures


Figure 6.21.1-1: Setting up with FEC Assistance Information
1.	The AF invokes Nnef_AFsessionWithQoS_Create to the NEF. The message includes Flow description(s).
	For each flow description, the AF may provide Assistance Information that
-	indicates whether traffic that matches the Flow Descriptor (e.g. SSRC of source packets and the SSRC of repair packets) is a source or a repair packet and optionally indicate what information can be used detect what source packet a repair packet is associated with.
-	alternatively, includes the protocol description which indicates that the RTP protocol can provide a success ratio and success ratio marking request.
2.	The NEF authorizes the request from the AF.
3.	The NEF sends the flow description and the Assistance Information (from step 1) to the PCF.
4.	The PCF responds to the NEF.
5.	The NEF responds to the AF.
6.	The SMF Receives PCC Rules from the PCF. The PCC Rules include FEC Assistance Information.
7.	The SMF responds to the PCF.
8.	The SMF sends N4 Rules to the UPF.
	The PDRs of the N4 Rules can indicate whether traffic that matches the PDR is source or repair packets and requests to mark the repair packet and information for the source packet the repair packet is associated with. For example, the PDR can indicate the SSRC of source packets and the SSRC of repair packets.
	Alternatively, the N4 Rules include a success ratio marking request indication.
9.	The PSA UPF responds to the SMF, and indicates RAN to read the FEC related information included in the GTP-U header.
10.	The PSA UPF receives downlink data and uses the N4 Rules to detect whether the packet it is a source or repair packet and extract information from the FEC header to associate repair packets with source packets. The PSA UPF marks the above information in the GTP header in step 11.
	Alternatively, if the AS includes a success ratio in the PDU Set Information Header in the RTP header, the PSA UPF marks the success ratio for the PDU Set in the GTP-U header based on N4 rules in step 11.
11.	The PSA UPF sends downlink data to the RAN.
-	The PSA UPF includes an FEC source or FEC repair indication in the GTP-U header. When the packet is a repair packet, the PSA UPF also include information in the GTP-U header for the source packet the repair packet is associated with (e.g. information from the FEC header such as the Sequence Number (SN), the L/D offset, mask, etc.).
-	Alternatively, the PSA UPF may include a success ratio for PDU Set in the GTP-U header based on information that was detected in the RTP header extension.
	The PSA UPF sends the traffic to the RAN. The RAN may use this information when making packet discarding decisions in the QoS Flow in case of congestion happens for the QoS flow.
Editor's note:	SA WG2 will reach out to SA WG4 to get feedback on this solution.
Editor's note:	SA WG2 will reach out to RAN WG2 to get feedback on this solution.
Editor's note:	How RAN determines K packets (i.e. UDP packets) are successfully delivered over an unacknowledged mode data bearer, is FFS.
Editor's note:	Whether the application needs to distinguish and if so how the application distinguishes RAN's intentionally dropped FEC packets from congestion related drops and if the application needs to react by reducing its send-rate to individual packet loss), is FFS.
Editor's note:	How the removal of FEC data affects subsequent hops in DL/UL and consequently the end user experience.
Editor's note:	How in this envisioned solution the e2e FEC relates to FEC introduced by the radio interfaces' channel coding and HARQ is FFS.
[bookmark: _Toc161291405]6.21.4	Impacts on services, entities and interfaces
AF:
-	Provides Assistance Information to the NEF (or to the PCF directly).
NEF:
-	Receives Assistance Information from the AF.
-	Provides Assistance Information to the PCF.
PCF:
-	Receives Assistance Information from the NEF (or directly from the AF).
-	Creates PCC Rules that indicate include the Assistance Information.
SMF:
-	Indicate RAN to read the FEC related information included in the GTP-U header.
-	Creates N4 Rules that indicate
-	Option1: whether traffic that matches a PDR is source or repair packet and requests to mark repair packet and information for the source packet the repair packet is associated with.
-	Option2: success ratio marking request indication.
-	AS (for option2):
-	Includes a success ratio in the RTP header extension.
UPF:
-	Receives N4 Rules that indicate
-	Option1: whether traffic that matches a PDR is source or repair packet and requests to mark the repair packet and information for the source packet the repair packet is associated with.
-	Option2: success ratio marking request indication.
-	Includes the following information in the GTP-U header based on received N4 rules:
-	Option1: an FEC source or FEC repair indication in the GTP-U header and information for the source packet a repair packet is associated with.
-	Option2: a success ratio in the GTP-U header.
RAN:
[bookmark: _Hlk163177412]-	May use the information in GTP-U header from the UPF, e.g. to make packet discarding decisions in the QoS Flow in case of congestion happens for the QoS flow.
UE:
-	No impact.

* * * End of change * * * 
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