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Introduction/Discussion
In a proposal for KI#1 about Solution#3 was added an Editorial Note
Editor's Note: it is FFS if there is any existing IE in PFCP/NF profile that can be used
Motivation and justification of Solution#3 for enhancing UPF selection are:
-  Add simplicity in implementation and operation for UPF selection in both UPFs and SMFs.
-  Allow seamless replacement or introduction of new UPF vendors.
The PFCP Vendor specific IE or NF profile VendorSpecificFeature do not achive these goals (see more further below).  These goals are achived in this solution by:
[bookmark: _Hlk162973012]-    Configuring an operator value within an AdditionalSupportInfo standardized IE which identifies the UPF set of capabilities. It is provided by UPF within PFCP association message and/or NF profile in NRF. 
 -   SMF selecting among the UPFs that have the right value in the standardized AdditionalSupportInfo for the user PDU session. The value does not depend on the specific vendor but it is defined for the combination of UPF capabilities. 
The PFCP Vendor-specific IE is described in the clause “5.9 Usage of Vendor-specific IE” in TS 29.244 in clause “8.1.1	Information Element Format”. As indicated, it can be used in the association procedure to determine support of a vendor specific feature. However:
-   “Type” and “Enterprise ID” shall be different among UPF vendors, so it is not straighforward for SMF to discover the UPFs with the needed characteristics.  
-    NOTE1 in chapter 29.244 5.9 strongly suggest defined well-known IDs.  (When an IE is intended to be used by more than one vendor, the definition of the IE is encouraged to be specified by 3GPP to ease implementation and interoperability). This statement acknowledges the complexity of using this IE.
About NF profile in NRF, TS 29.510 specifies datatypes within Nnrf_NFManagement that allows a NF store anarray of VendorSpecificFeature as supportedVendorSpecificFeatures. This is described both in NFProfile and NFService in chapters 6.1 Table 6.1.6.2.2-1: Definition of type NFProfile. Also, it is specified in chapter 6.2 (Table 6.2.3.2.3.1-1) a GET operation within the Nnrf_NFDiscovery to retrieves a list of NF Instances, and their offered services, currently registered in the NRF, satisfying a number of filter criteria. However, the key of the map in arrays and featureName shall be different among vendors (IANA-assigned "SMI Network Management Private Enterprise Codes”), so as in N4 case, it is not straighforward in a multi-vendor scenario for SMF to discover the UPFs with the required characteristics.  
The following example provides a comparison between proposal described Solution#3 and the usage of Vendor-Specific IE in PFCP. Similar example can be done using using NRF services.
Operator A, have 3 UPF vendors:
-    x10 UPFs from Vendor#|1 implement NAT (both NAT64, NAT44)
-   EnterpriseID #100, Type 33001 Value: NAT (besides other info if needed)
[bookmark: _Hlk161127310]-   x10 UPFs from Vendor#2 implement NAT64 and NAT44 and DDOS, notice this vendor exposes 2 different IEs for NAT.
-   EnterpriseID #200, Type 33201 Value: NAT64 (besides other info if needed)
-   EnterpriseID #200, Type 33202 Value: NAT44 (besides other info if needed)
-   EnterpriseID #200, Type 33203 Value: DDOS (besides other info if needed)
-   x5 UPFs (1-5) from Vendor#3  implement DDOS feature
-   EnterpriseID #300, Type 33333 Value:DDOS(besides other info if needed)
-   x5 UPFs (6-10) from Vendor#3  implements DDOS feature  (notice these are also Vendor#3 UPFs but other generation product/release/ deployment)
-   EnterpriseID #300, Type 33333 Value: DDOS (besides other info if needed)
-   EnterpriseID #300, Type 33334 Value: NAT (besides other info if needed)

SMF, in order to gather a list of relevant UPFs for each capability, has to build a complex logic where all EnterpriseID(s) and TypeID(s) are variables to consider together. Whenever a new vendor is added or replaced this logic must be changed and adapted in SMF. Additionally:
-    Vendor-Specific ID is not mandatory to be added in Association message, it could be in any other message. It depends a lot on vendor implementation both in UPF and SMF.
-    It cannot be guaranteed that even using the same EnterpriseID, the expected types may change from one release to another or product generation (e.g hw based vs cloud native product type).
The operator may propose, as a workaround that all vendors shall use an operator own VendorID as Vendor-Specific ID instead of using their real vendor ID, however:
-    It requires NF vendors to implemented fully open feature that allows customize vendorID, type and value. 
-    It brings concerns about troubleshooting and security scenarios about same Type/Vendor IDs reusing same identifiers out of operator scope. More than a standard way of working, it sounds like a hack on the 3GPP standards to simplify UPF selection. 
Solution#3 tries to avoid operator has to deal with vendor implementation specifics, paving the way for easier interoperation, e.g in the example above, operator can configure in UPF the values as follows:
-   For x10 Vendor#1 UPFs: Operator configures the value 0x01 or “NATcapable”
-   For x10 Vendor#2 UPFs: Operator configures the value 0x02 or “NATcapableAndDDOScapable” in all UPFs
-   For Vendor#3 UPFs: 
-   Operator configures the value 0x03 or “DDOScapable” in x5 UPFs (1-5)
-   Operator configures the value 0x02 or “NATcapableAndDDOScapable” in the other x5 UPFs (6-10)
-    In SMF, the operator configures the wanted sets of capabilities in relation to e.g. policies, to later steer UPF selection for the PDU session e.g “NATcapable” and “DDOScapable” and “NATcapableAndDDOScapable”.
Then, UPF provides the standarized AdditionalSupportInfo IE within the PFCP association message, so the task in SMF is just to collect information dynamically and for example, keep different lists of available UPFs according with their capability:
-   Set of UPFs NATcapable: x10 vendor#1, x10 vendor#2 and x5 from vendor#3(1-5)
-   Set of UPFs DDOScapable: x10 vendor#2 and x10 vendor#3(1-10)
-   Set of UPFs NATcapableAndDDOScapable: x10 vendor#2 and x5 from vendor#3(6-10)

This brings simplicity in implementation in both parties UPFs and SMF and seamless vendor addition or replacement.
Note: Vendor specific IEs for proprietary functions may still needed for SMF to know e.g how to interact with UPF over N4. The value of Solution#3 is just for enhancing UPF selection, that is the target of KI#1.

2. Text Proposal
It is proposed to introduce the following changes vs. TR 23.700-63.
[bookmark: _Toc517082226]* * * * First change * * * *
6.3.2 Procedures
The solution enhances the following procedures:
[bookmark: _Hlk162971365]-	It extends the PFCP Association Setup (see clause 4.4.3.1 with “N4 Association Setup Procedure” and clause 4.4.3.2 “N4 Association Update Procedure” in TS 23.502 [3]) adding new capabilities for supported functionalities. This is for stage 3 to define, for example extending current IE Supported-Features IE in PFCP with one more bit and adding a new AdditionalSupportInfo IE with a new octet string that contains the information configured locally in UPF (as described in 6.3.1). 
-	It extends UPF registration in NRF (clause 4.17.1	“NF service Registration” and clause  4.17.2	“NF service update” in TS 23.502 [3]) by adding in NF profile for UPF new capabilities. This is for stage 3 to define, for example extending SupportedPfcpFeatures in UpfInfo element in Nnrf_NFManagement NFRegister Request message with one more bit and adding a new AdditionalSupportInfo IE that contains the information configured locally in UPF (as described in clause 6.3.1). 
-	It enhances UPF discovery  assisted by NRF (see discovery procedures, e.g. clause 4.17.4	 “NF/NF service discovery by NF service consumer in the same PLMN” in TS  23.502 [3]). The Consumer may include in Nnrf_NFDiscovery Request message the desired value of new AdditionalSupportInfo parameter in the NFProfile. 
-	It enhances UPF selection by the SMF. As part fo PDU Session Management, SMF must select the UPF for the PDU Session. As indicated in clause 6.3.3.3	“Selection of an UPF for a particular PDU Session” in TS 23.501 [21], the capability of the UPF including the new AdditionalSupportInfo IE and the functionality required for the particular PDU session shall be considered so an appropriate UPF can be selected by matching the functionality and features required.
See below in figure  6.3.2-1 how this solution enhances UPF Selection during PDU Session Establishment (based on clause 4.4.3 in TS  23.502 [3]). 
When this procedure is triggered, UPF has already provided its capabilities to SMF over N4 or SMF gets them from NRF as described above. As shown in figure 6.3.2-1, it is in the step 8 of this procedure where SMF performs UPF selection. For such selection, the UPF new capabilities (including AdditionalSupportInfo IE) are considered by SMF in addition to the baseline ones so an appropriate UPF can be selected by matching the functionality and features required
Editor's Note: it is FFS if there is any existing IE in PFCP/NF profile that can be used
Standarized AdditionalSupportInfo IE within PFCP association message (and in NFprofile within NRF services) instead of collecting miscelaneuos Vendor Specific IEs (with multiple combination of different VendorID, TypeID and values, eases SMF configuration and UPF selection logic). It provides seamless vendor addition or replacement in the network, avoiding specific development/adaptations per vendor. With this solution the operator becomes the driver of UPF selection just using configuration. It facilitates e.g to manage different phases in a complex integration project and/or controlling how a vendor gradually introduce further compliance (and it is certified by operator) with a required feature and/or sets of features (standards or non-standards). 
NOTE: Vendor specific IEs for proprietary functions may be still needed for SMF to know e.g how to interact with UPF over N4. The value of this solution adds on top an enhancement focus in UPF selection, that is the target of KI#1. It is per operator choice in selection to use new AdditionalSupportInfo as a stamp for effectiveness.

How the SMF determines information about the user plane network topology, also including this new AdditionalSupportInfo, is based on operator configuration (as indicated in NOTE1 in clause 6.3.3.3 Selection of an UPF for a particular PDU Session in TS 23.501 [2]).
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Figure 6.3.2-1 Example of UE-requested PDU Session Establishment for non-roaming and roaming with local breakout (TS 23.502[3] clause 4.3.2.2)

* * * * End of changes * * * *
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