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1. Introduction/Discussion
[bookmark: _Toc157661580]5.3     Key Issue #3: Support of Ambient IoT Services
[bookmark: _Toc157661581]5.3.1   Description
This Key Issue pertains to the AIoT services. Considering that AIoT Devices are a new type of reduced capabilities devices, the services/use cases to be supported include:
-	Inventory.
-	Command.
Editor's note:the name to call "Inventory" and "Command" is FFS, e.g. Ambient IoT service, use case, etc.
The key issue will study the following aspects:
-	Study how to support information transfer for Ambient IoT services and related system functionality, including the information transfer for an Ambient IoT device and for a group of Ambient IoT Devices.
NOTE:	Including whether there is a need to support session based transfer between Ambient IoT Device and the network considering the device types and capabilities.
-	Study which of the enabled Ambient IoT services are exposed to AF and how, e.g. for the case AF requests Ambient IoT service for an Ambient IoT Device and for a group of Ambient IoT Devices.

2. Text Proposal
It is proposed to capture the following changes in TR 23.700-13.

[bookmark: _Toc517082226]* * * * First change (all new) * * * *

[bookmark: _Toc28901][bookmark: _Toc22214906][bookmark: _Toc23254039][bookmark: _Toc18851]6	Solutions
[bookmark: _Toc22055][bookmark: _Toc22950][bookmark: _Toc22214907][bookmark: _Toc23254040]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	KI#1
	KI#2
	KI#3
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[bookmark: _Toc36192445][bookmark: _Toc122444055][bookmark: _Toc45193548][bookmark: _Toc47593180][bookmark: _Toc20204636][bookmark: _Toc27895342][bookmark: _Toc51835267]6.X	Solution #X: Solution for support of Ambient IoT services
6.X.1	Description
This solution resolves Key Issue #3 about the Support of Ambient IoT Services. As we know, the following two connectivity topologies as defined in TR 38.848 [7] are to be studied:
-	Topology 1: BS <--> Ambient IoT Device;
-	Topology 2: BS <--> intermediate node <--> Ambient IoT Device: Only a UE can act as an intermediate node that is under the network control.

Due to UE’s mobility feature, in some ambient IoT services, such as AF-initiated inventory service operation, the UE reader can’t be involved with gNB readers together. gNB reader is fixed and covers the designated service area. However, from the network perspective, in the current solution, we don’t know the UE position precisely, only the cell level. For example, we don’t know whether it is in the drawer, stock, or other places. Besides, it isn’t designed to cover a designated service area where service is always available.  

If reader UE can register into 5GC to be a fixed UE reader explicitly, thus it can be treated as a mini gNB to realize the same features as provided by gNB to provide a cost-efficient and fast-deployed solution for these two following typical scenarios:

1.  Hybrid fixed UE readers networking with gNBs—Fixed UE readers are used to provide coverage for some blind spots not covered by gNB in scenarios with bigger service area requirements, such as Costco, Home Depot, supermarket, and so on.
2.  Pure fixed UE readers networking—Treat fixed UE readers as gNBs in scenarios with smaller service area requirements, such as convenience stores, 7-Eleven, and so on. 

The principles related to fixed UE reader are depicted below:
-    The UE reader is capable of registering as a fixed UE reader or mobile UE reader in 5GC.
-    5GC has the capability to involve the fixed UE readers in the AF-initiated inventory service operations.
-    5GC can combine the response contents from both gNB readers and fixed UE readers and get rid of duplicated records.
-    the fixed UE reader is designed to serve a designated service area. It can be mounted on a wall, rack, and so on. 















6.X.2	Procedures
6.X.2.1	UE registration procedure with UE reader type info	
7.b Ambient IoT service response (Transaction ID, Ambient IoT devices’ response Content …)

3. UE Authentication and store UE reader type – fixed or mobile in UDM
4. UE Registration Response 
UE
NG-RAN
AMF/New Ambient IoT NF
   UDM
1.UE initiates registration request (UE reader type: Fixed or Mobile)
2.Forward the registration request to AMF or New Ambient IoT NF
5. UE Registration Response














 
               Figure 6.X.2.1-1: UE registration procedure with UE reader type info

Fixed or Mobile UE reader initiates the registration procedure to 5GC：
1. UE initiates registration request with indication that UE reader type is fixed or mobile.
2. NG-RAN forwards registration request to AMF.
3. AMF does the authentication with UE. Then UE profile is saved in both UDM and AMF or New Ambient IoT NF, including UE reader type indication: Fixed or Mobile
4. AMF responds registration accept message to NG-RAN.
5. NG-RAN forward the registration accept message to UE.




                                        
6.X.2.2	Ambient IoT service --- Network initiated Ambient IoT service procedure with fixed UE reader

7.a Ambient IoT service response (Transaction ID, Ambient IoT devices’ response Content …)

8. Device ID checks, duplicated response records remove and combine the Ambient IoT Devices response info from both gNB and Fixed UE readers  

AMF or New 
Ambient IoT NF
7.b Ambient IoT service between Fixed UE reader and Ambient IoT devices 
5. Ambient IoT Service Request (Transaction ID , Service Type, TAC lists, Operator ID list, EPC info…)

7.a Ambient IoT service request (Transaction ID, Service Type, Operator ID list, EPC info …)

7.a Ambient IoT service between gNB and Ambient IoT devices device 
6. Obtain targeted gNB and /or fixed UE based on TA lists;

4. NEF communicates with UDM to obtain serving AMF or Serving new Ambient IoT NF lists based on TA lists ….

Ambient AF
fd
UDM
NEF
gNB
Fixed UE 
Reader
Ambient IoT 
Devices
2. Ambient IoT Service Request (Transaction ID, Service Type, EPC info, location list, Operator ID list , aggregation indication ……)

1.UE Registration Procedure with UE read type indication – Fixed or Mobile 
7.b Ambient IoT service request (Transaction ID, Service Type, Operator ID list, EPC info …)

9. Ambient IoT service response (Transaction ID, combined Ambient IoT devices’ response Content …)

10 Ambient IoT service response (Transaction ID， combined Ambient IoT devices response content, …)

3. AF authentication and authorization/ Operator ID list check
  

7.b Ambient IoT service response (Transaction ID, Ambient IoT devices’ response Content info …)





































   Figure 6.X.2.2-1: Network initiated ambient IoT service procedure with fixed UE reader

1.UE performs the registration procedure to be as an fixed UE reader or mobile UE reader.  

2.The third Ambient AF has the store location information and relevant AIoT serving operator info. The third Ambient AF launches an Ambient IoT service request towards NEF belonging to the AIoT serving operator. In the Ambient IoT service request, the third Ambient AF will provide Transaction ID, Service Type, EPC info, Location info, Operator ID list, Aggregation indication, and other parameters to NEF: 
   Service Type: This information is used to define Ambient IoT service types, such as Inventory, Read, Write, and so on.
   EPC info: This information is used to define the targeted ambient IoT devices in the service from the products' perspective. it could be one specific ambient IoT device or a group of ambient IoT devices
   Operator ID list: This information is used to define the targeted ambient IoT devices in the service from the operator's perspective, supporting multiple operator ambient IoT device access. It could be one specific operator or a list of operators. 
   Location info: This information is used to define locations where service happens.
   Aggregation indication: It is used to tell the 5GS how to handle the response messages -- aggregation response or not
   
3.NEF will perform the below actions towards the third Ambient AF:
   Perform authentication to the third Ambient AF to decide whether it is allowed to access 5GS or not.
Check the authorization to decide whether the third Ambient AF is allowed to perform certain Ambient IoT service operations or not.
Check the authorization to see whether multiple Operators' ambient IoT device access is allowed or not.
   Converting location information to TA List information.
   ……

4.NEF will obtain serving AMF or serving New Ambient IoT NF based on TA lists 

5.NEF forwards Ambient IoT service requests to serving AMFs or Serving New Ambient IoT NFs. Both leveraging existing AMF and introducing new ambient IoT NF can be applied to this solution.

6.AMF or New Ambient IoT NF determines the serving gNBs and/or fixed UE reader based on TA lists. There are following three scenarios:
 1) pure gNB is chosen, only step 7.a will be executed, setp7.b will be skipped 
 2) pure fixed UE reader is chosen, only step 7.b will be executed, step 7.a will be skipped 
 3) mixed gNB and fixed UE reader are chosen, both step 7.a and 7.b will be executed.

Note: only fixed type UE reader will be chosen in AMF or New Ambient IoT NF if there is no UE GPSI parameter in AF triggered ambient IoT service operations. 


7.a AMF or New Ambient IoT NF forwards the Ambient IOT service request to the serving gNBs, then gNB performs service operations toward the serving ambient IoT devices. Both EPC info and the Operator ID list will be used in the service operation to identify the targeted ambient IoT devices. gNB will perform the response packet aggregation operation at the IP transportation level based on transaction ID in terms of aggregation indication to mitigate signal amounts between gNB and 5GC if gNB can’t decode the response packets to look into the content. If gNB can decode the response packets to look into the content, gNB should perform the aggregation operation at the content level based on the transaction ID in terms of aggregation indication to further deduce signal amounts significantly between gNB and 5GC. gNB responds with an Ambient IoT service response message with parameters—transaction ID, Aggregated Inventory content, and so on—to AMF or the new Ambient IoT NF


7.b AMF or New Ambient IoT NF establishes connections with fixed UE readers, then forwards the Ambient IOT service request to them . Fixed UE readers perform ambient IoT service operations toward the serving ambient IoT devices. Both EPC info and the Operator ID list will be used in the service operation to identify the targeted ambient IoT devices. Fixed UE readers will perform the response packet aggregation operation at the content level based on transaction ID in terms of aggregation indication to mitigate signal amounts between fixed UE readers and 5GC. Fixed UE readers respond with an Ambient IoT service response message with parameters—transaction ID, Aggregated Inventory content, and so on—to AMF or the new Ambient IoT NF.

8. The AMF or new Ambient IoT NF will implement the Ambient IoT device check, remove duplicate Ambient IoT device records, and aggregate response packets from both gNBs and/or fixed UE readers. 

   9. The AMF or new Ambient continues to forward the response to NEF IoT NF

   10. NEF will forward the response to the third ambient AF.


6.x.3	Impacts on services, entities, and interfaces
This solution impacts the following entities. 
AMF or New Ambient IoT NF: 
-	Capability to combine response content from both gNB readers and fixed UE readers
   -  Capability to choose fixed UE readers based on TA 


UE: 
-	Capability to register UE reader type to 5GC 

UDM:
-  Capability to store UE reader type in the profile. 

* * * * End of changes * * * *
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