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Abstract:
This pCR proposes an update of solution 1 for KI#3
1
Background

Solution#1 in TR 23.700-63 describes the information that is expected to be included by an AF at the time of  requesting insertion/detection of specific headers/tags at the user plane. 

The actual header(s)/tag(s) were unclearly described in the solution and could be interpreted as being part of the metadata proposed and/or referenced by the identifier, what may lead to complexity at the time of stage 3 implementation.This pCR proposes the actual header(s)/tag(s) as part of the list of parameters included by the AF, in a conditional way, to consider use cases in which the AF and app provider dynamically agree e.g. detection of a particular header/tag to be followed by a notification.

Additionally, the example related to PCF extracting protocol information from the metadata is removed, to avoid adding complexity to the solution.

2
Proposal

It is proposed to agree the text below for inclusion into TR 23.700-63.


* * * * First Change * * * *
6.1.2
Procedures
6.1.2.1
Insertion/detection request

The proposed rule shall include:

-
Identifier of a Header/Tag.

- 
Header(s)/tag(s) value(s) to be detected, replaced, removed, modified, etc., conditionally included by the AF upon agreement with the application provider.

-
Conditions for header/tag handling e.g. always, at initiation, during certain period.

-
Actions: Add, Remove, Replace, Modify, Detect one or more header/tag(s).

-
Reporting conditions: Threshold based, periodical with the relevant threshold values and periodicity.

-
Reporting content e.g. header/tag "x" detected, header/tag "a" is replaced by header/tag "b", header/tag "c" is added, etc.

-
Information relevant to parties in SLA.

The information relevant to the parties in the SLA is handled as metadata and is assumed as pre-agreed information between the parties to include header/tags handling related information (e.g. protocol layer, type of encryption, etc).
NOTE: Headers/Tags values can be conditionally included by the AF (according to the use case). When value is not included, the Identifier requested points to a preconfigured Header/Tag value 
Leveraging on the NF service Nnef_TrafficInfluence, and following the description in clauses 5.6.7 and 5.6.16 of TS 23.501, an AF may request the SMF, via NEF and PCF, handling some header/tag to the protocol at the user plane for:

-
a particular S-NSSAI/DNN; and

-
a particular application; and/or

-
a particular UE/group of UEs or any UE.

The actual rule(s) is(are) provided in the relevat Nnef_TrafficInfluence operation (create/update/delete) by the AF, together with the direction for handling, i.e. uplink, downlink. As opposed to influencing on routing or SFC, in this case the AF request may not always need to be linked to an ongoing PDU session. The request can be applied to the ongoing or future PDU session.

The following sequence is extracted from clause 4.3.6.2 of TS 23.502 [3] to apply for this solution:


[image: image1.emf]5. Npcf_SMPolicyControl_UpdateNotify 

6. Traffic Routing 

Reconfiguration

3b. Nnef_TrafficInfluence_

Create / Update / Delete 

Response

2 Nnef_TrafficInfluence_

Create / Update /Delete 

3a. Storing/Updating/

Removing the information 

4. Nudr_DM_Notify

1. Creation of the 

AF request

AF

NEF

UDR PCF(s) SMF AMF

7.Nsmf_PDUSession_SMContextStatusNotify

UPF/ 

EASDF


Figure 6.1.2-1: Nnef_TrafficInfluence operation (clause 4.3.6.2 of TS 23 502 [3])

In step 1, the AF inserts the rule contents, including the information that is relevant for the parties (as metadata). In step 2, NEF confirms the AF is authorised to use this rule based on local configuration, and then will store/update the received data in the UDR for data set pointing to application data.

At notification from UDR, PCF verifies the content of the metadata as the pre-agreed information between the parties and transforms it in the relevant information to be inserted/detected (e.g. header/tag, etc.), including in addition the rule contents together with the direction of handling, in the PCC rule. If the AF requests reporting on header/tag detection, the PCF includes in the PCC rule(s) the information required for reporting the event.



* * * * End of Changes * * * *
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