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Abstract:
This pCR provides initial evaluation of KI#3
1
Proposal

It is proposed to agree the text below for inclusion into TR 23.700-63.


* * * * First Change * * * *
7
Overall Evaluation


7.x
Evaluation of solutions for Key Issue #3
There is one solution proposed to address the Key Issue #3 i.e. regarding enhancements for UPF handling of headers:
Sol#1, proposes making use of rules by an AF to insert, modify, remove, replace or detect a Header/Tag.

The following list shows some principles of solution #1:

-
Nnef_TrafficInfluence service shall be leveraged for UPF handling of Headers/Tags.
- 
The particular Headers/Tags values are, conditionally, included by the AF when invoking traffic influence on Headers/Tags. Condition relates to agreements reached between MNO and App provider. Headers/Tags can otherwise be referenced by an Identifier that shall point to a preconfigured value.
- 
Actions to be performed on Headers/Tags may be combined depending on the use case. I.e. detection can be invoked as the only action, or it may be combined with insertion/removal/replacement and/or modification. 
-
Actions can be invoked by an AF, in UL and/or DL direction, for:
- 
a particular S-NSSAI/DNN; and

-
a particular application; and/or

-
a particular UE/group of UEs or any UE.
- 
The protocol layer, the type of encryption used or to be used, and potential additional information related to the handling of the Headers/Tags in accordance to SLA, may be handled as metadata and be pre-agreed and preconfigured in the UPF. This information can be included by the AF as a reference to a preconfigured rule in UPF.
- 
The use of Nnef_Traffic Influence_Notify for detection reporting shall be decided, on a per use case basis, by the AF. Direct reporting using Nupf_EventExposure service, shall be also possible upon AF request.
- 
Upon detection of a Header/Tag, if reporting via SMF, the reporting trigger “start of traffic (usage report)” is expected to be the trigger for the N4 Session Report when the AF condition of reporting is “at initiation”. For other conditions of reporting, the trigger and the reporting information is left for stage 3 decision on the N4 interface.


* * * * Next Change * * * *
8
Conclusions


8.x
Conclusion for Key Issue #3
Solution #1 makes the basis of normative text for KI#3. The following principles are extracted from solution #1:

-
Nnef_TrafficInfluence service shall be enhanced to accommodate requests from AFs for handling of Headers/Tags.
- 
The use of Nnef_Traffic Influence_Notify for detection reporting shall be decided, on a per use case basis, by the AF. Direct reporting using Nupf_EventExposure service, is for further conclusion.

- 
Nnef_TrafficInfluence_Create and Nnef_TrafficInfluence_Update operations shall include an indication to permit the AF requesting direct notification via Nupf_EventExposure_Notify, via Nnef_TrafficInfluence_Notify.
-
Granularity for reporting of notifications shall be requested by the AF at issuing Create or Update operations, and shall be as minimum: “always”, “at initiation of session”, and “duration”. Other granularity is left for stage 3 implementation.
-
Headers/Tags and their values are, conditionally, included by the AF when invoking traffic influence on Headers/Tags. Condition relates to agreements reached between MNO and App provider.
-
Headers/Tags are otherwise be referenced by an Identifier that shall point to a preconfigured value.
-
Actions to be performed on Headers/Tags are: Insertion, Removal, Modification, Replacement and Detection. AF may request combination of actions, depending on the use case. I.e. detection can be invoked as the only action, or it may be combined with insertion/removal/replacement and/or modification. 
-
Actions on Headers/Tags can be invoked by an AF, in UL and/or DL direction, for:

- 
a particular S-NSSAI/DNN; and

-
a particular application; and/or

-
a particular UE/group of UEs or any UE.
-
The protocol layer that Headers/Tags and action relate to, the type of encryption used or to be used, and potential additional information related to the handling of the Headers/Tags in accordance to SLA, shall be handled as metadata and can be pre-agreed and preconfigured in the UPF. This information can be included by the AF as a reference to a preconfigured rule in UPF.



* * * * End Changes * * * *

