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Abstract of the contribution: The proposed solution in this document supports KI#3 of TR 23.700-84, UC#1, and UC#2. It extends the NWDAF/DCCF/PCF function to support policy recommendations for PCF with optimized data and analytics collection and coordination between all entities and/or network functions involved in a policy recommendation operation, provided that such policy recommendations may require a myriad of data and analytics and could be quite diverse. PCF determines how policy recommendation operation should be performed, e.g., whether NWDAF and/or DCCF should assist it. Additionally, PCF provides a set of rules to NWDAF/DCCF to assist policy recommendation operations.

[bookmark: _Hlk514274591]1		Discussion
Key Issue #3: NWDAF-assisted policy control and QoS enhancement.
The NWDAF can gather quite a lot of data from 5GC NFs, AF, and OAM and thus may further assist the PCF in making PCC decisions (which traditionally determine QoS parameters based on its own data and knowledge as well optional statistics and predictions collected from the NWDAF).
This Key issue aims to study whether and what additionally needs to be supported in order to enhance 5GC NF operations related to policy control and QoS with the assistance of the NWDAF.
In this key issue, the following aspects will be studied:
Identification of use cases where policy control and QoS can be further enhanced with assistance from NWDAF.
-	Whether and how to introduce new 5GC functionality e.g. of the NWDAF and/or PCF to enhance the policy control and QoS, considering operator's policies.
-	Whether and what additional input information is needed by the NWDAF for providing assistance to policy control and QoS, and how to gather it.
-	Whether and what output information, on top of already provided, the NWDAF can provide to assist with policy control and QoS enhancements.
- 	Whether and how to evaluate the quality of the enhanced NWDAF assistance to policy control and QoS.
NOTE 1: 	The study will focus primarily on existing enforcement mechanisms when available and identify new ones only when no existing ones can be used.

Use Case #1: NWDAF-assisted QoS recommendation.
Currently, the QoS parameters are determined by the PCF based on its knowledge, e.g. AF requirements, analytics provided by the NWDAF, etc. After applying the determined QoS parameters to the service, the PCF may determine whether the current QoS can fully satisfy the service requirements or not based on the Service Experience analytics provided by the NWDAF. If the current QoS cannot satisfy the service requirements, the PCF may update the QoS parameters and inform the new parameters to SMF. Then the PCF may require new Service Experience analytics to check whether the updated QoS parameters can satisfy the service requirements. Based on this current framework, it may require several iterations to work out the ideal QoS parameters.
[bookmark: _Toc157534605][bookmark: _Toc157747884]Considering that the NWDAF can gather quite a lot of data from 5GC NFs, AF, and OAM and can have a wide variety of knowledge, it can be studied how the NWDAF can be enhanced to assist the PCF in determining QoS parameters that can achieve the expected service experience requirements.

Use Case #2: Enhancements to QoS Determination with NWDAF Assistance.
A use case is provided for how the network can benefit from the NWDAF-assistance for QoS determination and setup for the purpose of optimising the overall network performance and signalling based on operator's policy.
After UE registers with the 5GS, a PDU session set up might be required. Each PDU session is associated with a default QoS rule which provides a default QoS treatment for data flows. Currently the characteristics of the default QoS is determined by the subscribed default values (for parameters such as 5QI, ARP) which the SMF may obtain from the UDM. The default QoS rule might be sufficient for basic browsing or instant messaging over IP, whereas it may not able to satisfy the relatively high service requirements, i.e. of video streaming applications which require better QoS treatment. For example, for V2X and XRM services, the applications may require transmitting traffic with Guaranteed Bit Rate (GBR) or to use certain standardised 5QI values even for non-GBR QoS flows. Therefore, the default QoS requirements may not be able to support such applications.
When the QoS flows with different requirements from the default flow are required, modification to the PDU session and thereby to establish a new QoS flow with the required characteristics might be needed. Such modification will result in significant system-wide signalling, including NAS signalling messages between the UE and the 5GC, signalling within 5GC (i.e. signalling between SMF, UPF, PCF), signalling between 5GC and RAN, and also the RRC messages between the RAN and the UE, etc.
In order to optimise the network performance by determining QoS in a more intelligent manner, it would be beneficial for the 5GC to leverage NWDAF assistance. For example, when the UE or network trigger PDU session establishment or modification for a new QoS flow with QoS requirements driven by a user or service, it would be beneficial if the QoS characteristics are determined by the network by considering the predictions and measurements of some UE and network related information and also service-related information (e.g. service requirements provided by the AF). The information considered by the 5GC could be some patterns in terms of frequency of use of one or more services and the potential QoS requirements to be emerged from the UE subsequently, the QoS sustainability of the UE or of an area the UE belongs to, the corresponding UE locations, the service requirements provided by the AF, etc. Therefore, the PDU session and QoS flow can be established or modified in a more 'future proof' and multiple-service-compatible manner and reduce the potential modifications of the existing QoS flow and the corresponding policy control, e.g. PCC rules.
Based on this use case, potential enhancements to 5GC functionality e.g. of the NWDAF, PCF, to enhance the policy control and QoS by considering operator's policies, will improve the network performance and UE experience significantly.

Data Collection Coordination Function (DCCF) architecture. 
The Ndccf interface is defined for the NWDAF (Figure 1) to support subscription request(s) for data delivery from a DCCF, to cancel the subscription to data delivery, and to request a specific data report. If the data is not already being collected, the DCCF requests the data from the Data Source using Nnf services. The DCCF may collect the data and deliver it to the NWDAF, or the DCCF may rely on a messaging framework to collect data from the NF and deliver it to the NWDAF.
[bookmark: _Ref161991544][bookmark: _CRFigure4_2_01a]Figure 1: Data Collection architecture using DCCF (TS 23.288 Figure 4.2.0-1a)


As depicted in Figure 2, the Ndccf interface is defined for any NF to support subscription request(s) to network analytics, cancel the subscription for network analytics, and request a specific report of network analytics. If the analytics is not already being collected, the DCCF requests the analytics from the NWDAF using Nnwdaf services. The DCCF may collect the analytics and deliver them to the NF, or the DCCF may rely on a messaging framework to collect the analytics and deliver them to the NF.

[bookmark: _Ref161476576][bookmark: _CRFigure4_2_02a]Figure 2: Network Data Analytics Exposure architecture using DCCF (TS22.288 Figure 4.2.0-2a) 
Policy Recommendation Function (PRF):
The DCCF is a well-suited NF to interact with the PCF for the purpose of the policy recommendation because it is designed to coordinate data and analytics between multiple consumers and producers (e.g., NWDAFs and/or PCFs). To produce/modify a PCF policy and/or produce/modify several parameters of PCC rules, it is essential to consider multiple data sources and/or network analytics simultaneously (e.g., UE Communication analytics, QoS Sustainability analytics, NF Load analytics, Congestion Level analytics, are only a few relevant examples of such analytics to consider by PCF).
Using DCCF in such scenarios may reduce redundancy and network overhead regarding data and analytics collection among the NWDAF instances and other data sources that are involved in a policy recommendation operation. For example, DCCF may produce all required data and analytics for multiple NWDAF instances in a coordinated manner so that a single data input collected by DCCF could be provided to various NWDAF instances simultaneously. This way, all analytics providers (i.e., NWDAF instances) should request the DCCF instance to coordinate their data collection to achieve such coordination. This is crucial for policy recommendation as it typically involves several data and analytics sources (e.g., multiple NWDAFs, and several NFs). Currently, 3GPP does not have signaling to enforce such operations in this way.
NOTE: If an NWDAF instance is used instead of DCCF for data collection and coordination, then all other analytics providers should ask the NWDAF instance to coordinate their data and analytics collections.
First idea: All analytics providers (e.g., NWDAF instances) involved in a policy recommendation operation may use a DCCF or NWDAF to coordinate their data collection. This means if multiple analytics are required for a policy recommendation operation, then each NWDAF instance should not independently collect data from different sources (NFs or network entities), given that the chances of duplicated data collection for multiple NWDAF instances are very high. Instead, they may subscribe to a DCCF for data collection and coordination.
A new logical functionality could be included in the DCCF, which permits the DCCF to handle policy recommendation requests. This may be called the “Policy Recommendation Function (PRF). The PRF works according to a set of rules provided by the PCF.
The PRF rules outline what data and/or analytics are needed to produce a particular policy recommendation and how that data can be collected, specifically from which network functions (e.g., SMF, AMF, PCF, NWDAF, UPF, AF, LMF, UDM) and/or entities (e.g., UE, RAN, OAM). The PRF rules may also instruct how AI/ML techniques should be utilized.
NOTE: If the NWDAF instance is used instead of DCCF, NWDAF should be able to receive the PRF rules from PCF (and thus should support PRF). This scenario is useful when NWDAF provides policy recommendation analytics to PCF and is simultaneously responsible for data collection and coordination.
PCF can configure PRF (on a DCCF/NWDAF) with new rules (e.g., PRF rules). The DCCF/NWDAF then knows how to collect all required data and analytics for different policy recommendations in a coordinated and optimized manner.
NOTE: PRF is not an AI/ML feature but a functionality that mainly supports the PRF rules that help DCCF or NWDAF respond to PCF policy-making requests. If PCF is responsible for providing policy recommendations for a set of PCC rules, then the PRF rules may be used at PCF.
Second idea: PCF should configure DCCF/NWDAF using a set of PRF rules so that DCCF/NWDAF knows which data and analytics are needed to produce a particular policy recommendation with a set of constraints and requirements (e.g., expected service experience such as MOS). If NWDAF is used instead of DCCF, then the PRF rules should be configured at NWDAF, e.g., at policy recommendation request time or beforehand (e.g., at the NWDAF selection or the NWDAF instantiation). PCF itself may also support the PRF rules if it supports policy recommendation operation.
For producing a policy recommendation for PCF, the NWDAF may not always be required as an analytics provider. Whether the NWDAF is needed to give PCF a policy recommendation or whether PCF can do it by itself depends on the nature of the policy recommendation request. Most policy recommendations may be made by the PCF itself (without any AIML-based techniques), given that the required data and analytics may be available at the PCF. In other words, PCF should determine whether to use DCCF (for data collection and coordination) and/or NWDAF (for providing related policy recommendation analytics and/or data collection and coordination) according to the nature of the policy recommendation request.
Third idea: PCF should decide, based on application requirements, network operator policy, and/or AF requests and/or the prior experience of the application’s QoS (provided by the 5G network analytics), how further assistance may be required for policy recommendations to improve the QoS of applications, making them more sustainable, e.g., whether to use: (1) DCCF for data collection and coordination between data and analytics sources involved in a policy recommendation operation; (2) NWDAF for policy recommendations and/or data collection and coordination; and (3) PCF itself for policy recommendations (but with an assistant of several existing analytics and data which can be provided to PCF by the network and UE). PCF has already used several analytics (defined in TS 23.288 [X])) for its policy-making decisions in various scenarios. 
NOTE: (from TS 23.503 clause 6.1.1.3) “Local configuration in the PCF indicates if one or multiple or all Analytics ID(s) are retrieved either from NWDAF directly or using DCCF. The PCF uses the DCCF services and DCCF service operations to fetch, subscribe, and unsubscribe to the Analytics IDs as described in clause 6.1.4 and clause 8 in TS 23.288”. Therefore, enhancements are needed to support all data and analytics required by NWDAF/PCF (policy recommender) to use a particular DCCF/NWDAF for data collection and coordination between NFs and entities involved in a policy recommendation operation.
Fourth idea: If PCF decides to use NWDAF-assisted policy control, then a general framework of NWDAF with a single analytics ID should be defined. Otherwise, so many NWDAF instances (i.e., analytics IDs) may need to be defined for different policy recommendation operations.

2		Proposal
The following key issue is proposed.
******************************** First change *******************************
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Table 6.0-1: Mapping of Solutions to Key Issues and Use Cases
	
	Key Issues
	Use cases (optional)

	Solutions
	1
	2
	3
	1
	2
	3

	#X
	
	
	X
	X
	X
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[bookmark: _Toc101170915][bookmark: _Toc8115][bookmark: _Toc101336981]6.X	Solution X: A general framework to support policy recommendations
[bookmark: _Toc101170916][bookmark: _Toc552][bookmark: _Toc97269611][bookmark: _Toc101336982]6.X.1	Description
To produce a policy recommendation for PCF (e.g., the PCC rules), multiple data and analytics might need to be considered simultaneously, with several common data and analytics inputs. The wider the policy recommendation is, the more data and analytics may be needed to generate it, which means more coordination between data and analytics producers and consumers may be required to prevent duplicated data collection. In such scenarios, therefore, it is important to be able to coordinate data collection across multiple analytics providers simultaneously. This can be realized by using DCCF or NWDAF. The latter is the preferred option due to the alignment of the DCCF design principles to this condition. For example, suppose a set of diverse analytics (NWDAF instances) is required for a policy recommendation in the dynamic PCC rules. In that case, all those NWDAF instances should use a single DCCF instance for their data collection. This way, if those NWDAF instances require the same data input, DCCF provides them with the required data but only collects it from the data source once.
For a DCCF/NWDAF handling policy recommendation for data and analytics coordination, it is crucial to have the required rules so that the DCCF/NWDAF can know which data and analytics are needed and where they can be collected for a policy recommendation operation. These rules shall be called “Policy Recommendation Function” (PRF) rules. The PRF rules may depend on network operator policy and can be changed dynamically. The PRR rules can be populated by PCF and provided to the policy recommendation capable DCCF/NWDAF. The PRR rules may also be indicated by an AF to the network. The PRF rules permit a single analytics ID (or NWDAF instance) to be used for various policy recommendations. Without the PRF rules, so many NWDAF instances (analytics IDs) should be defined for different NWDAF-assisted policy recommendations. The PRR rules may be available at the related DCCF/NWDAF instance, but they can be updated or populated by PCF if required.
The NWDAF-assisted policy recommendation may not always be required to produce a policy recommendation for PCF. Whether NWDAF is needed to give the PCF policy recommendations or whether PCF can do it itself depends on the nature of the policy recommendation request (e.g., number of PCC parameters and/or service KPIs). Most policy recommendations may be generated by the PCF itself (without requiring any AIML-based techniques, which are available at the NWDAF), given that the myriad of data and analytics can be already available at PCF, and a rule-based approach at PCF may suffice to produce a policy decision, e.g., to achieve a sustainable QoS profile where a service/application meets its QoS requirements/KPIs. In other words, PCF should determine whether to use DCCF (for data collection and coordination) and/or NWDAF (for providing related policy recommendation analytics and/or data collection and coordination) according to the nature of the policy recommendation request. Additionally, PCF may determine whether the policy recommendation operation should occur regularly or if there should be a one-off request/response.

[bookmark: _Toc157747896][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc157534626]6.X.2	Procedures
6.X.2.1  NWDAF generates policy recommendations and also performs data collection and coordination. The key steps for this solution are as follows:
· Step 1: AF provides service information to PCF (TS 23.502, clause 4.16.5.2) by invoking the Npcf_PolicyAuthorization_Create/Update (req/res) service operation. 
NOTE: Step 1 is just a way to trigger PCF to request policy recommendations for a set of PCC rules or service-specific configurations. This can also be triggered during PDU Session Establishment or by the networks at other events.
· Step 2: PCF first determines whether a policy recommendation is required for a service/application. AF may also indicate to PCF that a policy recommendation is desired during Step 1. 

NOTE: PCF may interact with UDM to determine whether a service/application is allowed for a dynamic policy recommendation update.

· Step 3: If PCF decides that a policy recommendation is needed in Step 2, it may then determine whether and how the policy recommendation operation should be performed, such as whether to use NWDAF-assisted and/or DCCF-assisted approaches and/or performed locally at PCF. The decision merely depends on the scope of the policy recommendation (e.g., how many parameters of PCC rules need to be considered, whether AI/ML is needed, how frequently these recommendations should be generated, and so on) and mobile network operator policy. In this example, PCF decided to use NWDAF.
· Step 4: PCF subscribes to NWDAF (policy recommender) to get a policy recommendation via the Nnwdaf_AnalyticsSubscription_Subscribe service operation. PCF provides NWDAF with the PRF rules so that NWDAF knows which data and analytics are needed for a requested policy recommendation analytics. The NWDAF instance may already have the PRF rules, but PCF may update them (e.g., according to new AF instructions or when the rules are outdated). PCF may also indicate to NWDAF that it may coordinate data collection across data and analytics producers/consumers involved in policy recommendations. For example, a common scenario might be where the NWDAF (policy recommender) requires several other analytics (from different NWDAFs), each of which needs to collect a set of input data, so coordination for data collection may be crucial.
· Step 5: NWDAF (policy recommender) requests the required data for its policy recommendation operation from different data and analytics sources (e.g., from PCF, AMF, SMF, UE, RAN, and several other NWDAFs, etc.) according to the PRF rules. NWDAF uses the Nnwdaf_DataManagement_Subscribe request service operation to subscribe to data providers. NWDAF (policy recommender) may indicate to other analytics providers (i.e., other NWDAFs) that they should also use the NWDAF (policy recommender) for data collection. For example, the NWDAF (policy recommender) may need analytics from NWDAFs that provide UE communication, PDU session traffic, QoS sustainability, UE mobility, Service Experience, Network Performance, Abnormal behavior, Data Dispersion, Session Management Congestion Control Experience, DN Performance, WLAN performance, Redundant Transmission Experience, User Data Collection, and NF load analytics; Each analytics provider could subscribe to the NWDAF (policy recommender) for its data collection. By doing such coordination via a single NWDAF, many redundant data collections could be prevented.
· Step 6: Once NWDAF (policy recommender) collects all data and analytics, new policy recommendations can be generated.
· Step 7: NWDAF (policy recommender) will notify PCF of new policy recommendations via the Nnwdaf_AnalyticsSubscription_Notify service operation.
· Step 8: PCF may update the PCC rules (i.e., QoS parameters) according to new policy recommendations.
· Step 9: PCF pushes the PCC rules to SMF.
· Step 10: SMF may initiate the PDU Session Modification Procedure if the PDU Session has already been established to enforce new QoS configurations (e.g., pushing new configurations at UE, gNB, and UPF) to achieve a better service experience for a UE or a group of UEs.

NOTE: Steps 5-7 (or Steps 5-10 if PCF updates PCC rules) may be repeated if PCF wants to have this policy recommendation regularly. In that case, the NWDAF may need to know whether the PCF has followed the NWDAF's policy recommendations. This could be a state input collected from PCF by NWDAF regularly or in the form of a notification from PCF to NWDAF. Additionally, NWDAF (policy recommender) can obtain information regarding the results of policy changes by obtaining the Service Experience analytics from a related NWDAF. Such feedback loops may be essential if NWDAF employs AI/ML techniques such as reinforcement learning.
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Figure 3: NWDAF generates policy recommendations and performs data collection and coordination

6.X.2.2  PCF generates policy recommendations, and DCCF performs data collection and coordination. The key steps for this solution are as follows:
· Step 1: AF provides service information to PCF (TS 23.502, clause 4.16.5.2) by invoking the Npcf_PolicyAuthorization_Create/Update (req/res) service operation.
· Step 2: PCF determines whether a policy recommendation is required and allowed for the service information AF provides. PCF may check with UDM whether such services are allowed, given the UE subscription.
· Step 3: If PCF decides a policy recommendation is needed in Step 2, it may then determine whether and how the policy recommendation operation should be performed, e.g., whether to use NWDAF-assisted and/or DCCF-assisted approaches and/or whether it should be performed locally at PCF. The decision may depend merely on the scope of the policy recommendation (e.g., how many parameters of PCC rules need to be considered, whether AI/ML is needed, and how many analytic providers are involved).
· Step 4: PCF subscribes to DCCF and provides the PRF rules. 
· Step 5: Thanks to the PRF rules, DCCF now knows which data and analytics are required for the policy recommendation operation. DCCF may determine whether other analytics should also use its data collection and coordination services. If not, each analytics provider (i.e., each NWDAF instance) may follow its internal policy for collecting the required data inputs.
· Step 6-6a: DCCF sends subscription requests to multiple data sources to gather the necessary data and analytics. DCCF may instruct each analytics source (i.e., NWDAF) to use its data and analytics collection and coordination services (according to the decision made in Step 5). This ensures that all data collection for the various NWDAFs involved in a policy recommendation decision is carried out by a single DCCF in a coordinated manner.
· Step 7: Each NWDAF sends a request for data collection to DCCF.
· Step 8: DCCF sends collected data to corresponding NWDAFs.
· Step 9: NWDAFs generate analytics and send them back to DCCF.
· Step 10: DCCF gathers all the necessary data and analytics to be sent to PCF.
· Step 11: DCCF sends all the required data and analytics to PCF.
· Step 12: DCCF generates new recommendations and updates PCC rules (i.e., QoS Params).
· Step 13: PCF pushes the PCC rules to SMF.
· Step 14: SMF may initiate the PDU Session Modification Procedure if the PDU Session has already been established to enforce new QoS configurations.

[image: A diagram of a flowchart
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Figure 4: PCF generates policy recommendations, and DCCF performs data collection and coordination

6.X.2.3  NWDAF generates policy recommendations, and DCCF performs data collection and coordination. The key steps for this solution are as follows:
· Step 1: AF provides service information to PCF (TS 23.502, clause 4.16.5.2) by invoking the Npcf_PolicyAuthorization_Create/Update (req/res) service operation.
· Step 2: PCF first determines whether a policy recommendation is required for the service information provided by AF. AF may indicate to PCF that a policy recommendation is desired during Step 1. Note that PCF may interact with UDM to determine whether a service is allowed for a dynamic policy recommendation update.
· Step 3: If PCF decides a policy recommendation is needed in Step 2, it may then determine whether and how the policy recommendation operation should be performed, such as whether to use NWDAF-assisted and/or DCCF-assisted approaches and/or locally at PCF. The decision merely depends on the scope of the policy recommendation (e.g., how many parameters of PCC rules need to be considered, whether AI/ML is needed, etc.) and network operator policy.
· Step 4: PCF subscribes to NWDAF (policy recommender) to produce a policy recommendation via the Nnwdaf_AnalyticsSubscription_Subscribe service operation. PCF provides the NWDAF with the PRF rules so that the NWDAF knows which data and analytics are needed for a requested policy recommendation. NWDAF may already have the PRF rules, but PCF may update them (e.g., according to new AF instructions). 
· Step 5:  If PCF did not request NWDAF to coordinate data collection among data/analytics producers/consumers involved in policy recommendation operation, then NWDAF decides on how to handle data collections, including the use of DCCF. 
· Step 6: NWDAF asks DCCF to collect the required data and analytics. NWDAF may also provide the DCCF with the PRF rules.
· Step 7: DCCF acts accordingly, and requests required data from data and analytics sources. DCCF may indicate to analytics sources that they should use the data collection and coordination services of DCCF.
· Step 8: Each NWDAF sends a request for data collection to DCCF.
· Step 9: DCCF sends collected data to corresponding NWDAFs.
· Step 10: NWDAFs generate analytics and send them back to DCCF.
· Step 11: DCCF gathers all the necessary data and analytics for NWDAF (policy recommender).
· Step 12: DCCF sends all the required data and analytics to NWDAF (policy recommender).
· Step 13: NWDAF generates new recommendations for PCF.
· Step 14: NWDAF notifies PCF of new recommendations.
· Step 15: PCF updates PCC rules (i.e., QoS params) according to new policy recommendations from the NWDAF and pushes them to SMF. SMF may initiate the PDU Session Modification Procedure to populate new QoS rules/profiles/configurations for UPF, RAN, and UE.
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Figure 5: NWDAF generates policy recommendations, and DCCF performs data collection and coordination

[bookmark: _Toc157747897]6.X.3	Impacts on services, entities, and interfaces
******************************** End of change *******************************
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Procedure if the PDU Session has already
established to enforce new QoS configurations
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5. NWDAF determines how to handle data and
analytics collections, e.g., whether to use DCCF

T
6. NWDAF requests DCCF to handle data collection and coordination
for policy recommendation operation, and may provide PRF rules

|7. DCCF subscribes to NWDAFs and other sources
8. NWDAF(s) subscribes to DCCF for data collection|

9. DCCF notifies NWDAF(s) with collected data

10. NWDAFs and other data sources notifies
DCCF with requested data

11. DCCF gathers all the necessary data and
analytics for NWDAF (policy recommender)

T
12. DCCF notifies NWDAF (policy recommender)
with all requested data and analytics

13. NWDAF generates policy
recommendation analytics for PCF

14. NWDAF notifies PCF via
Nnwdaf_AnalyticsSubscription_Notify

15. PCF updates PCC rules (i.e., QoS params) according to new policy
recommendations from the NWDAF, and pushes them to SMF.
SMF may initiate PDU Session Modification Procedure to populate new
QoS rules/profiles/configurations for UE, RAN and UPF
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