

SA WG2 Temporary Document
Page 3

3GPP TSG-WG SA2 Meeting #162	S2-2404098
Changsha, China, April 15th – 19th, 2024	(revision of S2-2402470)

Source:	Huawei, HiSilicon
Title:	KI#6: New solution on the support of Emergency services for UEs via a MWAB 
Document for:	Approval
Agenda Item:	19.6
Work Item / Release:	FS_VMR_Ph2 / Rel-19
Abstract: This document proposes to a new solution on the support of Emergency services for UEs via a MWAB.  
1. Introduction
[bookmark: _Toc34300967][bookmark: _Toc43730796][bookmark: _Toc152693823]1.1	Background
There is a Key Issue on Emergency services in current TR 23.700-06:
	[bookmark: _Toc157515657]5.6	Key Issue #6: Support of Emergency services for UEs via a MWAB
Based on the requirements of TS 22.261 [3], the 5G system shall be able to support emergency service for the UEs accessing 5GS via a mobile base station relay. Therefore, this key issue needs to address:
-	Whether any enhancements are needed to support emergency service (including graceful release) for the UEs accessing 5GS via a MWAB. MWAB mobility and roaming scenarios shall be considered.
-	Whether and how to handle the case when MWAB-UE initiates or has an ongoing emergency session already. 



It can be seen from the description that the main focus for this Key issue is to support graceful release of the UE that connecting to MWAB and involved in the emergency service. 
For MBSR, there are mainly two aspects that supports for regulatory services as described in TS 23.501:
-	Regulatory requirements (e.g. emergency services, priority services) are supported when UEs access 5GS via a MBSR. LCS framework as defined in TS 23.273 [87] is used for providing the location service to the served UEs, with additional enhancements described in clause 5.35A.5.
-	NOTE 4:	The AMF delays the MBSR de-registration to allow the IAB-donor gNB to move all connected UEs via MBSR to other cells as specified in clause 8.9.10 of TS 38.401 [42].
The first aspect is a general description i.e., to support emergency related procedures such as Location Report procedure (e.g., to provide accurate cell identification), location services (e.g., to obtain the location of the UE connecting to MWAB). In Rel-19 that should be rather under the remit of mobility (KI#4) or location services (KI#5), e.g., whether it is possible to provide accurate cell ID/physical location under mobility. Since the MWAB-gNB and MWAB-UE may relate to different PLMNs and the existing mechanisms defined for Rel-18 cannot be applied. 
Regarding the graceful Release (i.e., AMF delay the MWAB deregistration), it is rather the issue to be addressed by the solution of KI#2 (i.e., Authorization of a MWAB and configuration of MWAB), since in the description of KI#2 we have:
-	How to authorize a MWAB to serve UEs and how to update and handle the MWAB authorization status (including de-authorize or authorize a previously not authorized MWAB).
When there is an update of the MWAB authorization from authorized to non-authorized, the AMF needs to consider the graceful release. 
It is proposed to document the description as per the consideration mentioned above.  
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-06.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157515659]6.0	Mapping of solutions to key issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of solutions to key issues
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* * * * Second change * * * *
6.x	Solution #Y: support of Emergency services for UEs via a MWAB 
6.x.1	Key Issue mapping
This solution addresses Key Issue #6.
6.x.2	Functional Description
This solution proposes to support the following features regarding emergency services when the UE connecting to MWAB:
-	Report the Cell ID/TAC that the UE is currently located when the target UE is connected to MWAB and is in CM-CONNECTED state. It is essentially meaningless to reporting the Cell ID/TAC of the MWAB-UE to the serving PLMN OAM of the MWAB-gNB since they are typically different. Therefore, it is suggested to timely update the Cell ID/TAC broadcasted by the MWAB-gNB as per its location, so as to resolve the emergency service concern.
NOTE 1:	Update the Cell ID/TAC broadcasted by the MWAB-gNB as per its location will be addressed by the solution of KI#4.
-	Support the location services for UEs when MWAB(s) is involved, especially when the MWAB roams to the VPLMN.
NOTE 2:	Support the location services for UEs when MWAB(s) is involved will be addressed by the solution of KI#5.
-	Support of graceful Release (i.e., not affecting the on-going potential emergency service of the UE(s) connecting to MWAB-gNB). Note that this issue is also related to KI#2 (Authorization of a MWAB and configuration of MWAB), and KI#4 (Efficient mobility and service continuity when served by MWAB) when the authorization of the MWAB updates or MWAB moves to the area where the MWAB cannot act as MWAB-gNB. This solution mainly addresses the release procedure in those conditions. 
NOTE 3:	Support of the authorization update will be addressed by the solution of KI#2.
6.x.3	Procedures
With extrapolation of the features defined in TS 23.501 [2] to emergency service and Rel-18 MBSR, the following is defined:
-	Report the Cell ID/TAC that the UE is currently located when the target UE is connected to MWAB and is in CM-CONNECTED state.  
NOTE 1:	Timely update the Cell ID/TAC broadcasted by the MWAB-gNB as per its location will be addressed by the solution of KI#4.
-	Support the location services for UEs when MWAB(s) is involved, including when the MWAB roams to the VPLMN.
NOTE 2:	Support the location services for UEs when MWAB(s) is involved will be addressed by the solution of KI#5.
-	Support of graceful Release (i.e., not affecting the on-going potential emergency service of the UE(s) connecting to MWAB-gNB), i.e., when there is an update of the MWAB authorization from authorized to non-authorized, the release of the NGAP connection between AMF and MWAB-gNB will consider the service continuity.


Figure 6.x.3-1: Support of Emergency Services for UEs via a MWAB
0.	MWAB-UE triggers registration towards the selected PLMN and authorization of the MWAB operation is performed as defined in Key Issue#2. 
1.	The MWAB-gNB establishes BH PDU Session for N2/N3 and initiates NG setup procedure with AMF.
The BH PDU Session is associated with dedicated DNN/S-NSSAI as defined in Key Issue#1.
2.	The MWAB-gNB initiates the service towards normal UE. The normal UE registers with network via MWAB-gNB.
3.	The normal UE requests PDU Session Establishment.
	In case of PDU Sessions for Emergency Services (i.e., with a Request Type indicating "Emergency Request"), the details of handling of PDU Sessions for Emergency Services are described in clause 5.16.4 of TS 23.501[2]. 
4.	The authorization of MWAB-UE is changed (from authorized to non-authorized) as defined in Key Issue#2. The BH AMF notifies the current authorization status to the MWAB-UE.
5.	The MWAB-gNB triggers the handover procedures of the for UEs in RRC_CONNECTED state served by the MWAB-gNB, no matter whether the UEs are accessing Emergency Services or not.
6.	The NGAP connection between AMF and MWAB-gNB is released.
7.	If the MWAB-UE’s serving PLMN allows the non-authorized MWAB to be registered in the PLMN, the handling is described in the following:
-	The release of BH PDU Session for N2/N3 is initiated by the MWAB-gNB after the MWAB has completed the related operations, including e.g., the handover of the UEs the MWAB and NGAP connection release.
-	After a certain period (e.g., based on the expiration of a timer configured on the AMF, if the AMF haven’t received the release request of BH PDU Session for N2/N3 by the MWAB-gNB, the BH AMF determines the BH PDU Session based on dedicated DNN/S-NSSAI and triggers to release the BH PDU Session.
If the MWAB-UE’s serving PLMN doesn’t allow the non-authorized MWAB to be registered in the PLMN, the handling is described in the following:
-	The deregistration is initiated by the MWAB-UE after the MWAB-gNB has completed the related operations, including e.g., the handover of the UEs the MWAB and NGAP connection release.
NOTE 3:	It is assumed that the MWAB-UE is notified that the MWAB-gNB has completed the related operations via internal interface.
-	After a certain period (e.g., based on the expiration of a timer configured on the AMF, if the AMF doesn’t receive the deregistration request of the MWAB-UE, the BH AMF triggers to deregistration.
6.x.4	Impacts on existing services, entities and interfaces
Impacts of the Network Entities as per the solution of KI#2, KI#4 and KI#5. 

* * * * End of changes * * * *
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