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[bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes an update to solution #2 to update the usage of user state.
1	Discussion
Sol#2 has introduced how to create, store, and update the user state, but how to use the user state is missing. 
In the architectural assumptions, there is a restriction about the usage of user identify that when the user identifier applies to a human, only a single user identifier is active with a UE subscription at a given time. And with the statement in 6.2.3.2, UE, AMF and SMF can store and update the user state. Furthermore, we could assume that if when the network is serving for a specific user, the related user state is active. On the contrary, when a user logout, the related user state is inactive. 
Therefore, it’s proposed that, based on the user state, the UE can determine whether the user ID could register to network or not, the AMF can determine to whether accept the registration request from a user or not, and SMF can determine to whether accept the PDU session establishment request from a user or not.
2	Proposal
It is proposed to include the following changes in TR 23.700-32.

[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc160804284][bookmark: _Toc160456054]6.2.3.2	User State
A user may be considered active if the associated user identifier has been authenticated and authorized to use a linked subscription to access the 5GS. To better use 5G network resources, it is beneficial to have some procedures to determine user states.
The UDR may include a new Data Subset "User State Data". Associated with a specific subscription and UID, the user state information is stored by the UDR with Data Key SUPI and/or UID for one or multiple UIDs in the specific SUPI. The "User State Data" may be updated by NEF. The "User State Data" may contain the following information:
-	User state information, e.g. active, inactive, suspend, etc.
The User Identifier (UID) associated with a specific subscription can be in states, e.g., activated, deactivated, or suspended. If a user is inactive on a device or UE for a specific period, the device may automatically suspend the UID. This inactivity period is determined by the home operator's policy.
During Session Management procedures, the SMF may store and update user's state information in local configurations according to the home operator's policy. Changes in the user states are communicated to subscribed NFs via the Nsmf_EventExposure_Subscribe function. Additionally, the AMF may maintain and update the user state information in local configurations as reported by the UE.
In Figure 6.2.3.2-1, a high-level procedure to describe user state update is provided.


Figure 6.2.3.2-1: User State Change
1.	UE detects user activity with UID and identifies state change.
NOTE:	How UE detects user activity and state change are implementation specific, not in the scope of 3GPP.
2.	UE requests to update user state in User Identity Profile, by sending a NAS message containing the UID. If the user state of a user ID is active, which means the network is serving for the user ID, another user ID should not regiser to network.
3.	In steps 3a-3c, AMF uses UE's report and its local UE context data to determine UID state change. If user state change occurs, AMF sends the event report, by means of Namf_EventExposure_Notify message, to the associated notification endpoint of the NEF, along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate. If the user state of a user ID is active, which means the network is serving for the user ID, the AMF should reject the registration request from another user.
4.	In steps 4a-4c, during Session Management procedures, the SMF may monitor user activities, and determine UID state change occurs. For example, when the PDU Session associated with a specific UID has no data transfer for a period specified by the User Inactivity Timer value in the User Identity Control Data.
	SMF sends the user state change event report, by means of Nsmf_EventExposure_Notify message, to the associated notification endpoint of the NEF, along with the time stamp. NEF may store the information in the UDR along with the timestamp using either Nudr_DM_Create or Nudr_DM_Update service operations as appropriate. If the user state of a user ID is active, which means the network is serving for the user ID, the SMF should reject the PDU session establishment request from another user.

Editor's note:	The procedure for suspended user is FFS.

* * * * End of changes * * * *
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