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Abstract: One correction and suggested informative addition to some terminologies 
1. Introduction
(1) In clause 3.3: there are ccertin term(s) that are specific to certain coutry or region. It would be more informative if we put the related country or region onto the termimology(-ies), e.g., to give an intuition where the terminology came from.
· FAA is specifically related to the U.S.A.
· PDT is specifically related to China (i.e., not a term from a global standard)

(2) In clause “5.7.3 Enh of SMS” of TR 22.870v1.1.0, there is an incorrect terminology used for certain type of SMS, and therefore, the corresponding abbreviation is also incorrect.
1) Several types of SMS used in the industry (e.g., in GSMA spec) includes: A2P, P2A, and P2P, in which A2P stands for “Application-to-Persion”. This point should be correctly reflected in the abbreviation-defining spot of the related clause of TR 22.870 and
2) in the definition clause as “A2P: Application-to-Person”.

2. Reason for Change
< Explain the reason for change (mandatory)>
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP 22.870v1.1.0.


* * * First Change * * * *
[bookmark: _Toc219731987]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
2D	Two Dimensions
5GAA	5G Automotive Association
6DoF	Six Degrees of Freedom
6G	6th Generation
6GS	6G System
A2P	Application-to-PointApplication-to-Person
AA	Application Awareness
AAC	Advanced Audio Coding 
AAM	Advanced Air Mobility
AD	Autonomous Driving
ADAS	Advanced Driving Assistance System
AF	Application Function
AGI	Artificial General Intelligence
AGL	Above Ground Level
AGV	Automated Guided Vehicle
AI	Artificial Intelligence
AMR		Autonomous Mobile Robot
AMR-NB	Adaptive Multi-Rate Narrowband
APP	Application
AS	Application Server
ASP	Application Service Provider
BVLOS	Beyond Visual Line Of Sight
CA	Certificate Authority
CAGR	Compound Annual Growth Rate
CAPEX	CAPital EXpenditure 
CAPIF	Common API Framework
CCRC	Continuing Care Retirement Community
CO2	Carbon dioxide
CIS	Common Information Services
Cobot	Collaborative Robot
CPE	Customer Premises Equipment
CPN	Customer Premises Network
CRQC	Cryptographically Relevant Quantum Computer
CVD	Coordinated Vulnerability Disclosure
DAA	Detect And Avoid
DAC	Digital Asset Container
DER	Distributed Energy Resources
DNN	Deep Neural Network
DR	Demand-Response
DSO	Distribution Service Operator
DT	Digital Twin
DTT	Direct Transfer Trip
EDT	Environmental Digital Twin
EEC	Edge Enabler Client
EES	Edge Enabler Server 
eMTC	enhanced Machine Type Communication
EPC	evolved Packet Core Network
eRG	Evolved Residential Gateway
eSIM	embedded SIM 
EV	Electric Vehicle
eVTOL	Electric Vertical Take-Off and Landing
FAA	(US) Federal Aviation Administration 
FBS	False Base Station
FCI	Fault Circuit Indicator
FL	Federated Learning
FLISR	Fault Location, Isolation, and Service Restoration
FWA	Fixed Wireless Access
GDC	Global Digital Compact
GenAI	Generative AI
GEO	Geostationary satellite Earth Orbit
gNB	NR Node B
GNSS	Global Navigation Satellite System
GPU	Graphics Processing Unit
GSMA	GSM Association
GSO	Geosynchronous Orbit
HAPS	High-Altitude Platform Station
HD	High Definition
HDR	High Dynamic Range
HEVC	High-Efficiency video Coding
HIBS	HAPS IMT Base Station
HMD	Head Mounted Display
HW	Hardware
IC	Incident Commander
ICT	Information and Communication Technologies
ID	Identity
ID	Intelligent Driving
IMS DC	IMS Data Channel 
IMU	Inertial Measurement Unit
IOPS	Isolated E-UTRAN Operation for Public Safety
ISAC	Integrated Sensing and Communication
ISL	Inter-Satellite Link 
ITS	Intelligent Transport System
KVI	Key Value Item/Indicator?
LEO	Low Earth Orbit
LiDAR	Light Detection And Ranging
LLM	Large Language Model
LMR	Land Mobile Radio
LoS	Line-of-Sight
LPP	LTE Positioning Protocol
M-IoT        	Massive Internet of Things
MCData	Mission Critical Data
MCPTT	Mission Critical Push to Talk
MCVideo	Mission Critical Video
MEC	Multi-access Edge Computing
MEO	Medium Earth Orbit
MINT	Minimization of Service Interruption
ML	Machine Learning
MnS	Management Service(s)
MPS	Multimedia Priority Service 
MR	Mixed Reality
NB-IoT	Narrowband IoT
NDS	Network Domain Security
NDS/AF	NDS Authentication Framework
NDT	Network Digital Twin
NEF	Network Exposure Function
NGSO	Non Geo Synchronous Orbit
NLOS	Non-Line-of-Sight
NPN	Non-Public Network
NR	New Radio
NTN	Non-Terrestrial Network
NWDAF	Network Data Analytics Function
OAM	Operations, Administration, and Management
OEM	Original Equipment Manufacturer
OPEX	Operational Expenditure 
OT	Operational Technology
OTT	Over The Top
PDB	Packet Delay Budget 
PDT	Professional/Police Digital Trunking [X1,X2]
PIN	Personal IoT Networks
PNG	Portable Network Graphics
PNT	Positioning, Navigation, and Timing
PRAS	Premises Radio Access Station
PSAP	Public Safety Answering Point 
PSBN	Public Safety Broadband Network
R&D	Research and Development
RAG	Retrieval Augmented Generation
RCS	Radar Cross Section
RCS	Rich Communication Services 
RGB	Red-Green-Blue
RTK	Real-Time Kinematic
SDG	Sustainable Development Goal
SHE	Service Hosting Environment 
SLAM	Simultaneous Localization and Mapping
SLM	Small Language Model
SNPN	Standalone NPN
SSC	Sensing Service Consumer
SSC	Service and Session Continuity
SUPI	Subscription Permanent Identifier
SWAP	Size, Weight and Power
TBS	Terrestrial Beacon System
TN	Terrestrial Network
TRP	Transmitter Receiver Point
TPDIS	Third Party Digital Identity System
UAC	Unified Access Control
UAM	Urban Air Mobility
UAV	Uncrewed Aerial Vehicle
UBBA	Utility Broadband Alliance
UPF	User Plane Function
UPT	UE Perceived Throughput
USD	US Dollars
USS	Uncrewed Aerial System Service Supplier
UTM	Uncrewed Aerial System Traffic Management
UX	User eXperience
VLEO	Very Low Earth Orbit
VLM	Vision-Language Model
VN	Virtual Network
VRU	Vulnerable Road User
XR	eXtended Reality

* * * Next Change * * * *
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[bookmark: _Toc219732084]5.7.3	Enhancement of short message service (SMS)
[bookmark: _Toc219732085]5.7.3.1	Description
SMS is one of the most traditional telecom services offered by operators. A growing number of enterprise customers and applications (i.e. Application-to-PointApplication-to-Person (A2P) SMS senders) are using A2P SMS to send notifications, verification codes, and other messages to end users. In the 6G era, SMS is expected to remain favoured by A2P SMS senders due to its unmatched reliability and universal device compatibility.
The growing number and evolving forms of A2P SMS senders present both opportunities and challenges. On one hand, they create new business prospects for operators and enhance the value of carrier messaging channels. On the other hand, they raise end user concerns—such as identifying potential scams from fraudulent A2P SMS senders and ensuring secure interactions with legitimate A2P services via SMS, etc.
In RCS as specified in GSMA RCC.71 [209], Chatbots are introduced as enterprise users/applications to provide A2P and Point-to-Application messaging services. Within the RCS framework, Chatbots need to be verified by the operator. Users can view the associated enterprise information and verification status of these Chatbots. For verified A2P sender end users can interact with them with greater confidence. For unverified A2P senders, end users can make more informed decisions about whether to reply or engage, while exercising greater caution to avoid potential scams. 
However, this verification mechanism is exclusive to RCS Chatbot services and does not apply when enterprise users/applications utilize SMS. Therefore, in the 6G era, traditional SMS is expected to evolve delivering more secure and trusted interactions between end users and A2P SMS senders by introducing similar capabilities.
There is a related feature, in TS 22.173 [59], Connected Name and Number Display. This provides information from the network concerning an incoming call, which "allows the device to display the name and/or telephone number of both current parties on a 2-party call."
[bookmark: _Toc219732086]5.7.3.2	Potential New Requirements 
[PR 5.7.3.2-1] The 6G SMS service shall enable a network operator to verify the identity of the SMS sender. 
[PR 5.7.3.2-2] The 6G SMS service shall support a means to provide information concerning operator verified SMS sender information to the recipient of a SMS. 
NOTE 1: 	Operator-verified SMS sender information is used to inform the recipient of an SMS that the identity of the SMS sender is operator-verified and support displaying additional information (e.g. brand name, logo, etc.) of the SMS sender. Human interface aspects are out of scope of this requirement.
NOTE 2:	Indication that the identity of the SMS sender is operator-verified, any additional information about the SMS sender and the message itself is assumed to be integrity protected.
NOTE 3:	Based on interworking agreements and trust relationships, the requirements above apply also when the SMS recipient is roaming or receives a SMS from a sender served by other operators.
NOTE 4:	The requirements above apply to A2P SMS and may apply to Person-to-Person SMS.
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<Proposed change in revision marks>
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