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	* * * First Change * * * *	
[bookmark: _Toc146235698]8.6.2	Procedure
Figure 8.6.2-1 illustrates the procedure for service API analytics enablement solution. 
Pre-conditions:
1.	ADAES is registered to CCFacts as API management function in CAPIF.



Figure 8.6.2 -1: Service API analytics procedure
1.	The subscribing entity (VAL server / API invoker, API provider) sends a service API event subscription request to the ADAE server to receive analytics for one or more service APIs. 
2.	Upon receiving the event subscription request from the subscribing entity, the ADAE server checks for the relevant authorization for the event subscription. If the authorization is successful, the ADAE server stores the subscription information.
3.	The ADAE server sends a service API event subscription response indicating successful subscription
4.	Upon sending the subscription response, the ADAE server requests to collect API logs to be used to derive analytics and triggers API invocation log pull request towards the CAPIF core function. The API invocation log fetch request indicates the API (or list of APIs) for which logs are required. Based on the ADAE server deployment, this can be a Query service API log request which is performed via CAPIF_Auditing API as specified in 3GPP TS 23.222 [8].  
5.	The CCF authorizes the request and fetches the API logs from the storage unit. CCF then sends the requested information to the ADAE server via a query service API log response.
6.	The ADAES may also request service API historical analytics /data from A-ADRF for the corresponding service APIs.
7.   Based on the request, the ADAES receives historical analytics/data for the service APIs.
8.	The ADAE server authorizes and anonymizes the API logs (if not performed by CCF) and abstracts based on exposure level. The exposure level can be known based on pre-configuration by the OAM or based on the subscription and type of invoker. The ADAE server then derives analytics on the target service API(s) based on the logs received from the CCF. Such analytics are predictions/stats for the API status based on the analytics event.
9.	The ADAE server sends the analytics as event notifications to all the subscribing entities that have subscribed for the event matching the criteria. If a notification reception information is available as part of the subscribing entity event subscription, then the notification reception information is used by the ADAE server to send event notifications to the subscribing entity.
* * * End of Change * * * *
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