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1. Introduction
A new SID [4] for Ambient IoT was approved in RAN#102 while further revised as [1] in RAN#103 meeting, in which the RAN4-led work is detailed as following.
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception
In this paper, we share our general views on RF architectures and coexistence study of Ambient IoT and NR/LTE.
2. Background
It is envisaged that the number of connected devices will reach ~500 billion by 2030, which is about ~59 times larger than the expected world population (~8.5 billion) by that time. Among these, a large portion of the devices will be Internet-of-Things (IoT) devices for improving productivity efficiency and increasing comforts of life. As the number of IoT devices grows exponentially, it may be challenging to power all the IoT devices by battery that needs to be replaced or recharged manually, which leads to high maintenance cost. The automation and digitalization of various industries demand new IoT technologies of supporting battery-less devices with no energy storage capability or devices with energy storage that does not need to be replaced or recharged manually [2]. Such types of devices are collectively termed as ambient IoT (A-IoT), which is powered by various renewable energy sources such as radio waves, light, motion, or heat, etc. Possible use cases of A-IoT devices include asset inventory/tracking and remote environmental monitoring [3]. 
Considering the limited size and low complexity required by practical applications of A-IoT devices, the output power of energy harvesting from ambient power sources is typically from 1µW to a few hundreds of µW, which is orders of magnitude lower than normal user equipment (UE) having peak power consumption higher than 10mW [4]. This requires a new wireless access technology and device architectures for A-IoT, which cannot be fulfilled by existing cellular systems including low-power IoT technologies such as NB-IoT and eMTC.
3. RF architecture 
3.1 Feasible Tag RF architecture
For the purpose of the study, RAN1 agreed the following terminologies for the A-IoT device within the SI scope [5]. We would adopt these terminologies in this discussion paper. 
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.

The characteristics for each device type are summarized in the following table.
	Device Type
	Energy storage 
	DL/UL Amplification
	Signal Gen.
	Power cons.

	Device 1
	Yes
	None
	No, backscattering
	≤1uW

	[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Device 2a
	Yes
	both DL and/or UL amplification
	No, backscattering
	≤a few hundred uW

	Device 2b
	Yes
	both DL and/or UL amplification
	Yes, with active components
	≤a few hundred uW



For the architecture of Device 1 and Device 2a, the Status report [5] also capture the following parameters for each architecture to be further considered. Note that identifying basic blocks of possible Ambient IoT device architectures is RAN1 cope.
Study at least the following blocks for device 1 architecture.
· Antenna could be either shared or separate for RF energy harvester and receiver/transmitter.
· Matching network is to match impedance between antenna and other components (including RF energy harvester and receiver related blocks).
· RF energy harvester can include rectifier performing RF signal (AC) to DC conversion.
· Energy storage (e.g., capacitor) stores harvested energy from RF energy harvester.
· Power management unit (PMU) manages storing energy to energy storage from energy harvester and suppling power to active component blocks which needs power supply.
· Digital BB logic includes functional blocks like encoder, decoder, controller, etc.
· Memory can include two types of memory: 1) Non-Volatile Memory (NVM) such as EEPROM for permanently storing device ID, etc, and 2) registers for temporarily keeping any information required for its operation only while energy is available in energy storage.
· Clock generator provides required clock signal(s).
· Reception related blocks
· RF BPF for improving selectivity.
· Depending on implementation, it may not exist. RAN4 RF requirement (if any, e.g., ACS) and peak power consumption target also need to be considered.
· RF Envelope Detector converts RF signal to baseband.
· BB LPF can filter out harmonics and high frequency components to improve input signal quality to comparator.
· Depending on implementation, it may not exist. Presence of BB LPF is assumed for the study.
· Comparator determines high/low of input signal.
· Transmission related blocks
· Backscatter modulator switches impedance to modulate backscattered signal with tx signal from BB logics. Waveform/Modulation type is FFS



Study at least following blocks for device 2a architecture w/ RF-ED receiver.
(Note only the differences with device 1 are listed as following, mainly RF LNA/PA, BB amplifier and large frequency shifter)
· Reflection amplifier can amplify reflected backscattered signal.
· FFS study applicability of amplification of rx signal, power consumption.
· At least one of R2D/CW2D and D2R could be amplified by either reflection amplifier or LNA.
· Reception related blocks
· FFS: LNA for improving signal strength and sensitivity of receiver.
· At least one of R2D/CW2D and D2R could be amplified by either reflection amplifier or LNA.
· BB amplifier amplifies BB signal to improve signal strength.
· Comparator or N-bit ADC
· Transmission related blocks
· Backscatter modulator switches impedance to modulate backscattered signal with tx signal from BB logics.
· FFS: Large Frequency shifter (e.g., tens of MHz) for shifting backscattered signal from one frequency (e.g., FDD-DL frequency) to another frequency (e.g., FDD-UL frequency).


UL module for Device 1 and Device 2a
As can be found in the above diagram, Device 1 should be not capable of frequency shifting with lack of frequency shifter, therefore it is only suitable for the following Case 1) and Case 2) for which carrier wave and backscattered A-IoT UL transmission on the same frequency range (i.e., either both on FDD UL or both on FDD DL). 
· Case 1) CW is provisioned at DL spectrum and backscattered, i.e., CW @ DL spectrum, UL backscattering @ DL spectrum.
· Case 2) CW is provisioned at UL spectrum and backscattered, i.e., CW @ UL spectrum, UL backscattering @ UL spectrum.
Device 2a largely share a similar architecture with Device 1 as the A-IoT UL transmission is still based on backscattering of an externally provided CW, while Device 2a has the capability of amplifying UL/DL signal. Given the power consumption requirement, i.e., less than a few hundred uW, the DL/UL amplification for Device 2a maybe based on an architecture that is different from the conventional power amplifier (PA) and low noise amplifier (LNA) based on MOSFET. Some example low power/complexity forward amplification (for DL reception) and reflection amplification (for UL backscattering) are proposed in the literature [9][10] and are based on a single bipolar transistor terminated with microstrips.
Similarly for Device 2b. From our perspective, a 10dB amplification gain seems to be a proper point, and this can be applied to either reception and/or transmission at the tag depending on the device architecture. 
Observation 1: Some lower power/complexity forward amplification (for DL reception) and reflection amplification (for UL backscattering) could be considered for implementation which are based on a single bipolar transistor terminated with microstrips. 10dB amplification gain seems to be a proper starting point. 
Another difference of Device 2 compared to Device 1 is the frequency shifter, with it the following Case 3) would be also feasible. Though it is the most natural way for FDD spectrum, it requires a frequency shifter given a duplex spacing which needs Lo and frequency mixer. The duplex spacing of FDD spectrum ranges from at least 10MHz to a few hundred MHz depending on the carrier frequency. Some low-power Lo architectures were proposed in the literature [6]-[8] as calibrated RC oscillator. However, it is also questionable how practical those Lo architectures are in terms of their accuracy and an achievable amount of frequency shift when compare to a required duplex spacing.
· Case 3) CW is provisioned at DL spectrum, frequency shifted to UL spectrum, and then backscattered, i.e., CW @ DL spectrum, UL backscattering @ UL spectrum.
Observation 2: For frequency shifter, some lower-power Lo architectures such as calibrated RC oscillator can be considered for implementation.

Note that Case 1) and Case 2) have significant advantages over Case 3) in terms of satisfying the low-power and low-complexity, but there still are several aspects need to be addressed first, as following:
· Regulatory aspects: 
· For Case 1), do regional regulations forbid a device transmitting on a DL spectrum, even though it is a passive backscatter device? 
· For Case 2), do regional regulations forbid a network equipment, which may be either a gNB or a dedicated node, transmitting CW on an UL spectrum? If allowed, then what are the limitations, e.g., maximum allowed EIRP? 
· Coexistence/compatibility aspects (for in-band deployment):
· For Case 1), may the UL backscatter transmission by an A-IoT device negatively impact a DL reception by a neighboring normal NR UE? Is the gNB capable of receiving an UL transmission on a DL spectrum without hardware changes such as FDD duplexer?
· For Case 2), may the CW transmission by a network node negatively impact a reception of an UL signal of a neighboring normal NR UE at a gNB?  
Overall, if Case 1) and Case 2) are feasible, we do not prefer to introduce the FDD frequency shifter, for sake of the harmonized and unified design between Device 1 and Device 2a.
Observation 3: Case 1) and 2) have significant advantages over Case 3) in terms of satisfying the low-power and low-complexity, while regulation aspect and coexistence/compatibility aspects need to be considered.

DL module for Device 1 and Device 2a
For both Device 1 and Device 2a, the DL signal is demodulated using a low complexity RF envelop detector and comparator, whose output is provided as an input to the baseband circuit. Tough RAN1 did not make final agreements on the numerologies for A-IoT yet (our preference is at least for DL 15KHz is a baseline, 30KHz can be FFS for in-band/guard band operation and stand-alone operation), given the poor performance of RF envelop detection which is not I-Q based and the possible frequency drifting for tag DL, it is expected even same numerologies for A-IoT and LTE/NR are assumed, orthogonality can be guaranteed in BS/intermediate node side, but cannot be guaranteed at tag side.  
Observation 4: The orthogonality between A-IoT DL and NR/LTE DL cannot be guaranteed at tag side due to the possible frequency drifting and RF envelop detector is not I-Q based.

Device 2b
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]For Device 2b, there is no referenced architecture agreed in Feb meeting, the following Figure 1 illustrates an example for Device 2b. The Device 2b active device largely share a similar structure with Device 2a other than that UL signal is internally generated using Lo. The DL receiver Chain is still based on RF envelop detection considering the power consumption and device operability when the stored energy level is low, the device architecture with IF or BB envelop detection is not preferred due to the limited device operability when the energy is low.
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[bookmark: _Ref157078000]Figure 1 An example Device 2b active device architecture with IF or BB envelop detection

Observation 5: For Device 2b Rx, the architecture with IF or BB envelop detection is not preferred due to the limited device operability when the energy is low.

3.2 Feasible BS RF architecture
As agreed and captured in [5], A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to device) perspective, and includes OOK from DL transmitter’s perspective, for an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
In addition, in order to minimize the impact that may require gNB hardware change, it is preferable to reuse IFFT operation to generate DL signal for A-IoT tags, it is suggested to strive to design the system such that DL signal for A-IoT can be generated and multiplexed with NR DL signals.
Proposal 1: Strive to minimize the impact for gNB hardware change. 
4. Coexistence study
4.1 Feasible combination of FDD DL/UL spectrum and deployment topologies
Considering device complexity and cost, it is desirable to deploy A-IoT from gNB/intermediate node to A-IoT Tags(referred as A-IoT DL) and from A-IoT tags to gNB/intermediate (refered as A-IoT UL) on the same frequency range, e.g., both on FDD UL or both on FDD DL spectrum. However, this manner may be further restricted by topologies and regulations as aforementioned, which requires further study in RAN1. 
In Feb meeting, RAN1 made the following agreements for topology 1 and topology 2.
Agreement
For the case that D2R (Device to reader) backscattering is transmitted in the same carrier as CW for D2R backscattering, and for topology 1, the following cases for CW transmission are studied.
· Case 1-1: CW is transmitted from inside the topology, transmitted in DL spectrum
· Case 1-2: CW is transmitted from inside the topology, transmitted in UL spectrum
· Case 1-4: CW is transmitted from outside the topology, transmitted in UL spectrum
Agreement
For the case that D2R backscattering is transmitted in the same carrier as CW for D2R backscattering, and for topology 2, the following cases for CW transmission are studied.
· Case 2-2: CW is transmitted from inside the topology (i.e., intermediate UE), transmitted in UL spectrum
· Case 2-3: CW is transmitted from outside the topology, transmitted in DL spectrum 
· Case 2-4: CW is transmitted from outside the topology, transmitted in UL spectrum

It is observed that all the agreements are made for the case D2R backscattering is transmitted in the same carrier as CW, in other words, the tags to satisfy these cases is not required to equip with frequency shifter. And CW could from either inside the topology and outside the topology. 
Particularly , as the agreements only say “the following cases are studied” but not the “following cases are feasible”. Our understanding is RAN1 would continue the study and confirm the feasibility taking both the regulation requirements and co-existence challenge into consideration, some cases might be further excluded and some cases maybe prioritized in the upcoming meetings. 
Proposal 2: In terms of the combination of FDD DL/UL spectrum and deployment topologies, wait for RAN1’s conclusion on which cases are feasible and/or prioritized. Co-existence study for the prioritized cases can be performed first in RAN4.

4.2 Operation mode
Per SID [1], an A-IoT system can be deployed with different operation modes, i.e., in band, guard band and stand-alone. At the tag side, the design for different operation modes should strive to be consistent to reduce device complexity. However, from a holistic system design perspective, especially considering A-IoT and NR Uu coexistence, it should be noted that under each operation mode, there can be different requirements and design aspects for choosing A-IoT operating spectrum. For instance, the cross-system interference may not be an issue for the stand-alone mode but it needs to be separately investigated for in-band and guard-band modes.
Observation 6: For different operation modes i.e., in band, guard band and stand-alone, there can be different requirements and design aspects for choosing A-IoT operating spectrum, as a result the coexistence study between A-IoT and LTE/NR are different.
For NB-IoT in guard band, there is no corresponding requirements defined in RAN4 over these years due to the lack of commercial interest, similarly for A-IoT, we think in guard band operation can be deprioritized from RAN4 perspective.
For stand-alone operation, the feasibility has been argued for the whole Rel-18 LP-WUS study, we are against it due to the impact to legacy infrastructure. Similarly for A-IoT, we think stand-alone operation can be deprioritized from RAN4 perspective.
Observation 7: For NB-IoT in guard band of NR, there is no corresponding requirements defined in RAN4 over these years due to the lack of commercial interest.
Observation 8: In Rel-18 LP-WUS discussion, the feasibility of stand-alone operation has been challenged for the whole release and not confirmed yet. 
Proposal 3: From RAN4 perspective, deprioritize in guard band operation and stand-alone operation.

4.3 General Interference handling
As discussed in the previous section, it is preferable that A-IoT DL signals can be generated with NR DL signals by reusing the same hardware. In the legacy NR Uu system, the interference control is based on both the orthogonality of OFDM-based waveforms and band-pass filter at the receiver of the device. 
Observation 9: In the legacy NR system, the interference control is based on both the orthogonality of OFDM-based waveforms and band-pass filter at the receiver of the device.
However, it is infeasible for A-IoT tags, at least low-end tags, to implement RF band pass filter due to the constriction of device complexity. As a result, given the possible lack of band-pass filter, any interference signal and any in-band emissions within the A-IoT DL channel bandwidth would significantly impact the A-IoT DL envelop detection-based decoding performance. Furthermore, as aforementioned, the orthogonality between A-IoT and NR/LTE cannot be guaranteed as well at tag side due to the poor performance of envelop detection and the possible frequency drifting, regardless of whether they are orthogonal or not when transmitting at BS or intermediate node side. 
Overall, we think similar as LP-WUS discussion, it needs further investigation whether Guard RB is needed to mitigate the interference issue at tag side. Even for standalone mode, if it supports the deployment that multiple A-IoT operated in an FDM manner, the necessity for Guard RB needs to be studied as well.
The following definition of Guard RB for ACS and ASCS selection as captured in [11] for LP-WUS can be leveraged, note that the LP-WUR can only receive DL signal but cannot transmit UL signal to BS so the conclusion is only for LP-WUR(UE) side. Whether and how many Guard RB is needed for BS or intermediate node side can be evaluated separately due to the presence of band-pass filter and the advanced heterodyne or homodyne architecture at BS or intermediate node side. In addition, the backscattered UL transmission is expected to have a lower signal strength compared to DL transmission due to the round-trip pathloss and reflection loss of backscattering.
Observation 10: Given the possible lack of band-pass filter, any interference within A-IoT DL channel would significantly impact A-IoT DL envelop detection-based decoding performance.
Observation 11: The orthogonality between A-IoT and NR/LTE cannot be guaranteed at tag Rx side due to the poor performance of RF envelop detection and frequency drifting of tag, regardless of whether the signals are orthogonal or not when transmitting from BS/ intermediate side.
Observation 12: At BS/intermediate node Rx side, the interference can be significantly reduced due to the presence of band-pass filter and the advanced heterodyne or homodyne RF architecture.
Observation 13: The coexistence study at tag side and BS/intermediate side should be separated given the different DL/UL waveform design and different receiver architectures. 
Proposal 4: Study the feasibility and performance to support coexistence of legacy NR/LTE DL signals and A-IoT signals on the same channel and on adjacent channel, including whether or not and how many Guard RB is needed between NR/LTE signal and A-IoT signal. Coexistence at Tag side and BS/intermediate side shall be discussed separately due to the different receiver capability and waveform design.
· The following definition of Guard RB for ACS and ASCS for Rel-18 LP-WUS study can be leveraged as starting point.
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In addition, as captured in TR 37.824 for NB-IoT and NR co-existence (reproduced as below), there is no requirements (i.e., specific guard RB) defined in RAN4, and possible solutions for BS to mitigate the co-channel and adjacent channel interference including separate digital filtering and internal gap.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]However, it has been agreed that this type of mixed numerology cases between NB-IoT and NR should be up to the BS implementation and no requirements is defined in the RAN4 specs. Feasible BS implementation options include separate digital filtering and internal gap between NB-IoT and NR carriers.
Observation 14: For NB-IoT and NR co-existence with mixed numerology, no requirements on Guard RB is defined at BS side in RAN4. Feasible implementation to mitigate inference includes separate digital filtering and internal gap between NB-IoT and NR carriers.
Proposal 5: At BS/ intermediate node side, in terms of NB-IoT and NR co-existence with mixed numerology, FFS whether to define Guard RB or to leave it to implementation (e.g., separate digital filtering, internal gap), to mitigate the in-channel and adjacent-channel interference. 

4.4 Interference analysis for the coexistence scenarios
A-IoT system would coexist with legacy NR/LTE system, making it essential to consider the impact of their coexistence in evaluations. Interference between the two systems has the potential to degrade the performance of each other. Therefore, for the purpose of evaluation, the interference that can arise between the two systems should be taken into account for the coexistence scenarios. In particular, for in-band operation, both in-channel co-existence (corresponds to Guard RB for ASCS) and adjacent-channel co-existence (corresponds to Guard RB for ACS) should be considered. 
Generally, there are two different scenarios for the coexistence study between NR and A-IoT. One scenario is NR and A-IoT signal are from different base station. For example, A-IoT base stations/readers are indoor, and NR base stations are outdoor. Another scenarios is that, one base station can transmit and/or receive NR and AIoT signal, shown as Figure 2. In our understanding, both scenarios are valid, and as least the NR and A-IoT signal are from the same base station should be studied by. 
Proposal 6: There are two scenarios need to be considered for coexistence study:
· Scenario #1: NR signal and AIoT signal are from different base stations.
· Scenario #2: NR signal and AIoT signal are from the same base station. 

In the rest of the paper, the discussions are for Scenario #2. The following interference can be identified at least for in-band operation within one cell:
· NR DL to R2D interference (@ tag): this interference can occur when signals in FDD DL spectrum, such as NR DL transmission, interfere with R2D transmission at the tag’s envelope detector receiver. As aforementioned, tags can struggle with high frequency selectivity. Thus, the bandwidth that the envelope detector can receive may also be wider than the occupied bandwidth actually used by the base station. This indicates that interference existing in adjacent channels can be received by the envelope detector together, ultimately overlapping with the desired signal (i.e., R2D transmission) in the baseband. The overlapped signals cannot be distinguished even via frequency filtering. Some preliminary results and analysis can be found in section 4.5. 
[image: ]
Figure 2 NR DL to R2D interference (@tag)

· Tag to NR UE interference (@gNB): this interference can occur when the base station receives uplink signals from both the tag and NR UE, with the tag’s uplink transmission interfering with that of the NR UE. Moreover, this can even stem from cases where tags utilize backscattering for uplink transmission when the tag and NR UE are in a close proximity, as shown in Figure 3. It is worth noting that, given tags are very low-complexity devices, equipping them with a precise filtering system can be challenging. Consequently, the total bandwidth that can be accepted by the tag’s backscattering system may also be broad, potentially up to about 20 MHz. This means that the tag’s backscattering system cannot distinguish and reflect specific signal or frequency precisely. It can result in a tag also reflecting non-CW signals (e.g., uplink signals from NR UE) not intended to be reflected, which interferes with the legacy UE’s UL transmission. The power of interference can be obtained using SLS or link-budget analysis. A study on how to determine it is needed.
[image: ]
Figure 3 Tag to NR UE interference (@gNB)

· NR UE to tag interference (@ reader): this interference can occur when the base station receives uplink signals from both the tag and NR UE, with the NR UE’s uplink transmission interfering with that of the tag. The uplink signals from the NR UE can be reflect by the Tag which may also cause some additional interference for tag reception at reader according to the design of impedance matching. How to model the frequency response of the backscattering signal at adjacent frequency needs to be further studied. To mitigate the interference from NR signal to Tag signal, a frequency gap, i.e., guard-RBs, may be needed. Evaluations can be conducted to identify the frequency gap(Guard RB) between carrier wave/Tag backscattering signal and NR UE signal. 

· Carrier wave to tag and NR UE interference (@gNB or @ NR UE) for non-co-located nodes for CW and gNB: this interference can occur when the carrier wave, intended for tag uplink transmission, interferes with the uplink transmissions of both the NR UE and the tag, as shown in Figure 4. When the carrier wave is carried in the FDD uplink band, it can possibly overpower and interfere with the uplink signals from the NR UE and the tag at the gNB. This is especially relevant for interference caused by carrier wave from another node to the backscattered uplink signal from the tag. Although the carrier wave also experiences propagation loss, reducing its power at gNB, it may be still relatively strong compared to the backscattered signal from the tag. In addition, the carrier wave signal will also undergo nonlinear distortion after passing through the channel. Therefore, how to model the interference caused by carrier wave from another node needs to be studied, and the interference to the backscattered signal has to be evaluated. On the other hand, if carrier wave is transmitted from another node and the transmission power is no larger than 23 dBm, and if carrier wave and uplink signals of NR UE and tag (another A-IoT channel, if defined) are allocated in different frequencies, then this interference may not be a significant problem. If the carrier wave exists within the FDD downlink band, it can cause interference with the downlink reception at the NR UE in a similar manner, as shown in Figure 4.

[image: ]
Figure 4. CW to tag/NR UE interference (@gNB or @ NR UE) in the outside topology scenario

· Carrier wave to tag and NR UE interference(@reader/@gNB) for co-located node for CW and reader/gNB: this interference can occur when the carrier wave signal intended for tag uplink transmission interferes with the tag’s own uplink transmissions and potentially with NR UL signal. When the carrier wave is carried in the FDD uplink band, it may be challenging for the reader to distinguish between the CW and the signals backscattered from the tag. Additionally, as the carrier wave is reflected by the tag, signal strength can be reduced, potentially resulting in the carrier wave overpowering the tag’s uplink signal. In cases where the carrier wave exists within the FDD downlink band, it can interfere with the downlink reception at the tag in a similar manner. If carrier wave is at uplink band, the link level performance can be evaluated together with uplink line code design. 
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Figure 5. CW to tag/NR UE interference(@gNB or @ NR UE) in the insider topology scenario
· Note: in the above analysis, reader is used for AIoT UL and gNB is used for NR UL. They can be the same node or different nodes.
· Note2: in the above analysis, it is assumed that the carrier wave is transmitted in the UL band when applicable. 

The interference described above can increase, decrease or even be nonexistent, depending on various factors, such as the system design, the transmission and reception schemes of the tags and readers, and the waveform of CW, or etc. Therefore, identifying the diverse factors that can influence interference and discussing the potential impact under these assumptions are crucial steps in accurately evaluating the performance of A-IoT systems. These assumptions may vary based on discussion in RAN1. Interference can be caused by the non-linearity stemming from the low complexity of tags. Additionally, the impact can vary based on the physical layer schemes of the A-IoT systems. Hence, interference needs to be considered within link-level simulations, not the link-budget template.    
Proposal 7. For evaluation purpose, study the following interference scenarios to understand the impact of the coexistence with the legacy NR system. 
NR DL to R2D interference(@tag)
Tag to NR UE interference(@gNB)
NR UE to tag interference(@reader)
Carrier wave to tag and NR UE interference(@gNB or @ NR UE) for non-co-located node for CW and gNB
Carrier wave to tag interference(@reader/@gNB) for co-located node for CW and reader/gNB

4.5 Preliminary results
In the evaluation, A-IoT R2D signal and NR DL signal is assumed to be transmitted in the same band, there are some guards between A-IoT R2D signal and NR DL signal. Some other assumptions can be found in Table x in appendix. 
Figure 6 demonstrates the spectrum when there is no guard between R2D signal and NR DL signal. In addition, R2D signal and NR DL signal have the same time-domain average power (where per RE power is different) 10dB higher than noise floor. From the figure, we can see that, if R2D signal and NR signal have the same time-domain average power, A-IOT signal has a much higher PSD than NR signal and the energy leakage from NR to R2D seems not serious. However, R2D signal will interfere with several adjacent RBs in NR sub-band. Interference level depends on relative power. Pulse shaping of R2D signal at NW side should be considered as a mandatory implementation. 
On the other hand, since A-IoT device doesn’t have the capability of pulse shaping, interference from D2R to NR UL may be an issue. A sufficient guard between A-IOT D2R and NR UL is needed. 
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Figure 6
Figure 7 shows the spectrum after non-coherent envelope detection at A-IoT device. After non-coherent envelope detection, co-exist in-band interference will produce two impacts: A) introducing wideband noise-like interference and b) an additional direct-current component. The direct-current component needs to be removed, therefore, the line code for DL needs to be carefully selected considering the potential interference from NR signal, to avoid direct-current component. In addition, the increasing of equivalent noise floor will cause serious time-domain amplitude distortion, which requires a low-pass filtering. 
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		Figure 7
Figure 8 provides the performance of BER with same transmission power of A-IoT R2D and NR, with no guard. From the figure, it can be observed that, 1% BER can be achieved with 0dB CINR (=CW power/(Interference power + noise power).). However, same transmission power between A-IoT R2D and NR is not a typical assumption, especially considering the typical bandwidth of A-IoT R2D may be 180kHz or 360kHz. Figure 9 provides the BER performance with different guard bandwidth. From the figure we can see that, with 32 PRBs as the guard, BER performance can be significantly increased. With enough guard, it is expected that more power can be used for NR DL. Some further study on the guard between A-IoT R2D and NR DL, with reasonable power allocation between to DL is needed.  
Observation 15: In the case of same time domain transmission power for NR DL signal and A-IoT R2D signal, for Manchester code, the performance for A-IoT R2D is acceptable without guard band, if pulse shaping is applied at transmitter side and low-pass filter is used at receiver side. 
Observation 16: Study the required guard between A-IoT R2D signal and NR DL signal with reasonable power allocation assumption, e.g., 1:3 or lower. 
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Figure 8
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Figure 9
3. Conclusion
Observation 1: Some lower power/complexity forward amplification (for DL reception) and reflection amplification (for UL backscattering) could be considered for implementation which are based on a single bipolar transistor terminated with microstrips. 10dB amplification gain seems to be a proper starting point. 
Observation 2: For frequency shifter, some lower-power Lo architectures such as calibrated RC oscillator can be considered for implementation.
Observation 3: Case 1) and 2) have significant advantages over Case 3) in terms of satisfying the low-power and low-complexity, while regulation aspect and coexistence/compatibility aspects need to be considered.
· Case 1) CW is provisioned at DL spectrum and backscattered, i.e., CW @ DL spectrum, UL backscattering @ DL spectrum.
· Case 2) CW is provisioned at UL spectrum and backscattered, i.e., CW @ UL spectrum, UL backscattering @ UL spectrum.
· Case 3) CW is provisioned at DL spectrum, frequency shifted to UL spectrum, and then backscattered, i.e., CW @ DL spectrum, UL backscattering @ UL spectrum.
Observation 4: The orthogonality between A-IoT DL and NR/LTE DL cannot be guaranteed at tag side due to the possible frequency drifting and RF envelop detector is not I-Q based.
Observation 5: For Device 2b Rx, the architecture with IF or BB envelop detection is not preferred due to the limited device operability when the energy is low.
Proposal 1: Strive to minimize the impact for gNB hardware change. 
Proposal 2: In terms of the combination of FDD DL/UL spectrum and deployment topologies, wait for RAN1’s conclusion on which cases are feasible and/or prioritized. Co-existence study for the prioritized cases can be performed first in RAN4.
Observation 6: For different operation modes i.e., in band, guard band and stand-alone, there can be different requirements and design aspects for choosing A-IoT operating spectrum, as a result the coexistence study between A-IoT and LTE/NR are different.
Observation 7: For NB-IoT in guard band of NR, there is no corresponding requirements defined in RAN4 over these years due to the lack of commercial interest.
Observation 8: In Rel-18 LP-WUS discussion, the feasibility of stand-alone operation has been challenged for the whole release and not confirmed yet. 
Proposal 3: From RAN4 perspective, deprioritize in guard band operation and stand-alone operation.
Observation 9: In the legacy NR system, the interference control is based on both the orthogonality of OFDM-based waveforms and band-pass filter at the receiver of the device.
Observation 10: Given the possible lack of band-pass filter, any interference within A-IoT DL channel would significantly impact A-IoT DL envelop detection-based decoding performance.
Observation 11: The orthogonality between A-IoT and NR/LTE cannot be guaranteed at tag Rx side due to the poor performance of RF envelop detection and frequency drifting of tag, regardless of whether the signals are orthogonal or not when transmitting from BS/ intermediate side.
Observation 12: At BS/intermediate node Rx side, the interference can be significantly reduced due to the presence of band-pass filter and the advanced heterodyne or homodyne RF architecture.
Observation 13: The coexistence study at tag side and BS/intermediate side should be separated given the different DL/UL waveform design and different receiver architectures. 
Proposal 4: Study the feasibility and performance to support coexistence of legacy NR/LTE DL signals and A-IoT signals on the same channel and on adjacent channel, including whether or not and how many Guard RB is needed between NR/LTE signal and A-IoT signal. Coexistence at Tag side and BS/intermediate side shall be discussed separately due to the different receiver capability and waveform design.
· The following definition of Guard RB for ACS and ASCS for Rel-18 LP-WUS study can be leveraged as starting point.
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Observation 14: For NB-IoT and NR co-existence with mixed numerology, no requirements on Guard RB is defined at BS side in RAN4. Feasible implementation to mitigate inference includes separate digital filtering and internal gap between NB-IoT and NR carriers.
Proposal 5: At BS/ intermediate node side, in terms of NB-IoT and NR co-existence with mixed numerology, FFS whether to define Guard RB or to leave it to implementation (e.g., separate digital filtering, internal gap), to mitigate the in-channel and adjacent-channel interference. 
Proposal 6: There are two scenarios need to be considered for coexistence study:
· Scenario #1: NR signal and AIoT signal are from different base stations.
· Scenario #2: NR signal and AIoT signal are from the same base station. 
Proposal 7. For evaluation purpose, study the following interference scenarios to understand the impact of the coexistence with the legacy NR system. 
NR DL to R2D interference(@tag)
Tag to NR UE interference(@gNB)
NR UE to tag interference(@reader)
Carrier wave to tag and NR UE interference(@gNB or @ NR UE) for non-co-located node for CW and gNB
Carrier wave to tag interference(@reader/@gNB) for co-located node for CW and reader/gNB
[bookmark: _GoBack]
Observation 15: In the case of same time domain transmission power for NR DL signal and A-IoT R2D signal, for Manchester code, the performance for A-IoT R2D is acceptable without guard band, if pulse shaping is applied at transmitter side and low-pass filter is used at receiver side. 
Observation 16: Study the required guard between A-IoT R2D signal and NR DL signal with reasonable power allocation assumption, e.g., 1:3 or lower. 
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Appendix
Table A-3 Evaluation assumption for coexistence
	System Parameter
	Value

	FFT size
	1024

	CP length
	256

	Subcarrier spacing
	15 [kHz]

	Sampling rate
	15.36 [MHz]

	Channel bandwidth
	55 [RB]

	Noise figure
	0 [dB]

	IOT bandwidth
	Lowest 2 RBs in band

	Guard
	0 

	CW type
	Single-tone

	DL Parameter
	Value

	Encoder
	Manchester

	Modulator
	OOK

	Data rate
	60 [kbps]

	Signal bandwidth
	240 [kHz]

	# of bits per OFDM symbol
	4

	Detector
	Non-coherent envelope detection

	Lowpass filter
	Kaiser

	Lowpass stopband bandwidth
	360 [kHz]

	Lowpass passband bandwidth
	240 [kHz]

	Channel
	Single-tap Rayleigh

	Target demodulation threshold 
	1e-3



Table A-4 Evaluation assumption for UL performance with line encoding
	System Parameter
	Value

	FFT size
	1024

	CP length
	256

	Subcarrier spacing
	15 [kHz]

	Sampling rate
	15.36 [MHz]

	Channel bandwidth
	55 [RB]

	Noise figure
	5 [dB]

	Total IOT bandwidth
	55 [PRB]

	CW type
	Single-tone

	Data rate
	60 [kbps]

	Payload size
	25 [bit]

	D2R transmission time duration
	~5 CP-OFDM symbols

	Coding schemes
	Miller-4, Miller-8, Miller-16

	BS Tx power of carrier wave
	33 [dBm]

	BS antenna gain
	16 [dBi]

	Tag antenna gain
	0 [dBi]

	Reflection loss
	6 [dB]

	Fading loss margin
	10 [dB]

	Pathloss model
	UMi-LoS
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