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1. Introduction
This paper provides pCR to TR 38.760-3 regarding the P2P interface.
Annex – pCR to TR 38.760-3
[bookmark: OLE_LINK30][bookmark: OLE_LINK38]-------------------------------------------------1st Change-----------------------------------------
6.1.3.1.1 Point to Point (P2P)
A RAN-CN P2P interface refers to application layer communication between the 6G RAN node and the CN entity for 6G by means of elementary procedures, either triggered by the 6G RAN node or by the CN entity for 6G. 
Editor’s Note 1: FFS whether multiple CN entities can be involved.
Potential options for the 6G P2P protocol stack are as follows:
Editor's Note 2:	Other options are not precluded.
-	Option 1: SCTP based 

The protocol stacks of option 1 for RAN-CN P2P interface is shown as in Figure 6.1.3.1.1-X1:


Figure 6.1.3.1.1-X1. (Option 1) SCTP based

-	Option 2: QUIC based 
The protocol stacks of option 2 for RAN-CN P2P interface are shown as in Figure 6.1.3.1.1-X2:

 
 									Figure 6.1.3.1.1-X2.(Option 2) QUIC based

Editor's Note x:	FFS on the name of Nx-AP.
Editor’s Note x+1: FFS the structure of the application layer. FFS on whether the application layer may contain HTTP.
A high-level description about SCTP and QUIC/UDP is summarized in Table 6.1.3.1.1-X.
Table 6.1.3.1.1-X High-level comparison between SCTP and QUIC/UDP
	Feature
	SCTP
	QUIC	Comment by QC: That QUIC is encapsulated in UDP is covered in the stack. What this table aims to capture are aspects related to QUIC.

	Standards specification	Comment by QC: As discussed in offline, both, SCTP and QUIC can be moved to kernel or to user space.

We may want to capture the corresponding RFCs.
	

IEFT RFC 9260
	

IETF RFC 9000-9002

	Protocol aspects
	Message-oriented transport protocol
Endpoints establish an SCTP association with an association ID
The SCTP association supports multiple streams 
SCTP supports IP multihoming

	Stream-oriented transport protocol

Endpoints establish a QUIC connection with a connection ID
The QUIC connection supports multiple streams
QUIC supports connection migration to new IP addresses.

	Establishment of association/connection
	4-way handshake 

	0-RTT/1-RTT handshake
	Comment by QC: Not clear what “native” means


	Security support
	No integrated security
	Integrated security (TLS 1.3). Use of security is mandatory.

	Multi-stream Mechanism
	Multiple streams within a single association
Supports unordered/partial reliability
	Dynamically created bidirectional/unidirectional streams within a connection
Stream ID self-assigned with no negotiation overhead

	Multi-homing / Connection Migration
	IP multi-homing with independent congestion windows per destination address

	Connection ID decouples IP/port, supports seamless migration.
Single congestion window for the connection

	Keepalive mechanism
	Via build-in heartbeat mechanism
	Via ping frames triggered by upper layers

		Comment by QC: I am removing this row. The information provided for SCTP and QUIC in this row does not relate to the row’s topic, i.e., transport of large size messages. We can add it again if we have real information on this issue for both protocols.
	
		Comment by ZTE-YSL: By the way, i thought we have already make consensus to use the initial version of this table.
But im aslo fine to further check the additional feature if needed.



Editor's Note x:	The content of the table may need further discussion. Other features are not precluded.
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