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1. Introduction
This paper provides the summary of the offline discussion on the following CB:
CB: # 12_R19AmbientIoT
- Further discuss 0111/0112, 0155, 0156, and 0157
- Check CR details, if agreeable
(moderator - Huawei)

2. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]For the Chairman’s Notes
//to be added
3. Discussion
3.1. Command Failure
	R3-260111
	Correction on command failure in A-IoT (Xiaomi, Huawei, CATT, Samsung, CMCC, ZTE)
	CR1412r, TS 38.413 v19.1.0, Rel-19, Cat. F
Nok: Not convinced that Case A is a failure.
E///: gNB cannot check the response
HW: No NAS response is always a failure case.

	R3-260112
	Correction on command failure in A-IoT (Xiaomi, Huawei, CATT, Samsung, CMCC, ZTE)
	draftCR



Stage 3:
[image: ]
[image: ]
Change it to: “Or it does not receive the A-IoT NAS response from the A-IoT device.”
Stage 2:
[image: ]
==>no need to have stage2.
3.2. Inclusion of Security parameter
	R3-260156
	Correction on the inclusion of security parameter for A-IoT (Huawei, China Telecom, China Unicom, CATT, CMCC)
	CR1415r, TS 38.413 v19.1.0, Rel-19, Cat. F
- add Nokia, ZTE, Samsung co-source
Rev in R3-260654



Which solution to go?
· Solution 1: use same solution as RAN2, i.e. IE optionally included, with description to clarify that in this version of spec, this IE shall be included.
· Solution 2: include the security parameter as mandatory IE, without procedural text.

3.3. NG Setup Failure due to PLMN info missing
	R3-260154
	Consideration on A-IoT Supported PLMN by the gNB (Huawei, China Telecom, China Unicom, Xiaomi, CMCC, Lenovo)
	discussion
Noted

	R3-260155
	Correction on the supported PLMN for AIoT by the gNB (Huawei, China Telecom, China Unicom, Xiaomi, CMCC, Lenovo)
	CR1414r, TS 38.413 v19.1.0, Rel-19, Cat. F
E///: Should be configured via OAM
Nok: Discussed previously and not agreed. There is no PLMN in Ambient IoT
HW: Even if OAM is assumed, some text refinement is needed


Issue: For either Case 1 or Case 2, when the gNB trys to connect with a PLMN A CN node. The CN will fail the NG setup.
Case 1: a gNB supports PLMN A for A-IoT and in the meanwhile supports PLMN B for NR Cells, then the Broadcast PLMN List IE contained in the Supported TA List IE will only include PLMN B.
Case 2: a gNB only supports PLMN-A for the A-IoT, and not support NR Cell.


Figure 1: NG Setup Failure in case the gNB supports A-IoT
How about the following change?
[bookmark: _Toc20954939][bookmark: _Toc29503376][bookmark: _Toc29503960][bookmark: _Toc29504544][bookmark: _Toc36552990][bookmark: _Toc36554717][bookmark: _Toc45652007][bookmark: _Toc45658439][bookmark: _Toc45720259][bookmark: _Toc45798139][bookmark: _Toc45897528][bookmark: _Toc51745732][bookmark: _Toc64445996][bookmark: _Toc73981866][bookmark: _Toc88651955][bookmark: _Toc97890998][bookmark: _Toc99123076][bookmark: _Toc99661880][bookmark: _Toc105151941][bookmark: _Toc105173747][bookmark: _Toc106108746][bookmark: _Toc106122651][bookmark: _Toc107409204][bookmark: _Toc112756393][bookmark: _Toc216993833]8.7.1.4	Abnormal Conditions
If the AMF does not identify any of the PLMNs/SNPNs indicated in the NG SETUP REQUEST message or PLMN/SNPNs configured, it shall reject the NG Setup procedure with an appropriate cause value. 
If none of the RATs indicated by the NG-RAN node in the NG SETUP REQUEST message is supported by the AMF, then the AMF shall fail the NG Setup procedure with an appropriate cause value.
If the NG Setup procedure is executed between the NG-RAN node and the AIOTF, the specification text above concerning the AMF applies for the AIOTF.


3.4. AIOTF Name uniqueness
	R3-260157
	Correction on AIOTF Name (Huawei, CMCC, China Unicom)
	CR1416r, TS 38.413 v19.1.0, Rel-19, Cat. F
NEC: Why not use the same structure as AMF Name



How about the following change?
[bookmark: _Toc216994614]9.3.3.76	AIOTF Name
This IE is used to uniquely identify the AIOTF. It may also be used as a human readable name of the AIOTF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	AIOTF Name Visible
	O
	
	VisibleString (SIZE(1..150, …))
	

	AIOTF Name UTF8
	O
	
	UTF8String (SIZE(1..150, …))
	





3.5. AIOTF Identifier
We need to solve the following open issue:
AIOTFIdentifier ::= OCTET STRING	-- needs to be replaced by a constrained type definition --

CT4 agreed LS: C4-260239
[image: ]
How about we keep using OCTET STRING, and remove the comment sentence?
3GPP
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- NAS cause<

Meaning<

= Normal release<’

The release is normal.<

= Authentication failure<

The action is due to authentication failure.<

= Deregister<

The action is due to deregister.<

= Unspecified<

Sent when none of the specified cause values applies but still the cause is NAS
related.<

= UE not in PLMN serving area<’

The release is due to the UE not being within the serving area of its current
PLMN (for NTN).<*

= Mobile IAB not authorized<

The release is due to the NG-RAN node having completed the operation for a
non-authorized mobile IAB-node.<

= |AB not authorized<

The action is requested due to the NG-RAN node having completed the
operation for a non-authorized IAB-node.<

=No A-loT NAS response<’
@

TLT T

T

The action is due to no A-loT NAS response from the A-loT device.<
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4. The gNB replies to the Command Request with the Command Response message including the AIOTF Identifier
the Correlation ID and the RAN A-IoT device NGAP ID received in the Command Request, and the A-IoT NAS
PDU received from the device.<

NOTE 2: If the gNB is not able to perform the Command procedure, it rejects the request and sends a Command
Failure message to the A-IoT CN node.<

NOTE 3: If the gNB does not receive the expected response from the A-IoT device, it sends a Command Failure
message to the A-IoT CN node.<

5. Upon completion of all the command transmission for all related devices within the session, the A-IOT CN
triggers the A-IoT CN node initiated A-IoT Session Release procedure as defined in clause 16.23.8.¢
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CT4 thanks RAN3 for the LS on the encoding of AIOTF Identifier.<

For the two understandings on how the Nflnstanceld is encoded, CT4 would like to provide following
clarifications.<

UUID is defined in RFC 9562, which is 16 octets (128 bits) in size. It can be represented as string, binary
data or other forms. The "hex-and-dash" string format is generally used in 5GC SBI API specifications for NF
instance 1Ds and chosen for AIOTF Identifier in AMF API, as described in TS 29.518 and TS 29.571.<

Hence, CT4 would like to suggest RAN3 to decide how to encode the AIOTF Identifier over NGAP based on
the definition of UUIDv4 in RFC 9562, e.g., to use the hex-and-dash string format (i.e., Understanding 2) or
binary format with 16 octets (i.e., Understanding 1).<

@

2. Actions:<

To RAN3 group.<

ACTION: CT4 kindly asks RANS to take above information into consideration.«
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If the NG-RAN node is not able to transmit the received A-IoT NAS PDU in the Command Request Transfer IE in the
COMMAND REQUEST message towards the A-IoT device or it does not receive the expected response from the A-
1oT device, it shall send the COMMAND FAILURE message with an appropriate cause value.<





