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1	Introduction
In RAN#103 meeting, a revised SID on solutions for Ambient IoT (Internet of Things) in NR has been approved [1]. The following RAN3-led objectives have been identified within the general scope described in the SID:
	· [bookmark: _Hlk163173189]RAN3-led:
· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
· Identify RAN architecture aspects, including whether support for split architecture is necessary.
· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.


In this contribution, we would like to provide our preliminary views on RAN architecture aspects for Ambient IoT.
[bookmark: OLE_LINK5]2	Discussion
Regard to the objective for Ambient IoT in Rel-19, the deployment should only focus on topology 1 and topology 2 mentioned in the TR 38.848. When investigating the RAN architecture for Ambient IoT, we need to start the analysis from above two connectivity topologies. The descriptions of two topologies are as follows.
	4.2.1.1	Topology 1: BS ↔ Ambient IoT device
[image: ]
Figure 4.2.1.1-1: Topology 1
In Topology 1, the Ambient IoT device directly and bidirectionally communicates with a basestation. The communication between the basestation and the ambient IoT device includes Ambient IoT data and/or signalling. This topology includes the possibility that the BS transmitting to the Ambient IoT device is a different from the BS receiving from the Ambient IoT device.
4.2.1.2	Topology 2: BS ↔ intermediate node ↔ Ambient IoT device
[image: ]
Figure 4.2.1.2-1: Topology 2
In Topology 2, the Ambient IoT device communicates bidirectionally with an intermediate node between the device and basestation. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc. which is capable of Ambient IoT. The intermediate node transfers Ambient IoT data and/or signalling between BS and the Ambient IoT device.


In Topology 1, the Ambient IoT device directly and bidirectionally communicates with a base station. In Topology 2, the Ambient IoT device communicates bidirectionally with an intermediate node between the device and base station. The core difference between topology 1 and topology 2 is that topology 2 includes an additional intermediate node, which now shall be a UE under network control described in SID. Thus, we need to find a unified reference architecture adapted for two topologies. 
Proposal 1: RAN3 should find a unified reference architecture adapted for topology 1&2.
In addition, our architecture will take into account the outcome of SA2 study in TR 23.700-13. From SA2 TR for A-IoT, one of the key issues is to address the system architecture to support Ambient IoT Devices. Some proposed solutions mention there will be an A-IoT function, which provides the A-IoT control and may be collocated with AMF or a standalone NF. Two brief illustrations of reference architecture are shown as follow.


Figure 1. The example of reference architecture (A-IoT function is collocated with AMF)


Figure 2. The example of reference architecture (A-IoT function is a standalone NF)
If the A-IoT function is collocated with AMF, the NGAP will be enhanced to support A-IoT device with new functions, procedures, messages, and IEs. 
Observation 1: If the A-IoT function is collocated with AMF, the NGAP will be enhanced to support A-IoT device with new functions, procedures, messages, and IEs.
If the A-IoT function is a standalone NF, another matter should be determined is whether a new interface needs to be introduced. Assuming that A-IoT function does not connect to the NG-RAN node directly, the A-IoT IEs transmitted between A-IoT function and NG-RAN node should be transparent to the AMF. Assuming that A-IoT function connects to the NG-RAN node directly, a new interface should be defined between the A-IoT function and NG-RAN node. From our view, it is quite simple to reuse existing NGAP functions rather than to design a new interface for A-IoT function at the stage of Rel-19.
Observation 2: Assuming that A-IoT function does not connect to the NG-RAN node directly, the A-IoT IEs transmitted between A-IoT function and NG-RAN node should be transparent to the AMF.
Observation 3: Assuming that A-IoT function connects to the NG-RAN node directly, a new interface should be defined between the A-IoT function and NG-RAN node.
Proposal 2: Reuse existing NGAP functions rather than design a new interface for A-IoT function.
Since SA2 is responsible for making final decision on where A-IoT function is deployed, RAN3 can wait for their decision or send an LS to tell our preference. After they choose the final deployment scheme, we can execute corresponding actions based on above analysis. The NG interface or new interface only have the control protocol stack between NG-RAN node and the A-IoT function regardless of where the A-IoT function is deployed. 
Proposal 3: The NG interface or new interface only have the control protocol stack between NG-RAN node and the A-IoT function regardless of where the A-IoT function is deployed.
Another topic needs to be discussed in RAN3 is whether to support the disaggregated architecture for A-IoT. As defined in TS 38.401, gNB CU is a logical node hosting RRC, SDAP and PDCP protocols of the gNB that controls the operation of one or more gNB-DUs; gNB-DU is a logical node hosting RLC, MAC and PHY layers of the gNB, and its operation is partly controlled by gNB-CU. Even though the protocol stack in NR air interface for A-IoT should be discussed and determined by RAN2. we can still offer some perspectives from RAN3 standpoint.
SDAP is introduced in NR to handle the mapping from QoS flows to DRB. In R19 A-IoT, the data to be transmitted is limited to device ID, data in write command, data in read responds, and acknowledgements, which is in limited amount. In addition, we do not see the necessity to introduce the QoS level requirements for the data to be transmitted for A-IoT. Thus, the SDAP layer is not supported for A-IoT. 
The functions of PDCP layer include header compression/decompression, ciphering/deciphering, integrity protection/verification, reordering and in-order delivery, duplication. The robust header compression protocol (ROHC) and the Ethernet header compression protocol (EHC) are supported for IP packet header to improve transmission efficiency. Considering the limited amount of data in A-IoT, the compression/decompression function is not needed. The integrity protection/verification and ciphering/deciphering are used to verifies and validates the data packets to ensure that there are no errors or lost packets and encrypts the transmitted data to protect user data from being stolen or tampered with. Considered the ultra-low power consumption and ultra-low complexity, we assume that NAS security is enough and AS security is not necessary. The reordering and in-order delivery function are not necessary, because there is impossible to have subsequent data for inventory and commands. The duplication is configured in DC or CA architecture to enhance the transmission reliability. For A-IoT, the DC or CA architecture will not be considered, and the duplication function is not feasible.
For RRC layer, we do not see the necessity to introduce to A-IoT during we analysis the procedure of inventory and commands. A-IoT paging can be generated in A-IoT MAC layer once the RRC layer is absence. If the reusing or enhancing ASN.1 encoding rules is considered for the forward compatibility, an A-IoT RRC layer can be redefined, with considering that RRC header may cause higher overhead.
ARQ and SDU segmentation are the mainly functions of RLC layer. In the SID, it has been clarified that the ARQ is not needed for A-IoT. The segmentation is introduced for the case that the data pending to transmitted is larger than the transmission resource in PHY as indicated. As to A-IoT, the data size is limit and segmentation is useless, because a sufficient large TB size can be allocated to device with the consideration of the maximum message size is 1000 bits based on TR 38.848.
From above analysis, SDAP/PDCP/RRC/RLC layer are not necessary for lightweight A-IoT system. Furthermore, considering the actual scenario requirements and deployment complexity, we do not identify the use cases for split architecture for A-IoT. Therefore, we think it is not needed to support split architecture for A-IoT in Rel-19.
Observation 4: SDAP/PDCP/RRC/RLC layer are not necessary for lightweight A-IoT system.
Proposal 4: No need to support split architecture for A-IoT in Rel-19.

3	Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on RAN architecture aspects for Ambient IoT:
Observation 1: If the A-IoT function is collocated with AMF, the NGAP will be enhanced to support A-IoT device with new functions, procedures, messages, and IEs.
Observation 2: Assuming that A-IoT function does not connect to the NG-RAN node directly, the A-IoT IEs transmitted between A-IoT function and NG-RAN node should be transparent to the AMF.
Observation 3: Assuming that A-IoT function connects to the NG-RAN node directly, a new interface should be defined between the A-IoT function and NG-RAN node.
Observation 4: SDAP/PDCP/RRC/RLC layer are not necessary for lightweight A-IoT system.
Proposal 1: RAN3 should find a unified reference architecture adapted for topology 1&2.
Proposal 2: Reuse existing NGAP functions rather than design a new interface for A-IoT function.
Proposal 3: The NG interface or new interface only have the control protocol stack between NG-RAN node and the A-IoT function regardless of where the A-IoT function is deployed.
Proposal 4: No need to support split architecture for A-IoT in Rel-19.
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