	
[bookmark: _Hlk19781073][bookmark: _Ref452454252]3GPP TSG-RAN WG3 Meeting #123bis	R3-241837
[bookmark: _Hlk19781143]Changsha, China, from 15 – 19 April 2024


Agenda Item:	16.2
Source:	Nokia
Title:	[TP for TR 38.769] RAN Architecture and Protocol Stack for AIoT
Document for:	Discussions & Approval
1	Introduction

[bookmark: _Hlk162618293]Ambient IoT use cases and requirements were studied by SA1 in TR 22.840. The high level use cases are as follows:
· inventory
· command (read, write,..)
· positioning

A RAN Study (RP-223396) was carried out to study a new 3GPP IoT technology, suitable for deployment in a 3GPP system, relying on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. It was concluded in TR 38.848 (RP-232230) at RAN#101.
At the last RANP#102 meeting, the study item of Ambient IoT was agreed in [1] and further revised at RANP#103 in [2] with the following scope for 3GPP RAN3:
· RAN3-led:
· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
· Identify RAN architecture aspects, including whether support for split architecture is necessary.
· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.
This paper looks more specifically on the architectural aspects.

2	Discussion

1. [bookmark: _Hlk139467131]Architectural assumptions 

The study is to support the following traffic types for Ambient IoT device:
-  DT: Device-terminated; and 
-  DO-DTT: Device-originated – device-terminated triggered.
This release study is to support two connectivity topologies which include:
-  Topology 1: BS ↔ Ambient IoT device;
-  Topology 2: BS ↔ intermediate node ↔ Ambient IoT device: UE as intermediate node under NW control.
-  The communication spectrum is licensed.

2. [bookmark: _Hlk162623282]Architecture principles for topology 2

The AioT service is assumed triggered by the AF.
· The AF may want to reach some particular AIoT devices
· The AF may want to reach a particular area. Let us call it “AIoT service area”
· The AF may have some a priori knowledge of UEs which are “associated” with AIoT devices

The key architectural principles for topology 2 are as follows:
· AIoT devices are not registered with the 5GC.
· A UE, additionally capable of directly communicating with the AIoT devices, is acting as the intermediate node.
· A UE acting as an intermediate node is registered with 5GC using the existing mechanism, with some enhancements to indicate its capability of acting as an intermediate node.
· The AF possesses information about the candidate location(s) of the target AIoT devices or about the preferred intermediate node (i.e., external UE ID) and provides them when requesting the AIoT related services to 5GC. 
· When information about the preferred intermediate node is provided while it is not operational, or when the location(s) of the target AIoT devices are given, the 5GC selects the intermediate node based on the network information. The process of selecting such an intermediate node is to be defined in SA2. 
· The Uu interface between the intermediate node and the gNB is assumed to be used, while a new protocol stack, defined by RAN, is assumed to be used between the AIoT device and the intermediate node.
· AIoT devices should have lightweight stack and not support RRC states nor NASstates.

In topology 2 it is beneficial to have the AIoT function involving the AMF in order to benefit from the AMF functions related to the supporting UEs (intermediate nodes).
A RAN architecture and protocol stacks corresponding to the principles here-above is given in the following section.

3. [bookmark: _Hlk162623317]Procedures and functions for topology 2




Figure 1: Procedures and functions fulfilling AIoT requirements using topology 2
Step 1: the AF triggers an AIoT Service Request.
Step 2: the NEF authorizes the AF request. 
Step 3: the AIoT Service Request is sent to the AIoTF and to the AMF. *how this is done in up to SA2.
NOTE1: selection of the AMFs is to be decided by SA2
NOTE 2: whether AIoTF is stand-alone, or embedded in NEF or AMF is to be decided by SA2.
Step 4: the AIoTF/AMF selects the RAN nodes and the Intermediate UEs, using the received AIoT Service Area and/or a list of device IDs to be reached. The AIoTF/AMF sends AIoT Service Request to the selected RAN nodes.
Step 5: The RAN nodes send the AIoT Service Request to the Intermediate Nodes (UEs).
Step 6: UEs send activation signals possibly carrying data.
Step 7: AIoT devices respond. A validation phase for responding AIoT devices may take place.
NOTE: this phase is to be decided by SA2/SA3 and may involve additional nodes.
Step 8: the responses of AIoT devices may be aggregated by AIoTF/AMF and are forwarded toward the AF.

4. Protocol stack for topology 2

The following protocol stack matches the procedures and functions elaborated in previous section.




 Figure 2: Protocol stack fulfilling AIoT requirements using topology 2


3	Conclusion
This paper has analyzed the high-level architectural principles for supporting AIoT devices. 
It has shown associated procedures and functions, and a protocol stack fulfilling the principles and procedures and functions.
It is proposed to capture the above principles, procedures and protocol stack in the TR 38.769. 
The TPs are proposed below.
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5	Text Proposal
[bookmark: _Toc367182965]<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc155991630]X	Support of Ambient IoT Devices with Topology 2
X.1	AIoT Architectural Principles
Support of AIoT devices involve support of multiple AIoT services: discovery, read (for sensors), write, enable/disable, position. In all above services the AF needs to reach the AIoT devices.
The key architecture principles for topology 2 are as follows:
· AIoT devices are not registered with the 5GC.
· A UE, additionally capable of directly communicating with the AIoT devices, is acting as the intermediate node.
· A UE acting as an intermediate node is registered with 5GC using the existing mechanism, with some enhancements to indicate its capability of acting as an intermediate node.
· the AIoTF function should involve the AMF and reuse reachability functions of the AMF to reach the intermediate UEs. The AIoTF is stand-alone, or embedded in NEF or AMF (to be decided by SA2).
· The AIoTF/AMF may receive information about the candidate location(s) of the target AIoT devices or about the preferred intermediate node (i.e., external UE ID) and provides them when requesting the AIoT related services to NG-RAN. 
· The 5GC or NG-RAN may also select the intermediate node based on the network information uch as the candidate location(s) of the target AIoT devices. 
· The Uu interface between the intermediate node and the gNB is assumed to be used, while a new protocol stack, defined by RAN, is assumed to be used between the AIoT device and the intermediate node.
· AIoT devices should be protocol lightweight and not support RRC states nor NAS states.

X.2	AIoT Procedures and Functions
The following procedures and functions fulfil the key architectural principles elaborated in clause X.1.


Figure 1: Procedures and functions fulfilling AIoT requirements using topology 2
Step 1: the AF triggers an AIoT Service Request.
Step 2: the NEF authorizes the AF request. 
Step 3: the AIoT Service Request is sent to the AIoTF and to the AMF. *how this is done in up to SA2.
NOTE1: selection of the AMFs is to be decided by SA2
NOTE 2: whether AIoTF is stand-alone, or embedded in NEF or AMF is to be decided by SA2.
Step 4: the AIoTF/AMF selects the RAN nodes and the Intermediate UEs, using the received AIoT Service Area and/or a list of device IDs to be reached. The AIoTF/AMF sends AIoT Service Request to the selected RAN nodes.
Step 5: The RAN nodes send the AIoT Service Request to the Intermediate Nodes (UEs).
Step 6: UEs send activation signals possibly carrying data.
Step 7: AIoT devices respond. A validation phase for responding AIoT devices may take place.
NOTE: this phase is to be decided by SA2/SA3 and may involve additional nodes.
Step 8: the responses of AIoT devices may be aggregated by AIoTF/AMF and are forwarded toward the AF.

X.3	AIoT RAN Architecture
The following protocol stack fulfils the key architectural principles elaborated in clause X.1.


Figure X.3-1: RAN Protocol stack fulfilling AIoT requirements using topology 2


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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