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1. Introduction
In this meeting, we start the work on SI of 5G Femto support which has been approved in both RAN and SA2. The objectives of 5G Femto SI in RAN are as follows [1]:
-	Study the overall RAN architecture and required functional and procedural impacts for supporting 5G Femto deployments [RAN3]. 
-	Study how to define the 5G access control mechanism by (re-)using the existing CAG functionality and identify needed enhancements (if any) [RAN3].
-	Clarify the access to local services from the 5G Femto via collocated local UPF and identify issues, if any [RAN3].
NOTE 1: The study involves a gap analysis of existing 5G functionality with HomeNB functionality.
NOTE 2: No impact on the UE.
NOTE 3: Coordination with other WGs (e.g. SA2) when needed.
In this paper, we discuss the objectives of the SI and provide our views.
2. Discussion
2.1. On RAN architecture for 5G Femto
The motivations for the 5G Femto study are as follows:
-	5G Femto offers a cost-effective way to improve 5G indoor coverage, offload macro gNB network traffic, enable better voice quality, and better support for Enterprise mobility. 
-	5G Femto extends coverage using higher frequency bands, leading to efficient and effective usage of higher frequency spectrum.
-	High number of mobile sessions are indoor and inside coverage with 5G mid and high-bands is limited. Need for a solution that enables simple end user plug and play and allowing for customized access control.
-	High bandwidth and throughput with 5G are required at home and at campus locations to enable new immersive applications such as AR/VR/MR gaming, e-sports, UHD 8K video, telepresence, etc.
-    Support for large numbers of 5G Femto should be possible in a scalable manner.
To archive above targets, unlike 4G in Rel-8, we already have some technics, such as Pico cell, IAB, NCR, Sidelink Relay etc., to improve the indoor coverage and offload macro cell traffic in the current 5G system. 
So we need to discern the radical difference between 5G Femto and the other techniques mentioned above. From our prespective, the radical difference between 5G Femto and the aforementioned techniques, such as Pico or IAB, are as follows:
· Closed access mode: this is associated with CSG (Closed Subscriber Group) members;
· Could use the public or third party fixed telecommunications networks: this is associated with the security issue;
· Large numbers of 5G Femtos may result in the large numbers of connection as well as the signalling storm toward 5GC;
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Figure 1: 5G Femto system architecture

Next, we are going to discuss the impact of these characteristics on the network architecture of 5G Femto.

2.1.1 5G Femto Gateway
The one of 5G Femto advantage is that it can connect to 5G core network through a public or third party transmission network, thus the users or companies can deploy femto cells easily at their homes and offices as long as there are the internet access interfaces. But this can have a significant impact in terms of end-to-end reliability and security, and might introduce the need for the signaling and data security and safety between 5G Femto and the core network.
The other issue is the large number of Femtos may cause the large number of connection and signalings toward 5GC.  
If we reflect on our previous work in 4G, to address these two issues, the Home eNB Gateway (HeNB-GW) was introduced. HeNB-GW is a mobile operator’s equipment (usually physically located on mobile operator premises), providing HeNB access to mobile operator’s core network. 
The HeNB-GW is a logical entity that implements security and safety functionalities and the signalling storm reduction requested for the deployment of Home eNBs in E-UTRAN. 
In 5G, the 5GC system architecture is defined to support the Network Function Virtualization and Software Defined Networking (NFV/SDN), it separates the User Plane (UP) functions from the Control Plane (CP) functions, allowing independent scalability, evolution and flexible deployments e.g. centralized location or distributed (remote) location. Therefore, operators can deploy the User Plane (UP) functions and the Control Plane (CP) functions independently, scalable and flexibly, which can already address the connection and signaling storm issues caused by large numbers of 5G Femtos.
However, to address the security and safety issue, it needs a Femto gateway which is the operator’s equipment and connected with 5GC, 5G Femto can establish a safety IPSec tunnel with the gateway to ensure the security and safety of signalling and data transmission between Femto and 5GC.
So, if 5G Femto could access to 5GC through the internet, the 5G Femto gateway is needed, it can be implemented in two ways, one option is to define a new logical entity that implements specific functionalities like the HeNB GW, while the other option is to reuse the N3IWF mechanism to establish the secure tunnel between 5G Femto and 5GC, shown as Fig. 2.
Proposal 1: If 5G Femto could access to 5GC via the internet, the IPSec Tunnel between 5G Femto and 5GC should be established.



（a）Femto Gateway solution



（b）N3IWF solution
Figure 2: Two solutions for addressing the security issue

2.1.2 Xn Gateway
In 4G, the X2 GW was introduced to ensure the security and safety of signalling and data transmission between HeNBs and to enable the X2 handover for CSG UE mobility.
However, from a practical standpoint, the Xn handover may not be faster than the NG handover because the connection between 5G Femtos is via the internet, not the dedicated line like the connections between gNBs. Another issue with introducing the Xn Gateway is determining where it should be deployed, if operators deploy Xn Gateway close to the 5G Femto side, it will require a larger number of Xn Gateways, increasing the cost of 5G Femto deployment, if operators deploy it close to the 5GC side, it will increase the time of Xn handover, making it similar to NG handover. In this sense, Xn Gateway may not be a suitable solution to speed up the handover time.
Proposal 2: Xn Gateway is not necessary in 5G Femto architecture.
2.2. Reusing the existing CAG functionality for 5G Femto access control
In 4G, the HeNB can only provide services to the CSG subscribers. In 5G, we have PNI-NPN function which enable the Pico or small cell to provide services exclusively to the CAG subscribers, the CAG ID can be reused for 5G Femto access control. 
The CSG Id type is BIT STRING (SIZE (27)), while CAG ID type is BIT STRING (SIZE(32)), the bit size of the CAG ID is larger than that of the CSG ID, indicating that reusing the CAG ID can support more subscriber groups than the CSG ID. 
Proposal 3: CAG ID can replace CSG ID and be reused for 5G Femto access control.

2.3. On the access to local services from 5G Femto via collocated local UPF
In 5G, the 5GC supports the UP and CP function separation and enables concurrent access to local and centralized services. To facilitate low latency services and local access to data networks, UP functions can be deployed close to the Access Network. Hence, the capability that UEs access to local services from 5G Femto via collocated local UPF is already supported by the existing 5GC. 
However, the key concern arises from the fact that the local UPF access to 5GC via the public IP backhaul may raise the security and safety issues, shown in Fig.3.
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Figure 3: The access to local services from 5G Femto via collocated local UPF

To ensure the security and safety of data, the IPsec Tunnel must be established between the local UPF and 5GC. The methods of IPsec Tunnel establishment between local UPF and 5GC should be comprehensively considered along with those between 5G Femto and 5GC.
Proposal 4: If the local UPF could access to 5GC via the internet, the IPsec Tunnel establishment between local UPF and 5GC should be considered.



3. Conclusion
Based on the above discussion, we have the following proposals:
[bookmark: _GoBack]Proposal 1: If 5G Femto could access to 5GC via the internet, the IPSec Tunnel between 5G Femto and 5GC should be established.
Proposal 2: Xn Gateway is not necessary in 5G Femto architecture.
Proposal 3: CAG ID can replace CSG ID and be reused for 5G Femto access control.
Proposal 4: If the local UPF could access to 5GC via the internet, the IPsec Tunnel establishment between local UPF and 5GC should be considered.
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