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Introduction
This contribution documents the outcome of the following offline discussion:

· [AT133][403][AIOT] Identifiers and service continuity (Xiaomi)
      Scope: F2F offline to gather company views and initial comments on:
· The selected proposals on A-IoT identifiers from R2-2600288 / R2-2600432 / R2-2600468
· If time permits, initial proposals related to session suspend/restore in HO/RLF cases (R2-2600280 P5 / R2-2600328 P5)
      Intended outcome: Report to Friday CB session
      Schedule: Thursday 1700-1800 CET, in BO2
On Identifiers (proposals from R2-2600288/0432/0468)
Device identification in Uu
	R2-2600288
Proposal 2: RAN2 to discuss whether gNB-based solution or UE-based solution to be adopted to allocate A-IOT device Uu interface IDs to UE Readers.
Proposal 3: A-IOT device Uu interface ID shall be at least 16-bit long to align with the AS ID.
R2-2600432
Proposal 4: 	The AS ID is reported by the UE reader to the gNB with inventory results and is used by the gNB to reference a specific device in subsequent command procedures.
Proposal 5: 	The UE reader assigns a new AS ID (i.e., in MSG2) to a device if that device’s random ID in MSG1 conflicts with an already assigned/maintained AS ID at the UE reader.
R2-2600468
Proposal 2 	An 8-bit or 12-bit ID is introduced between UE reader and gNB to associate with a specific device for command procedure, when needed.




Issue 1: What ID is used for device identification in Uu for command procedure
Based on Rapporteur's reading of companies' contributions, Rapporteur understands that there is the majority that supports to use the AS ID for the device identification in Uu for command procedure (including R2-2600288/R2-2600308/R2-2600328/R2-2600340/R2-2600432/R2-2600596/R2-2600744/R2-2600335/R2-2600664/R2-2600227). 
[Rapp's Proposal 1-1]: RAN2 agrees that AS ID in A-IoT radio interface is reused for device identification in Uu for command procedure, i.e., to associate the specific device for the on-going command procedure

Discussion on Rapp's Proposal 1-1


Also, in the above cited proposals, how/whether AS ID is signalled in UL RRC signalling and DL RRC signalling for command procedure also needs to be confirmed. 
[Rapp's Proposal 1-2]: RAN2 agrees that AS ID is included in: 
· UL RRC signalling (for inventory report/command response transmission) from UE reader to gNB; 
· DL RRC signalling (for command request transmission) from gNB to UE reader

Discussion on Rapp's Proposal 1-2
(NOTE: To facilitate companies' understanding on above P1-2, the flow chart in R2-2600227 is cited in Annex for companies' information)


Service identification in Uu
	R2-2600288
Proposal 1: Transaction ID of the A-IOT service shall be generated by the gNB as the central manager and conveyed to the UE Reader in the RRC inventory request related message.
R2-2600432
Proposal 2:	The gNB provides both the correlation ID and a UE reader ID to be used by the UE reader to generate the transaction ID. FFS on how they are combined (e.g., number of bits from each).




Issue 2: How to generate and/or signal Transaction ID for command procedure
Based on the proposals cited, the first thing to discuss is who assigns Transaction ID. Based on rapporteur's reading of companies' contributions, there is a clear majority who agrees to rely on gNB to generate Transaction ID based on correlation ID and/or UE reader ID (including R2-2600288/R2-2600308/R2-2600328/R2-2600340/R2-2600483/ R2-2600526/R2-2600548/R2-2600596/R2-2600937/ R2-2600511/R2-2600335/R2-2600664/R2-2600227/R2-2600928).
Actually, how gNB generates the Transaction ID is a matter of NW implementation, so seems no Spec impact to RAN2. 
[Rapp's Proposal 2-1]: RAN2 agrees that it is the gNB that assigns the Transaction ID for an A-IoT service in TP2. How gNB assigns transaction ID, upon reception of the INVENTORY REQUEST from A-IoT CN, is up to NW implementation (based on e.g. correlation ID and/or UE reader ID).

Discussion on Rapp's Proposal 2-1





Then another issue is when/how the Transaction ID needs to be transmitted in Uu RRC signalling. Per Rapp's reading of contributions, there is a majority of companies proposing to signal the Transaction ID in the DL RRC signalling that is used to trigger the A-IoT paging at the UE reader side. At least this can be confirmed.  
[Rapp's Proposal 2-2]: The Transaction ID is signalled at least in the DL RRC signalling that triggers A-IoT paging at the UE reader.

Discussion on Rapp's Proposal 2-2




[Only If time allows...]
There seem to be some companies also proposing to signal the Transaction ID in the subsequent DL/UL RRC signalling than the DL signalling triggering A-IoT paging. Rapporteur understands that this is related to the parallel multiple service support at the UE reader, which, as proposed by some companies, can not be supported at least for device 1. Since for the time being RAN2 only considers the device 1 for TP2, rapporteur suggests confirming that Transaction ID is not siganlled in the subsequent DL/UL RRC signalling at least for device 1. 
[Rapp's Proposal 2-3]: The Transaction ID is not signalled in the UL/DL RRC signalling, after the DL RRC signalling triggering A-IoT paging.

Discussion on Rapp's Proposal 2-3



[On service continuity aspects (R2-2600280 P5/R2-2600328 P5)]	Comment by Xiaomi (Xiao): Only if time allows
	R2-2600280
Proposal 5:  	The UE reader stores and transfers the A-IoT intermediate results, and other necessary session related information to the target cell following a successful handover or re-establishment.
R2-2600328	
Proposal 5:	As a baseline, the UE reader releases the A-IoT service related configuration/context after completing HO or RRC reestablishment.




Issue 3: In which scenarios the service continuity of the on-going A-IoT session can be supported in TP2? 
The proposals above talk about whether to support the resumption of the on-going A-IoT session at the UE reader, after its cell switch due to HO or RRC Reestablishment. Based on companies' papers, it seems that such on-going A-IoT session resumption may lead to RAN3 impact for the inter-gNB HO/Reestablishment (e.g. A-IoT context transfer across gNBs and/or to the A-IoT CN); by contrast, such RAN3 impact is not needed or the intra-gNB handover/Reestablishment case anyways. 
Since the impacts to support on-going A-IoT session reception is different for different mobility scenarios, RAN2 needs to first confirm which mobility scenarios are intended to support. For simplicity, rapporteur proposes that RAN2 discussion only focuses on intra-gNB HO/Reestablishment at the UE reader, and does not pursue the support of any inter-gNB HO/Reestablishment case (unless required by RAN3). 
[Rapp's Proposal 3]: RAN2 discussion on A-IoT service continuity (i.e. resumption of on-going A-IoT in the case of UE reader HO/RLF) only focuses on the scenarios of intra-gNB HO/Reestablishment at the UE reader, without pursuing RAN2 impact to support UE reader inter-gNB HO/Reestablishment scenario. 

Discussion on Rapp's Proposal 3




Then, based on the above proposals cited above, the following two issues are relevant. 
Issue 4: Is it supported that UE reader suspends and stores A-IoT contexts of the on-going A-IoT session, when it has no valid resources During HO/RLF. 
As RAN2 agreed to support validity timer for UE reader HO/RLF cases, which allows the UE to continue on-going A-IoT session during HO/RLF, the intention is to try to the enable the on-going A-IoT session continuity as much as possible. Then it is proposed to support such "suspension" of on-going A-IoT session when UE reader is experiencing the HO/RLF. Note that in the question, whether the UE has the valid resources depends on the validity timer discussion, e.g. when the validity timer expires. 
[Rapp's Proposal 4]: RAN2 agrees that the UE reader suspends and stores A-IoT contexts (e.g. received D2R data, Transaction ID, etc.) of the on-going A-IoT session, when it has no valid A-IoT resources during HO/RLF (i.e. upon validity timer expiry). 
  

Discussion on Rapp's Proposal 4



Issue 5: Is it supported that UE reader resumes the on-going A-IoT session after completing HO or Reestablishment?
At least for the intra-gNB HO/Reestablishment case, the gNB knows everything about the UE reader, so there seems to be no big issue for the on-going A-IoT session to be resume after HO completion/Re-establishment. By contrast, as discussed above, for inter-gNB HO/Re-establishment scenarios, A-IoT contexts transfer across gNBs may be needed, pending RAN3 discussion. Hence, Rapporteur suggests to focus on UE reader intra-gNB HO/Reestablishment for now. In addition, there were proposals discussing how the UE reader decides whether it can resume the on-going A-IoT session or not after HO/Reestablishment (e.g. based on whether target cell configures A-IoT resources, based on an explicit indication from the target cell, etc.). This can be further discussed as the next level details. 
[Rapp's Proposal 5]: RAN2 agrees that the UE reader can resume the on-going A-IoT session in the target cell, after completing HO or Reestablishment. This is supported for intra-gNB HO/Reestablishment. FFS how UE decides whether it can resume the on-going A-IoT session or not after HO/Reestablishment.
  

Discussion on Rapp's Proposal 5




Summary
To be added…



Annex 1: Figure from R2-2600227
Rapp's Proposal 1-2 talks about the AS ID exchange in the below flow chart. 
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