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	Reason for change:
	RAN2 received the CT1’s reply LS in C1-257574 with the following contents:

For the question on the handling of the emergency call, CT1 understanding is that disaster roaming access for emergency call is required to be treated differently from other disaster roaming access for non-emergency call, in terms of access control for both EPS and 5GS.
For EPS, CT1 has agreed the attached CR to clarify the scenario that for the access attempts related to the emergency call, NAS does not provide any indication for disaster roaming. Consequently, RRC will adhere strictly to the legacy emergency call handling mechanisms. 
For 5GS, NAS provides the access category and access identity for the lower layer to run the access check for any attempt using both information, therefore CT1 did not identify any issue that requires NAS specification changes for emergency or non-emergency access categories. 
CT1 would like to invite RAN2 to ensure that disaster roaming access for emergency call is treated differently from other disaster roaming access for non-emergency call, in terms of access control for 5GS based on the information provided by NAS.

From the LS, it can be seen that:
For the EPS, the NAS layer handles access attempts for “emergency call” by not providing any indication for disaster roaming, so that the lower layers can apply the mechanism for non-disaster roaming. So there is no change needed for EPS.
In 5GS, NAS provides both the access category and access identity to the lower layer. But from RAN2 perspective, CT1’s requirement can be satisfied by current RRC signalling, i.e., the UAC barring parameter can be configured per AI in the UAC-BarringInfoSetList:
UAC-BarringInfoSetList-r15 ::=		SEQUENCE (SIZE (1..maxBarringInfoSet-r15)) OF UAC-BarringInfoSet-r15

UAC-BarringInfoSetList-v1700 ::=	SEQUENCE (SIZE(1..maxBarringInfoSet-r15)) OF UAC-BarringInfoSet-v1700

RAN2 had a long discussion in RAN2#131bis meeting and yet there are some confusion caused in the LS to CT saying that the handling of emergence and non-emergence is the same for disaster rooming. To avoid further potential confusion, it needs to make the specification more clear without changing the existing behaviour.


	
	

	Summary of change:
	Clarify the uac-BarringFactor and uac-BarringFactorForAI3 can be configured corresponding to a Access Category during the barring procedure.

Impact analysis
Impacted functionality:
MINT

Inter-operability:
If the UE is implemented according to this CR but the network is not, there is no inter-operability issue.
If the network is implemented according to this CR but the UE is not, there is no inter-operability issue.


	
	

	Consequences if not approved:
	Current specification may cause misunderstanding that the handling of emergence and non-emergence is the same for disaster rooming, which is not aligned with CT requirement .
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The UE shall:
1>	if one or more Access Identities equal to 1, 2, 11, 12, 13, 14, or 15 are indicated according to TS 24.501 [95], and
1>	if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" for the corresponding Access Category is set to zero:
2>	consider the access attempt as allowed;
1>	else:
2>	if the establishment of the RRC connection is the result of relase with redirect with mpsPriorityIndication (either in NR or E-UTRAN); and
2>	if the bit corresponding to Access Identity 1 in the uac-BarringForAccessIdentity contained in the "UAC barring parameter" for the corresponding Access Category is set to zero:
3>	consider the access attempt as allowed;
2>	else if Access Identity 3 is indicated:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactorForAI3 included in "UAC barring parameter" for the corresponding Access Category:
4>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as barred;
2>	else:
3>	draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;
3>	if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter" for the corresponding Access Category:
4>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as barred;
1>	if the access attempt is considered as barred:
2>	draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;
2>	start timer T309 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "UAC barring parameter" for the corresponding Access Category:
"Tbarring" = (0.7+ 0.6 * rand) * uac-BarringTime;
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