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[bookmark: _Ref488331639]Introduction 
In this contribution, we would like to further discuss the issue on RRCReconfigurationcomplete message delivery for intra-SN SCPAC. 
[bookmark: _Ref178064866]Discussion
In last RAN2 meeting, SRB L2 handling for SCPAC execution was discussed and the agreements were made as follows: 
	· P3 For SRB3, cell set ID (mapping to SN) is used to determine whether PDCP re-establishment or PDCP SDU discard is performed for SCPAC execution.
· P4	For SRB1/SRB2, UE relies on NW indication to perform L2 reset.


The agreement was captured as follows in current RRC specification.

2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];

As highlighted, SCPAC follow similar description as LTM to avoid unnecessary L2 reset for the bearers that belongs to serving cell but not target cell, i.e. UE shall perform the L2 reset actions after the end of this procedure.
With such condition, the PDCP SDU discard for SRB3 is performed after UE applies the target cell configuration. As specified 5.3.5.3, the RRCReconfigurationComplete message to be sent to the target cell is generated during the application of the target cell configuration. Thus, current execution order will lead to the discard of the SDU corresponding to the RRCReconfigurationComplete message before it is successfully transmitted.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;

5.3.5.3	Reception of an RRCReconfiguration by the UE
…
1>	else if the RRCReconfiguration message was received via SRB3 (UE in NR-DC):
2>	if the RRCReconfiguration message was received within DLInformationTransferMRDC:
…
2>	else:
3>	if the RRCReconfiguration includes the reconfigurationWithSync in spCellConfig for the SCG; and
3>	if the UE was configured with successPSCell-Config when connected to the source PSCell (for PSCell change) or to the PCell (for PSCell addition or change):
4>	perform the actions for the successful PSCell change report determination as specified in clause 5.7.10.7, upon successfully completing the Random Access procedure triggered for the reconfigurationWithSync in spCellConfig of the SCG;
3>	if the UE has successful PSCell change or addition information available in VarSuccessPSCell-Report and if the RPLMN is included in plmn-IdentityList stored in VarSuccessPSCell-Report; or
3>	if the UE has successful PSCell change or addition information available in VarSuccessPSCell-Report and if the current registered SNPN identity is included in snpn-IdentityList stored in the VarSuccessPSCell-Report:
4>	include successPSCell-InfoAvailable in the RRCReconfigurationComplete message;
3>	submit the RRCReconfigurationComplete message via SRB3 to lower layers for transmission using the new configuration;
To avoid discarding the RRCReconfigurationComplete message due to the late L2 reset, one way is to guarantee that the PDCP SDU discard for SRB3 is performed after applying condRRCReconfig of the selected cell(s) but before generating and sending the RRCReconfigurationComplete message. It is suggested to add a NOTE to resolve the issue in current sepcification as the TP provided in Section4..
[bookmark: _Hlk163052923]The PDCP SDU discard for SRB3 is performed after applying condRRCReconfig of the selected cell(s) but before generating and sending the RRCReconfigurationComplete message.
[bookmark: _Toc159246715]Adopt the TP in Section 4. 
[bookmark: _Toc156750843][bookmark: _Toc156750877][bookmark: _Toc156750949][bookmark: _Toc156751123][bookmark: _Toc156760624][bookmark: _Toc156750847][bookmark: _Toc156750881][bookmark: _Toc156750953][bookmark: _Toc156751127][bookmark: _Toc156760628][bookmark: _Toc149917905][bookmark: _Toc149917915][bookmark: _Toc149917948][bookmark: _Toc156750848][bookmark: _Toc156750882][bookmark: _Toc156750954][bookmark: _Toc156751128][bookmark: _Toc156760629][bookmark: _Toc133575977][bookmark: _Toc133575996]Conclusion
Based on the discussion in section 2 we have following proposals:
Proposal 1  The PDCP SDU discard for SRB3 is performed after applying condRRCReconfig of the selected cell(s) but before generating and sending the RRCReconfigurationComplete message.
Proposal 2  Adopt the TP in Section 4. 
[bookmark: _In-sequence_SDU_delivery]Text Proposal 
5.3.5.13.8	Subsequent CPAC execution
Upon the conditional reconfiguration execution for subsequent CPAC, the UE shall:
1>	if the selected subsequent CPAC candidate configuration is stored in MCG VarConditionalReconfig:
2>	release/clear all current dedicated radio configuration except for the following:
-	the MCG C-RNTI;
-	the AS security configurations associated with the master key and the secondary key;
-	for each SRB/DRB in current UE configuration:
-	keep the associated PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig and VarServingSecurityCellSetID.
2>	release/clear all current common radio configuration;
2>	reset MCG MAC;
2>	apply the default MAC Cell Group configuration for MCG MAC and SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311;
1>	else:
2>	release/clear all current dedicated radio configuration associated with the SCG except for the following:
-	the AS security configurations associated with the secondary key;
-	for each SRB/DRB in current UE configuration which is using the secondary key:
-	keep the associated RLC, PDCP and SDAP entities, their state variables, buffers and timers;
-	release all fields related to the SRB/DRB configuration except for srb-Identity and drb-Identity;
-	the UE variables VarConditionalReconfig.
2>	release/clear all current common radio configuration associated with the SCG;
2>	apply the default MAC Cell Group configuration for the SCG MAC as specified in 9.2.2;
2>	use the default values specified in 9.2.3 for timers T310, T311 and constants N310, N311 for the cell group for which the subsequent CPAC execution procedure is triggered;
1>	if the securityCellSetId is included in the entry in VarConditionalReconfig containing the RRCReconfiguration message:
2>	if servingSecurityCellSetId is not included within VarServingSecurityCellSetID; or
2>	if the value of the securityCellSetId is not equal to the value of servingSecurityCellSetId within VarServingSecurityCellSetID:
3>	consider the first sk-Counter value in the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig as the selected sk-Counter value, and perform security key update procedure as specified in 5.3.5.7;
3>	remove the selected sk-Counter value from the sk-CounterList associated with the securityCellSetId within the VarConditionalReconfig;
3>	if the current VarServingSecurityCellSetID includes servingSecurityCellSetId:
4>	replace the value of servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
3>	else:
4>	store the servingSecurityCellSetId within VarServingSecurityCellSetID with the value of securityCellSetId associated with the selected cell;
1>	if the selected subsequent CPAC candidate configuration is stored in the SCG VarConditionalReconfig:
2>	for each drb-Identity value included in RadioBearerConfig associated with the secondary key (S-KgNB) as indicated by keyToUse that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if the bearer is an AM DRB:
4>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, UE shall perform the following actions after the end of this procedure:
3>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
1>	else:
2>	for each drb-Identity value included in RadioBearerConfig that is part of the current UE configuration, the UE shall perform the following actions after the end of this procedure:
3>	if a different keyToUse value is configured; or
3>	if the bearer is associated with the secondary key (S-KgNB) as indicated by keyToUse and a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	if the PDCP entity of this DRB is not configured with cipheringDisabled:
5>	configure the PDCP entity with the ciphering algorithm and KUPenc key associated with the master key (KgNB) or the secondary key (S-KgNB), as indicated in keyToUse, i.e., the ciphering configuration shall be applied to all subsequent PDCP PDUs received and sent by the UE;
4>	if the PDCP entity of this DRB is configured with integrityProtection:
5>	configure the PDCP entity with the integrity protection algorithms according to securityConfig and apply the KUPint key associated with the master key (KgNB) or the secondary key (S-KgNB) as indicated in keyToUse;
4>	if drb-ContinueROHC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueROHC is configured;
4>	if drb-ContinueEHC-DL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-DL is configured;
4>	if drb-ContinueEHC-UL is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueEHC-UL is configured;
4>	if drb-ContinueUDC is included in pdcp-Config:
5>	indicate to lower layer that drb-ContinueUDC is configured;
4>	trigger the PDCP entity of the bearer to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	if the bearer is an AM DRB:
5>	trigger the PDCP entity of the bearer to perform PDCP data recovery as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
2>	for each srb-Identity included in RadioBearerConfig that is part of the current UE configuration and if the radio bearer is SRB3, the UE shall perform the following actions after the end of this procedure:
3>	if a new sk-Counter value has been selected due to the conditional reconfiguration execution for subsequent CPAC:
4>	configure the PDCP entity to apply the integrity protection algorithm and KRRCint key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	configure the PDCP entity to apply the ciphering algorithm and KRRCenc key associated with the secondary key (S-KgNB) as indicated in keyToUse, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
4>	trigger the PDCP entity of SRB to perform PDCP re-establishment as specified in TS 38.323 [5];
3>	else:
4>	trigger the PDCP entity of SRB to perform SDU discard as specified in TS 38.323 [5];
3>	re-establish the corresponding RLC entity as specified in TS 38.322 [4];
NOTE X: It is up to the UE implementation to guarantee that the PDCP SDU discard for SRB3 is performed after applying condRRCReconfig of the selected cell(s) but before generating and sending the RRCReconfigurationComplete message.
1>	if scpac-ConfigComplete is not included within the VarConditionalReconfig for the selected cell:
[bookmark: _GoBack]2>	if the subsequent CPAC candidate cell configuration is stored in MCG VarConditionalReconfig:
3>	consider scpac-ReferenceConfiguration in MCG VarConditionalReconfig to be the current UE configuration;
2>	else:
3>	consider scpac-ReferenceConfiguration in SCG VarConditionalReconfig to be the current SCG configuration;
NOTE 1:	When the UE considers the reference configuration to be the current UE configuration, the UE should store fields and configurations that are part of the reference configuration but should not execute any actions or procedures triggered by the reception of an RRCReconfiguration message which are described in clause 5.3.5.3.
1>	apply the stored condRRCReconfig of the selected cell(s) and perform the actions as specified in 5.3.5.3;
1>	release the radio bearer(s) and the associated logical channel(s) that are part of the current UE configuration but not part of the subsequent CPAC candidate configuration for the selected cell, or the subsequent CPAC reference configuration (in case the subsequent CPAC candidate configuration does not include scpac-ConfigComplete).
NOTE 2:	When scpac-ConfigComplete is not included for the selected cell, before a subsequent CPAC execution, a UE implementation may generate and store an RRC reconfiguration message by applying the received subsequent CPAC candidate configuration on top of the subsequent CPAC reference configuration, and the stored RRC reconfiguration message is applied for subsequent CPAC execution. The UE needs to ensure that the RRC reconfiguration applied at the time of subsequent CPAC execution is in accordance with the latest received scpac-ReferenceConfiguration and condRRCReconfig for the subsequent CPAC configuration.
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