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1. [bookmark: _Ref521334010]Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]This paper discusses the necessary control plane functions that may be required for the ambient IoT system, which aims to achieve a compact design as much as possible according to the request in the SID [1],
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


The Section 2 analyzes the necessary control plane functions for the ambient IoT system, and followed by Section 3 that summarizes the contribution of this paper.
2. Discussion
The Rel-19 study item of ambient IoT targets a further assessment on the devices suitable for deployment in a 3GPP system with ultra-low complexity and power consumption. With this original intention, the general scope of the SID [1] has made some baseline principle for further design,
	General Scope
The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm,DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.


That means to reduce the design complexity, some of legacy control plane or user plane functions, such as no RRC state, at least no cell selection/re-selection, no HARQ and no ARQ,  had reached consensus during RAN plenary discussion. 
For other control plane functions that may need for the ambient IoT system, we can take an initial consideration based on the basic RRC functions as specified in TS 38.331 [2],
	[bookmark: _Toc20425646][bookmark: _Toc29321042][bookmark: _Toc36219225][bookmark: _Toc36219901][bookmark: _Toc36513321][bookmark: _Toc46449379][bookmark: _Toc46489166][bookmark: _Toc52495000][bookmark: _Toc60781169][bookmark: _Toc139021504]4.4	Functions
The RRC protocol includes the following main functions:
-	Broadcast of system information:
…
-	RRC connection control:
[bookmark: OLE_LINK3]-	Paging;
[bookmark: OLE_LINK4]-	Establishment/modification/suspension/resumption/release of RRC connection, including e.g. assignment/modification of UE identity (C-RNTI, fullI-RNTI, etc.), establishment/modification/suspension/resumption/release of SRBs (except for SRB0);
-	Access barring;
-	Initial AS security activation, i.e. initial configuration of AS integrity protection (SRBs, DRBs) and AS ciphering (SRBs, DRBs);
-	RRC connection mobility including e.g. intra-frequency and inter-frequency handover, associated AS security handling, i.e. key/algorithm change, specification of RRC context information transferred between network nodes;
-	Establishment/modification/suspension/resumption/release of RBs carrying user data (DRBs);
-	Radio configuration control including e.g. assignment/modification of ARQ configuration, HARQ configuration, DRX configuration;
-	In case of DC, cell management including e.g. change of PSCell, addition/modification/release of SCG cell(s);
-	In case of CA, cell management including e.g. addition/modification/release of SCell(s);
-	QoS control including assignment/ modification of semi-persistent scheduling (SPS) configuration and configured grant configuration for DL and UL respectively, assignment/ modification of parameters for UL rate control in the UE, i.e. allocation of a priority and a prioritised bit rate (PBR) for each RB.
-	Recovery from radio link failure.
-	Inter-RAT mobility including e.g. AS security activation, transfer of RRC context information;
-	Measurement configuration and reporting:
…
[bookmark: OLE_LINK7]-	Other functions including e.g. generic protocol error handling, transfer of dedicated NAS information, transfer of UE radio access capability information.


Broadcast of system information
In legacy the system information is used to provide the cell-level information to UEs camped in the current cell, and the UE needs to get the SFN for reception of the system information. For ambient IoT system, it is an asynchronous system, i.e., the timing operation is implemented based on the preamble information in the R2D/D2R signal, as per the RAN1 agreement,
	
Agreement
At least the following time domain frame structure is studied for A-IoT R2D and D2R transmission.
· For R2D transmission,
· A R2D timing acquisition signal (e.g. R2D preamble) is included at least for timing acquisition and for indicating the start of the R2D transmission in time domain.
· For D2R transmission,
· A D2R timing acquisition signal (e.g. D2R preamble) is included at least for timing acquisition and for indicating the start of the D2R transmission in time domain.
· FFS other necessary component(s), e.g. midamble, postamble, periodic sync signal, control fields, guard period


Thus it is hard for ambient IoT device to detect the legacy kinds of system information. Besides, legacy PBCH is used to broadcast MIB information, but RAN1 has also confirmed no PBCH-like channel will be introduced,
	Agreement
For ambient IoT devices, a dedicated physical broadcast channel for R2D, e.g. PBCH-like, is not considered for study.


[bookmark: OLE_LINK5][bookmark: OLE_LINK6]Observation 1: For ambient IoT system, no intention is observed to introduce system information.
RRC connection control
Paging
Covered by our other contribution and not involved in this paper.
Establishment/modification/suspension/resumption/release of RRC connection
As in the general scope of the SID, RRC state is not used for ambient IoT, and thus there is no RRC connection.
Access barring
For the access barring, the main impact on Uu is to broadcast the UAC parameters in system information so that UE can check whether the establishment/resumption of RRC connection or service request are allowed based on the current access attempt. Besides, legacy UAC mechanism depends on both AS and NAS. For ambient IoT, since each RACH procedure is triggered by the paging-like command/message (see our contribution of stage 2 overall procedure, baseline assumptions on security and use cases), that means it is the reader expectation to allow the device to access the NW, which is similar as legacy paging-triggered access. So access barring function is not needed.
Initial AS security activation
As suggested by our another contribution of stage 2 overall procedure, baseline assumptions on security and use cases, RAN2 can assume the AS security is not needed until further requirement from SA2/SA3.
RRC connection mobility
No RRC connection mobility due to no RRC state.
Establishment/modification/suspension/resumption/release of RBs carrying user data (DRBs)
The discussion on the radio bear can be postponed until the determination of CP or UP based solution.
DC/CA
No motivation to support DC/CA as ambient IoT device may not support such capability.
QoS control
No need to have QoS guarantee if we go with CP-based solution. Even with UP-based solution, the DL SPS-like or UL CG-like scheduling are also not suitable for ambient IoT, as the ambient IoT device is not expected to transmit UL data without any trigger.
Recovery from radio link failure
The ambient IoT device does not monitor the radio link quality and thus does not need any recover mechanism.
Observation 2: The RRC connection control related functions except for paging-like function are not needed for ambient IoT system.
Inter-RAT mobility/Measurement configuration and reporting
Mobility is not considered for the ambient IoT system, and thus the ambient IoT device does not perform the measurement or reporting to support the cell selection, re-selection or handover.
Observation 3: Mobility related functions such as measurement/reporting are not needed for ambient IoT.
Other functions such as transfer of dedicated NAS information or transfer of UE radio access capability
For transfer of upper-layer information, it is a basic requirement if we go with CP-based solution. For transfer of capability-related information, it can be further discuss if the ambient IoT devices (for example, different types of the ambient IoT devices) support different capabilities.
Observation 4: The transfer of upper-layer information is a basic requirement if we go with CP based function for ambient IoT.
In summary, based on above observations it is suggested that,
Proposal 1: RAN2 to support the following control plane function over the ambient IoT air interface, :
- Transport of upper-layer information for CP-based solution;
- Paging-like function;
- FFS transfer of capability-related information function.
Proposal 2: RAN2 to not support the following control plane functions over the ambient IoT air interface:
-  system information until clear requirement is found;
-  RRC connection control related functions until clear requirement is found, e.g.,
- RRC State
- Access control
-  Security functions;
-  Signalling Radio Bearers (SRBs) and Data Radio Bearers (DRBs);
- DC/CA
-  QoS management functions;
- radio link monitor
-  mobility related functions including;
- Inter-RAT mobility
- Measurement and reporting
- Cell selection, reselection and handover.
3. Conclusion
In this paper, we discuss the basic functions that may be needed for control plane of the ambient IoT system. The observations and proposals are summarized as follows,
Observation 1: For ambient IoT system, no intention is observed to introduce system information.
Observation 2: The RRC connection control related functions except for paging-like function are not needed for ambient IoT system.
Observation 3: Mobility related functions such as measurement/reporting are not needed for ambient IoT.
Observation 4: The transfer of upper-layer information is a basic requirement if we go with CP based function for ambient IoT.

Proposal 1: RAN2 to support the following control plane function over the ambient IoT air interface, :
- Transport of upper-layer information for CP-based solution;
- Paging-like function;
- FFS transfer of capability-related information function.
Proposal 2: RAN2 to not support the following control plane functions over the ambient IoT air interface:
-  system information until clear requirement is found;
-  RRC connection control related functions until clear requirement is found, e.g.,
- RRC State
- Access control
-  Security functions;
-  Signalling Radio Bearers (SRBs) and Data Radio Bearers (DRBs);
- DC/CA
- QoS management functions;
- radio link monitor
-  mobility related functions including;
- Inter-RAT mobility
- Measurement and reporting
- Cell selection, reselection and handover.
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