3GPP TSG-RAN2 #125bis	R2-2403677 
Changsha, China,  April 15th – 19th, 2024

[bookmark: Source]Agenda item:		8.2.2 (FS_Ambient_IoT_solutions)
Source:	LG Electronics Inc.
Title: 	Discussion on general aspects of ambient IoT
[bookmark: DocumentFor]Document for:	Discussion and Decision
1.	Introduction
This document discusses ambient IoT (A-IOT) at high level. The objectives mainly related to RAN2 are captured from the SID for ambient IoT (A-IOT) in the below box. 
	General Scope
The definitions provided in TR 38.848 are taken into this SI, and the following are the exclusive general scope:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
……
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
……
E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
……
· RAN2-led:
· [bookmark: _Hlk163055781]Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· [bookmark: _Hlk163055766]Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


In this contribution, we discuss functionality which seems to be essential for A-IOT.
2.	Discussion
Ambient IoT is expected to be designed for enabling DO-DTT and DT data transmission with focus on rUC1 (indoor inventory) and rUC4 (indoor command) according to the SID [RP-240826]. To discuss general aspects and overall procedure/message flow of A-IOT, it may be a good starting point to derive requirements and baseline assumption from the possible use cases. Automated warehouse inventory depicted in TS22.840 is one of most possible use cases. We would like to further examine automated warehouse inventory use case shown in Figure 1 to see what are required for A-IOT devices.
[image: ]
Figure 1 Automated warehouse inventory use case
When packages arrive at gate-in inventory (“2. Gate-in inventory” in Figure 1), A-IoT devices attached to the packages are assumed to be unknown to the BS/Reader. To identify multiple unknown A-IoT devices, BS/Reader needs to be able to query such as “Who is there?”. In response to the query, multiple responses from multiple unknown A-IOT devices are expected. To handle transmission of multiple responses from multiple unknown A-IoT devices, it seems inevitable to use a contention-based access mechanism. A contention-based access mechanism can be reused for access of multiple known A-IOT devices.
Observation 1. There is an A-IOT access scenario which expects multiple responses from multiple unknown A-IOT devices when a query is sent. 
After identified at gate-in inventory, packages with A-IOT devices will be moved to inventory (“3. Inventory” in Figure 1). If A-IOT devices are known to BS/Reader, for access efficiency, access mechanism can be enhanced to reduce or to avoid collision by exploiting A-IOT device information (such as device ID).
Particularly, BS/Reader can send a query or a command to a designated A-IoT device. In this case, BS/Reader can expect response from the single A-IOT device only, and a contention-free access mechanism seems applicable. Also, Command/Query to a specific A-IOT device seems useful, for example, to retrieve detailed information of the package to which the A-IOT device is attached. It seems worth studying compact contention-free access mechanism for access of a designated A-IOT device.
Observation 2. There is an A-IOT access scenario such as command/query to a specific A-IOT device which expects response from the single A-IOT device.
Furthermore, when multiple A-IOT devices are known to BS/Reader, BS/Reader can trigger a group of multiple devices. Since A-IOT devices are known to BS/Reader, BS/Reader can control A-IOT device’s access timing to reduce or to avoid by using known A-IOT device information (such as device ID). For example, BS/Reader can trigger a limited number of A-IOT devices (e.g. group paging) to reduce collision, or BS/Reader can trigger a number of A-IOT devices in a certain order to avoid collision. Considering that huge number of packages are stored in a warehouse, it seems worth studying contention-free access mechanism for group access of multiple known A-IOT devices for access efficiency.
Observation 3. There is an A-IOT access scenario which expects multiple responses from a group of multiple known A-IOT devices when a query is sent.
Considering the above-mentioned observations, A-IOT random access mechanism(s) may be able to handle at least access from multiple unknown A-IOT devices, access from a group of known A-IOT devices, and access from a single designated device. Detailed solutions are further discussed in our companion paper submitted to agenda item 8.2.5 (random access).
Proposal 1. Study random access mechanism(s) for A-IOT system considering at least the following cases: access from multiple unknown A-IOT devices, access from a group of known A-IOT devices, and access from a single designated device.

To trigger access of A-IOT devices, paging-like functionality for A-IOT is assumed to be used. It may be able to trigger access of multiple A-IOT devices, group of A-IOT devise, or a single A-IOT device. Focusing on triggering access of a group of A-IOT devices, we assume that the group ID for paging is pre-configured for each product based on its product type during the production stage. Then, if the warehouse management platform inventories a specific type of product during the gate-in inventory stage, the BS-reader can perform group paging using the product type-based group ID.
In actual A-IOT operation scenarios, further grouping might be necessary. For instance, in the abovementioned example, during the inventory stage, the next delivery address can be assigned to each product differently. Then, during the gate-out inventory stage, the warehouse management platform might need to inventory the product for each delivery address. In such a scenario, group paging based on the delivery address could be an effective strategy. However, the group ID related to the delivery address has not been configured yet. It may even be impossible to pre-configure the delivery address-based group ID during the production stage. Thus, there is a need for temporary device grouping and corresponding group ID configuration based on the delivery address. Note that the need for such temporary grouping is not limited to the aforementioned example. 
Observation 4. A-IOT scenarios require a paging for a group of specific devices on a temporary basis.
Meanwhile, it is infeasible to predict all possible grouping scenarios in advance, and pre-configure the device group and corresponding group information.
Observation 5. Predicting all possible grouping scenarios and pre-configuring group ID accordingly are infeasible.
Therefore, A-IOT paging-like functionality needs to define temporary device grouping and related configurations. Detailed solutions are further discussed in our companion paper submitted to agenda item 8.2.4 (paging).
Proposal 2. Study how to support temporary device grouping and configuration of the temporary group ID in A-IOT paging-like functionality.

Regarding energy for operating an A-IOT device, it is assumed that an A-IOT device has energy storage and the energy storage is charged by energy harvesting. However, energy storage capacity of an A-IOT device will be very limited. It will limit the number of A-IOT device’s transmission/reception attempts, or A-IOT device don’t have enough power to complete data transmission when it is triggered for communication.
When the stored energy is not enough to complete the required data transmission, A-IOT device needs more charging time at the beginning of communication or in the middle of the communication depending on the expected data size (or number of data packets), or the required energy for data transmission.
If this characteristic of A-IOT device is not considered in access mechanism and data transmission procedure, successful communication between BS/Reader and A-IOT device are not guaranteed. To address this issue, one possible way is to provide enough time for A-IOT device’s energy harvesting. For example, before triggering A-IOT devices, BS/Reader energizes A-IOT devices during sufficient time. When determining duration of energizing A-IOT devices, BS/Reader should take into account the A-IOT device in the worst situation. In other words, it should consider the A-IOT device in the worst condition for energy harvesting, or the A-IOT device requiring most amount of energy (e.g. largest data). However, it is difficult to obtain the information precisely. Therefore, BS/Reader should apply enough margin for safe operation. It will decrease efficiency of A-IoT system. Otherwise, it will decrease reliability of A-IOT system. To address this issue, remaining energy level needs to be considered for access mechanism and data transmission procedure on top of baseline contention-based or contention-free access mechanisms. Detailed solutions are further discussed in our companion paper submitted to agenda item 8.2.3.2 (user plane).
Observation 6. Without A-IOT device’s remaining energy information, A-IOT system may spend unnecessarily long time for energizing A-IOT devices to guarantee that all A-IOT devices are charged enough.
Proposal 3. Study how to take into account A-IOT device’s remaining energy in access mechanism and data transmission procedure.
3.	Conclusion
This document discusses A-IoT at high level.
Observation 1. There is an A-IOT access scenario which expects multiple responses from multiple unknown A-IOT devices when a query is sent. 
Observation 2. There is an A-IOT access scenario such as command/query to a specific A-IOT device which expects response from the single A-IOT device.
Observation 3. There is an A-IOT access scenario which expects multiple responses from a group of multiple known A-IOT devices when a query is sent.
Observation 4. A-IOT scenarios require a paging for a group of specific devices on a temporary basis.
Observation 5. Predicting all possible grouping scenarios and pre-configuring group ID accordingly are infeasible.
Observation 6. Without A-IOT device’s remaining energy information, A-IOT system may spend unnecessarily long time for energizing A-IOT devices to guarantee that all A-IOT devices are charged enough.

Proposal 1. Study random access mechanism(s) for A-IOT system considering at least the following cases: access from multiple unknown A-IOT devices, access from a group of known A-IOT devices, and access from a single designated device.
Proposal 2. Study how to support temporary device grouping and configuration of the temporary group ID in A-IOT paging-like functionality.
Proposal 3. Study how to take into account A-IOT device’s remaining energy in access mechanism and data transmission procedure.
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