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Introduction
In RAN#102, a new SID for Ambient IoT [1] was approved for Release 19. The scope of the study, captured in the SID, covers two device types, differing in their power consumption, as defined in [2]. One of the objectives is to study a harmonized air interface with minimal differences across the device types:
	A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.



RAN2 is tasked with the following objectives:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.



In this contribution, we offer some general considerations on these aspects of the study.

Discussion
The target of a harmonised air interface simplifies the study of the air interface across device types and topologies. In particular, for the topology aspect, the communication can be defined as being between a Reader and a device, regardless of whether the Reader is a base station (Topology 1) or a UE (Topology 2). For this contribution, we consider Topology 1.
General architecture for AIoT
For Topology 1, an architecture of the form shown in figure 2.1-1 is proposed for discussion.


Figure 2.1-1: Architecture for AIoT Topology 1

Network side
The AIoT Application is a network entity that communicates with and controls the AIoT Devices. It does this via the AIoT Reader, which, in Topology 1, is located in the base station. 
The AIoT Application (and its interaction with the AIoT Reader) is, in general, out of scope of RAN2 discussion (and, in this paper will simply be referred to as ‘the network’) but, in order to make progress, certain simplifying assumptions can be made. 
Observation 1: The interaction between the AIoT Reader and the network is out of scope of RAN2 but certain simplifying assumptions can be made.
It is assumed that the AIoT Application communicates with AIoT devices via any AIoT Reader in range of the AIoT devices. To this end, the AIoT Application may store information about the likely (network) location of AIoT devices in terms of the AIoT Readers most likely to be in range of the AIoT devices.
Proposal 1: The network can communicate with AIoT devices via any AIoT Reader that is in range of the AIoT devices.
It is assumed that the AIoT Reader acts as an interface between the AIoT device and the AIoT Application that is essentially transparent to data and commands transferred between the AIoT Application and the AIoT device. The AIoT Reader handles all communications across the harmonised air interface and, to this end, may store data and commands temporarily while executing a service request. It is not required nor assumed to retain any information about the AIoT devices outside the service requests.
Proposal 2: The AIoT Reader acts as a transparent interface between the AIoT device and the network. The Reader is not required nor assumed to retain any information about the AIoT devices outside the service requests.
It is assumed that security is handled in end-to-end fashion between AIoT devices and the AIoT Application; any AIoT Reader used by the AIoT Application is assumed to be authenticated by the network and may be trusted implicitly by the AIoT devices.
Proposal 3: Security is handled in end-to-end fashion between AIoT devices and the network.

Outline of communication procedure between Reader and Device
The communication procedure between the Reader and the device is initiated by a service request from the network. Either prior to this or via the service request itself, the Reader is supplied with information about the devices that it needs to communicate with, including the device addresses and the commands that the devices will be requested to execute. Figure 2.3-1 shows a possible message sequence.




Figure 2.3-1: Outline Communication Procedure for AIoT

Once initiated, the communication procedure passes through a number of phases:
1.	Paging: The Reader sends a signal addressing a device or a group of devices
2.	Random access page response: device(s)sends a page response to the Reader using a contention-based or Aloha-like medium access protocol and awaits a device CF allocation message from the Reader, indicating that it has successfully gained an initial contention-free slot.
3.	Identification: During its initial contention-free slot, the device identifies itself to the Reader. 
4.	If required, a data transfer phase can take place. The Reader sends a sequence of commands to the device to enable reading from or writing to the device or to instruct the device to perform other functions. Depending on the application requirements data exchanged with the device may be stored within the Reader or may need to be communicated with the network in real time. The device may indicate to the Reader that it has data to send. Details are FFS.
Working with multiple Devices
Since several devices could respond in step 2, the Reader assigns contention-free slots to all devices that respond successfully. Steps 3 and 4 are then performed separately for each device using the assigned slots. 
Proposal 4: Devices that successfully negotiate the random access phase can be granted a contention-free slot. 
To ensure that all devices are reached, the procedure can be repeated in several cycles from phase 1 until no more devices respond. 
Proposal 5: The random access procedure can be repeated in several cycles from phase 1 until no more devices respond.
Once the Reader believes it has reached all devices or times out, it sends a service response message to the network to indicate completion.
Communication failures
Working with such resource-constrained devices poses some considerable communication challenges. Some potential failure points and possible mitigations are discussed here.
Paging failure
Ideally, all devices that are addressed by a paging message should receive the paging message and be able to respond with a page response message. 
Paging can fail because devices are out of range of the Reader. If some or even all devices do not appear even after several cycles then, if available, use of a different Reader might be necessary.
A device might also not be able to respond because it is not fully charged. In RAN#103, it was agreed that, while charging time would not be part of the latency calculation, the fact that devices might not be available for a period of up to several tens of seconds could be taken into account when reading devices. This could mean that the procedure is repeated at intervals until it can be reasonably expected that all devices addressed will have acquired sufficient charge to be able to respond.
Observation 2: Paging can fail because a device is out of range or is not sufficiently charged.
Contention failure
Failure of a device to successfully contend for a slot is handled by running multiple paging cycles. It can also be mitigated by allowing a sufficient number of slots per cycle based on the estimated number of devices still to respond.
From the perspective of the device, contention can also be considered a failure if it does not receive a device CF allocation message from the Reader. There could be a case for requiring the device to acknowledge this message and allowing the Reader to retransmit it if no acknowledgement from the device is received.
Observation 3: From the perspective of the device, contention can also be considered a failure if it does not receive a CF allocation message from the Reader.
Proposal 6: The CF allocation message from the Reader is protected by an ARQ mechanism.
Identification failure
A device should be able to identify itself to the Reader in a secure manner. The necessary security procedures are out of scope of RAN2 but they should be sufficiently robust to handle errors like missed packets.
Proposal 7: A device should be able to identify itself to the Reader in a secure manner.
Data transfer failure
Messages exchanged between Reader and device should be protected from transmission failure by a retransmission protocol.
Proposal 8: Messages exchanged between Reader and device should also be protected from transmission failure by a retransmission protocol.
It is assumed that commands and data also need to be transferred with appropriate security. This is particularly the case when commands from the network cause a state change in the device, e.g., by writing into non-volatile memory. Furthermore, since power loss mid-execution is a real possibility, successful completion of such a command should be acknowledged to the Reader.

Conclusion
In this contribution, we offered some considerations on the RAN2 aspects of the AIoT study. We made the following observations:
Observation 1: The interaction between the AIoT Reader and the network is out of scope of RAN2 but certain simplifying assumptions can be made.
Observation 2: Paging can fail because a device is out of range or is not sufficiently charged.
Observation 3: From the perspective of the device, contention can also be considered a failure if it does not receive a CF allocation message from the Reader.
We made the following proposals:
Proposal 1: The network can communicate with AIoT devices via any AIoT Reader that is in range of the AIoT Devices.
Proposal 2: The AIoT Reader acts as a transparent interface between the AIoT device and the network. The Reader is not required nor assumed to retain any information about the AIoT Devices outside the service requests.
Proposal 3: Security is handled in end-to-end fashion between AIoT devices and the network.
Proposal 4: Devices that successfully negotiate the random access phase can be granted a contention-free slot. 
Proposal 5: The random access procedure can be repeated in several cycles from phase 1 until no more devices respond.
Proposal 6: The CF allocation message from the Reader is protected by an ARQ mechanism.
Proposal 7: A device should be able to identify itself to the Reader in a secure manner.
Proposal 8: Messages exchanged between Reader and device should also be protected from transmission failure by a retransmission protocol.
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