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1. Introduction
RAN2 is expected to start discussion on Rel-19 Ambient IoT at this meeting.
	Objective in SID [1]
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


This contribution is to provide our understanding and initial view on user plane aspects intending to realize an Ambient IoT compact protocol stack.

2. Discussion
2.1. MAC layer
Random access
As mentioned above, in the SID, random access is raised as an example to be studied with higher priority.
However, considering that only DT (Device Terminated) and DO-DTT (Device Originated – Device Terminated Triggered) are assumed to be supported while DO-A (Device Originated – Autonomous) is not supported at this stage, an Ambient IoT device cannot transmit D2R signal without R2D indication before it. This means that the legacy contention-based random access procedure cannot be initiated (since an Ambient IoT device cannot transit Msg1 unless indicated by a reader).
	Objective in SID [1]
E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.


On the other hand, RAN1 agreed to study slotted ALOHA as contention-based access control method.
	RAN#116 [2]
Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
 
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


We understand that RAN2 should take both concepts of slotted-ALOHA and of legacy random access procedure into account to introduce a new procedure for access control.
Proposal 1.	RAN2 assumes to introduce a new MAC procedure for access control of multiple Ambient IoT devices taking both concepts of slotted-ALOHA and of legacy random access procedure into account.
Other functionalities
	[bookmark: _Hlk163190570]Functionality
	Our view

	HARQ
	Not supported according to SID.
	Objective in SID [1]
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 




	Logical channel prioritization
	Not needed?

	Multiplexing
	Needed. Only one transport channel for each of D2R and R2D (corresponding to PDRCH and PRDCH in physical layer) may be supported.

	MAC CE
	Possible to support. (We can start discussion when we find necessity of supporting any MAC CE in other functionalities/procedures.)


Proposal 2.	RAN2 assumes that MAC layer in protocol stack for Ambient IoT supports random access procedure in Proposal 1 and multiplexing. FFS on MAC CE.

2.2. RLC layer
	Functionality
	Our view

	ARQ
	Not supported according to SID.
	Objective in SID [1]
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 




	Segmentation
	Need discussion whether A-IoT data is large enough to need RLC segmentation.


Proposal 3.	Discuss whether to skip RLC procedure in protocol stack for Ambient IoT. If segmentation is concluded not to be supported, RLC layer is skipped.

2.3. PDCP layer
Ciphering / Integrity protection
Basically, ciphering and integrity protection of PDCP SDU are essential for AS security. If Ambient IoT devices and/or readers transmits information which is critical for security (e.g. IMSI) without any other protection, AS security needs to be kept. On the other hand, due to limited capability of Ambient IoT devices, it is not clear whether devices can support AS security (e.g., not sure whether they can store keys and sequence number in non-volatile memory).
By the way, since we are just starting study on protocol stack and procedures, we do not think we can conclude needed or not at this stage. We think the necessity of ciphering and integrity protection could be come back when the protocol stack and procedures are clearer.
Proposal 4.	Come back to discussion on necessity of ciphering and integrity protection in PDCP layer after all other procedures for Ambient IoT get clear shapes.
Other functionalities
	Functionality
	Our view

	Re-ordering
	FFS depending on whether large amount of data is assumed to be transferred between device and reader.

	Data forwarding
	Not needed? (Legacy forwarding does not happen since no handover happens, but discussion may be needed on whether and how the sequential R2D data traces a device while the device is moving from reader to reader.)

	Split bearer
	Not needed

	Duplication
	Not needed


Proposal 5.	Discuss whether to support re-ordering in PDCP layer.

2.4. SDAP layer
We do not see urgent demand on QoS management for Ambient IoT. Therefore we think SDAP layer can be skipped at this stage.
Proposal 6.	SDAP layer is skipped in protocol stack for Ambient IoT.

3. Summary and proposal
Proposal 1.	RAN2 assumes to introduce a new MAC procedure for access control of multiple Ambient IoT devices taking both concepts of slotted-ALOHA and of legacy random access procedure into account.
Proposal 2.	RAN2 assumes that MAC layer in protocol stack for Ambient IoT supports random access procedure in Proposal 1 and multiplexing. FFS on MAC CE.
Proposal 3.	Discuss whether to skip RLC procedure in protocol stack for Ambient IoT. If segmentation is concluded not to be supported, RLC layer is skipped.
Proposal 4.	Come back to discussion on necessity of ciphering and integrity protection in PDCP layer after all other procedures for Ambient IoT get clear shapes.
Proposal 5.	Discuss whether to support re-ordering in PDCP layer.
Proposal 6.	SDAP layer is skipped in protocol stack for Ambient IoT.
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