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1	Introduction
In the AIoT SID [1], the following items are included for the RAN2 discussion: 
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


This contribution provides our initial views on control plane of the AIoT design. 
2	Discussion
In order to support an AIoT compact protocol stank and lightweight signalling procedure, it would be good to discuss first whether AIoT RRC layer is necessary. In RFID specification [2], the file size for the TAG can be ranged from 0 to 16,744,448 bits. On the other hand, in TR 38.848 [3], it is stated that the design target of maximum message size is approximately 1000 bits to be transmitted from/received by the Ambient IoT. Considering that the maximum message size from/to AIoT device can be 1000 bits, one could consider that that AIoT data/signalling could be supported by AIoT MAC layer, without AIoT RRC layer. Besides, it is not clear whether any kind of information requires AS layer security if AIoT data is transmitted/received over NAS layer. Last but not least, the need of AIoT RRC layer implies that AIoT device should should have some kinds of capability of ASN.1 encoding/decoding. Depending on how much information needs to be encoded/decoded and how many RRC messages are required in AIoT RRC layer, it may not be suitable to introduce AIoT RRC layer. 
Proposal 1: RAN2 to discuss whether to introduce AIoT RRC layer by taking the following aspects into accout:
-	whether some information cannot be delivered via the MAC layer 
-	whether some information requires protection of AIoT PDCP layer
-	whether/how much the AIoT device can have the capability of ASN.1 encoding/decoding 
Before determining the need of AIoT RRC layer, we think that it is premature to discuss the following issues: 
· whether to define AIoT system information 
· whether to define one SRB or more than one SRB
· which layer transmits paging like message (e.g. select message in RFID or inventory request message)
For the first issue, we think that it is better to discuss/identify which kind of information needs to be broadcasted periodically, while the second/third issues could be discussed after having a clear picture on how to support inventory/command procedures. 
Proposal 2: RAN2 to deprioritize discussion on the following issues:
	-	whether to define AIoT system information 
	-	whether to define one SRB or more than one SRB
	-	which layer transmits paging like message 
Considering no RRC states and no mobility (e.g. at least cell selection/re-selection-like function), it is questionable whether to support location registration (update) as well as unified access control. It may depend on the outcome in SA2 [3], but we think that location registration (update) and unified access control are not supported from RAN2 point of view.  
Proposal 3: RAN2 does not expect to work on location registration (update) and unified access control (unless requested by SA2).  
In [2], a lot of RFID device states (e.g. arbitrate state, reply state, acknowledged state, etc) are defined to describe what could be done at each state. In 3GPP, such behavior is normally described according to the order specified in the procedure text. Thus, there is no need to introduce explicit AIoT device states in 3GPP unless it is necessary. 
Proposal 4: RAN2 does not define explicit AIoT device states e.g. arbitrate, reply, acknowledged etc. 
3	Conclusion
RAN2 is requested to discuss and agree on the following proposals:
Proposal 1: RAN2 to discuss whether to introduce AIoT RRC layer by taking the following aspects into accout:
-	whether some information cannot be delivered via the MAC layer 
-	whether some information requires protection of AIoT PDCP layer
-	whether/how much the AIoT device can have the capability of ASN.1 encoding/decoding 
Proposal 2: RAN2 to deprioritize discussion on the following issues:
	-	whether to define AIoT system information 
	-	whether to define one SRB or more than one SRB
	-	which layer transmits paging like message 
Proposal 3: RAN2 does not expect to work on location registration (update) and unified access control (unless requested by SA2).  
Proposal 4: RAN2 does not define explicit AIoT device states e.g. arbitrate, reply, acknowledged etc. 
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