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Introduction
In Rel-18, UE vendor stress that the UE device cannot train the model by itself due to the limited UE capability and higher power consumption, the OTT server is to take the most responsibilities to train the model and then send the trained model to the UE device. In this sense, there is requirement from UE vendor that the training data shall be forwarded to the OTT server. However, how to forward the training data to OTT server have not reached the consensus in Rel-18 discussion. 
This Contribution is to share our views on how RAN2 progresses the UE side data collection for model training.
[bookmark: _Toc156129771]Discussion 
Solution 1
In TR 38.843, the study report of UE side data collection for model training is shown as below:
	7.2.1.3.2 Data collection for UE-side model training 
The following proposals were discussed in RAN2: 
1. [bookmark: OLE_LINK1][bookmark: OLE_LINK3]UE collects and directly transfers training data to the Over-The-Top (OTT) server;
1a) OTT (3GPP transparent)
1b) OTT (non-3GPP transparent)
2. UE collects training data and transfers it to Core Network. Core Network transfers the training data to the OTT server.

3. [bookmark: OLE_LINK9]UE collects training data and transfers it to OAM. OAM transfers the needed data to the OTT server.
RAN2 did not study or analyse these proposals and did not agree to requirements or recommendations.


Regarding the solution 1a, In our understanding , there is no need to discuss in 3GPP since it is claimed to be transparent to the 3GPP. we can consider it as a default solution from RAN2 perspective.
[bookmark: _Toc9809][bookmark: _Toc30343][bookmark: _Toc163209153][bookmark: OLE_LINK7]For UE based solution 1a, the data collected on UE side will be transferred from UE to OTT server through user plane (e.g. cellular) or normal IP network (e.g. WLAN) and no RAN2 impact is expected.
Regarding the solution 1b, It is not clear what is the 3GPP impact when UE directly transfer the training data to the OTT server. In our understanding, if there is any 3GPP impact, only CN or OAM is the impact entity, there is no any difference with solution 2 or solution 3. In this sense, the solution 1b can be removed from the candidate list.
[bookmark: _Toc19878]The solution 1b is duplicate with the solution 2 or solution 3 since the OAM or CN may be the entity can be aware of the transmission that can be called as non-3GPP transparent

[bookmark: _Toc163209154]UE based Solution 1b is removed from the candidates due to its duplication with OAM based solution and CN based solution.
	
Solution 2
Regarding the solution 2, there are two options:
· Option 1: UE transfer the training data to the CN, then CN forward the training data to the OTT server.
· Option 2: UE transfer the training data to the OTT server with an involvement of CN. 
Regarding the option 1, there is no any direct interface between UE and CN, UE need to transfer the training data to the gNB first then gNB forward the training data to the CN, then CN forward the training data to the OTT server. In this option, several measurement frameworks can be utilized (e.g. L1 measurement, RRM measurement, etc) for the path terminated between UE and gNB. Nevertheless, how gNB to forward the training data to the CN and CN transfer the data to the OTT server is CN related procedure which is out of RAN2 scope.
[bookmark: OLE_LINK8]Regarding the option 2, There is one framework can be taken into account: NEF based NIDD (e.g. Non-IP Data Delivery) framework [2] where the UE can send the data to the AF(e.g. OTT server) by using the unstructured PDU session. In this framework , the data privacy and security is our concern due to the data is transparent to the NW, In addition, the NIDD is a pure CN related procedure which is out of RAN2 scope.
	[bookmark: _Toc98857239][bookmark: _Toc51769486][bookmark: _Toc47342784][bookmark: _Toc36188037][bookmark: _Toc27846906][bookmark: _Toc45183942]5.31.5	Non-IP Data Delivery (NIDD)
Functions for NIDD may be used to handle Mobile Originated (MO) and Mobile Terminated (MT) communication for unstructured data (also referred to as Non-IP). Such delivery to the AF is accomplished by one of the following two mechanisms:
-	Delivery using the NIDD API;
-	Delivery using UPF via a Point-to-Point (PtP) N6 tunnel.
NIDD is handled using an Unstructured PDU session to the NEF. The UE may obtain an Unstructured PDU session to the NEF during the PDU Session Establishment procedure. Whether or not the NIDD API shall be invoked for a PDU session is determined by the presence of a "NEF Identity for NIDD" for the DNN/S-NSSAI combination in the subscription. If the subscription includes a "NEF Identity for NIDD" corresponding with the DNN and S-NSSAI information, then the SMF selects that NEF and uses the NIDD API for that PDU session.
The NEF exposes the NIDD APIs described in TS 23.502 [3] on the N33/Nnef reference point.
The NEF uses the provisioned policies to map an AF Identifier and UE Identity to a DNN/S-NSSAI combination if the Reliable Data Service (RDS) is not enabled. If RDS is enabled, the NEF determines the association based on RDS port numbers and the provisioned policies that may be used to map AF Identifier and User identity to a DNN.
The NEF also supports distribution of Mobile Terminated messages to a group of UEs based on the NIDD API. If an External Group Identifier is included in the MT NIDD request, the NEF uses the UDM to resolve the External Group Identifier to a list of SUPIs and sends the message to each UE in the group with an established PDU Session.
The Protocol Configuration Options (PCO) may be used to transfer NIDD parameters to and from the UE (e.g. maximum packet size). The PCO is sent in the 5GSM signalling between UE and SMF. NIDD parameters are sent to and from the NEF via the N29 interface.




Above all, it can be seen that both options have a need of getting SA group involved to analyze the feasibility, but considering only RAN2 and RAN1 is involved for this topic in the study phase, we propose:
[bookmark: _Toc163209155][bookmark: _GoBack]The CN based solution shall be deprioritized in the Rel-19 study phase.

[bookmark: _Toc1276][bookmark: OLE_LINK4]Solution 3
[bookmark: OLE_LINK2]
There are two sections in solution 3, the first section is that the OAM to collect the training data from UE, and the second section is that the OTT sever to collect the training data from OAM. 
To realize the data transfer between UE and OAM, The MDT framework can be taken into account, in our companion paper[2], it is proposed that a new type MDT framework for NW side data collection. We understand that the same framework can be reused for the UE side data collection to ease RAN2 work load in Rel-19, and help NW combine the data collected for both NW side model training and UE side model training. 
[bookmark: _Toc30357][bookmark: _Toc11889][bookmark: _Toc163209156]For OAM based solution, the OAM-centric NW-side data collection (i.e. MDT framework) can be reused for transferring the training data from UE to OAM for UE side data collection.
As for the transferring of training data from OAM to OTT server, there are two ways in general:
Way 1: 3GPP awareness solution
In the TS 28.104, it has defined that the NWDAF can request the analytics collection from MDAF, and MDAF can collect the analytics from OAM (TS 28.104) as shown below. In our understanding, this can be reused for the training data collection from OAM for NWDAF. 


[bookmark: OLE_LINK5]Figure 6.2.14.2-1: Procedure for analytics collection from MDAF
Moreover, in the TS 23.288, it has defined that the AF can request the interface exposure from NWDAF with NEF as shown in below:


[bookmark: OLE_LINK6]Figure 6.1.1.2-1: Procedure for analytics subscribe/unsubscribe by AFs via NEF



Figure 6.1.2.2-1: Procedure for analytics request by AFs via NEF



Figure 6.2.2.3-1: Data Collection from AF via NEF
With above procedure, the NWDAF can collect the data from OAM via MDAF as Figure 6.2.14.2-1, and then the NWDAF exposures itself to the AF by above procedures, with these two procedures, the training data can be transferred from NWDAF to the AF. However, all these procedures are related to RAN3 and SA2/SA5, the feasibility shall be evaluated in RAN3 and SA rather than in RAN2. 
Way 2: 3GPP transparent solution
Another way is a 3GPP transparent solution, in this solution, the interface between OAM and OTT sever can be considered as a private interface, the SLA can be assigned to ensure the data exchange between OTT sever and OAM with security and privacy.
Above all, solution 3 shall be split into two sub-solutions by considering the path between OAM and OTT server:
Solution 3a: OAM transfer the needed data to the OTT server (Non-3GPP transparent)
Solution 3b: OAM transfer the needed data to the OTT server (3GPP transparent)
[bookmark: _Toc163209157]The solution 3 (OAM based solution) shall be split into two sub-solutions for RAN2 discussion:
[bookmark: _Toc163209158]3a) OAM transfer the needed data to the OTT server (Non-3GPP transparent)
[bookmark: _Toc163209159]3b) OAM transfer the needed data to the OTT server (3GPP transparent)
[bookmark: _Toc23710][bookmark: _Toc14579][bookmark: _Toc163209160] Solution 3a is out of RAN2 scope which shall be deprioritized in R19 study phase.
[bookmark: _Toc163209161] The feasibility of Solution 3b can be analyzed by RAN2 in R19 study phase.

Conclusion
In this contribution, we provide our views on the harmonize the 2TA into the LTM . We have the following observations and proposals:
Observation 1: The solution 1b is duplicate with the solution 2 or solution 3 since the OAM or CN may be the entity can be aware of the transmission that can be called as non-3GPP transparent

Proposal 1:	For UE based solution 1a, the data collected on UE side will be transferred from UE to OTT server through user plane (e.g. cellular) or normal IP network (e.g. WLAN) and no RAN2 impact is expected.
Proposal 2:	UE based Solution 1b is removed from the candidates due to its duplication with OAM based solution and CN based solution.
Proposal 3:	The CN based solution shall be deprioritized in the study phase.
Proposal 4:	For OAM based solution, the OAM-centric NW-side data collection (i.e. MDT framework) can be reused for transferring the training data from UE to OAM for UE side data collection.
Proposal 5:	The solution 3 (OAM based solution) shall be split into two sub-solutions for RAN2 discussion:
•	3a) OAM transfer the needed data to the OTT server (Non-3GPP transparent)
•	3b) OAM transfer the needed data to the OTT server (3GPP transparent)
Proposal 6:	Solution 3a is out of RAN2 scope which shall be deprioritized in R19 study phase.
Proposal 7:	The feasibility of Solution 3b can be analyzed by RAN2 in R19 study phase.
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