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1	Introduction
In TSG RAN Meeting #102, a new SID for Ambient IoT has been approved [1], the following objectives are led by RAN2.
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.



In this contribution, we discuss the paging aspects of Ambient IoT.
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2.1 Paging functionality and definitions

Paging functionality in NR technology allows the network to reach UEs through Paging messages and notify UEs of system information changes. 
NR UE monitors the paging channel, one Paging occasion per DRX cycle. When UE is included in the paging message or notification on system information change, the UE should act upon NW instructions and may establish an RRC connection.
Ambient IoT NW should support upper layers use cases: inventory, read, write, and disable A-IoT devices. To support those use cases, the ambient-paging functionality should trigger A-IoT device(s) to respond the NW. The paging message can address a group of A-IoT devices or a specific A-IoT device. A-IoT device, upon a trigger, should perform NW random access and Data transmission like device ID and/or UL Data as a response for read command or receive DL data in case of write command.
Observation 1:	The paging functionality, in Ambient IoT NW, is to indicate which A-IoT device(s) needs to respond.
Observation 2: Paging message includes the addressed A-IoT device(s) information, one or a group of devices and Random access occasions.
2.2 A-IoT device paging reachability
An ambient IoT network is composed of A-IoT devices (Tags), a Reader, an Energizer, and a 5g core.
· 5G core manages the NW and is responsible for Data transfer to/from the 3rd party entity. 
· The Reader functions as an air link communication manager and it communicates with all the A-IoT devices within its cell radius.
· The Energizer is the energy source for the A-IoT device energy harvesting operation.
· An Ambient IoT device is low-complexity and low-power with energy harvesting capabilities.

Note: the Reader and the Energizer can be deployed as a combined entity or separate and independent entities, Figure 1 describes the case of a combined entity of Reader and Energizer.
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Figure 1 – High Level 5G Ambient IoT NW
3 A Reader triggers a paging message wherever it needs to communicate with A-IoT device(s). The reader can serve A-IoT device(s) only within its cell radius. Only A-IoT devices that were addressed by the Reader via paging message are allowed to transmit, and only an energized A-IoT device could respond to the paging. 
4 A neighbor reader might interfere the serving Reader transmissions, and a bad device location (e.g. cell edge, noisy environment etc.) might cause the A-IoT device not to receive the paging message.
5 To start a communication session with A-IoT device, The Reader transmits a paging message without any knowledge regarding A-IoT device’s availability/energy status, . A-IoT device may not receive the trigger, or it may not have enough energy to reply or it may have a contention with another A-IoT device’s transmission
For that, a periodic paging repetition is needed to reach all or most of the addressed A-IoT devices.
Observation 3: Reader Periodic Paging repetition is required to overcome A-IoT device limitations.
A nearby reader, like Cell #2 or Cell #3, in Figure 1, sends a paging message, A-IoT device served by Cell #1 Reader might be located in an overlapped cell area and may receive both Reader paging messages. Thus a single A-IoT device may receive multiple paging either from its serving Reader or from neighbor Readers.
To prevent A-IoT devices that were successful in responding to the original paging from retransmitting in response to the repeated paging, we suggest adding a session identifier (SID) field to the paging message. A-IoT device must save the session identifier (SID) for as long as it can retain its memory and once the A-IoT device receives the Reader acknowledges from the A-IoT device’s transmission, the tag will not retransmit while the given session persists.

Observation 4: Adding a session identifier (SID) can minimize unnecessary or redundant A-IoT device transmission and increase NW efficiency. 


3	Conclusion
This contribution makes the following observations:
Observation 1:	The paging functionality, in Ambient IoT NW, is to indicate which A-IoT device(s) needs to respond.
Observation 2: Paging message includes the addressed A-IoT device(s) information, one or a group of devices and Random access occasions.
Observation 3: Reader Periodic Paging repetition is required to overcome A-IoT device limitations
Observation 4: Adding a session identifier (SID) can minimize unnecessary or redundant A-IoT device transmission and increase NW efficiency. 

This contribution makes the following proposals:
Proposal 1:	The paging functionality, in Ambient IoT NW, shall be used to indicate which A-IoT device(s) needs to respond.
Proposal 2:	A Periodic Paging repetition is needed in Ambient IoT NW to overcome NW interferences and A-IoT device limitations.
Proposal 3:	Paging message includes the addressed A-IoT device(s) information, one or a group of devices, random access occasions and session identifier (SID).
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