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New study on A-IoT has been started in R19. As per the descriptions in SID [1], the basic functions for data transmission and the protocol stack should be studied for A-IoT. 
· RAN2-led:
Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
In this contribution, we share our consideration on user plane design for A-IoT.
Discussion
General 
Considering the use cases and supported procedures of A-IOT, we identify two mainly kinds of procedures, inventory and commands. For inventory procedure, the reader intends to find all or group of devices with their device ID. The device ID can be transmitted to reader and CN, which uniquely identify the devices. As we discussed in RA paper [2], A-IoT CBRA or A-IoT CFRA procedure can be used to inventory. From the devices point view, the access procedure is considered completed once the device ID is successfully transmitted. Whether an acknowledgement for device ID transmission at reader is necessary can wait for further discussion in RAN2.  
The commands procedure is for the reader to read data from or write data to A-IoT devices, or disable an A-IoT device temporarily or permanently, which is always under the condition that reader has already identify the devices with inventory procedure. After the A-IoT device receives the command from the reader, the A-IoT device sends the command response to reader, which shall include an acknowledgement and data optionally.
Observation 1: Data transmission for inventory and commands procedure should at least be discussed for functions and protocol stack design, which includes device ID, data in write command, data in read command response, and acknowledgements. 
Protocol stack
For the inventory and commands procedure, we have discussed the details in control plane paper [3]. For the signalling and data to be transmitted, we analysis the possible protocol stack. We list the legacy protocol stack in NR air interface and their fundamental functions. With comparing A-IoT data and NR service, the prototype protocol architecture of A-IOT can be obtained.
SDAP is introduced in NR to handle the mapping from QoS flows to DRB. In R19 A-IoT, the data to be transmitted is limited to device ID, data in write command, data in read responds, and acknowledgements, which is in limited amount. In addition, we do not see the difference in the level of transmission requirements of the data to be transmitted for A-IoT. So, the SDAP layer is not supported for A-IoT.
Proposal 1: SDAP layer is not supported for A-IOT.
The functions of PDCP layer include header compression/decompression, ciphering/deciphering, integrity protection/verification, reordering and in-order delivery, duplication. 
The robust header compression protocol (ROHC) and the Ethernet header compression protocol (EHC) are supported for IP packet header to improve transmission efficiency. Considering the limited amount of data in A-IoT, the compression/decompression function is not needed. The integrity protection/verification and ciphering/deciphering are used to verifies and validates the data packets to ensure that there are no errors or lost packets and encrypts the transmitted data to protect user data from being stolen or tampered with. As we discussed in the [4], we propose that AS security is not supported. So, the related functions for AS layer encryption and integrity protection are not considered for A-IoT. The reordering and in-order delivery function are not necessary, because there is impossible to have subsequent data for inventory and commands. The duplication is configured in DC or CA architecture to enhance the transmission reliability. For A-IoT, the DC or CA architecture will not be considered, and the duplication function is not feasible. 
Observation 2: The compression/decompression, ciphering/deciphering, integrity protection/verification, reordering and in-order delivery, duplication of PDCP layer are not necessary and feasible for A-IoT.
Proposal 2: PDCP layer is not supported for A-IoT.
ARQ and SDU segmentation are the mainly functions of RLC layer. In the SID, it has been clarified that the ARQ is not needed for A-IoT. The segmentation is introduced for the case that the data pending to transmitted is larger than the transmission resource in PHY as indicated. As to A-IoT, the data size is limit and segmentation is useless, because a sufficient large TB size can be allocated to device with the consideration of the maximum message size is 1000 bits based on TR 38.848. 
Proposal 3: RLC layer is not supported for A-IoT.

In the SID, it has been clarified that the HARQ is not needed for A-IoT. Multiplex and LCP function are both based on the concept of logical channel. In A-IoT, the message type are limited, it make no sense to define logical channel. So, the multiplex and LCP function are not considered for A-IoT. For the inventory and commands procedure, the processing step is limited, and the at least slotted-ALOHA is studied. So, DRX like mechanism cannot be configured in A-IoT. MAC CE is used to transmit control elements of MAC entity in NR. For inventory and commands in A-IoT, the signalling and data can be contained in MAC CE like format in A-IoT MAC. The details of MAC CE like format can be further discussed.
Observation 3: HARQ, multiplex, LCP, DRX are not necessary and feasible for A-IoT.
Proposal 4: A-IoT MAC layer is supported for A-IoT, and MAC CE like format can be considered.
For RRC layer, we do not see the necessity to introduce to A-IoT during we analysis the procedure of inventory and commands. A-IoT paging can be generated in A-IoT MAC layer once the RRC layer is absence. If the reusing or enhancing ASN.1 encoding rules is considered for the forward compatibility, an A-IoT RRC layer can be redefined, with considering that RRC header may cause higher overhead.
Observation 4: The necessity to support RRC layer is not clear.
With the above discussion, we draft the protocol stack for A-IoT as follows:


Figure.1 Protocol stack for A-IoT
Proposal 5: RAN2 is suggested to capture the protocol stack in following figure for A-IoT.
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Conclusion 
According to the above discussion, the following observations and proposals are given:
Observation 1: Data transmission for inventory and commands procedure should at least be discussed for functions and protocol stack design, which includes device ID, data in write command, data in read command response, and acknowledgements. 
Observation 2: The compression/decompression, ciphering/deciphering, integrity protection/verification, reordering and in-order delivery, duplication of PDCP layer are not necessary and feasible for A-IoT.
Observation 3: HARQ, multiplex, LCP, DRX are not necessary and feasible for A-IoT.

Proposal 1: SDAP layer is not supported for A-IOT.
Proposal 2: PDCP layer is not supported for A-IoT.
Proposal 3: RLC layer is not supported for A-IoT.
Proposal 4: A-IoT MAC layer is supported for A-IoT, and MAC CE like format can be considered.
Proposal 5: RAN2 is suggested to capture the protocol stack in following figure for A-IoT.
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