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New study on A-IoT has been started in R19. As per the description in SID [1], RAN2-led objectives as following, 
Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination (coordination with SA3 is required for privacy aspects).
· RAN2-led:
Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
In this contribution, we share our general considerations on A-IoT.
Discussion
Terminology
For A-IoT system in R19 scope, the signalling procedure between devices and reader is described as paging in the SID, which may include the inventory and commands. Although the terminology “paging” has been used in the SID, the content and transmission procedure are both different from the legacy paging in NR uu interface. To avoid ambiguity during discussion, we propose to have unified terminology for the signalling procedure on the A-IoT interface from the start of the feather. The terminology A-IoT paging is suggested to describe the paging-like procedure in A-IoT. After the devices receive the A-IoT paging message, they perform random access toward reader. As we discussed in [2], contention-based access procedure and contention-free access procedure are both introduced for A-IoT. The message and procedure are totally different from legacy random access. So, we propose unify the random access procedure for A-IoT to A-IoT CBRA and A-IoT CFRA.
Proposal 1: RAN2 is suggested to use unified terminology for the signalling procedure on the A-IoT interface: A-IoT paging, A-IoT CBRA and A-IoT CFRA.
As we discussed in user plane discussion paper [3], some basic functions and transmission layers shall be introduced to support the inventory and commands procedure. From our perspective, the MAC layer and PHY layer will be retained, with some level of functions reduction, enhancement, and re-definition, and the RRC layer can waiting for further evaluation. To distinguish them from the traditional layers, we suggest using A-IoT PHY, A-IoT MAC, and A-IoT RRC for A-IoT.
Proposal 2: RAN2 is suggested to use unified terminology for protocol stack for A-IoT transmission: A-IoT PHY, A-IoT MAC, A-IoT RRC, if these layers are to be studied.
Asynchronous system
As mentioned in the SID [1], for the device types in R19, the initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The value of X is still under analysis of RAN1 and the possible value of X can be 5 or 4. Considering the preliminary progress of RAN1, it is unsuitable to have time domain slot alignment for A-IoT devices. The legacy timing of transmission cannot be reused in A-IoT system, which is based on low timing accuracy. The A-IoT interface between the device and reader shall be an asynchronous system.
Proposal 3: The A-IoT should be an asynchronous system. 
Measurement and reporting 
As per the description of the SID [1], the A-IoT devices are limited to low complexity, small size, low power consumption and no or limited storage capability, to enable the requirement of various applications and extensive deployment. Such A-IoT devices are significantly different from conventional communication devices, in terms of UE capabilities. So, we can confirm the description in SID that the measurements and reporting procedure are not supported. Cell selection and reselection are not supported either. 
Proposal 4: Neither measurement nor reporting are supported in R19.
Proposal 5: Neither cell selection nor reselection are supported in R19.
[bookmark: _GoBack]System information
As we proposed above, the A-IoT system should be an asynchronous system, and measurement, reporting, cell selection/reselection are none supported for A-IoT devices. For Ambient IoT, no critical control parameters that must be contained in system information. In addition, the maximum power consumption of the process of writing system information in EEPROM, which can save data even when powering down, may be as high as 10 uW. Therefore, system information does not bring much benefits and it is not necessary for Ambient IoT system. As for ETWS/CMAS indications, we do not see the clear intention to introduce ETWS/CMAS and think it is not urgent to introduce them in R19. 
Proposal 6: The periodical system information is not supported.  
Proposal 7: ETWS/CMAS indications is not considered for A-IoT. 
Service type
According to SA progress, Device-terminated (DT) and Device-originated - device-terminated triggered (DO-DTT) are to be studied. Whether Device-originated-autonomous (DO-A) can be captured in scope is up to RAN. In the SID, it further clarifies that the study of A-IoT will assess whether the harmonized air interface design can address the DO-A use case, only to identify which part(s) of the harmonized air interface design is/are not sufficient for the DO-A use case. 
From specification impart point of view, DO-A service requires specific design for PHY RACH channel. It has higher requirement on device capability, energy storge and/or energy harvesting, which brings more complexity and increases cost. Whether DO-A PHY RACH channel is feasible or not still depends on RAN1 progress. 
In Release 19, the target use cases are inventory and command, both of the use cases can be addressed by DT and DO-DTT. And it is impossible for device 1 and 2a to support DO-A. Probably only device 2b can support DO-A. Therefore, DT and Do-DTT can be considered as the fundamental service type, as A-IoT devices with higher capabilities which can support DO-A will also be able to support DT and Do-DTT. So, we prefer to focus on DT and DO-DTT in R19 only and later check whether the functions can be reused in DO-A. Considering the limited time in Release 19, we propose to focus on the common design for all the device types. And if RAN1 make good progress on the DO-A PHY RACH channel, RAN2 can study the additional design for DO-A.
Proposal 8: RAN2 first focus on DT and DO-DTT in R19; the study on DO-A is postponed until RAN1 make progress on DO-A PHY RACH channel.
In the SID, the architecture of A-IoT devices are described as follows:
A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
X  is to be decided in WGs.
With the progress in RAN1 first meeting, their decided to use the following terminologies for the purpose of the study,
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.
The gap among the capabilities of different A-IoT devices will affect the harmonized air interface design. For device 1 and device 2a, the device’s UL transmission is based on backscattering of an external DL carrier wave. While, for device 2b, its UL transmission is generated internally by the device. The gap in UL transmission may have impact on the access channel design and access procedure design. At the start of the study item, we kindly suggest RAN2 to design harmonized framework and procedure for all device type and reader type in R19, based on the common capabilities among three types of A-IoT devices.
Proposal 9: RAN2 aim to design a harmonized framework and procedure for all device type and reader type in R19.
Device ID 
As we discussed in contribution [2], RN16 is used during random access procedure as temporary ID for air interface. For RAN and CN, a global device ID apart from temporary RN16 is necessary to be stored in the device in order to uniquely identify the device. The device ID can be used during the procedure of inventory or commands in order to uniquely identify the specific device. In RFID, the EPC ID is utilized during the random access procedure. Once the device receives the acknowledgement for RN16 from the reader during access procedure, it considers the contention resolution is successful and sends its EPC ID to the reader. EPC ID-like device ID can be considered as an assumption by RAN2 for the study item, unless SA working group has different conclusions. In addition, we are negative to have GUTI like ID as device ID, because GUTI is periodical updated, and it may cost more energy and complexity when read or write the ID. 
Proposal 10: RAN2 assumes an EPC ID like global device ID is stored inside the device; the device ID can be uniquely identified by core network. 
Security 
In legacy data transmission, both NAS and AS security are activated to ensure the security of data and signalling. For A-IoT devices, considering the different use cases, power consumption and complexity, whether AS security is needed shall be discussed in RAN2.
For legacy AS security, it is based on network to send security mode command to UE after the UE establishes RRC connection. KgNB is a key derived by ME and AMF from KAMF . The precondition to support AS security is the support of NAS security. However, for inventory and command use cases, considering the ultra-low power consumption and ultra-low complexity, it is doubted why two levels of security is needed. 
Observation 1: The precondition of supporting AS security is the support of PDCP layer AS security and NAS layer security, it is doubted why inventory and command use cases need two level of security protection, i.e., both AS security and NAS security, which will cause more energy consumption and higher complexity.
The mainly AS security procedures are performed at PDCP layer. When it comes to A-IoT devices, the RRC states are not supported as described in SID. For the inventory procedure, when the device reports its device ID to reader and at most it receives the acknowledge of the device ID transmission, the inventory procedure is completed successfully. It is not  necessary to introduce AS Security, while NAS security is needed at least for inventory. Commands procedure is always starts after the inventory. For the data in write command from the network or the data in response to a read command from the device, the transmission function is similar as the device ID transmission during the inventory. In SA3, the NAS security for A-IoT is under discussion and how to enable NAS encryption is depends on SA3 decision. RAN2 is suggested to suppose the high layer encryption is supported. As the NAS security of inventory is necessary and enough, it can be considered that NAS security of commands is feasible and enough. 
Observation 2: It is not necessary to support AS Security for both inventory and commands procedure.
Proposal 11: RAN2 considers AS security is not needed if NAS security is supported, and how to enable NAS security depends on SA3 and SA2 decision.
Random Access
As concluded in RAN1, from RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used. For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied. For the case on finding remote lost item, response is expected from one or limited number of devices with device ID that is intended to be identified, an A-IoT contention-free access procedure initiated by the reader is used. So, from RAN2’s perspective, A-IoT CBRA and A-IoT CFRA are supported. 
Proposal 12: RAN2 agrees to support A-IoT CFRA and A-IoT CBRA.
Network behaviours
From RAN2 perspective, the signalling procedure between devices and reader includes the inventory and command. 
For inventory procedure, the motivation is for reader to find all or group of devices. As legacy RFID procedure, the EPC ID as the unique identity can be sent after the device receives the acknowledgement of RN16 from the reader. From both the device and reader’s perspective, the inventory procedure can be considered success if the device ID is successfully transmitted during random access. Whether an acknowledgement for EPC successful decoding transmitted from the reader to device is needed or not can wait for further discussion.  
Observation 3: Inventory procedure can be considered success if the device ID is successfully transmitted during random access.
The commands procedure is for the reader to read data from or write data to specific A-IoT devices, or disable an A-IoT device temporarily or permanently, which is always under the condition that CN and/or reader has already identify the devices. After the A-IoT device receives the command from the reader, the A-IoT device sends the acknowledgement to response the command, which may include an acknowledgement and optional data. To some extent, command is an independent process based on the inventory of the devices completed by the reader.
Observation 4: Commands are independent process based on completion of inventory procedure.
The above discussion is about how to implement inventory and commands end to end. Then we will analyse from the perspective of RAN2. In RAN2, we avoid discussing the NG interface and focus on the base station reader to device. If the message on NG interface is transparent to gNB, gNB can do nothing but relaying the message to devices. However, as we discussed above, the details of procedure are different for inventory and commands. For example, when the device receives the inventory message, it responds RN16/EPC as acknowledgement, without further waiting for subsequent data or signalling; when the device receives the read command, it should send the data in the indicated memory field. From the network’s perspective, it could be reasonable and beneficial to obtain the type of the message type from CN, e.g. inventory or commands. 
Observation 5: From the network’s perspective, it could be reasonable and beneficial to obtain the type of the message from CN, e.g. inventory or commands.
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Conclusion 
According to the above discussion, the following observations and proposals are given:
Observation 1: The precondition of supporting AS security is the support of PDCP layer AS security and NAS layer security, it is doubted why inventory and command use cases need two level of security protection, i.e., both AS security and NAS security, which will cause more energy consumption and higher complexity.
Observation 2: It is not necessary to support AS Security for both inventory and commands procedure.
Observation 3: Inventory procedure can be considered success if the device ID is successfully transmitted during random access.
Observation 4: Commands are independent process based on completion of inventory procedure.
Observation 5: From the network’s perspective, it could be reasonable and beneficial to obtain the type of the message from CN, e.g. inventory or commands.

Proposal 1: RAN2 is suggested to use unified terminology for the signalling procedure on the A-IoT interface: A-IoT paging, A-IoT CBRA and A-IoT CFRA.
Proposal 2: RAN2 is suggested to use unified terminology for protocol stack for A-IoT transmission: A-IoT PHY, A-IoT MAC, A-IoT RRC, if these layers are to be studied.
Proposal 3: The A-IoT should be an asynchronous system. 
Proposal 4: Neither measurement nor reporting are supported in R19.
Proposal 5: Neither cell selection nor reselection are supported in R19.
Proposal 6: The periodical system information is not supported.  
Proposal 7: ETWS/CMAS indications is not considered for A-IoT. 
Proposal 8: RAN2 first focus on DT and DO-DTT in R19; the study on DO-A is postponed until RAN1 make progress on DO-A PHY RACH channel.
Proposal 9: RAN2 aim to design a harmonized framework and procedure for all device type and reader type in R19.
Proposal 10: RAN2 assumes an EPC ID like global device ID is stored inside the device; the device ID can be uniquely identified by core network. 
Proposal 11: RAN2 considers AS security is not needed if NAS security is supported, and how to enable NAS security depends on SA3 and SA2 decision.
Proposal 12: RAN2 agrees to support A-IoT CFRA and A-IoT CBRA.
Proposal 13: RAN2 assumes that gNB is aware of the A-IoT message type, i.e., gNB is aware whether the command is inventory, read or write.
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