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Background
RAN#103 approved SI for Ambient IoT in [1]. While the lead group is RAN1, there are several items for RAN2. Following is one of the objectives:
	2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.
· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.
· RAN3-led:
· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
· Identify RAN architecture aspects, including whether support for split architecture is necessary.
· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.
· RAN4-led:
· Coexistence study of Ambient IoT and NR/LTE.
· RF requirements study for Ambient IoT:
· Ambient IoT BS transmission and reception
· Ambient IoT Device, as per the General Scope, transmission and reception
· Intermediate node (UE), as per the General Scope, transmission and reception

RAN2 and RAN3 are expected to identify RAN-CN functional split in coordination with SA2.

Note: This study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. The study shall not aim to replace existing 3GPP LPWA technologies.



This document provides our view about general aspects for the RAN2 study on Ambient IoT.

Discussion
General
The study item description indicates that both topology 1 and topology 2 are to be studied, as specified in TR 38.848 [2]. The two topologies generally refer to the scenarios illustrated by following figures and description from TR 38.848:
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Figure 4.2.1.1-1: Topology 1
In Topology 1, the Ambient IoT device directly and bidirectionally communicates with a base station. The communication between the base station and the ambient IoT device includes Ambient IoT data and/or signalling. This topology includes the possibility that the BS transmitting to the Ambient IoT device is different from the BS receiving from the Ambient IoT device.
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Figure 4.2.1.2-1: Topology 2

In Topology 2, the Ambient IoT device communicates bidirectionally with an intermediate node between the device and base station. In this topology, the intermediate node can be a relay, IAB node, UE, repeater, etc. which is capable of Ambient IoT. The intermediate node transfers Ambient IoT data and/or signalling between BS and the Ambient IoT device.
As captured in TR 38.848, most of the existing wireless communication devices are powered by batteries that need to be replaced or recharged manually. However, as captured in the SID, this study shall target for an IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc., to cater to numerous new markets requiring new IoT technologies of supporting battery-less devices with no energy storage capability or devices with limited energy storage that do not need to be replaced or recharged manually.
[bookmark: _Toc163116074][bookmark: _Toc163116881][bookmark: _Toc163117026][bookmark: _Toc163121672][bookmark: _Toc163123346][bookmark: _Toc163131154][bookmark: _Toc163131192][bookmark: _Toc163131506][bookmark: _Toc163143287][bookmark: _Toc163143781][bookmark: _Toc163152957][bookmark: _Toc163159811][bookmark: _Toc163159914]The ambient IoT study target is for IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. and is not replacement to existing 3GPP IoT technologies.
The study item document identifies the following as device characteristics for Ambient IoT:
	A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:
i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm,DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.
· X  is to be decided in WGs.
· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.
· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 
NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.



[bookmark: _Toc163116075][bookmark: _Toc163116882][bookmark: _Toc163117027][bookmark: _Toc163121673][bookmark: _Toc163123347][bookmark: _Toc163131155][bookmark: _Toc163131193][bookmark: _Toc163131507][bookmark: _Toc163143288][bookmark: _Toc163143782][bookmark: _Toc163152958][bookmark: _Toc163159812][bookmark: _Toc163159915]The SI targets a harmonized air interface design with minimized differences (where necessary) for different Ambient IoT devices and topologies.
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As seen above, the TR 38.848 and the SID implies that the Topology 1 is a BS-based reader and Topology 2 is UE-based reader, even though these terminologies and “Reader” in general are not officially defined. Although the ‘Reader’ may be BS-based or UE-based depending on the topology, from the specification point of view, the ‘Reader’ can be a separate logical entity. It is then straightforward that the reader may be collocated with the base station in topology 1 or collocated with the UE in topology 2. 
The interface between the Reader and other network nodes is in RAN3 domain. RAN2 should focus on the interface between the Reader and the Ambient IoT device. Modeling the Reader as a separate logical entity will allow for a common protocol design between the Reader and the AIoT device in RAN2.
[bookmark: _Toc163116076][bookmark: _Toc163116883][bookmark: _Toc163117028][bookmark: _Toc163121674][bookmark: _Toc163123348][bookmark: _Toc163131156][bookmark: _Toc163131194][bookmark: _Toc163131508][bookmark: _Toc163143289][bookmark: _Toc163143783][bookmark: _Toc163152959][bookmark: _Toc163159813][bookmark: _Toc163159916]The Reader functionality can be a seen as a separate logical entity which may be co-located with a base station in case of Topology 1 whereas the Reader functionality is co-located with a UE in case of Topology 2. The interface between the Reader and other network entities is in RAN3 domain. RAN2 should focus on the interface between the Reader and the Ambient IoT device.
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Conversely, to achieve a harmonized design for different topologies, we think that the AIoT device should be transparent to the topology used for the AIoT communication i.e., whether it is connected to a BS with reader functionality (Topology 1) or a UE with reader functionality (Topology 2) or other topologies in the future.
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With the above in mind, we think RAN2 should start the study by discussing common aspects for both topologies 1 and 2 first and progress on baseline assumption, then later followed by aspects specific to each topology and device type.  
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Protocol aspects
As discussed above, the Ambient IoT study targets for IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. Given the target peak power consumption of the Ambient IoT tags are in ~1 µW to a few hundred µW, both the user plane and control plane protocols will require significant simplifications compared to the current 3GPP protocol stack for 4G LTE and 5G NR UEs with relatively much higher transmit power (E.g. 23dBm max Tx power of traditional UE corresponds to 200 mW).
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We describe our views on some such simplifications for user plane protocols in R2-2402938 [3] and for control plane protocol in R2-2402929 [4]. Further, we also provide our views on random access aspects in R2-2402939 [5] and paging aspects in R2-2402930 [6].
Security
As further described in our companion paper R2-2402929 [4], how the required security is provided to AIoT is being discussed in SA3/SA2. In our understanding, the required security functions should be provided by AIoT command protocol/application function. Furthermore, AS security functions are not supported by AIoT devices.
[bookmark: _Toc163143291][bookmark: _Toc163143785][bookmark: _Toc163152961][bookmark: _Toc163159815][bookmark: _Toc163159918]How the required security is provided to AIoT is being discussed in SA3/SA2.
[bookmark: _Toc163054007][bookmark: _Toc163056725][bookmark: _Toc163057011][bookmark: _Toc163062129][bookmark: _Toc163063284][bookmark: _Toc163064574][bookmark: _Toc163067810][bookmark: _Toc163117253][bookmark: _Toc163121476][bookmark: _Toc163121680][bookmark: _Toc163123354][bookmark: _Toc163131162][bookmark: _Toc163131200][bookmark: _Toc163131514][bookmark: _Toc163143296][bookmark: _Toc163143790][bookmark: _Toc163143799][bookmark: _Toc163152966][bookmark: _Toc163159820][bookmark: _Toc163159849][bookmark: _Toc163159923]RAN2 assumes AIoT security is provided by AIoT command protocol/application function.

Use cases
According to SA1 use cases, the communication scenarios of indoor inventory and indoor command procedure should be supported from RAN perspective.
Indoor inventory refers to determining the identity of all or a subset of AIoT devices in the range of Reader(s). The AIoT application sends the inventory request optionally including the information such as a list of Reader IDs or Area Information to limit the inventory to specific Readers or location area, the filter criteria to limit the inventory to certain AIoT devices matching the criteria and whether inventory to be performed periodically. 
Each Reader that received the inventory request should trigger the inventory procedure to discover or trigger AIoT devices to perform AIoT access procedure. In inventory procedure, Reader attempts to discover all or a subset of AIoT devices in the range of Readers. In that sense, before the Reader performs the inventory, the Reader has no information on how many AIoT devices or which specific AIoT devices are or maybe nearby the Reader.
[bookmark: _Toc163116889][bookmark: _Toc163116949][bookmark: _Toc163117034][bookmark: _Toc163121681][bookmark: _Toc163123355][bookmark: _Toc163131163][bookmark: _Toc163131201][bookmark: _Toc163131515][bookmark: _Toc163143297][bookmark: _Toc163143791][bookmark: _Toc163143800][bookmark: _Toc163152967][bookmark: _Toc163159821][bookmark: _Toc163159850][bookmark: _Toc163159924]Reader that received the inventory request from the AIoT controller/application performs the inventory procedure to discover and trigger all or a subset of AIoT devices to perform AIoT access procedure.

Indoor command refers to issuing the specific command(s) like Read, Write, or Disable from the AIoT application to a set of AIoT devices that the specific command is destined to via the indicated Readers. 
In our understanding, the major difference between inventory and command is that the command procedure is applied to the use cases where the AIoT application function has already acquired the target AIoT device information (e.g., the identifier of the AIoT device). 
Although the information may not be the up to date, the AIoT application function would have recorded the AIoT device information and the associated Reader information (i.e., last known Reader). Then, each Reader that received the command from the upper layer send AIoT command message to trigger the target AIoT devices to perform AIoT access based on the issued command. Further aspects of paging are described in our companion paper in R2-2402930 [5].
The target AIoT devices could be identified by the identifier of AIoT device (provided by AIoT Application) or by the filtering criteria. Reader may forward the command to the target AIoT devices after contention resolution of AIoT access. Further aspects of random access are described in our companion paper in R2-2402939 [6].
AIoT devices execute the corresponding tasks based on the received command. Specifically, those AIoT devices who have received the ‘Read’ command should report the data that has been read in the command response to Reader during the AIoT data reporting phase. However, generally it can be assumed that for all commands at least an Acknowledgement will be returned by the AIoT device in the command response.
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Figure 1. Example of Inventory and Command procedure
Reader is responsible for forwarding the collected AIoT command responses to the network. During the AIoT data reporting phase, multiple rounds of data reporting triggered by periodical command from Reader is possible due to the fact that such low-end AIoT device may have low capability of the backscatter link with low data rate in the congestion environment. The multiple rounds of data reporting phase may be helpful to the AIoT devices to have enough time to acquire the whole AIoT command response data and also to harvest enough energy during the data reporting.
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Summary 
Based on the discussion above, we have following observations: 
Observation 1.	The ambient IoT study target is for IoT segment well below the existing 3GPP IoT technologies, e.g. NB-IoT, eMTC, RedCap, etc. and is not replacement to existing 3GPP IoT technologies.
Observation 2.	The SI targets a harmonized air interface design with minimized differences (where necessary) for different Ambient IoT devices and topologies.
Observation 3.	The Reader functionality can be a seen as a separate logical entity which may be co-located with a base station in case of Topology 1 whereas the Reader functionality is co-located with a UE in case of Topology 2. The interface between the Reader and other network entities is in RAN3 domain. RAN2 should focus on the interface between the Reader and the Ambient IoT device.
Observation 4.	Given the very low target peak power consumption for Ambient IoT, both the user plane and control plane protocols will require significant simplifications compared to the current 3GPP protocol stacks for 4G LTE and 5G NR.
Observation 5.	How the required security is provided to AIoT is being discussed in SA3/SA2.

Based on these observations and discussion above, we have the following proposals:
Proposal 1:	RAN2 will aim to have common protocol and procedures for both topologies 1 and 2, and for different device types (with/without DL/UL amplification and/or UL transmission generation) as much as possible.
Proposal 2:	RAN2 assumes Reader is a separate logical entity supporting the Reader functionalities. Reader may be collocated with base station or with the UE depending on the topology. Reader functionalities provided to AIoT device are topology-agnostic.
Proposal 3:	AIoT operations between the AIoT device and the Reader should be topology-agnostic, i.e. transparent to the topology used for the AIoT communication.
Proposal 4:	RAN2 will study the common aspects for both topologies 1 and 2 and both device types first to progress on baseline assumptions.
Proposal 5:	RAN2 assumes AIoT security is provided by AIoT command protocol/application function.
Proposal 6:	Reader that received the inventory request from the AIoT controller/application performs the inventory procedure to discover and trigger all or a subset of AIoT devices to perform AIoT access procedure.
Proposal 7:	Based on the command from the Reader, the target AIoT device(s) transmit command response (containing an Acknowledgement and optionally other data) after AIoT access.
Proposal 8:	Reader collects and forwards the AIoT command response to the network.
Proposal 9:	RAN2 will study multi-round AIoT data reporting procedure.
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