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Introduction
In Rel-19 Mobility enhancement WI [1], the following objective is proposed to design inter-CU LTM:
	· Specify support for inter-CU Layer 2 Mobility (LTM) [RAN2, RAN3]
· Prioritize the case when CU is acting as MN when DC is not configured
· As secondary priority, support the case when NR-DC is configured and CU is acting as SN and MCG is unchanged
· As secondary priority, support the case when NR-DC is configured, CU is acting as MN and SCG is unchanged or SCG is released
· Note: The case that LTM is configured in both MCG and SCG is excluded 
· Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switches as per Rel-18 LTM
· Coordination with SA3 needed with respect to security key handling 
· Note: Rel. 18 intra-CU LTM procedure is considered as baseline for adding inter-CU support


In this contribution, we discussed the overall procedure for inter-CU LTM and identified some key aspects related to inter-CU LTM design. 
Discussions 
Scenarios
According to the objective, we are aim to support the following scenarios for inter-CU LTM:
1) Inter-CU LTM when DC is no configured (high priority)
2) Inter-SN LTM without MCG change (secondary priority)
3) Inter-MN LTM without SCG change or with SCG release (secondary priority)
Besides, subsequent LTM is expected to be supported in all scenarios. Per the guidance of the WID, we can prioritize the design on inter-CU LTM in NR SA/CA, i.e., when DC is not configured, and then extend the scenarios in the DC case by reusing the framework in NR SA/CA as much as possible. 
Proposal 1:  [bookmark: _Toc162628333][bookmark: _Toc162859992][bookmark: _Toc162980679]RAN2 to focus on non-DC inter-CU LTM first, and then extend the scenario to DC case by reusing the same framework as much as possible.
For inter-CU LTM, the NW may prepare multiple candidate gNB-CUs for the UE. For each candidate CU, it’s also possible to configure multiple candidate gNB-DUs associated with the candidate gNB-CU. With the execution of subsequent LTM cell switch, the type of LTM may be changed, e.g. the inter-CU LTM candidates may become intra-CU LTM candidates. Thus, the coexistence of inter-CU LTM and intra-CU LTM should be supported. And we can consider a common framework to handle different types of LTM procedure.
Proposal 2:  [bookmark: _Toc162628334][bookmark: _Toc162859993][bookmark: _Toc162980680]The coexistence of inter-CU LTM and intra-CU LTM is supported.
Overall procedure  
For Rel-18 intra-CU LTM, the overall procedure has been specified in the TS 38.300 [2]. The overall procedure includes the following four components: LTM preparation, Early sync, LTM cell switch execution, and LTM cell switch completion.

Figure 1. Signaling procedure for intra-CU LTM [2]
A common framework can be considered for both inter-CU LTM and intra-CU LTM. 
Proposal 3:  [bookmark: _Toc162628335][bookmark: _Toc162859994][bookmark: _Toc162980681]The Rel-18 intra-CU LTM framework is taken as the baseline for inter-CU LTM, i.e. including LTM preparation, Early sync, LTM cell switch execution and LTM cell switch completion.
Besides, for intra-gNB-DU LTM and inter-gNB-DU LTM, the detailed signaling interactions between CU and DU are captured in Figure 8.2.1.4-1 and Figure 8.2.1.5-1 in TS 38.401 [3]. In these procedures, some new F1AP procedures and signaling are introduced for LTM procedure. For example, the UE CONTEXT MODIFICATION procedure is used for sharing prepared candidate configurations and information across multiple candidate gNB-DUs in case of inter-gNB-DU LTM. The new F1AP message DU-CU/CU-DU TA INFORMATION TRANSFER is introduced to transfer the TA information for the early TA acquisition procedure, and the DU-CU/CU-DU CELL SWITCH NOTIFICATION message is designed for the notification of LTM cell switch execution.
Taking the Rel-18 LTM procedure as a baseline, and considering the current inter-gNB L3 handover procedure in TS 38.300, an example of the signaling procedure for inter-CU LTM is shown as below. The example is to show a full picture of inter-CU LTM procedure. The detailed signaling interaction between the gNB-CU and the gNB-DU can refer to the signaling procedure for intra-gNB-DU LTM and inter-gNB-DU LTM in TS 38.401.


Figure 2. Signaling procedure for inter-CU LTM
LTM Preparation
In step 1~5, the source gNB-CU initiates the inter-CU LTM preparation procedure by sending HANDOVER REQUEST message to the candidate gNB-CU, similar to the L3 handover preparation. 	For each candidate cell, the candidate gNB-CU shall initiate the preparation of lower layer configuration towards the candidate gNB-DU(s), based on the LTM request from the source gNB-CU. The interaction between the candidate gNB-CU and candidate gNB-DU follows the same signaling procedure as intra-CU LTM. Then the candidate gNB-CU responses the prepared LTM related configurations to the source gNB-CU, via HANDOVER REQUEST ACKNOWLEDGE message.
Proposal 4:  [bookmark: _Toc162628336][bookmark: _Toc162859995][bookmark: _Toc162980682]The preparation of inter-CU LTM configuration is initiated by the source gNB-CU, e.g., via HANDOVER REQUEST message.
Proposal 5:  [bookmark: _Toc162628337][bookmark: _Toc162859996][bookmark: _Toc162980683]For each candidate cell, the preparation of lower layer configuration is initiated by the candidate gNB-CU, based on the LTM request from the source gNB-CU. The interaction between the candidate gNB-CU and candidate gNB-DU follows the same signaling procedure for intra-CU LTM.
In Rel-18 intra-CU LTM, the gNB-CU will generate a common CSI resource configuration for L1 measurement on candidate cells, based on the L1 SSB configuration from each candidate cell. And then the gNB-CU will send the common CSI resource configuration to the source gNB-DU, to make the source gNB-DU generates the corresponding L1 CSI report configuration. In order to support subsequent LTM, the gNB-CU shall also send the common CSI resource configuration and the information for candidate cells from multiple candidate gNB-DUs to each candidate gNB-DU, to allow the candidate gNB-DU updating the configurations of candidate cells, e.g. the L1 CSI report configuration. In order to support the subsequent inter-CU LTM, each candidate gNB-CU and gNB-DU also need to know the common CSI resource configuration and information of candidate cells prepared by multiple candidate gNB-CUs. 
[bookmark: _Toc162628327][bookmark: _Toc162980673]In order to support the subsequent inter-CU LTM, each candidate gNB-CU and gNB-DU need to know configurations and information of candidate cells prepared by multiple candidate gNB-CUs.
For inter-CU LTM, since the source gNB-CU can coordinate with each candidate gNB-CU, we think the source gNB-CU is responsible to collect configurations and information of candidate cells from multiple candidate gNB-CUs and generate the common CSI resource configuration for L1 measurement on candidate cells. Regarding how to share the candidate cells information across multiple gNB-CUs/gNB-DUs, the similar coordination procedure as inter-DU LTM can be reused for inter-CU LTM by extending the interaction between source gNB-CU and candidate gNB-CU via Xn messages, e.g. the handover modification procedure as shown in the step 6. The detailed message design can be left to RAN3 discussion.
Proposal 6:  [bookmark: _Toc162628338][bookmark: _Toc162859997][bookmark: _Toc162980684]The source gNB-CU is responsible to collect the configurations and information of candidate cells from multiple candidate gNB-CUs and generate the common CSI resource configuration for L1 measurement on candidate cells.
Proposal 7:  [bookmark: _Toc162628339][bookmark: _Toc162859998][bookmark: _Toc162980685]In order to support subsequent LTM, the source gNB-CU needs to inform the candidate gNB-CU(s) about the common CSI resource configuration and the collected information of candidate cells from multiple candidate gNB-CUs. Accordingly, the candidate gNB-CU(s) responses the updated candidate configuration to the source gNB-CU.
Early sync
In step 9a, the UE performs DL synchronization with the LTM candidate cell(s) before receiving the cell switch command. 
In step 9b, the UE may perform UL synchronization (e.g. UE-based TA measurement, PDCCH order triggered early RACH) with the candidate cell(s) before receiving the cell switch command, if indicated by the NW. Taking the PDCCH order triggered early RACH as an example, e.g. in step 9b-1, if the UL synchronization is triggered by a PDCCH order from the source cell, the UE sends preamble towards the indicated candidate cell. The candidate gNB calculates the TA value of the candidate cell. Then the candidate gNB sends the TA value of the candidate cell and the associated CFRA resource information, to the source gNB. This procedure needs to extend the existing TA information transfer procedure via F1 interface to Xn interface, e.g. via the TA information transfer message in 9b-2.
Proposal 8:  [bookmark: _Toc162628340][bookmark: _Toc162859999][bookmark: _Toc162980686]RAN2 understands that the existing TA information transfer procedure via F1 interface can be extended to Xn interface, i.e. to transfer the TA information of candidate cells from candidate gNB-CU to source gNB-CU in inter-CU LTM.
LTM cell switch execution
In step 10~12, the UE sends the L1 measurement report(s) to the source gNB-DU, and on their basis the source gNB-DU decides to execute LTM cell switch to the target cell by sending an LTM cell switch command MAC CE to the UE. 
In step 13, the source gNB-CU sends a notification message to the target gNB-CU via Xn message, to indicate the triggering of LTM to the UE. The message may include the target cell ID and/or the selected TCI-state ID(s) of the target cell. We can simply extend the existing cell switch notification procedure via F1 interface to Xn interface.
In step 14, the UE performs the random access procedure towards the target cell, if UE does not have valid TA of the target cell. If the UE has valid TA of the target cell, the UE skips random access procedure towards the target cell, i.e. RACH-less LTM.
Proposal 9:  [bookmark: _Toc162628341][bookmark: _Toc162860000][bookmark: _Toc162980687]RAN2 understands that the existing cell switch notification transfer procedure via F1 interface can be extended to Xn interface, i.e. source gNB-CU to notify the triggering of LTM to target gNB-CU in inter-CU LTM. 
LTM cell switch completion
In step 15, the UE completes the LTM cell switch procedure by sending RRCReconfigurationComplete message to target cell. If the UE has performed a RA procedure in step 14, the UE considers that LTM cell switch execution is successfully completed when the random access procedure is successfully completed. For RACH-less LTM, the UE considers that LTM cell switch execution is successfully completed when the UE determines that the network has successfully received its first UL data.
After completion of the LTM, the L3 handover similar procedure at the NW side after completion of the handover can be reused for inter-CU LTM. For example, the target gNB initiates the path switch update procedure towards the AMF, e.g. step 16-18. Then, if the source gNB is not configured as a candidate gNB for the subsequent LTM, the target gNB shall send the UE CONTEXT RELEASE to inform the source gNB about the success of the handover and trigger the release of radio and C-plane related resources associated to the UE context in the source gNB, e.g. step 19. 
[bookmark: _Toc162628328][bookmark: _Toc162980674]The target gNB handling after completion of inter-CU LTM (i.e., receiving RRCReconfigurationComplete message from the UE), follows the same procedures as L3 handover, e.g. path switch.
Considering that the detailed signaling design over Xn interface is the scope of RAN3 discussion, it would be good to send a LS to RAN3 about the general consideration of inter-CU LTM procedure, e.g. Proposals 3-9 as above.
Proposal 10:  [bookmark: _Toc162628342][bookmark: _Toc162860001][bookmark: _Toc162980688]RAN2 to send a LS to RAN3 about the general consideration of inter-CU LTM procedure, e.g. Proposals 3-9 as above.  
RRC configuration
In Rel-18 LTM, the LTM candidate configuration is modelled as an RRCReconfiguration message. The target cell can reconfigure any parameter included in the RRCReconfiguration message, unless explicitly stated otherwise. For inter-CU LTM, it’s simple to reuse the same RRC modelling to provide the candidate configuration. 
Besides, we introduce a new IE LTM-Config to configure the UE with LTM related configurations, e.g. candidate cell configuration, early UL sync configuration, L1 measurement configuration, TCI-state configuration, etc. The same RRC signaling can be taken as a baseline for inter-CU LTM configuration. If there are some other configuration (e.g. security update related configuration) to be required for inter-CU LTM, we can add new signaling based on the existing RRC structure for LTM.
Proposal 11:  [bookmark: _Toc162628343][bookmark: _Toc162860002][bookmark: _Toc162980689]The RRC signalling structure and modelling for Rel-18 LTM is reused for inter-CU LTM.
L2 reset handling
In Rel-18 intra-CU LTM, since no security key update is expected, the PDCP re-establishment is not needed in the LTM cell switch execution. The UE decides whether to perform RLC re-establishment and PDCP data recovery, depending on the RRC configuration, i.e. the NoResetID of the serving cell and the target candidate cell. 
For inter-CU LTM, PDCP re-establishment is required due to the refresh of the security key. Correspondingly, the RLC re-establishment and MAC reset shall be performed at LTM cell switch execution.
Proposal 12:  [bookmark: _Toc162628344][bookmark: _Toc162860003][bookmark: _Toc162980690]For inter-CU LTM, the UE performs MAC reset, refresh of security key and re-establishment of RLC and PDCP at LTM cell switch execution.
Considering the coexistence of inter-CU LTM and intra-CU LTM, the UE can firstly check whether the security updated is required at LTM cell switch execution. If the security update is required, the UE shall perform PDCP re-establishment, RLC re-establishment and MAC reset at LTM cell switch execution. If the security update is not required, the UE can decide whether to perform PDCP data recovery and RLC re-establishment, according to the NoResetID, i.e. follow the Rel-18 intra-CU LTM mechanism. Namely, if the NoResetID of the serving cell is equal to the target candidate cell, the UE shall just perform MAC reset at LTM cell switch; otherwise, the UE is required to perform MAC reset, RLC re-establishment and PDCP data recovery (for AM DRB) at LTM cell switch.
[bookmark: _Toc162628329][bookmark: _Toc162980675]For the coexistence of inter-CU LTM and intra-CU LTM, the UE determines whether to perform PDCP re-establishment according to whether the security update is required.
Proposal 13:  [bookmark: _Toc162628345][bookmark: _Toc162860004][bookmark: _Toc162980691]In case of the coexistence of inter-CU LTM and intra-CU LTM, if the refresh of security key is not required, the NoResetID is reused to determine whether the RLC re-establishment and PDCP data recovery (for AM DRB) is required.
Security key update
Different from Rel-18 intra-CU LTM where no security key update is expected, the master key update is required for inter-CU LTM. According to the security handling in TS 33.501 [4], there are three methods for master key generation/update during mobility, i.e., horizontal key derivation and vertical key derivation when KAMF is not changed (as shown below), new initial KgNB when KAMF is changed. 
	[bookmark: _Toc19634723][bookmark: _Toc35528534][bookmark: _Toc45028638][bookmark: _Toc45274303][bookmark: _Toc51168147][bookmark: _Toc26875783][bookmark: _Toc137558912][bookmark: _Toc35533295][bookmark: _Toc45274890]6.9.2.1.1	Access stratum
The general principle of key handling for KNG-RAN*/NH at handovers is depicted in Figure 6.9.2.1.1-1.


Figure 6.9.2.1.1-1: Model for the handover key chaining


According to the description in TS 33.501, if KNG-RAN* is derived from the currently active KgNB this is referred to as a horizontal key derivation (see Figure 6.9.2.1.1-1) and if the KNG-RAN* is derived from the NH parameter the derivation is referred to as a vertical key derivation (see Figure 6.9.2.1.1-1). In case of inter-CU handovers, the source gNB shall perform a vertical key derivation in case it has an unused {NH, NCC} pair. Besides, if the AMF had activated a new 5G NAS security context with a new KAMF, the gNB needs to immediately initiate the security key update by setting the value of keySetChangeIndicator field to true.
[bookmark: _Toc162628330][bookmark: _Toc162980676]There are three methods for master key generation/update during mobility, i.e., horizontal key derivation and vertical key derivation when KAMF is not changed, new initial KgNB when KAMF is changed.
Currently, the NW shall provide the security related information (i.e. MasterKeyUpdate IE) in the handover command if security key update is required during mobility. Accordingly, the similar information is required for LTM execution. In order to support subsequent LTM without RRC configuration for security update, there are several options to be considered:
· Option 1: Source cell indicates the security update information (e.g. NCC value) in LTM cell switch command MAC CE;
· Option 2: AMF pre-configures the security update information (e.g. NCC value) for each candidate gNB, then a series of security update related information (e.g. NCC value) per candidate gNB is pre-provided via RRC configuration, e.g. similar to the sk-counter list in subsequent CPAC;
· Option 3: Only using horizontal key derivation at LTM cell switch execution.
In option 1, the source gNB can include the security related information (e.g. NCC value) into the LTM cell switch command MAC CE, i.e. similar to the L3 handover command. Then the UE can directly use the security information in the MAC CE for the refresh of key at LTM cell switch. However, the MAC CE is not encrypted currently. We may need to further evaluate whether it is safe to transfer security related material via MAC CE. 
In addition, option 1 may not be applicable to inter-CU conditional LTM, because the execution of conditional LTM will be triggered by the UE (e.g. based on L1 triggered event) and there is no LTM cell switch command. 
[bookmark: _Toc162628331][bookmark: _Toc162980677]Currently, the MAC CE is not encrypted, so further evaluation on the safety for transferring the security update information via MAC CE shall be required.
[bookmark: _Hlk162626208]In option 2, different from the subsequent CPAC where the MN is responsible for the sk-counter assignment, the AMF is responsible to compute {NH, NCC} pair for the master key update. Thus, frequent XNAP interaction and NGAP interaction between the source gNB, candidate gNB and AMF may be required to prepare the security related material at LTM preparation phase and coordinate the used security key at LTM cell switch execution phase. Further coordination with SA3 and RAN3 shall be required.
Besides, option 2 is also applicable to inter-CU conditional LTM considering that the security update information can be pre-configured with LTM candidate configurations to the UE. Upon triggering the execution of conditional LTM, if the security update is required, the UE can directly use the security information associated with the target candidate cell to derive a new key.
[bookmark: _Toc162628332][bookmark: _Toc162980678]The AMF is responsible to compute {NH, NCC} pair for the master key update, so frequent XNAP interaction and NGAP interaction between the source gNB, candidate gNB and AMF may be required to pre-provide the security update information for candidate gNBs. 
In option 3, the UE can simply use the currently active KgNB to derive the new key via horizontal key derivation at inter-CU LTM cell switch. In this way, the NW is not required to provide additional security related material for the UE. But this option may break the security principle defined by SA3. The source gNB is possible to calculate the security key used for the future inter-CU LTM procedure (e.g. the next inter-CU LTM initiated by the target gNB). So we need to check with SA3 whether this can be tolerated.  
Anyway, we need to further check the feasibility of each potential solution with SA3.
Proposal 14:  [bookmark: _Toc162628346][bookmark: _Toc162860005][bookmark: _Toc162980692]RAN2 to discuss the following potential solutions for security key update at inter-CU LTM and check the feasibility with SA3:
· [bookmark: _Toc162628347][bookmark: _Toc162860006][bookmark: _Toc162980693]Option 1: Source cell indicates the security update information (e.g. NCC value) in LTM cell switch command MAC CE;
· [bookmark: _Toc162628348][bookmark: _Toc162860007][bookmark: _Toc162980694]Option 2: AMF pre-configures the security update information (e.g. NCC value) for each candidate gNB, then a series of security update information (e.g. NCC value) per candidate gNB is pre-provided via RRC configuration, e.g. similar to the sk-counter list in subsequent CPAC;
· [bookmark: _Toc162628349][bookmark: _Toc162860008][bookmark: _Toc162980695]Option 3: Only using horizontal key derivation at LTM cell switch execution.
In the subsequent LTM, the role of inter-CU LTM and intra-CU LTM may be changed due to the LTM cell switch execution, so the UE is required to identify the type of LTM at LTM cell switch execution, and decide whether the security key update is required or not. 
If the option 1 above is adopted for security update, i.e. including the security update related information via LTM cell switch command MAC CE. The UE can simply know whether the security update is required, according to the the presence/absence of security related information in the MAC CE. For example, if the NCC is indicated in the MAC CE, the UE shall perform the security update by using the received one. Otherwise, the security update shall not be performed.
An alternative way is to follow the same mechanism as subsequent CPAC, i.e., based on the RRC configuration. A security update ID can be assigned for the serving cell and each candidate cell to identify whether the security update is required upon cell switch. Upon LTM cell switch execution, if the security update ID of the serving cell is equal to the target candidate cell, the UE shall not perform security key update and PDCP re-establishment; otherwise, the security key update and PDCP re-establishment is required. This solution can be used if option 2 or option 3 above is adopted for the security key update.
Proposal 15:  [bookmark: _Toc162628350][bookmark: _Toc162860009][bookmark: _Toc162980696]RAN2 to discuss how to inform the UE whether the security update is required at LTM cell switch execution:
· [bookmark: _Toc162628351][bookmark: _Toc162860010][bookmark: _Toc162980697]Alt. 1: based on the presence/absence of security related information in the LTM cell switch command MAC CE (if option 1 of P14 is adopted);
· [bookmark: _Toc162628352][bookmark: _Toc162860011][bookmark: _Toc162980698]Alt. 2: based on explicit RRC configuration, e.g. a security update ID can be assigned for the serving cell and each candidate cell (if option 2 or 3 of P14 is adopted).
Conclusion and Proposals
In this contribution, we discussed the inter-CU LTM with the following observations and proposals:
Observation 1:	In order to support the subsequent inter-CU LTM, each candidate gNB-CU and gNB-DU need to know configurations and information of candidate cells prepared by multiple candidate gNB-CUs.
Observation 2:	The target gNB handling after completion of inter-CU LTM (i.e., receiving RRCReconfigurationComplete message from the UE), follows the same procedures as L3 handover, e.g. path switch.
Observation 3:	For the coexistence of inter-CU LTM and intra-CU LTM, the UE determines whether to perform PDCP re-establishment according to whether the security update is required.
Observation 4:	There are three methods for master key generation/update during mobility, i.e., horizontal key derivation and vertical key derivation when KAMF is not changed, new initial KgNB when KAMF is changed.
Observation 5:	Currently, the MAC CE is not encrypted, so further evaluation on the safety for transferring the security update information via MAC CE shall be required.
Observation 6:	The AMF is responsible to compute {NH, NCC} pair for the master key update, so frequent XNAP interaction and NGAP interaction between the source gNB, candidate gNB and AMF may be required to pre-provide the security update information for candidate gNBs.

Proposal 1:	RAN2 to focus on non-DC inter-CU LTM first, and then extend the scenario to DC case by reusing the same framework as much as possible.
Proposal 2:	The coexistence of inter-CU LTM and intra-CU LTM is supported.
Proposal 3:	The Rel-18 intra-CU LTM framework is taken as the baseline for inter-CU LTM, i.e. including LTM preparation, Early sync, LTM cell switch execution and LTM cell switch completion.
Proposal 4:	The preparation of inter-CU LTM configuration is initiated by the source gNB-CU, e.g., via HANDOVER REQUEST message.
Proposal 5:	For each candidate cell, the preparation of lower layer configuration is initiated by the candidate gNB-CU, based on the LTM request from the source gNB-CU. The interaction between the candidate gNB-CU and candidate gNB-DU follows the same signaling procedure for intra-CU LTM.
Proposal 6:	The source gNB-CU is responsible to collect the configurations and information of candidate cells from multiple candidate gNB-CUs and generate the common CSI resource configuration for L1 measurement on candidate cells.
Proposal 7:	In order to support subsequent LTM, the source gNB-CU needs to inform the candidate gNB-CU(s) about the common CSI resource configuration and the collected information of candidate cells from multiple candidate gNB-CUs. Accordingly, the candidate gNB-CU(s) responses the updated candidate configuration to the source gNB-CU.
Proposal 8:	RAN2 understands that the existing TA information transfer procedure via F1 interface can be extended to Xn interface, i.e. to transfer the TA information of candidate cells from candidate gNB-CU to source gNB-CU in inter-CU LTM.
Proposal 9:	RAN2 understands that the existing cell switch notification transfer procedure via F1 interface can be extended to Xn interface, i.e. source gNB-CU to notify the triggering of LTM to target gNB-CU in inter-CU LTM.
Proposal 10:	RAN2 to send a LS to RAN3 about the general consideration of inter-CU LTM procedure, e.g. Proposals 3-9 as above.
Proposal 11:	The RRC signalling structure and modelling for Rel-18 LTM is reused for inter-CU LTM.
Proposal 12:	For inter-CU LTM, the UE performs MAC reset, refresh of security key and re-establishment of RLC and PDCP at LTM cell switch execution.
Proposal 13:	In case of the coexistence of inter-CU LTM and intra-CU LTM, if the refresh of security key is not required, the NoResetID is reused to determine whether the RLC re-establishment and PDCP data recovery (for AM DRB) is required.
Proposal 14:	RAN2 to discuss the following potential solutions for security key update at inter-CU LTM and check the feasibility with SA3:
•	Option 1: Source cell indicates the security update information (e.g. NCC value) in LTM cell switch command MAC CE;
•	Option 2: AMF pre-configures the security update information (e.g. NCC value) for each candidate gNB, then a series of security update information (e.g. NCC value) per candidate gNB is pre-provided via RRC configuration, e.g. similar to the sk-counter list in subsequent CPAC;
•	Option 3: Only using horizontal key derivation at LTM cell switch execution.
Proposal 15:	RAN2 to discuss how to inform the UE whether the security update is required at LTM cell switch execution:
•	Alt. 1: based on the presence/absence of security related information in the LTM cell switch command MAC CE (if option 1 of P14 is adopted);
•	Alt. 2: based on explicit RRC configuration, e.g. a security update ID can be assigned for the serving cell and each candidate cell (if option 2 or 3 of P14 is adopted).
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