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1. Introduction

In RAN#102 meeting, a new SID [1] was approved to study a further assessment at RAN WG-level of Ambient IoT, a new 3GPP IoT technology, suitable for deployment in a 3GPP system, which relies on ultra-low complexity devices with ultra-low power consumption for the very-low end IoT applications. And in RAN#103 meeting, corresponding revised SID was approved in [2]. As agreed in this revised SID, the study targets for Deployment scenario 1 (indoor) with Topology 1 (BS <-> A-IoT device), and Deployment scenario 2 (BS outdoor, intermediate node and A-IoT device indoor) with Topology 2 (BS <-> intermediate node <-> A-IoT device) in which the intermediate node is a UE type device and focus on rUC1 (indoor inventory) and rUC4 (indoor command) use cases. For RAN2, the study scope is as following:
	· RAN2-led:

· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signaling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:

· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In RAN1#116 meeting, RAN1 has started the first meeting for this new SID, the corresponding agreement can be found in [3]. In this paper, Ambient IoT (A-IoT) data transmission solution and protocol stack (UP functionality) are discussed.
2. Protocol Stack and Functions
In the SID, it was indicated to study a compact protocol stack for A-IoT system, and lightweight signalling procedure to enable DO-DTT and DT data transmission. Besides, it requires to study and decide which functions are needed. It has also mentioned that there is no HARQ and no ARQ functionalities. 
Observation 1: Ambient IoT target for compact protocol stack and lightweight signalling procedure design.

Observation 2: For user plane functions, HARQ and ARQ are not supported.
In legacy NR system, user plane contains SDAP layer, PDCP layer, RLC layer, MAC layer, and PHY layer. The functions for each layer are outlined in the following table:
Table 1 User Plane functions

	User Plane Layer
	Functions

	SDAP layer
	-
transfer of user plane data;

-
mapping between a QoS flow and a DRB for both DL and UL;

-
mapping between an MBS QoS flow and an MRB for DL;

-
mapping between a PC5 QoS flow and a SL-DRB for NR sidelink communication;

-
marking QoS flow ID in both DL and UL packets;

-
marking PC5 QoS flow ID in unicast of NR sidelink communication packets;

-
reflective QoS flow to DRB mapping for the UL SDAP data PDUs.

	PDCP layer
	-
transfer of data (user plane or control plane);

-
maintenance of PDCP SNs;

-
header compression and decompression using the ROHC protocol;

-
header compression and decompression using the EHC protocol;

-
uplink data compression and decompression using the UDC protocol;
-
ciphering and deciphering;

-
integrity protection and integrity verification;
-
timer based SDU discard;

-
PDU Set discard;

-
PSI based SDU discard;

-
for split bearers and DAPS bearer, routing;

-
duplication;

-
reordering and in-order delivery;

-
out-of-order delivery;

-
duplicate discarding.

	RLC layer
	-
transfer of upper layer PDUs;

-
error correction through ARQ (only for AM data transfer);

-
segmentation and reassembly of RLC SDUs (only for UM and AM data transfer);

-
re-segmentation of RLC SDU segments (only for AM data transfer);

-
duplicate detection (only for AM data transfer);

-
RLC SDU discard (only for UM and AM data transfer);

-
RLC re-establishment;

-
Protocol error detection (only for AM data transfer).

	MAC layer
	-
mapping between logical channels and transport channels;

-
multiplexing of MAC SDUs from one or different logical channels onto transport blocks (TB) to be delivered to the physical layer on transport channels;

-
demultiplexing of MAC SDUs to one or different logical channels from transport blocks (TB) delivered from the physical layer on transport channels;

-
scheduling information reporting;

-
error correction through HARQ;

-
logical channel prioritization;

-
priority handling between overlapping resources of one UE;
-
radio resource selection.


From above table, we could see:

· SDAP layer is mainly used for the mapping between QoS flow and DRBs. Since the PDU Session/QoS flow based data transfer is not suitable for A-IoT devices anymore, SDAP layer is not needed.
· PDCP layer is mainly used for header compression, ciphering and integrity protection, reordering etc. Whether A-IoT needs PDCP layer depends on whether PDCP layer handled AS layer security is needed. 

· RLC layer is mainly used for ARQ, segmentation etc. ARQ is not supported as indicated in the SID. And A-IoT message is relatively small (e.g. as indicated in [5], the design target of maximum message size is approximately 1000 bits) which may not need segmentation, RLC layer is not needed.
· MAC layer is mainly used for random access, multiplexing, scheduling information reporting (SR/BSR/PHR), HARQ, LCP etc. HARQ is not supported as indicated in the SID. Since there will be no multiple logical channels, multiplexing and LCP do not need either. BSR could be FFS to see if there needs A-IoT device to report information other than device id.
Proposal 1: Do not see a strong need for SDAP, PDCP and RLC layer, unless SA3 indicate that PDCP layer needs to handle security.
According to the above analysis, the possible protocol stack for A-IoT user plane for topology 1 is as following:
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Figure 1 UP protocol stack for A-IoT
Another specific aspect for A-IoT device is the energy harvesting. The energy for A-IoT device is harvested from RF signal or from the environment. And charging time of energy harvesting can be assumed up to several or tens of seconds. During such time period, whether reader can request the data transmission from A-IoT devices and how does A-IoT devices indicate to the reader when the energy stored in the A-IoT device is not sufficient for data transmission and reception need to be considered, thus the data transmission of A-IoT device may be impacted and user plane needs to handle this case e.g. by MAC layer.
Proposal 2: Confirming A-IoT device data transmission and reception be impacted by energy charging is a valid case.

Proposal 3: If above case is confirmed, function to handle the data transmission impacted by energy charging is needed in user plane.
From above analysis, we could see the potential user plane functions are as following:
· Random access

· Data transmission

· Handle the impact of energy charging
· BSR (FFS)

Proposal 4: Potential user plane functions for A-IoT device is:
· Random access

· Data transmission

· Handle the impact of energy charging

· BSR (FFS)

3. For data transmission
The data transmission for A-IoT device, is to send DL command and acquires information from specific A-IoT device, if network or the reader has knowledge of A-IoT device id. In the SID, it was indicated that the traffic type is focused on DT and DO-DTT, which means there always has R2D (Reader to Device) transmission. For D2R (Device to Reader) transmission, it will always be scheduled by R2D transmission or always follows R2D transmission. 
Proposal 5: For data transmission, D2R transmission always follows and is scheduled by R2D transmission for DT and DO-DTT traffic type.
One issue for data transmission is the radio id that used for identifying the data transmission from specific A-IoT device, which could be different as in legacy NR system. In NR, the radio id (temp C-RNTI) that used for data transmission is firstly allocated in MSG2 during contention based random access. Then after contention resolution, the temp C-RNTI is then used as C-RNTI for subsequent data transmission of NR UE. For A-IoT random access, according to the discussion for random access procedure, it is possible that A-IoT device generates a random number in MSG1 and sends to the reader. Then after MSG2 resolves the contention, such random number can be used for left random access procedure and data transmission to identify the A-IoT device in AS layer. 

Proposal 6: For identifying A-IoT device during data transmission, the random number generated by the A-IoT device during random access can be used.
In the RFID [4], before the reader access the tag, the reader will request another random number so called handle from the tag. Then the handle is used to transmit the DL command and corresponding response from the tag. Whether A-IoT system needs such additional procedure to determine the radio id can be further studied.

On the other hand, whether the radio id can be allocated by the reader or the network as in legacy NR system, can be further studied.

Proposal 7: For identifying A-IoT device during data transmission, additional procedure to determine the radio id can be further studied. 

In RFID, multiple states are implemented to define the tags’ behaviour when receive different commands from the reader under different states, e.g. Ready state, Arbitrate state, Reply state, Acknowledged state, Open state, Secured state, Kill state etc. The detailed tag behaviours under different states are illustrated in the following figure:
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Figure 3 Tag state diagram [4]
From the above figure, it could be seen that very complicated state transition procedure is defined for RFID tags. One problem is whether we need to define a similar state transition procedure for A-IoT device. From the figure it could be seen that the tags behaviour is mainly to respond the application layer command for tags e.g. Query, Authenticate, Access, Kill etc. which is handled by non-AS layer. So such state transition procedure is not in the scope of RAN2 study and corresponding issues can be left for SA2 study, e.g. whether there needs state transition procedure and how it can be applied for A-IoT devices.

Proposal 8: The DL command and response, and corresponding state transition handling, are processed by the higher layer and transparent to AS layer.
4. Conclusion

In this contribution, the following proposals are made:
Proposal 1: Do not see a strong need for SDAP, PDCP and RLC layer, unless SA3 indicate that PDCP layer needs to handle security.

Proposal 2: Confirming A-IoT device data transmission and reception be impacted by energy charging is a valid case.

Proposal 3: If above case is confirmed, function to handle the data transmission impacted by energy charging is needed in user plane.

Proposal 4: Potential user plane functions for A-IoT device is:
· Random access

· Data transmission

· Handle the impact of energy charging

· BSR (FFS)

Proposal 5: For data transmission, D2R transmission always follows and is scheduled by R2D transmission for DT and DO-DTT traffic type.

Proposal 6: For identifying A-IoT device during data transmission, the random number generated by the A-IoT device during random access can be used.

Proposal 7: For identifying A-IoT device during data transmission, additional procedure to determine the radio id can be further studied. 

Proposal 8: The DL command and response, and corresponding state transition handling, are processed by the higher layer and transparent to AS layer.
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