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1. Introduction
In the Ambient SID [1], random access is listed as a required functionality for Ambient IoT for both RAN1 and RAN2.
In other technologies which are similar to Ambient IoT, e.g., UHF RFID, EPC C1G2, the random access is sometime defined as anti-collision algorithm/protocol, since random access and anti-collision are introduced both to resolve the collision or contention caused by simultaneously response of multiple tags/devices.
In this contribution, the random access procedures and efficiency enhancement will be discussed, and some simulation results and analysis for different contention-based random access procedures will be offered.
2. Discussion
2.1 Random Access Procedures
In RAN1#116, at least slotted-ALOHA is considered as the baseline for A-IoT contention-based access procedure. Therefore, at least RAN2 should also confirm that the slotted-ALOHA is the baseline for the alignment with RAN1.
Proposal 1: RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access.
For Ambient IoT devices, low power consumption, low cost and free of maintenance are their primary characteristics. Considering the requirements defined by SA1 and representative use cases, e.g. clause 5.5 of TR 22.840, for use cases such as warehouse inventory for specific items, the reader expects a small number of device with certain common characteristics or priori information to respond. For scenarios where a specific tag is commanded or specific data is read from a tag (e.g., finding lost item) the reader expects only a single tag with certain specific characteristics to respond, making contention free random access (CFRA) more suitable.
For some other use cases, such as warehouse inventory without specific information, the reader would expect a large number of devices to respond. Naturally, contention-based random access (CBRA) would be more suitable here, as there is no meaningful priori information.
Observation 1: Due to the need of common and dedicated inventory, both CBRA and CFRA should be supported for Ambient IoT.
For CBRA, it can cover the use case where priori information on device is not available, i.e. common inventory.
As to the detail procedures for CBRA, Msg0 should only be signaled from reader to device to indicate the occasion for access, since back-scatter is utilized for device and DO-A may not be supported.
Msg0 is a R2D message or signal which indicates the start of access procedure for single ambient IoT device. Some specific information related to device might be captured in Msg0 for inventory specified devices, e.g. information similar to Mask or Session Flag in the EPC C1G2. And for slotted-ALOHA, a parameter indicating the frame size or maximum slot number, e.g. Q of Query Command in EPC C1G2, could also be included and optional.
Then in Msg1, which is a D2R message, device can send reader a temporary id, which could be a random number whose length is indicated by reader, similar to RN16 in EPC C1G2, reader may identify whether there is collision or contention or not by checking whether it can decode Msg1 correctly.
The response of Msg1 could be Msg2, which is a R2D message should be sent from reader to device indicating whether there is collision or contention or not. If Msg1 is decoded correctly, Msg2 could contain the temporary id in Msg1 or its variations, as an ACK. And if Not, Msg2 can either indicate an NAK or just send nothing.
And if there is an ACK in Msg2, device can send its (contemporary) device id, e.g., electronic product code in Msg3 to Reader, which is a R2D message naturally.
In Msg4, from reader to device (R2D), ACK/NAK should be introduced to indicating whether Msg3 is received correctly or not. In UHF RFID and EPC C1G2, the temporary id, which is RN16 and similar to that in Msg1, is a pseudo-random number, and therefore some devices may generate the same temporary id(s), the reader can not only identify it until Msg3 is received, therefore Msg4 is needed to indicating device whether Msg3 is successfully received by reader.
And for CFRA, it can cover the use cases where priori information on device is available, i.e., dedicated inventory, finding known lost items and remote control or command.
The procedure of CFRA is almost a simplified version of CBRA. The Msg0 here is the same with that in CBRA, which is a R2D message and indicates the start of ambient access procedure.
Likely, then in Msg1, device can send its device id to reader. Afterwards, Msg3, which contains the ACK/NAK of Msg1, can be send to device to indicate whether reader receives its response.
As a summary, the 4-step CBRA and 2-step CFRA procedure is shown as follows:


Figure 1: Example of 4-step CBRA and 2-step CFRA for Ambient IoT
As to 2-step CBRA, which is introduced to reduced CP delay, since the there is no significant requirements on E2E delay, and it will take extra effort on evaluating the performance of 2-step CBRA for device 1a and 2a since they use back-scatter and DO-A may not be supported. It is suggested that since it’s the first release for ambient IoT, 2-step CBRA could be postponed.
Proposal 2: Both 4-step CBRA and 2-step CFRA should be supported for Ambient IoT random access procedure.
And for the convenience of further study, for single Ambient IoT device, an access occasion can be defined indicating in this occasion only one device can be accessed by reader. And a multiple ambient IoT devices access procedure triggered for a same purpose can be defined as an access round. An access round can consist of one or more access occasion. The same purpose here can be regard at least as ambient IoT paging message or inventory request passed from 5GC.
In addition, an inventory request can trigger multiple access rounds, since in slotted-ALOHA, the device whose response is collided cannot response again in the current access round. It has to wait for a new access round. The procedure of multiple access rounds to address the access collision can also be named as “re-access”.
Proposal 3.1: The terminology of ‘access occasion’ refers to each time slot for device to perform CBRA or CFRA access in slotted-ALOHA 
Proposal 3.2: The terminology of ‘access round’ refers to a whole inventory procedure which consist of multiple access occasions.
The boundary of access round and access occasion should be indicated by reader, due to the device is not sophisticated enough for maintenance a tolerable timing accuracy, which is RAN1’s agreement. The indication can be either a signal (e.g., EOF/SOF), or an ambient IoT command.
For the access parameters, e.g. N (total amount) of access occasions, boundary of access occasion and access round, due to the limited capacity of ambient device, it should be decided and signaled by reader.
Proposal 4: The reader needs to inform devices the access parameter (e.g., Number of access occasions) and the boundaries of each access occasion and access round.
Also, for the simplicity of device protocol stack and endorse SI/WI on time, other random access schemes should also be deprioritized in Release 19 unless other WGs confirms the need for that.

2.2 Efficiency Enhancement on Ambient IoT Random Access
Many simulation and theoretical derivation results have proven that the efficiency of slotted-ALOHA does not exceed 36.8% when the parameters are appropriately set (i.e., when the number of time slots equals the number of devices), please note that the efficiency here is defined as the ratio of the number of devices successfully inventoried to the number of time slots used. The efficiency of slot-ALOHA with different amount of device is shown in the figure below.
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Figure 2: Efficiency of slotted-ALOHA with different ambient IoT device populations
It can be observed that for slotted-ALOHA, when the number of slots is equal to the number of devices to be inventoried, its efficiency is maximized at 0.368. Therefore, obtaining an accurate number of devices before random access is beneficial for efficiency enhancement.
Observation 2: With accurate device population estimation, the efficiency of slotted-ALOHA can reach its theoretical upper limit, which is 36.8%.
Furthermore, in some other scenarios, e.g., counting the number of people in a shopping mall or park, counting vehicles in a parking lot, or inventorying in a third-party warehouse, it may be necessary to protect business or personal privacy, and the reader may not be allowed to read device information e.g. EPC ID, personal ID, vehicle identification number, in such cases, the only information that can be obtained is the population size of the devices. An accurate estimation of the device population size is also essential in these use cases.
Observation 3: In privacy concern cases, reading device ID may cause legal issues, hence only ambient device population estimation can be applied for warehouse inventory.
Therefore, it is recommended to study the scheme on device population estimation for the efficiency and some privacy-critical use cases.
Proposal 5: RAN2 is suggested to study device population estimation for slotted-ALOHA efficiency enhancement and some privacy-critical use cases.
A maybe more well-known consequence of probabilistic anti-collision algorithm is some time referred as ‘tag starvation problem’. It is caused by the fact that slotted-ALOHA cannot completely prevent collided device response and hence the collied device needs to re-visit and re-access, making an ambient device cannot be identified or accessed for a long time.
A feasible method to improve efficiency is re-access collision ambient IoT device using the collided slot identification. A simple “slotted ALOHA + slotted ALOHA re-access” algorithm can achieve 5% ~ 2% efficiency gain without adding any complexity of ambient IoT devices, compared with one-off “slotted ALHOA” algorithm (Max. 36.8%), as shown below:
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Figure 3: Efficiency comparison of slotted-ALOHA and “slotted-ALOHA and slotted-ALOHA re-access”
Also, there are some hybrid algorithms which combines slotted-ALOHA and tree algorithm, e.g., keeping slotted-ALOHA as baseline and using collision tree to resolve contention or collision, e.g., to re-access these collided ambient IoT devices. The “slotted ALOHA + Collision Tree” algorithm can achieve around 65% efficiency, as shown below,
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Figure 4: Efficiency of hybrid slotted-ALOHA and Collision tree
Due to the limited paragraph, please refer to [3] for the performance analysis of the collision tree. For other access algorithms and the hybrid algorithm that combines tree and slotted-ALOHA, please refer to [4].
Observation 4: As a probabilistic anti-collision algorithm, slotted-ALOHA and its variations have the ‘tag starvation problem’, resulting the need to re-access for the collided devices. By design the re-access methods, the system efficiency could be improved.
By dividing multiple ambient IoT devices into small groups and using “slotted ALOHA + slotted ALOHA re-access” in each group, about 5% efficiency gain can be achieved compared with no grouping, as shown below:
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Figure 5: Efficiency comparison of grouping and non-grouping slotted-ALOHA based algorithm
[bookmark: OLE_LINK8]Observation 5: Dividing multiple ambient IoT devices into small groups is more efficient when there are many ambient IoT devices accessing to reader, without adding additional complexity of Ambient IoT devices.
Proposal 6: RAN2 is suggested to study how to re-access after collision or contention occurs, and ambient IoT device grouping for ambient IoT random access to achieve higher efficiency.
Slotted-ALOHA is a contention resolution based on TDMA, which is more popular compared with CDMA, FDMA and SDMA in back-scatter wireless system. And there indeed is another TDMA candidate, that is Tree based algorithm.
Most tree-based algorithms necessitate that devices have the capability to mute themselves and perform prefix matching. Fortunately, these two capabilities are not that difficult for ambient IoT device compared to accurate timing or preamble generation.
The tree-based algorithm has been a long-standing presence in wireless systems. The core concept of tree-based contention resolution algorithm is divide-et-impera. A typical tree-based algorithm utilizes a tree-like data struct to divide ambient devices into multiple child nodes (or subpopulations). And if the device(s) within a child node is not unique, the algorithm continues to generate new child nodes based on the original child node and makes the original child node become parent node, until device amount within each child node is singularized, as illustrated in the following,


Figure 6: An example of ambient IoT random access using Collison Tree and prefix-matching
Consequently, opposite to slotted-ALOHA, tree algorithm ensures a comprehensive traversal of all devices, which is why tree algorithm is generally referred to as a deterministic algorithm and slotted-ALOHA is often referred as a probabilistic anti-collision algorithm.
As to the tree based algorithm, common, simple and efficient tree based algorithm are binary search tree (BST), query tree (QT), and collision tree (CT), which is a variation of QT. Also, tree based algorithm garners attention due to its significant high efficiency, the original CT algorithm without any priori information and branch prediction can achieve at least 50% efficiency and does not require device to re-access, as shown below:
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Figure 7: Efficiency comparison of slotted-ALOHA and Collision tree with different ambient IoT device populations
Also, there are some hybrid algorithms which combines slotted-ALOHA and tree algorithm, e.g., keeping slotted-ALOHA as baseline and using tree to resolve contention or collision in the slot, they can also be efficient and do not require re-access the collied device after current access round.
Proposal 7: RAN2 is suggested to study tree-based algorithm as a candidate for random access or supplements for slotted-ALOHA.
In addition to the tree-based algorithm, there are some further works can also improve efficiency, e.g., FDMA, parallel access, it is also suggested to also study other enhancements for ambient IoT random access.

3. Conclusion
Since it is the first meeting of RAN2 on ambient IoT, it is suggested for RAN2 to decide the basic random access procedure and direction of enhancement for random access, we propose that,
Random Access Procedure aspect:
Proposal 1: RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access.
Observation 1: Due to the need of common and dedicated inventory, both CBRA and CFRA should be supported for Ambient IoT.
Proposal 2: Both 4-step CBRA and 2-step CFRA should be supported for Ambient IoT random access procedure.
Proposal 3.1: The terminology of ‘access occasion’ refers to each time slot for device to perform CBRA or CFRA access in slotted-ALOHA 
Proposal 3.2: The terminology of ‘access round’ refers to a whole inventory procedure which consist of multiple access occasions.
Proposal 4: The reader needs to inform devices the access parameter (e.g., Number of access occasions) and the boundaries of each access occasion and access round.
Enhancement for RA aspect:
Observation 2: With accurate device population estimation, the efficiency of slotted-ALOHA can reach its theoretical upper limit, which is 36.8%.
Observation 3: In privacy concern cases, reading device ID may cause legal issues, hence only ambient device population estimation can be applied for warehouse inventory.
Proposal 5: RAN2 is suggested to study device population estimation for slotted-ALOHA efficiency enhancement and some privacy-critical use cases.
Observation 4: As a probabilistic anti-collision algorithm, slotted-ALOHA and its variations have the ‘tag starvation problem’, resulting the need to re-access for the collided devices. By design the re-access methods, the system efficiency could be improved.
Observation 5: Dividing multiple ambient IoT devices into small groups is more efficient when there are many ambient IoT devices accessing to reader, without adding additional complexity of Ambient IoT devices.
Proposal 6: RAN2 is suggested to study how to re-access after collision or contention occurs, and ambient IoT device grouping for ambient IoT random access to achieve higher efficiency.
Proposal 7: RAN2 is suggested to study tree-based algorithm as a candidate for random access or supplements for slotted-ALOHA.
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