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1. [bookmark: _Ref73829754]Introduction
[bookmark: Proposal_Pattern_Length]The SI “Ambient IoT” has been approved in RAN#102. Following objectives are related to RAN2:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.
For example:
· Paging
· Random access
· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 
· Interactions with upper layers
For functionalities not listed above, they are studied only if found essential.


At the RAN1#116 meeting, RAN1 discussed random access and made following agreements:
	Agreement
From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used.
Agreement
For A-IoT contention-based access procedure, at least slotted-ALOHA based access is studied.


In this contribution, we provide our view on contention-based access procedure.
Discussion
As defined in the NR, Msg1 or PRACH is the first uplink transmission from UE during initial access, which is utilized to achieve uplink synchronization. However, the necessity for D2R synchronization may be reduced for A-IoT system design, given that the A-IoT devices typically are located in close proximity to the reader. Further, due to the limitations of extremely low-cost A-IoT devices when maintaining timing for D2R transmissions, PRACH transmission in the first step of random access procedure as defined for NR may not be essential for A-IoT system design.
At the RAN1#116 meeting, it was agreed that at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used [2]. For the contention-based access procedure for A-IoT applications, a design principle similar to that was defined for RFID can be considered as a starting point. In particular, it was agreed at the RAN1#116 meeting that at least slotted-ALOHA based access is studied for A-IoT contention-based access procedure [2]. For slot-ALOHA based access mechanism, A-IoT device is only allowed to transmit the packet at the beginning of the slot. 
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Description automatically generated]
[bookmark: _Ref163079529]Figure 1. Contention-based access procedure for A-IoT operations
Figure 1 illustrates contention-based access procedure for A-IoT operations. In particular, the following steps may be included in the contention-based access procedure:
· Step 1: reader may send a query command periodically to a group of A-IoT devices. The query command message may contain specific broadcast information, e.g., the backoff indication as defined for NR. Further, the reader may adjust the backoff indication in the query message, which may depend on the collision rate that is detected in the A-IoT system. 
· Step 2: According to the backoff indication, the group of A-IoT devices may randomly generate a backoff counter and perform random backoff for transmitting the first message to the reader. In this step, a contention resolution ID that is randomly generated from the A-IoT devices can be included in the first D2R message during the contention-based access procedure. 
Note-1: when an A-IoT device receives the query message, it may decrement the counter by 1 for random backoff.
Note-2: the contention resolution ID used in RFID is 16 bits. The probability of collision defined in RFID is shown as below:
	Probability of simultaneously identical sequences: For a Tag population of up to 10,000 Tags, the probability that any two or more Tags simultaneously generate the same sequence of RN16s shall be less than 0.1%, regardless of when the Tags are energized.


Considering the density requirements described in the SID is “150 devices per 100 m2 for indoor scenarios” and the coverage requirement is “the maximum distance of 10 – 50 m for indoor”, the maximum number of devices in the coverage for indoor scenario should be around 376 devices to 11775 devices. Therefore if 16 bits RN is used, the worst collision probability should still be less than 0.1% which is similar to RFID.
Observation: 16 bits RN can achieve the similar performance as RFID for all scenarios defined in 3GPP.
· Step 3: After correctly receiving the initial D2R message from A-IoT device, the reader would send the acknowledgement message that may include the decoded contention resolution ID. To enhance the capacity of contention-based access procedure for A-IoT system, the reader may include the received contention resolution IDs from multiple A-IoT devices into the same acknowledgement message. 
· Step 4: If an A-IoT device successfully decodes the acknowledgement message from reader in Step 3 and confirms that the received contention resolution ID matches with the transmitted one, the A-IoT device responds with an acknowledgement message to indicate that the contention resolution is successful and contention-based access procedure is complete. However, if an A-IoT device determines that the contention resolution ID does not match, the A-IoT device may re-initialize the contention-based access procedure. 
Figure 2 illustrates random backoff for A-IoT devices during contention-based access procedure. As previously mentioned, query message in the first step is transmitted periodically and aligns with the NR transmission timing, which can be beneficial in achieving good coexistence. In addition, the initial D2R transmission from A-IoT devices can be asynchronous at least for A-IoT devices that rely on backscattering for D2R transmission. 
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[bookmark: _Ref158298849]Figure 2. Random backoff during contention based access procedure
It should be noted that in the scenario where various types of A-IoT devices coexist in the system, it may be more appropriate for A-IoT devices to report the A-IoT device type in the initial D2R message so as to allow reader to make proper scheduling decisions. For instance, for A-IoT device Type 2B where devices can internally generate the D2R transmission without relying on backscattering from carrier wave signal, a more flexible resource allocation mechanism may be considered to further mitigate collision between A-IoT devices during contention-based access. However, the difference of these device types mainly impacts RAN1 physical layer design, e.g. resources allocation and scheduling, which should be transparent to RAN2.
Proposal 1: D2R synchronization is not considered for A-IoT system. 
Proposal 2: For A-IoT contention based access procedure, the following aspects can be considered:
· Backoff indication is broadcast to a group of A-IoT devices.
· 16 bits Contention resolution ID is carried in the initial D2R message for contention-based access.
· A-IoT devices randomly generate a backoff counter based on indicated backoff values for contention-based access. 
· Contention resolution IDs from multiple A-IoT devices may be included in an acknowledgement message from reader. 
The random access procedure is similar to 3GPP random access procedure, but not exactly same, e.g. without PRACH resources, etc. Therefore existing NR Random access procedure cannot be reused for A-IoT. Considering most of random access functions belong to MAC specification, e.g. backoff, contention resolution, therefore we should capture A-IoT random access in the specification for A-IoT data link layer (e.g. A-IoT MAC).
Proposal 3: The functions of initial Random access for A-IoT (e.g. backoff, and contention resolution) shall be captured in the specification for A-IoT data link layer (e.g. A-IoT MAC).
1. Conclusion
Based on the discussion, we have following proposals:
[bookmark: _Ref434066290]Proposal 1: D2R synchronization is not considered for A-IoT system. 
Proposal 2: For A-IoT contention based access procedure, the following aspects can be considered:
· Backoff indication is broadcast to a group of A-IoT devices.
· 16 bits Contention resolution ID is carried in the initial D2R message for contention-based access.
· A-IoT devices randomly generate a backoff counter based on indicated backoff values for contention-based access. 
· Contention resolution IDs from multiple A-IoT devices may be included in an acknowledgement message from reader. 
Proposal 3: The functions of initial Random access for A-IoT (e.g. backoff, and contention resolution) shall be captured in the specification for A-IoT data link layer (e.g. A-IoT MAC).
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