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1 Introduction 
A study item on Ambient IOT was agreed for Rel-19 having the following general scope [1]:

A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:

i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.

ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.

· X  is to be decided in WGs.

· Coverage design target: Maximum distance of 10-50 m with device indoors as per TR 38.848: “…a range that WGs can sub-select within”.

· For Topologies 1 & 2 (UE as intermediate node under NW control) per TR 38.848, with no RRC states, no mobility (i.e. at least no cell selection/re-selection -like function), no HARQ, no ARQ. 

NOTE 1: It is to be understood that “≤ a few hundred µW” means WGs are not tasked with setting a particular value, and that it will be for WG discussions to determine if a presented design with corresponding power consumption satisfies the “≤ a few hundred µW” requirement.

B. Deployment Scenarios with the following characteristics, referenced to the tables in Clause 4.2.2 of TR 38.848:

· Deployment scenario 1 with Topology 1
· Basestation and coexistence characteristics: Micro-cell, co-site

·   Deployment scenario 2 with Topology 2 and UE as intermediate node, under network control

· Basestation and coexistence characteristics: Macro-cell, co-site

· The location of intermediate node is indoor

C.  FR1 licensed spectrum in FDD.

D. Spectrum deployment in-band to NR, in guard-band to LTE/NR, in standalone band(s).

E. Traffic types DO-DTT, DT, with focus on rUC1 (indoor inventory) and rUC4 (indoor command). 
· From RAN#104, the study will assess whether the harmonized air interface design (per bullet ‘A’ above) can address the DO-A (Device-originated autonomous) use case, only to identify which part(s) of the harmonized air interface design (per bullet ‘A’ above) is/are not sufficient for the DO-A use case.
In this contribution, we discuss the basic functionality of ambient IOT devices, including the use cases, architecture, and the associated high-level RAN procedures and information flows that should be used as the baseline for the study of solutions.
2 Discussion on Basic Functionality for Ambient IOT
2.1 Architecture and Use Cases 
Ambient IOT is targeted towards developing connectivity for devices low power, low energy storage, and simple design.  Specifically, such devices may be used in automation and simplification of various industries such as medical, automobile manufacturing and warehousing.  With the expected number of devices associated with such application, there is a need to have these devices support wireless connectivity but be either battery-less or have only limited storage capability in order to extend the lifetime of such devices without manual recharging or replacement of their energy source.
To initiate the study of such a new family of devices in 3GPP, SA1 developed a set of use cases in TR 22.840 [3].  Such use cases were further downselected and grouped by RAN into the following RAN representative use cases in TR 38.884 [4].

Table 4.1.1-1: Mapping between RAN representative use cases and SA1 use cases
	rUC
	Applicable SA1 UCs / traffic scenarios

	rUC1: Indoor inventory
	5.1 Automated warehousing

5.2 Medical instruments inventory management and positioning

5.4 Non-Public Network for logistics

5.5 Automobile manufacturing

5.7 Airport terminal / shipping port

5.15 Smart laundry

5.16 Automated supply chain distribution

5.18 Fresh food supply chain

5.27 End-to-end logistics

6.1 Flower auction

6.3 Electronic shelf label

	rUC4: Indoor command
	5.11 Online modification of medical instruments status

5.17 Device activation and deactivation

5.26 Elderly Health Care

5.29 Device Permanent Deactivation

6.3 Electronic shelf label


In the first class of use cases (rUC1: Indoor inventory), a set of ambient IOT devices sends their identity and potentially extra information (e.g., goods information, status information, etc) regularly or at specific request to an inventory system that stores or manipulates the information.  The query of such devices can be limited to a specific geographical area such as a specific section of a warehouse, or a hospital.  Inventory may consist of discovering devices which may be unknown to the inventory system at the time of the query, or of re-verification of the status of devices which have already been queried in the past.  Furthermore, discovery of a group or type of device only (e.g., based on some identity or application-level characterization) may be necessary as well.
Proposal 1:
RAN2 develops procedures and information flows that support the use cases of “inventory”, whereby a group of known or unknown AIOT devices in a defined area are triggered to send device information (e.g., device ID, status) to the network. 

In the second class of use cases (rUC4: Indoor command), a particular ambient IOT device can be managed on an individual basis, either by modifying the status of the device, activating, or deactivating the device, modifying the information reported during future inventory procedures, etc.  In essence, this requires the support of commands (e.g., read/write) that can be issued by the application directly to a known device.
Proposal 2:
RAN2 develops procedures and information flows that support the use case of “command”, whereby a known device can receive a command from the application (e.g., read/write) that may initiate a response from that device.
SA2 has started discussions on architecture to support the AIOT use cases. While architecture discussions are still in their preliminary stages, there are some common architecture entities that that have been identified and can allow RAN2 to progress in their discussion:

· AIOT application function

· The AIOT application function resides in the core network and communicates directly with devices using a rudimentary application layer software. 

· AIOT requests and commands (e.g., inventory trigger, read/write command, etc) are carried transparently by the AS layer as either AS data.

· In order for the AS layer to efficiently control the resources, the network should have some visibility on the command type, or at least what the expected device behaviour (e.g., in terms of resource usage) should be when a command is issued by the application layer.

· AIOT reader

· The AIOT reader interacts directly with the AIOT device over the new AIOT interface (A-Uu).  AIOT service requests from the application function are translated into AIOT commands and data that are sent to the device, while data read from the device by the reader can be sent to the application function.

· RAN has been tasked with developing both topology 1 and topology 2 in Rel19, and the location of the AIOT reader will depend on the topology:
· For topology 1, the reader is located at the cell/gNB.
· For topology 2, the reader is located at an intermediate UE that is connected via Uu.
· AIOT device

· The AIOT device receives AIOT commands and data from the reader and may transmit is own data.  However, since Rel19 assumption is to target DT and DO-DTT data only, data transmissions by this device occurs only upon request of the reader.

· In addition, since the device can use licensed spectrum for communication with the reader, some configuration of the device by the network should be supported.
Proposal 3a:
RAN2 to use the following architecture elements in further discussions of the Rel19 study: 1) AIOT application function (AF); 2) AIOT reader (reader); 3) AIOT device (device)

Proposal 3b:
In topology 1, the reader corresponds to a RAN network node (e.g., cell/gNB) that can communicate with devices over the AIOT interface (A-Uu) using AIOT protocol stack.

Proposal 3c:
In topology 2, the reader corresponds to a UE that can communicate with the network over Uu and with devices over A-Uu.

Proposal 3d:
The reader transmits AIOT commands and/or AIOT data as AS data in a DL-PDU to devices over A-Uu.

Proposal 3e:
The AIOT device transmits AS data to the AIOT reader only in response to a DL-PDU from the AIOT device.

Proposal 3f:
RAN2 assumes the AS layer has some visibility of the command or command type carried by a DL PDU (e.g., for the gNB to determine the transmission behaviour from a device).

Proposal 3g:
Because the A-Uu interface uses licensed spectrum, the AIOT device should support some minimal configuration from the network that controls its behaviour and resource usage.
2.2 RAN-Level Procedures and Information Flows
“Inventory” Information Flow
Inventory procedure involves transmission of a message by the reader (preferably broadcast) that triggers a response from multiple devices.  To initiate a response from a set of devices that is required in inventory procedure, RAN-like paging can be performed.  The paging procedure should involve identifying a group of devices, either by device ID or group of device IDs, or by other criteria associated with the inventory.  
Because inventory can be triggered without any knowledge of the devices in an area, it is assumed that each reader may not know how many devices may respond to the inventory.  For this reason, the application function should be able to initiate the inventory procedure over multiple readers.  However, since the inventory procedure may only be applicable to a particular area, the network should also be able to limit the paging area, either through network implementation, or with some enhancements to limit the paging to specific cells or geographical areas within a group of cells.    

Following paging transmission by the reader, all devices which meet the criteria in the paging message would initiate a response in order to provide inventory information to the reader.  We discuss the paging procedure in more detail in our companion contribution [2]. 

Proposal 4:
RAN2 designs a paging procedure that supports paging a group of AIOT devices in a defined area to support the inventory procedure.
Paging will lead to a response by multiple devices, possibly to the same reader.  As in NR, to ensure the reader can process the responses of multiple devices, a random-access procedure is required.  However, random access procedure in AIOT cannot re-use NR RACH due, in most part, to the lack of perfect synchronization between AIOT devices.  Instead, RAN1 has agreed to study at least ALOHA-based access as a first stage of the random access procedure. 
Proposal 5:
Upon reception of paging message intended for the device, a device performs a random-access procedure, based on at least ALOHA-based access.
Based on proper randomization of resources and a contention resolution mechanism each device should have a dedicated set of time/frequency resources where it can transmit its inventory information.  

Proposal 6:
Following successful completion of the random-access procedure by a device, the device can transmit a limited amount of AS data (e.g., inventory information) to the reader to complete the inventory procedure.  
Data transmission (i.e., “command”) Information Flow

Support of the command use case requires that a device be able to receive unicast-like data from a reader or can be triggered by a DL transmission to send data to the reader.  Theoretically, if all devices are ready to receive at all times, and the reader is aware of each device, unicast data associated with the command use case can be sent at any time to a device that has at least performed inventory procedure once.  However, as is the case in NR, requiring the reader to maintain the context of a device indefinitely may waste network resources unnecessarily.  It may also require the use of a very large identity to address the device, which wastes device power and A-Uu resources.

Furthermore, the network may want to change the configuration of resources associated with each device in different data transmission sessions.  For that reason, it may be beneficial to repeat some of the paging and/or random-access procedure so that DL RRC configuration signaling can be (re)transmitted and some minimal device context can be (re)established at the reader. 
Proposal 7:
Following reception of a DL PDU corresponding to a command (which may or may not contain application data), the device transmits an UL PDU which may contain device data (e.g., for a read command).  Whether paging and/or random access is always required prior to command transmission is further studied by RAN2.  

Furthermore, while data transmission in NR requires an RRC connection to establish security, the concept of an RRC connection and legacy AS-layer security establishment may be too complex for these types of devices.  As an alternative, security can be supported by the application layer only for data.  On the other hand, any AS-generated messages (e.g., RRC reconfiguration) can support a packet level security mechanism similar to SRB0, if such security is deemed necessary.  While security aspects should be studied by SA3, the solution should take into account the simplified characteristics of AIOT devices. 

Proposal 8:
RAN2 assumes transmission of data to/from an AIOT device can be performed without the need of an RRC connection establishment and legacy AS security establishment.
Proposal 9:
RAN2 sends LS to SA3 to request input on whether AS layer security mechanisms are needed for AIOT devices (both for AIOT application data and AS-layer configuration) taking into account the limited complexity and capabilities of such devices.
3 Conclusion
In this contribution, the following conclusions were made on architecture, use cases, and procedures for Ambient IOT: 
Proposal 1:
RAN2 develops procedures and information flows that support the use cases of “inventory”, whereby a group of known or unknown AIOT devices in a defined area are triggered to send device information (e.g., device ID, status) to the network. 

Proposal 2:
RAN2 develops procedures and information flows that support the use case of “command”, whereby a known device can receive a command from the application (e.g., read/write) that may initiate a response from that device.

Proposal 3a:
RAN2 to use the following architecture elements in further discussions of the Rel19 study: 1) AIOT application function (AF); 2) AIOT reader (reader); 3) AIOT device (device)

Proposal 3b:
In topology 1, the reader corresponds to a RAN network node (e.g., cell/gNB) that can communicate with devices over the AIOT interface (A-Uu) using AIOT protocol stack.

Proposal 3c:
In topology 2, the reader corresponds to a UE that can communicate with the network over Uu and with devices over A-Uu.

Proposal 3d:
The reader transmits AIOT commands and/or AIOT data as AS data in a DL-PDU to devices over A-Uu.

Proposal 3e:
The AIOT device transmits AS data to the AIOT reader only in response to a DL-PDU from the AIOT device.

Proposal 3f:
RAN2 assumes the AS layer has some visibility of the command or command type carried by a DL PDU (e.g., for the gNB to determine the transmission behaviour from a device).

Proposal 3g:
Because the A-Uu interface uses licensed spectrum, the AIOT device should support some minimal configuration from the network that controls its behaviour and resource usage.

Proposal 4:
RAN2 designs a paging procedure that supports paging a group of AIOT devices in a defined area to support the inventory procedure.

Proposal 5:
Upon reception of paging message intended for the device, a device performs a random-access procedure, based on at least ALOHA-based access.

Proposal 6:
Following successful completion of the random-access procedure by a device, the device can transmit a limited amount of AS data (e.g., inventory information) to the reader to complete the inventory procedure.  

Proposal 7:
Following reception of a DL PDU corresponding to a command (which may or may not contain application data), the device transmits an UL PDU which may contain device data (e.g., for a read command).  Whether paging and/or random access is always required prior to command transmission is further studied by RAN2.  

Proposal 8:
RAN2 assumes transmission of data to/from an AIOT device can be performed without the need of an RRC connection establishment and legacy AS security establishment.

Proposal 9:
RAN2 sends LS to SA3 to request input on whether AS layer security mechanisms are needed for AIOT devices (both for AIOT application data and AS-layer configuration) taking into account the limited complexity and capabilities of such devices.
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