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1. [bookmark: _Toc18404533][bookmark: _Toc18413600][bookmark: _Toc18403966]Introduction
[bookmark: OLE_LINK3]In RAN #102 meeting, a SID on solutions for Ambient IoT (Internet of Things) in NR has been agreed in [1]. 
[bookmark: OLE_LINK22]In this contribution, we will discuss the random access procedure for AIoT and give our proposals.
2. Discussion
2.1 Collision resolution mechanism 
AIoT use cases such as inventory require that a large number of devices are queried at a given time and hence multiple devices will respond in UL. Hence, group paging is more efficient for devices in DL and correspondingly, the random access collision resolution mechanism should be studied to avoid access collision among devices in UL when the group paging is used as more than one device responds in UL. In NR, the random access resources are distributed in time domain and such mechanism would be needed also for AIoT. 
Proposal 1: Random access resources for AIoT can be distributed in time domain and collision resolution mechanism for these resources should be studied for group paging case.
In addition to time domain distribution of UL access, RAN1 is discussing CDM and FDM for AIoT devices. If CDM is supported for AIoT devices, Random access resources for AIoT should also be distributed among codes randomly. If FDM is supported for AIoT devices, Random access resources for AIoT should also be distributed among frequency domain randomly. Both frequency domain and code domain distribution of random access resources may also be considered to deal with the random access collision resolution mechanism.
Proposal 2: Distribution of Random access resources for AIoT in frequency domain and code domain should also be considered.
Based on the objective in the SID [1], the AIoT device will have at least some limited energy storage capability. Hence the device can be expected to retain a limited context including timers/counters that are necessary for contention resolution purposes. Thus, both timer based and counter based time domain collision resolution mechanisms can be considered. However, a counter based mechanism such as the one used in RFID needs additional triggers to update the counter, and device needs to monitor the triggers all the time, which will waste radio resources and device power. The feasibility of the timer based mechanism on the other hand depends on whether the device can maintain synchronization during the waiting period. This needs further evaluation at RAN1. However, we think that a timer based mechanism should  be studied for AIoT as this has some advantages in terms of radio resources utilization and power consumption. 
Proposal 3:  Contention resolution mechanism can be studied for the time domain distribution of the random access resources.
For the random access procedure, considering UL synchronization (e.g. TA determination) and UL grant are not necessary for AIoT UL transmission, both 2-step random access procedure and 4-step random access procedure are feasible. Similar as that in RFID, a random number with 16bits (e.g. RN16) can be used as the RNTI, which is selected by device, sent to gNB (e.g. reader) in the first Uplink message, and used for device identification in AIoT Uu interface.
Proposal 4: A random number with 16bits is used as the RNTI, which is selected by device, sent to gNB (e.g. reader) in the first Uplink message.
In RFID, if device receives a same RN16 in Msg 2 as that it sends in Msg 1, it considers the  contention resolution is successful, this can be used as a base line for AIoT. Further contention resolution for the case that different UEs select a same RNTI and access at a same occasion needs to be considered too.  
Proposal 5: The contention resolution is considered as successful if the RNTI received in message 2 is the same as that the device sent in Msg1.

2.2 RA Procedure
For the 2-step random access procedure as shown in figure 1, the following steps may be possible:
· Message A (which may be transmitted after the DL trigger message) may include at least the: RNTI (e.g. RN16), Device NAS identity, and UL NAS/AP data; 
· Message B may include: RNTI, and DL NAS/AP data.


Figure 1. 2-step random access procedure
For the 4-step random access procedure as shown in figure 2, the following steps may be possible:
· Message 1 may include: RNTI(e.g. RN16); 
· Message 2 may include the RNTI or a backoff indicator to response the Message 1; 
· Message 3 may include Device NAS identity, RNTI, and UL NAS/AP data; 
· Message 4 may include: RNTI, and DL NAS/AP data.


Figure 2.	4-step random access procedure
If there is a collision for the first Message (e.g. Message 1 or Message A) of the random access procedure , then 4-step random access procedure will waste less device power and radio resource (e.g. less bits are transmitted in Msg1); if there is no collision for the first Message of the random access procedure, the 2-step random access procedure will be more efficient (e.g. the access delay will be less and radio resource used will be less for less steps used). The first message collision probability depends on the number of devices and the number of resources available for the random access. Considering that AIoT random access procedure needs a DL trigger, network can indicate which random access procedure should be used based on the network conditions.
Proposal 6: Both 2-step random access procedure and 4-step random access procedure are studied for AIoT system. 

SA2 are discussing the AIoT Device NAS ID structure [3]. Similar as the 5G-S-TMSI, the AIoT Device NAS ID can be used for device paging ID for device identification; And if more than one device is paged, the AIoT Device NAS ID should be transmitted to gNB in random access procedure for device identification in AS layer and contention resolution, and further transmitted to core network for device identification in NAS. The AIoT Device NAS ID structure can be left to final decision in SA2.  
Proposal 7: The AIoT Device NAS ID transmitted to gNB during the random access procedure for device identification in AS/NAS layer and for contention resolution, and the structure of AIoT Device NAS ID is up to SA2.

2.3 Further issues for study
The following issues can be further studied for the AIoT random access procedure: 
· If and how to detect random access failure
· Device and network actions upon detecting random access failure 
· Exact lengths of device IDs and payload sizes to be used and whether any segmentation is supported and if so, how this is enabled
· Detailed contention resolution and resource selection mechanisms for the random access procedure

Proposal 8: RAN2 should further study random access failure, failure related actions, exact lengths of device IDs and payload sizes and possible segmentation and details of resource selection and contention resolution mechanisms further 
3. Conclusion
[bookmark: _Toc18413612][bookmark: _Toc18403976][bookmark: _Toc18404543]Proposal 1: Random access resources for AIoT can be distributed in time domain and collision resolution mechanism for these resources should be studied for group paging case
Proposal 2: Distribution of Random access resources for AIoT in frequency domain and code domain should also be considered
Proposal 3:  Contention resolution mechanism can be studied for the time domain distribution of the random access resources
Proposal 4: A random number with 16bits is used as the RNTI, which is selected by device, sent to gNB (e.g. reader) in the first Uplink message
Proposal 5: The contention resolution is considered as successful if the RNTI received in message 2 is the same as that the device sent in Msg1
Proposal 6: Both 2-step random access procedure and 4-step random access procedure are studied for AIoT system
Proposal 7: The AIoT Device NAS ID transmitted to gNB during the random access procedure for device identification in AS/NAS layer and for contention resolution, and the structure of AIoT Device NAS ID is up to SA2
Proposal 8: RAN2 should further study random access failure, failure related actions, exact lengths of device IDs and payload sizes and possible segmentation and details of resource selection and contention resolution mechanisms further 
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