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1. [bookmark: _Toc18404533][bookmark: _Toc18403966][bookmark: _Toc18413600]Introduction
RAN#102 agreed a study item for A-IoT [1]. In this contribution we discuss the UP functionality required for A-IoT and propose a way forward on the overall UP design. 
2. Discussion
The NR UP stack is developed to encompass a wide variety of applications including eMBB, MTC, URLLC etc. The same UP stack is used for all these applications with various options to configure different functionality in different protocol layers. However, A-IoT applications present a totally new set of requirements and use cases. Specifically, the following needs to be kept in mind for A-IoT devices [1]: 
· Very low peak power: ~1 µW ≤ a few hundred µW peak power 
· Limited energy storage: Devices with limited energy storage potentially relying on power supplied with a backscattered external CW. 
· Small payload sizes/Data rate requirements: messages around 1000 bits 
· Less stringent latency targets: Around 200 ms latency for the largest possible message 
The above presents a completely new set of requirements from L2 perspective and hence, an overall new design of NR UP protocol stack should be considered for A-IoT. Rather than taking the existing NR protocol stack as baseline, the RAN2 design should consider the essential functionality for A-IoT and design a protocol stack that contains only essential functionality to support A-IoT applications. 
Proposal 1: The UP functionality for A-IoT should contain only essential functionality to support A-IoT applications rather than using the existing NR protocol stack as baseline 
3. Essential functionality for A-IoT
The essential functionality for A-IoT is discussed based on the current NR UP functionality as summarised in the table below. 
	Layer
	Current functionality 
	Analysis from A-IoT perspective
	Proposals

	SDAP
	· Mapping between QoS flow and DRBs
· Reflective QoS 
	· Applications are delay tolerant and require very low data rates
· Differential QoS handling and reflective QoS are not needed and all data can be considered as equally important. 
· One consequence of this is that there is no intra-Device QoS differentiation from RAN perspective for A-IoT and this seems logical for the kind of applications that are being considered for A-IoT
· Inter-Device QoS handling and differentiation can be left to gNB implementation
	Proposal 2: There is no need for intra-Device differential QoS handling for A-IoT

Proposal 3: Inter-Device QoS differentiation for A-IoT is left to network implementation

Proposal 4: SDAP layer and the associated functionality is not supported for A-IoT


	PDCP
	· Header / Data compression
· AS Security
· Duplication for diversity transmission
· In-order delivery and duplicate detection/discard
	· Header / Data compression are not essential for the relatively low data volumes
· Need for AS Security is to be determined by SA2/SA3. However, it can be assumed that security can also be provided by upper layers (e.g. NAS). So, AS security is not essential. 
· Duplication for diversity transmission is also not essential for the concerned applications and data rates
· In-order delivery and duplicate detection/discard needs further discussion. However, this can still be provided, if required, by using a simple scheme where the transmitter and receiver use 
	Proposal 5: PDCP layer is not supported for A-IoT

Proposal 6: Ask SA2 if duplicate detection/discard and/or in-order delivery is required for some A-IoT applications

Proposal 7: If duplicate detection/discard and/or in-order delivery is required by upper layers then a protocol using a sliding window of size 1 can be adopted for A-IoT


	RLC
	· ARQ
· Segmentation/reassembly
· Duplicate detection/Discard
	· ARQ requires the transmitter and the receiver to maintain the status based on sequence numbers and would have to rely on exchange of feedback between peer entities. Such a scheme is not suitable for the use cases under discussion 
· Segmentation may be required. It is clear that different A-IoT applications generate data of different sizes. Not all application data can be accommodated in a single A-IoT transmission (especially in UL). Thus, some form of segmentation will be required, but this doesn’t necessarily mean RLC layer is needed. For instance, a sliding window mechanism with window size of 1 combined with an end of transmission indication would be sufficient. 
	Proposal 8: RLC layer is not essential for A-IoT

Proposal 9: Segmentation is required for A-IoT applications and a protocol based on sliding window of size 1 with an indication of end of transmission should be adopted as baseline. 

	MAC
	· Logical to Transport channel multiplexing
· Multiplexing of SDUs from different logical channels
· SR, BSR procedures
· HARQ
· LCP
· Random access procedure
· Contention resolution and RNTI derivation 
	· As noted above, intra-Device QoS differentiation is not essential for A-IoT. We can assume a single bearer and hence there is no need for the concept of logical channels and multiplexing between logical channels or LCP. 
· SR and BSR procedures basically indicate to the network that there is additional data at the Device side. Some simplified means to provide this information is needed, but as noted above, an implicit indication based on end of transmission indication would provide the necessary information for this. 
· Channel coding and HARQ work in conjunction but this is mainly useful especially if larger window sizes are used to improve the throughput. This is again not required. 
· Random Access procedure would be needed since the devices cannot be assumed to be synchronised all the time and cannot maintain the context. 
· RNTI derivation and contention resolution will also be required so that the devices can be identified unambiguously at RAN level. 
	Proposal 10: SR/BSR procedure, HARQ, LCP are not needed

Proposal 11: MAC layer is supported for A-IoT with the following functionality: 
· Random Access procedure with contention resolution mechanism
· Mechanism to derive an RNTI to be used as temporary identifier at RAN level
· Segmentation and end of segment indication





Based on the above discussion, the overall UP functionality would look like below in Figure 1 for topology 1. 
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[bookmark: _Ref162623273]Figure 1: UP protocol stack for A-IoT for Topology 1
In case of Topology 2, there an additional node (a reader) between the Device and gNB. In order to simplify the design for the A-IoT Device, it is essential to make the reader transparent to the A-IoT device at least from RAN2 UP perspective. From this point of view, the proposal is to reuse the above overall protocol stack as baseline between the reader and the A-IoT device also for Topology 2. And since Device is used as the intermediate node, the legacy NR Uu should protocol stack be used as baseline between the reader and gNB. So, for Topology 2, the overall protocol architecture is proposed to be as shown in Figure 2 below. 
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[bookmark: _Ref162623255]Figure 2: UP protocol stack for A-IoT for Topology 2
Based on the above, the following preliminary proposal is made for Topology 2. 
Proposal 12: Between the A-IoT Device and the Reader in Topology 2, the same overall UP protocol stack as Topology 1 should be reused 
4. Conclusion and Proposals
Proposal 1: The UP functionality for A-IoT should contain only essential functionality to support A-IoT applications rather than using the existing NR protocol stack as baseline
Proposal 2: There is no need for intra-Device differential QoS handling for A-IoT
Proposal 3: Inter-Device QoS differentiation for A-IoT is left to network implementation
Proposal 4: SDAP layer and the associated functionality is not supported for A-IoT
Proposal 5: PDCP layer is not supported for A-IoT
Proposal 6: Ask SA2 if duplicate detection/discard and/or in-order delivery is required for some A-IoT applications
Proposal 7: If duplicate detection/discard and/or in-order delivery is required by upper layers then a protocol using a sliding window of size 1 can be adopted for A-IoT
Proposal 8: RLC layer is not essential for A-IoT
Proposal 9: Segmentation is required for A-IoT applications and a protocol based on sliding window of size 1 with an indication of end of transmission should be adopted as baseline. 
Proposal 10: SR/BSR procedure, HARQ, LCP are not needed
Proposal 11: MAC layer is supported for A-IoT with the following functionality: 
-	Random Access procedure with contention resolution mechanism
-	Mechanism to derive an RNTI to be used as temporary identifier at RAN level
-	Segmentation and end of segment indication
[bookmark: _Toc18404543][bookmark: _Toc18403976][bookmark: _Toc18413612]Proposal 12: Between the A-IoT Device and the Reader in Topology 2, the same overall UP protocol stack as Topology 1 should be reused 
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