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1	Introduction
[bookmark: _Ref178064866]In this contribution, we discuss the support for inter-CU Layer2 Mobility (LTM).
2	Discussion
	· Specify support for inter-CU Layer 2 Mobility (LTM) [RAN2, RAN3]
· Prioritize the case when CU is acting as MN when DC is not configured
· As secondary priority, support the case when NR-DC is configured and CU is acting as SN and MCG is unchanged
· As secondary priority, support the case when NR-DC is configured, CU is acting as MN and SCG is unchanged or SCG is released
· Note: The case that LTM is configured in both MCG and SCG is excluded 
· Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switches as per Rel-18 LTM
· Coordination with SA3 needed with respect to security key handling 
· Note: Rel. 18 intra-CU LTM procedure is considered as baseline for adding inter-CU support
 



[bookmark: P1]In RP-234036[1], it was decided that inter-CU LTM would be discussed in Rel-19. As stated in the above document, it says "Specify support for subsequent LTM mobility procedures aiming to avoid RRC configuration between cell switch as per Rel-18 LTM", there is a need to support subsequent LTM on inter-CU. In Rel-18, RAN2 have specified subsequent LTM which is only applicable to the intra-CU case, this is realized by maintaining the configurations of candidate cells after cell switch. So, we should use Rel-18 subsequent LTM mechanism for intra-CU as a baseline for Rel-19 inter-CU.
[bookmark: _Hlk163064384][bookmark: P2]Proposal1: RAN2 agree to use Rel-18 subsequent LTM mechanism for intra-CU as a baseline for Rel-19 inter-CU.
In inter-CU LTM, Xn/N2 interface needs to be considered, but when considering the N2 interface, it becomes more complex as it is necessary to exchange LTM configuration with the core. Therefore, in Rel-19, where time is limited, we believe it’s better to fucus on Xn interface mobility first, and then subsequent LTM via N2 interface mobility can be discussed later.

[bookmark: _Hlk118378814]Proposal2: RAN2 agree to focus on the subsequent LTM mechanism for Xn handover case first.
Proposal3: RAN2 agree to discuss the subsequent LTM mechanism for N2 handover case later (after Xn handover case)

	[bookmark: _Toc19634727][bookmark: _Toc26875787][bookmark: _Toc35528538][bookmark: _Toc35533299][bookmark: _Toc45028642][bookmark: _Toc45274307][bookmark: _Toc45274894][bookmark: _Toc51168151][bookmark: _Toc161838133]6.9.2.3.1	Intra-gNB-CU handover and intra-ng-eNB handover
The gNB shall have a policy deciding at which intra-gNB -CU handovers the KgNB can be retained and at which a new KgNB needs to be derived. At an intra-gNB-CU handover, the gNB shall indicate to the UE whether to change or retain the current KgNB in the HO Command message. Retaining the current KgNB shall only be done during intra-gNB-CU handover. 
NOTE: 	The option of retaining the KeNB at intra-ng-eNB handover is not supported in ng-eNB.
If the current KgNB is to be changed, the gNB/ng-eNB and the UE shall derive a KNG-RAN* as in Annex A.11/A.12 using target PCI, its frequency ARFCN-DL/EARFCN-DL, and either NH or the current KgNB depending on the following criteria: the gNB shall use the NH for deriving KNG-RAN* if an unused {NH, NCC} pair is available in the gNB (this is referred to as a vertical key derivation), otherwise if no unused {NH, NCC} pair is available in the gNB, the gNB shall derive KNG-RAN* from the current KgNB (this is referred to as a horizontal key derivation). The gNB shall send the NCC used for the KNG-RAN*derivation to UE in HO Command message. The gNB/ng-eNB and the UE shall use the KNG-RAN* as the KgNB, after handover.




In Rel-18, it was limited to intra-CU, and since there were no changes to the PDCP entity, it was not necessary to update parameters related to the security key. On the other hand, in inter-CU LTM, it is necessary to consider Xn handover. According to the description in 33.501[2], The source gNB shall first compute KNG-RAN*, and the target gNB sends UE the NCC which was used to compute the key in source gNB.
	[bookmark: _Toc19634728][bookmark: _Toc26875788][bookmark: _Toc35528539][bookmark: _Toc35533300][bookmark: _Toc45028643][bookmark: _Toc45274308][bookmark: _Toc45274895][bookmark: _Toc51168152][bookmark: _Toc161838134]6.9.2.3.2	Xn-handover
In Xn handovers the source gNB/ng-eNB shall perform a vertical key derivation in case it has an unused {NH, NCC} pair. The source gNB/ng-eNB shall first compute KNG-RAN* from target PCI, its frequency ARFCN-DL/EARFCN-DL, and either from currently active KgNB in case of horizontal key derivation or from the NH in case of vertical key derivation as described in Annex A.11/A.12.
Next, the source gNB/ng-eNB shall forward the { KNG-RAN*, NCC} pair to the target gNB/ng-eNB. The target gNB/ng-eNB shall use the received KNG-RAN* directly as KgNB to be used with the UE. The target gNB/ng-eNB shall associate the NCC value received from source gNB/ng-eNB with the KgNB. The target gNB/ng-eNB shall include the received NCC into the prepared HO Command message, which is sent back to the source gNB/ng-eNB in a transparent container and forwarded to the UE by source gNB/ng-eNB. 




	[bookmark: _Toc19634730][bookmark: _Toc26875790][bookmark: _Toc35528541][bookmark: _Toc35533302][bookmark: _Toc45028645][bookmark: _Toc45274310][bookmark: _Toc45274897][bookmark: _Toc51168154][bookmark: _Toc161838136]6.9.2.3.4	UE handling
f keySetChangeIndicator in the HO command is true
-	If the HO Command message contained a NASC parameter with the K_AMF_change_flag set to one:
-	The UE shall use the horizontally derived KAMF and the NAS COUNT value of 232-1 in the derivation of the temporary KgNB. The UE shall further process this temporary key as described in subclause 6.9.4.4.
-	Else:
-	The UE handling related to key derivation shall be done as defined in clause 6.9.4.4.
Else
-	If the NCC value the UE received in the HO Command message from target ng-eNB/gNB via source ng-eNB/gNB is equal to the NCC value associated with the currently active KgNB/KeNB, the UE shall derive the KNG-RAN* from the currently active KgNB/KeNB and the target PCI and its frequency ARFCN-DL/EARFCN-DL using the function defined in Annex A.11 and A.12. 
-	If the UE received an NCC value that was different from the NCC associated with the currently active KgNB/KeNB, the UE shall first synchronize the locally kept NH parameter by computing the function defined in Annex A.10 iteratively (and increasing the NCC value until it matches the NCC value received from the source ng-eNB/gNB via the HO command message. When the NCC values match, the UE shall compute the KNG-RAN* from the synchronized NH parameter and the target PCI and its frequency ARFCN-DL/EARFCN-DL using the function defined in Annex A.11 and A.12.



Next, according to UE handling in 6.9.2.3.4, UE derives the key using the received NCC from source gNB. Therefore, in inter-CU LTM, since there is a need to derive a new key, it is necessary to notify the terminal of the parameters required for updating the security key, including the NCC.
Proposal4: RAN2 discuss updating the security key for inter-CU LTM scenarios.
[image: ]Figure1: legacy Xn handover

3	Conclusion
We make the following observations and proposals:
Proposal1: RAN2 agree to use Rel-18 subsequent LTM mechanism for intra-CU as a baseline for Rel-19 inter-CU.
Proposal2: RAN2 agree to focus on the subsequent LTM mechanism for Xn handover case first.
Proposal3: RAN2 agree to discuss the subsequent LTM mechanism for N2 handover case later (after Xn handover case)
Proposal4: RAN2 discuss updating the security key for inter-CU LTM scenarios.
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